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Introduction to the Administrator's Guide

The Administrator's Guide helps you efficiently set up and manage
PolicyTech™. We hope you enjoy the freedom and confidence that this product
brings.

For instruction on creating, reading, and managing documents, see the User's
Guide.

To get started, please read the following introductory topics:
Who Should Use This Guide?
Installing PolicyTech

Logging In
Setting Preferences

Setting Up Document Access

"The Publishing Process" in the User's Guide

Getting Help

Who Should Use This Guide?

You will want to use the Administrator's Guide if you've been given one of the
following system permissions within PolicyTech™:

m Document Control Administrator (global or site)
m Category Owner

= Company/User

m System/IT

m Manager

Notes:

m See Assigning System Permissions for a description of each
permission listed.

= If you've been assigned the Report Manager permission, see
"Management Reports" in the User's Guide.

The table below lists the sections that are applicable to each of these
permissions.

Permission Applicable Chapters

Document Control Administrator, All
Global
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Document Control Administrator, Site  All except "System and IT Settings"
Category Categories

Company/ User Company Setup, User Setup
System/IT System and IT Settings

Manager User Manager

Installing PolicyTech

This guide assumes that PolicyTech™ has already been installed at your site or
that your organization has opted for a hosted configuration. If you need
installation help, go to the Client Resource Center or call Client Support at 888-
359-8123 (toll-free in the U.S. and Canada) or 208-359-8123.

Logging In

PolicyTech is a web-based application, and you can access it using the latest
two versions of one of the following browsers:

= Microsoft® Internet Explorer®
= Mozilla Firefox®

m Google Chrome™

Note: We only test PolicyTech on Internet Explorer. If you find an issue using
PolicyTech while using Firefox or Chrome, please let us know by going to the
Support Center (https://navexglobal.force.com/crc/crc_newCase) and
submitting a ticket.

Tologin,
1. Ifyou don't already have it, obtain the PolicyTech URL from your network
administrator.

2. Enter the URL on the address line of your browser.

3. Atthe login prompt, type your user name and password, and then click Log
in.

Note: If you happen to get a message asking for the configuration user name
and password, submit a support ticket at
https://navexglobal.force.com/crc/crc_newCase or call 888-359-8123 (toll-
free inthe U.S. and Canada) or 208-359-8123.
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POLICYTECH"

Policy & Procedure Management

Usemame

Password

Forgot password?

Setting Preferences

Most of the work of setting up PolicyTech™ is done in Preferences.
Consequently, most of the other sections in this guide deal with Preferences
settings.

MY TASKS (33)

policytech

Personal Settings

Company Setup

User Setup

Document Setup

System / IT Settings

The following are the topics corresponding with each Preferences area:
Company Setup

User Setup
Document Setup

System and IT Settings

Setting Up Document Access

Accessing Documents via WordModulePlus

WordModulePlus™ is an ActiveX® module that enables the following
PolicyTech™ functionality:
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» Create, edit, and view Microsoft® Word and Excel® documents from within
PolicyTech.

= Launch Microsoft PowerPoint® and Visio® files from within PolicyTech,
with the file opening in PowerPoint or Visio outside the browser. Saving the
file in PowerPoint or Visio automatically updates the file in PolicyTech.

= Launch any other file type from within PolicyTech, with the file opening in
the operating system's default application for the file's extension. After
editing and saving a file that is not a Word, Excel, PowerPoint, or Visio file,
a user must upload that file into Policy Tech again to replace the previous
version. (This functionality is not enabled by default. See Enabling Other
File Types below for details.)

Installing WordModulePlus On Demand

Users are prompted to download and install WordModulePlus the first time
they attempt to create or open a Word or Excel document. They can follow the
prompts to install the module and then continue working where they left off in
PolicyTech.

Important: Users must have Local Administrator rights in order to
successfully install WordModulePlus. Without Local Administrator rights,
users still see the installation prompt and can click the Install button, but the
usual result is that installation appears to start but never completes.

Installing WordModulePlus via Active Directory

An alternative to having users install the module on demand is to use the Group
Policy feature of Active Directory® to distribute WordModulePlus.

1. Download and unzip the Windows Installer (MSI) package for
WordModulePlus.

2. Use Group Policy in Active Directory to assign the MSI| package to
PolicyTech users or computers within a domain.

Important: Itis not within the scope of this guide to instruct on how to use
Active Directory. If you need help, contact Client Support at 888-359-8123
(toll-free in the U.S. and Canada) or 208-359-8123 and request the
document for their preferred method of configuring a group policy to allow
users to install and manage WordModulePlus. You can also refer to the
following Microsoft knowledge base article:
http://support.microsoft.com/kb/302430.

3. Depending on the installer package assignment, notify all users that, before
they can use WordModulePlus, they must either log out and log in again if
you assigned the installer package to users, or reboot their computers if
you assigned the installer package to computers.
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Enabling Other File Types

You can enable PolicyTech to launch any file with a file name extension for
which the Windows operating system can assign a default application. For
details, call Client Support at 888-359-8123 (toll-free in the U.S. and Canada)
or 208-359-8123.

Accessing Documents From SharePoint

You can use the Page Viewer Web Part to access documents directly from
PolicyTechina SharePoint® portal. See Appendix E: SharePoint Integration
for details.

Getting Help

For links to all help resources, see Help and Support. Instructions are included
below for how to use the online Help.

Using In-Product Help

You can find answers to many of your questions by using the Help feature,
which you can access in the following ways:

m Inthe PolicyTech™ header, click HELP to access the online Help system.
You can then browse the table of contents or search for a specific topic.

Main Help Link

policy’

I Personal Settings I

Online Help Window

-
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PolicyTech™
Policy and Procedure Management

B Contents I 8

W User Topics by Subject A
Wl Administrator Topics by Subject Gettin g H elp
] Topics by Document Role

You can learn and find answers to your questions about PolicyTech™ using the

Il Topics by System Permission online Help system or by downloading a guide or quick reference card in PDF format

] Topics by User Interface Area

Online Help

User Topics by Subject
Administrator Topics by Subject

4 Topics by Document Role
Topics stem Permission

Topics by User Interface Area

Release Notes and Quick Reference Cards

Release Notes

Quick Reference - Document Qwner
Quick Reference - Writer

Quick Reference - Reviewer

Quick Reference - Approver
Quick Reference - Reader

m Click Help at the top of the currently displayed list or window to get specific
help with what you're currently working on.

List Help

DOCUMENTS = MY TASKS (33)  REPORTS | PREFERENC

policytech

Site: Corporate Headquarters ~

Preferences New ~

< Edit ‘T Move ¢ Merge

Personal Settings

|Corporate Headquarters 4

Company Setup
@ [Corporate Headguarters]
@ Accounting

@ Administration

@ Disaster Recovery

@ Educational Rezources

General Properties
Sites
Departments

System [ IT Settings

Window Help

Department Groups @ Engineering
Job Titles @ Environmental Services
; @ Fiscal Services
Job Title Groups @ Human Resources
Recycle Bin @ Installation
@ Manufacturing
User Setup @ Operations
Document Setup @ Purchasing

@ Shipping and Receiving
@ Software Development
 Systems Administration
& Technical Services

PolicyTech 9.0 Administrator's Guide



Introduction to the Administrator's Guide - 7

Edit Department - Accounting

Department Name |Accoun1ing w |

Reference ID | Accounting |

| H Save | Cancel |

PolicyTech 9.0 Administrator's Guide



8 - Company Setup

Company Setup

Refer to the following sections for details on setting up company preferences:
General Properties
Working with Sites
Working with Departments

Working with Department Groups
Working with Job Titles
Working with Job Title Groups

General Properties
To set up general properties,
1. Click PREFERENCES.

2. Click Company Setup, and then click General Properties.

General Properties 7 |Help

~ Organization Setup
Business Title @
| NAVEX Global |

~ Document Arrangement @
(=) Display all items, regardless of document count.

(O Only display items assigned to documents.

Display document count next to items.

[] Filter the user's document list by their assigned department(s).

[] Filter the user's document list by their assigned language.

Automatically redirect tablet and phone browsers to the mobile user interface.

~ System-Wide Regional Settings @

Time Zone | -07:00 America/Boise | v |
Time Fom‘lat| HH:MM | v |
Date Format | MM/DDIYYYY [~]
Language | English {(English} | w |

Login Logo
{(Upload a logo to be used on the login screen) J

Default Document Logo
{ (Upload a logo to be used in Documents) J

[ |l save | cancel |

L J

3. Make desired changes to the settings, which are explained in the sections
that follow.

Organization Setup
In the Business Title box, type name of your organization.
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- Organization Setup
Business Title @
Delta Regional Medical Center

The name appears on the right of the PolicyTech™ header, below the user
name.

polic _
Icy

I

T

( N . |

Document Arrangement

The Document Arrangement options let you control which items and
documents are displayed when looking for a document using Arrange by (see
"Finding a Document in a Specific Status" in the User's Guide for details on
using Arrange by).

Item Display

When looking for a document using Arrange by, users can choose to list
documents by one of many document properties, such as what department or
category the document is assigned to.

Arrange by:
Departments -
Departments

Template
Writer k‘

Reviewer
Approver
Categories
All Categories
CALEA
Compliance Standards
Document Type
FLSA
SO 9000
Manuals
Police Department
Sarbanes-Oxley Guidelines

Selecting a property displays a list of all the items, or options, that can be
assigned for that property. In the example below, Document Owner is the
selected property, and the names of all document owners are the items in the
Document Owner list.
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Arrange by:
Document Owner [=]
ar Add Custom

@ [All Documents]
@ Benton, Caral
@ Breen, Darren
@ Calfus, Steven
@ Driggs, Shiela
@ Farmsworth, John
@ Fillmore, Gregory
@ Gatos, Will
@ Gleeson, Edward
@ Haas, Shana
# Hansen, Tom
@ Howard, Susan
@ Johnson, Douglas
@ Jones, Anne
@ Keller, Kevin
@ Lavin, Alice
@ Leonard, Lynn
@ Monson, Teresa
@ Oppener, Susie
@ Rydalch, Cindy
@ Smith, Leroy
@ Soliz, Stacy
@ Steiner, Mark
@ Stephens, Eric
@ Stoker, Brent
@ Sution, Gladys
@ Thomas, Brad
@ Wright, Fred

By default, all of the items under the selected property appear in the Arrange
by list, whether they have documents assigned to them or not. If you want only
those items to be displayed that have documents assigned to them, click Only
display items assigned to documents.

~ Document Arrangement @

() Display all items, regardless of document count.

q)ﬁ{)nly display items assigned to documents.
[] Display document count next to items.

[] Filter the user’s document list by their assigned department(s).

[] Filter the user's document list by their assigned language.

Automatically redirect tablet and phone browsers to the mobile user interface.

Document Display
With the following settings, you can change how documents are displayed.

Document Count

By default the number of documents assigned to each item in an Arrange by
list is displayed, as shown below.
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Arrange by:
Document Owner [=]
=» Add Custom

@ [All Documents]
@ Benton, Carol
@ Breen, Darren
@ Gleason, Edward
# Hansen, Tom
@ Howard, Susan
@ Johnson, Douglas
@ Lavin, Alice
@ Rydalch, Cindy
@ Stoker, Brent
@ Wright, Fred

LN

To disable this feature, click to clear the Display document count next to
items check box.

~ Document Arrangement @
(=) Display all items, regardless of document count.
() Only display items assigned to documents.
Display document count next to items.
%:ilter the user's document list by their assigned department(s).

[] Filter the user's document list by their assigned language.
Automatically redirect tablet and phone browsers to the mobile user interface.

Document Filters

By default, users can see documents in all departments, as long as they have
been assigned to those documents in some way, such as being assigned as a
reader. If you want to restrict all users to viewing only the documents in their
assigned departments, select the Filter users’ document lists by their
assigned department(s) check box.

By default, users also see documents in all languages. To limit the display of
documents to only those in the user's preferred language, select the Filter the
user's document list by their assigned language check box..

~ Document Arrangement @
(") Display all items, regardless of document count.
(® Only display items assigned to documents.
Display document count next to items.
] Filter the user's document list by their assigned department(s).

[] Filter the user's document list by their assigned language.
Automatically redirect tablet and phone browsers to the mobile user interface.

Important: This setting applies to all users, except those assigned the
Document Control Administrator or View Docs All Departments
permission (see Assigning System Permissions for details on assigning
permissions to users).
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Mobile User Inteface

By default, when a user accesses PolicyTech using a browser (instead of the
mobile app) on a tablet or phone, PolicyTech detects that the userison a
mobile device and automatically loads the mobile user interface instead of the
standard interface displayed when logging in from a computer. To always start
with the standard user interface, click to clear the Automatically redirect
tablet and phone browsers to the mobile user interface check box.

System-Wide Regional Settings

Choose the time zone, time format, date format, and language settings you
want to appear as the default settings for each site you add. You can override
these settings when you create a site (see Adding a Site for details).

- System-Wide Regional Settings @

Time Zone  |-05:00 US/Eastern [v]

Time Format | HH:MM am/pm [v]

Date Format | MM/DD/YYYY [v]

Language |Eng|ish (English) | v |
Login Logo

You can upload a graphicfile, such as a company logo, that will be displayed
above the login dialog box, as shown in the example below.

My Company Logo
Tag line

POLICYTECH"

Policy & Procedure Management

Usemame

Password

Visit our Public Site Forgot password?

1. Click Login Logo to expand the Login Logo area.
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-[# LoginLogo
‘ (Uplaa@ logo to be used on the login screen)

2. Click Browse..., navigate to the graphic file, and then click Open to insert
the file name.

3. Click Upload File. A preview of the login logo is displayed.

-[= Login Logo
nav_h_p_dr_rgh_tag.png | Browse... | | Upload File |ﬂ
- Preview @
None |
Image Justify | Center

Note: To remove the currently selected logo, click [ after Preview. To
replace it, simply upload another graphicfile.

-= Document Logo
Default Logo

S
NAVEX

The Ethics and Compliance Experts

I Upload File
Browse... P o

4. Forlmage Justify, click Center, Left (aligned with left edge of login dialog
box), or Right (aligned with right edge of login dialog box).

Important: The box that holds the login logo is set at 400 pixels wide (the
same width as the login dialog box below it), but the height will adjust
automatically. If you upload a graphic that is wider than 400 pixels, the Image
Justify option will have no effect. The left edge of the image will be aligned
with the left edge of the login dialog box.

Document Logo

You can upload a graphic file, such as a company logo, that users can then
insert into documents and document templates.

1. Click Document Logo to expand the Document Logo area.

-+ Document L ogo
‘ (Upload a L to be used in Documents)
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2. Click Browse..., navigate to the graphic file, and then click Open to insert
the file name.

3. Click Upload File. A preview of the new default logo is displayed.

-= Document Logo

Default Logo
nav_h_p_clr_rgh_tag.png Browse... | | Upload File P
- Preview @

None ‘

Note: To remove the currently selected logo, click T after Preview. To
replace it, simply upload another graphic file.

- = Document Logo
Default Logo

Upload File
Browse... p o

—
NAVEX

The Ethics and Compliance Experts

4. Click Save.

Working with Sites

You can think of a site as a container holding all the departments, users, job
titles, categories, and documents specific to a particular location. When you first
install PolicyTech™, there is one default site named --Main Office--, which you
can rename to something more appropriate for your organization. You can also
create additional sites for separate locations.

Single Site or Multiple Sites?

Deciding whether to stick with a single site or create multiple sites can be a
challenge, because there are so many factors to consider. Listed below are
some of the benefits of single- and multiple-site configurations:

Benefits of a Single-Site Configuration
m Less complexity, making the system easier to set up and maintain

m Easier for users to find documents if document volume is relatively low
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Benefits of a Multiple-Site Configuration

= Added security for location-specific documents, as users from one site
cannot access documents from another site unless they are explicitly
granted that permission

m Faster searches for high-volume document repositories

m Less confusion from duplicate document titles that may occur when multiple
locations create the same types of location-specific documents

= A possible better match with Active Directory® or your human resources
database structure

You will want to carefully consider these factors and others before you decide
which configuration is best for your organization. We highly recommend that
you contact one of our experienced implementation specialists (call 888-359-
8123 (toll-free in the U.S. and Canada) or 208-359-8123) to ensure that you
have considered as many factors as possible.

Refer to the following topics for details on the tasks related to working with sites:

Adding a Site
Editing Site Settings

Merging Sites
Deleting a Site
Adding a Site
To add a site,
1. Click PREFERENCES, and then click Company Setup.
2. Click Sites, and then click New.
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P
DOCUMENTS | MY TASKS (27) ' REPORTS | PREFERENCES | Welcome Douglas Johnson | LOG OUT

Demo Site

ABOUT | HELP
Site: Corporate Headquarters - i !

Preferences New ~ Edit *+ Merge o Delete ?
Personal Settin:
05 @ Corporate Headquariers

e o ST
@ Sales & Support Office Qe E

General Properties

~ Default Display Options

Depariments Name [
Department Groups Reference ID |
Job Titles

Job Title Groups

Default Tab | Documents

Recycle Bin Default View |AII Documents

Third-Party Setup Default Arrangement | Departments

User Setup Filter by Language |(De1au|()
Document Setup

System / IT Setiings (~ Basic Search
Select the default basic search to display in the Documents area.

:
o ko ||

~ Regional Settings
Time Zone ‘ (Default)

Time Format ‘ (Default)

Date Format | (Default

Language ‘ (Default)

~ Anony Access

[ Turn on Anonymous Access for this site @
Site URL |
IP Range(s) |

D Logo
[(Upload a logo to be used in Documents)

Il Save | Cancal

NAVEXsoen

3. Add information in the following areas, which are described in the sections
that follow. Keep in mind that these settings apply only to the site you are
currently creating.

m Default Display Options

m Basic Search

m Regional Settings

= Anonymous Access

m Public Viewer
m Document Logo

4. Click Save.

Default Display Options
All default display options are required.
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~ Default Display Options
Name

Reference ID

Default Tab Documents
Default View All Documents

Default Arrangement | Departments

ElEIE]E]
[+

Filter by Language {Default)

Name and Reference ID

In the Name box, type the name that will be used to uniquely identify this site
within PolicyTech™.

The reference ID is used only by the Automated User Synchronization
feature. Its purpose is to allow the site name in a snycfile to be different than the
PolicyTech site name. In other words, the reference ID may or may not be the
same as the site name. When users are imported from a syncfile, they are
assigned to sites based on site reference IDs rather than site names. (See
Automated User Sync for a Hosted (SaaS) PolicyTech System for complete
details.) If you do not use Automated User Synchronization, we suggest that
the site name and reference ID be the same.

Default Tab, View, and Arrangement

These three default settings determine what is first selected and displayed
when you log in to PolicyTech.

Note: Users assigned to this site inherit these settings as their defaults but
can override them with the corresponding options in Personal Settings.

The Default Tab options correspond to the tab bar options at the top of the
PolicyTech header and determine which tab is first selected and displayed
when you log in to PolicyTech.

Edit Site - Corporate Headquarters

~ Default Display Options

Name Corporate Headquarters

Reference 1D Corporate Headquarters

Default Tab [v] @

. Documents

Default View i}
My Tasks

Default Arrangement |Reports i ]
Preferences

Filter by Language [ {Derauny ™

. \ O FRE]
policyt

(™ Print +

All Documents
. Arrange by:
el [Departments v| Please click on the ap
Collaboration & Add Custom

Review
—_— @ [All Documents]
it "
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The Default View options correspond with the Documents, Personal Items,
and Research options in the left navigation menu and determine which option
in the left navigation menu is first selected and displayed when you log in to

PolicyTech.

Personal Settings ? Help
Default Display Options
Default Tab | Documents | v | o
Default View [Favorites| | v @
All Documents
Default Arrangements My Documents i ]
Filter by Language Favorites
Recent Dgcuments
. Research
r Basic Search

Arrange by:
| Departments

@ [All Documents]
@ Accounting (2)
@ Administration (1)
 Human Resources (1)

nal
Favorites

Recent Documents

The Default Arrangement options correspond to the Arrange by optionsin a
document list and determine which Arrange by option is first selected and in
effect when you select a status in the Documents menu to display a document

list.
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~ Default Display Options

Default Tab Documents o
Default View Favorites o
Default Arrangements [ 25 E | hd | ()
. Site Default (Compliance Type)
Filter by Language TS A
Template N
~ Basic Search Document Own —
Select the default basic|Writer ea.
- —Reviewer
In | Title _|Approver
“|Category
By | Selected Status All Categories
- Compliance Type —
l-- Regional Settings Custom Standards v

- Document Type
Language | English (Engnsny

|
policyt

™= Print +
All Do-cuments Arrange by-
prat Departments v| Please clic
Collaboration & Add Custom
Review
. @ [All Documents]
Approva @ Accounting
Pending @ Administration
- @ Disaster Recovery
[P EIED @ Educational Resources
Archived @ Engineering

@ Environmental Services
@ Fiscal Services

My Documents

Filter by Language

When set to Yes, this option hides documents that are not in a user's assigned
language. When set to No, users see all documents regardless of the
documents' assigned languages.\

Notes:

= When a site is first added, it inherits the language filtering setting from
General Properties in Company Setup (see General Properties).
Thus, the site's initial Filter by Language setting will be (Default).

m Users assigned to this site inherit this setting by default but can override
it with the corresponding option in Personal Settings.

Basic Search

The Basic Search settings determine the default settings for the In and By
options in a basic document search.

1. Use the In setting to specify the default Basic Search setting for how much
of a document to search: just the title, only document contents (full text),
only keywords, only the reference number, or all of the previous.

Inthe In list, click a setting.
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Basic Search
Select the default basic search to display in the Documents area.

In | Title >
B Title Welcome Douglas Johnson | LOG ouT
Full Text
Keywards
Reference #
All of the above

=

ease click on

By | All Documents: Published

Advanced Search @ Help I P search |

2. Use the By list to specify which status or arrangement you want selected
as the default By option for Basic Search.

Basic Search
Select the default basic search to display in the Documents area.

In | Title []

Welcome Douglas Johnson | LOG ouT
By 2
NAVEX Global

Selected Status
Selected Item in Arra ent
Entire Library (All Active S es)

Search for | ‘ »
In | Title v

By | All Documents: Published v
All Documents: Published
Selected Item in Arrangement
Entire Library (All Active Statuses)

When you create a site, it inherits the current settings in System-Wide Regional

Regional Settings

Settings in General Properties, and all the site regional settings say (Default).
You can override any default setting for the current site by changing the setting.

Regional Settings

Time Zone | (Default) [ |
Time Format |HH.MM am/pm | v |
Date Format | (Default) [¥]
Language | (Default) [~]

Anonymous Access

You can set up the site so that anyone (including PolicyTech™ users) can
access any published document assigned the All Users or Public security
level. An anonymous user needs only the site URL to access that site's
published documents; no user name or password is required.
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Note: Both Anonymous Access and Public Viewer (see Public Viewer)
allow those who are not defined as PolicyTech users to access documents in
the PolicyTech repository through a special URL. The difference between
the two is that Anonymous Access allows access to documents with both
the All Users and Public security levels, while Public Viewer limits access
to only those documents with the Public security level. Also, Anonymous

Access is included with your PolicyTech purchase, while Public Viewer is a
separately purchased add-on.

- AnNonymous AcCcess

[[] Turn on Anonymous Access for this site @
Site URL i}

IP Range(s) i ]

1. Toenable anonymous access for a site, first open the site form (see Adding
a Site or Editing Site Settings for help).

2. Inthe Anonymous Access area, click Turn on Anonymous Access
for this site.

3. Inthe IP Range(s) box, type the range of IP addresses you want to be able
to access this site anonymously.

Note: Each computer on a network has its own IP address, which belongs to
a specific range of IP addresses assigned to the organization hosting the
network. To ensure that only intended users can access PolicyTech site
anonymously, you must provide a range, or ranges, that contains the
computer IP addresses of any users to whom you want to give anonymous
access. To obtain an IP address range, contact the network administrator of
the organization whose users will be accessing this site anonymously. See
"IP Range Syntax" below for details on how to format IP address ranges.

4. IfaURL s notdisplayed in the Site URL box, click Save, and then click the
site name to open it in the Edit Site box. The URL should now be
displayed. You will need to provide this URL to all users who will be
accessing this site anonymously.

Note: PolicyTech automatically generates the site URL the first time you
save the site. You cannot change or delete the URL.

IP Range Syntax

You can use both IPv4 (32 bit) and IPv6 (128 bit) IP address formats to specify
arange. Type the lower limit of the IP range first, followed by a dash and then
the upper limit of the IP range, as shown below. (Each number has been
replaced with an x in the example.)

XXX X XX=XX. X XXX
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To include multiple ranges, separate each range with a comma. Do notinclude
a space before or after the comma.

XXX XXX =XKL XXX, XXX XXX XX =XXX XX XL XX

Public Viewer

Important: You will only see the Public Viewer area if the Public Viewer
add-on module has been purchased and enabled. See Module Manager for
more information about Public Viewer.

You can set up the site so that anyone who is not a PolicyTech™ user can
access any published document assigned the Public security level. A public
viewer needs only the site URL to access the site's published documents—no
user name or password is required.

Document Logo

You can select a graphic file, such as a company logo, that users can then insert
into documents and document templates. You can either use the graphic file (if
any) uploaded in General Properties of Company Setup (see "Document
Logo" in the "General Properties" section) or upload a different graphic file for
the current site.

Use the Logo from General Properties
1. Click Document Logo to expand the Document Logo area.

-# Document ogo
‘ (Upload a La_b to be used in Documents)

2. ClickImport Default Logo. The imported logo appears in the Preview
area.

- = Document Logo

‘ ImportIQefauIt Logo ‘ﬂ
Loy

Browse...l Upload File | @

- Preview @

None

Note: If alogo file has not been uploaded in General Properties, you will
receive the following alert instead of seeing a file preview. Click OK to clear
the alert and then either upload a logo for this site (see next section) or
upload a logo in General Properties and then repeat these steps.

PolicyTech 9.0 Administrator's Guide



Company Setup - 23

Corporate logo not set. Set in General Properties.

(OK]

Upload a Site-Specific Logo

1. Click Document Logo to expand the Document Logo area.

-+ DocumentLogo
‘ (Upload a L to be used in Documents)

2. Click Browse..., navigate to the graphic file, and then click Open to insert
the file name in the Default Logo box.

3. Click Upload File. A preview of the new default logo is displayed.

- Document Logo

Default Logo
nav_h_p_clr_rgb_tag.png Browse... | | Upload File 0
- Preview @
MNone |
Notes:

m See "Logo" in the "Appendix: Document Property Details" topic in the
User's Guide for details on inserting the default site logo into a
document.

m There can only be one default site logo at a time. If you upload another
file, it replaces the existing one. Be aware that replacing an existing
default logo with a graphic of a different size could adversely affect the
formatting of existing documents containing the default logo.

= To delete the current default logo, click T in the Preview area.
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~ = Document Logo
Default Logo

| Browse...

Preveu 9.
NAVEXcLosal-

The Ethics and Compliance Experts

| Upload File

Editing Site Settings
1. Click PREFERENCES.
2. Click Company Setup, and then click Sites.

3. Click the site you want to edit.

DOCUMENTS | MYTASKS (27} = REPORTS | PREFERENCES Welcome Douglas Johnson | LOG oUT

policytech

Demo Site

© ABOUT | HELP

Site: Corporate Headquarters ~

Preferences New # Edit “+ Merge i Delete 7

Personal Settings @ Como Headqu

g ls‘:gslf%m ofice Edit Site - Corporate Headquarters

Company Setup
General Properties

 Default Display Options

Departments Name | Corporate ‘

Department Groups Reference ID | corporate |

Job Tiles Default Tab [ [“]e

Job Title Groups

Recydle Bin Default View | All Documents ‘ v ‘ [}
Third-Party Setup Default A | Departments ‘ ~ ‘ [ ]
User Setup Filter by Language | (Default) ‘ ~ ‘
Document Setup
System / IT Settings - Basic Search

Select the default basic search to display in the Documents area.

:
o

~ Regional Settings

Time Zone | (Default)

Time Format | (Default)

[+
]
Date Format | (Defaull []
Language | (Default) ‘ |

~ Anony Access

[] Turn on Anonymous Access for this site @

Site URL \ mmj.'jm,tesl,poli:mcn,com.'ert}anonymnusdmeq [}
IP Range(s) | @

{Upload a logo to be used in Documents)

[ D Logo ]

PolicyTech 9.0 Administrator's Guide



Company Setup - 25

4.
5,

Make the desired changes. (See Adding a Site for details on each setting.)
Click Save.

Merging Sites
When merging one or more sites into another site (the target site), all of the
users, departments, categories, and templates assigned to the sites to be

merged will be reassigned to the target site. The sites to be merged will be
deleted, with the target site remaining.

Important: A site thatis merged into another is not placed in the Recycle
Bin and can only be restored by restoring a backup database. Be sure to
back up the PolicyTech™ database when prompted (see step 4 below).

Note: For a merge to be successful, the site being merged cannot contain
any departments or job titles that are the same as those in the target site. If
you know of duplicate names, you can rename or delete duplicates before
performing the merge. If you don't know of any duplicate names, go ahead
and perform the merge. If there are duplicates, you will see a list of the
duplicate departments and job titles that you must rename or delete before
the merge can be completed.

To merge sites,

1.

Click PREFERENCES.

2. Click Company Setup, and then click Sites.
3.
4

Click Merge.

. You will be prompted to back up the PolicyTech™ database before

merging sites. Click Backup Database, and then click OK. When the
backup is complete, click Close.

a

. 0]

VWARNINGII

It is highly recommended that you back up the database
before proceeding

Back Up Database | Cancel

5.

In the site list on the left, select the site or sites to be merged.
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DOCUMENTS ' MY TASKS (12) ' REPORTS | PREFERENCH Welcome Douglas Johnson | LOG OUT

policytech
Demo Site

Site: Corporate Headquarters

Preferences "New # Edt > Merge © Dekte 7

FEELIE BRITES ® Corporate Headquarters

General Properties L] Sales & Support Office
L Sites to be Merged: o

Sites

Departments Sales & Support Office N

Department Groups
Job Titles
Job Title Groups

Recycle Bin

User Setup . . .
Merge the above sites into the following site
Document Setup

@ Corporate Headquarters
® Manufacturing

System /1T Settings

NAVEXsio8a

6. Inthe lower box of the Merge Sites window, click the target site.
7. Click Merge, and then click OK.

Note: If you see a list of duplicate departments or job titles, rename or delete
them from the site to be merged, and then try the merge again. If you delete
duplicate departments or job titles, you must also delete them from the
Recycle Bin before the merge can be successfully completed (see The

Recycle Bin).

Deleting a Site

Important: If any of the following are assigned to a site, you must reassign or
delete them before you can delete that site.
m Users
Documents
Departments
Categories
Templates

To delete a site,
1. Click PREFERENCES.
2. Click Company Setup, and then click Sites.

3. Select a site check box, and then click Delete.
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DOCUMENTS ' MY TASKS (12) ' REPORT:S " PRE

policytech

"New <+ Edit ** Merge i Delete

U

SiE TR T [E] Corporate Headquarters

[E) Manufacturing
@ [7] Sales & Support Office

Company Setup
General Properties
Sites

Departments
Department Groups

Job Titles

4. You will be prompted to back up the PolicyTech™ database before deleting
the site. Click Backup Database, and then click OK. When the backup is
finished, click Close.

WARNINGI!

It is highly recommended that you back up the database
before proceeding.

| Back Up Database | Cancel |

5. Click Yes to delete the site, and then click OK.

The following have been marked for deletion: 1T
Sales & Support Office -

Are you sure you want to delete these items?

Note: Deleting a site places it in the Recycle Bin. See The Recycle Bin for
details on restoring a deleted site.

Working with Departments

You can create departments in PolicyTech™ that mirror the departments or
other organizational units in your company. You can also create a hierarchy of
departments with levels of subdepartments.
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Keep in mind the following when working with departments:
m Each user and document must be assigned to a department.

= A user can assign a task to a department rather assigning the task to each
user in the department individually.

m When atask is assigned to a department, users added to the department
are automatically assigned that task.

Refer to the following topics for details on the tasks related to working with
departments:

Adding a Department

Editing a Department

Moving a Department

Merging Departments

Deleting a Department

Adding a Department

Note: You can automatically create departments in PolicyTech™ by
importing users from Active Directory® or a human resources database. See
Importing and Syncing Users from Another Database for details.

To add a department,
1. Click PREFERENCES.
2. Click Company Setup, and then click Departments.

3. If multiple sites exist, click the currently selected site name, and then select
the site to which you want to add a department.

) DOCUMENTS ' MY TASKS (12) = REPOR
policy!

and 7
Personal Settings
Company Setup Corporate Headquarters E
General Properties M'ar;u'fa'ct g .
Sites Sales & Support Office

@ Disaster Recovery
@ Educational Resources
Department Groups @ Engineering
@ Environmental Services
® Fiscal Services

Departments

4. Do one of the following:
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m [f you are adding a top-level department to the site, click New, and then
click Add Department.

policytech DOCUMENTS | MY TASKS(12) = REPORTS | PREFERENCES | Welcome Douglas Johnson | LoG ouT
Demo Site

ABOU HELP
Site: Corporate Headquarters - L1 |

New ~ ~ Edit Move ~+ Merge w Delete
P
o ceadquarters |
Add Department to ‘Corporate Headquarters® ? Help

@ [Corporate Headguarters]
@ Accounting

Preferences
Personal Settings
Company Setup

General Properties

Sites @ Administration Department Name |
@ Disaster Recovery
Caeime 1 @ Educational Resources Reference ID | ‘
Department Groups @ Engineering
T T @ Environmental Senvices Departments o
@ Fiscal Senvices g
Job Title Groups @ Human Resources
: @ Instaliation
Recycle Bin @ Manufacturing
@ Operations
UEErkEp @ Purchasing
Document Setup @ Shipping and Receiving
@ Software Development
System / IT Settings @ Systems Administration
@ Technical Services

Save | Cancel

m [f you are adding a subdepartment, click the department to which you
want to add the subdepartment, click New, and then click Add
Subdepartment.

policy'[e*h DOCUMENTS =~ MY TASKS(12) = REPOI ] Welcome Douglas Johnson | LOG OUT
Demo Site

ABOUT | HELP
Site: Corporate Headquarters v L1 |

Preferences ‘ New = - Edit Move + Herge

Personal Settings Add Department

e —— 43 Sub Degerment |8 ]

General Properties @ [Coh-orate Headquarters]
@ Accounting

Edit Department - Engineering

Department Name

Sites @ Administration Enaineering ‘
Disaster Recovery
Department: e Reference ID
epartments @ Educational Resources | Enaineering ‘

Department Groups @ Engineering

@ Environmental Services u Save \ Cancel
Job Titles @ Fiscal Services

Job Title Groups @ Human Resources
@ Installation

Recycle Bin @ Manufacturing
User Setu @ Operations
D @ Purchasing
Document Setup @ Shipping and Receiving

@ Software Development
@ Systems Administration
@ Technical Senvices

System /1T Settings

5. Type a department name.
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Add Department to 'Engineering’

Department Name | Research Add
Reference ID Research
Departments i

Save | Cancel

A

Note: Notice that the department name you type is copied into the
Reference ID box. The reference ID is used only by the Automated User
Synchronization feature. Its purpose is to allow the department name in a
sync file to be different than the PolicyTech department name. In other
words, the reference ID may or may not be the same as the department
name. When users are imported from a syncfile, they are assigned to
departments based on department reference IDs rather than department
names. (See Automated User Synchronization for complete details.)

If you do not use Automated User Synchronization, it is usually okay to
leave the reference ID the same as the department name. However,
because department reference IDs must be unique within a particular site,

you may need to change the reference name of a duplicate subdepartment

name. For example, if you want to add a Research subdepartment to both
the Marketing and Engineering departments, you might wantto use a
naming convention like the following for the reference IDs:
Marketing.Research, Engineering.Research.

6. Click Add to add the department to the Departments box.

Add Department to 'Engineering’

Department NMame m

Reference ID

Departments i
Research

Save | Cancel
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7. (Optional) Repeat steps 5 and 6 to add other departments or
subdepartments.

8. Click Save.

If you added a subdepartment, it appears below the department to which
you added it.

. DOCUMENTS ' MY TASKS(12) ' REPORT!
policytech

Personal Settings

Corporate Headquarters E

Company Setup

General Properties @ [Corporate Headquarters)

: + @ Accounting

Sites @ Administration

Departments @ Disaster Recovery
B @ Educational Resources
-1 @ Engineering

€ Research

Departiment Groups

o T!““ @ Environmental Services
Job Title Groups @ Fiscal Services
Recycle Bin @ Human Resources
) @ Installation
User Setup @ Manufacturing
@ Operations
Document Setup @ Purchasing

€ Shipping and Receiving
@ Software Development
@ Systems Administration
@ Technical Services

System / IT Settings

Editing a Department

You can change the name and reference ID of any department or
subdepartment. Changes will automatically be reflected in the properties of all
users and documents assigned to that department.

Important: If you are using Automated User Synchronization, you
should not change a department's reference ID unless it has also changed in
Active Directory® or in the human resources database that PolicyTech™ is
synchronizing with. Otherwise, the department will no longer be
synchronized.

To change the department name or reference ID for an existing department,
1. Click PREFERENCES.
2. Click Company Setup, and then click Departments.

3. If multiple sites exist, click the currently selected site name, and then select
the site containing the department you want to change.
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DOCUMENTS ' MY TASKS (12) ' REPORTS

policytech

Site: Corporate Headquarters ~

Mew = ~# Edit Move =+ Merge m

Personal Settings

Corporate Headguarters
Company Setup P J =]

Corporate Headquarters
Manufactisng
Sales & Support Office

General Properties
Sites

@ Disaster Recovery
@ Educational Resources
Department Groups I @ Engineering

Departments

. @ Environmental Services
b ) X .
Job Titles @ Fiscal Senvices

4. Click the department you want to change.

policytech DOCUMENTS | MY TASKS (12) | REPORTS | PREFERENCES | Welcome Douglas Johnson | LOG oUT

Demo Site

AEOUT | HELP
Site: Corporate Headquarters ~ £ !

Preferences

New ™ |~ Edit Move *+ Merge W Delele 7

Corporate Headquarters (=]

@ [Corporate Headguariers]
@ Accounting

Personal Settings

Company Setup
General Properties
Sites
Depariments @ Disaster Recovery

Edit Department - Research

Department Name | Research ‘

Reference ID | Research ‘

Department Groups
Job Titles
Job Title Groups

= @ Engineering

L4
[1] En:%‘::‘lﬂ Services kal save | cancal

@ Fiscal Services

Recycle Bin @ Human Resources

@ Installation

User Setup @ WManufacturing
@ Operations

Document Setup @ Purchasing

System / IT Settings @ Shipping and Receiving
@ Software Development
@ Systems Administration

@ Technical Services

5. Make the desired changes, and then click Save.

Moving a Department

You can move a department from one site to another or to become a
subdepartment of another department.

1. Click PREFERENCES.
2. Click Company Setup, and then click Departments.

3. Inthe site list above the department list on the left, click the site containing
the department or departments you want to move.
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DOCUMENTS ' MY TASKS (12) ' REPOR

policytech

Site: Corporate Headguarters ~
Preferences New = # Edit

Personal Settings

Company Setup

Corporate Headquarters
Manufact h‘ g
Sales & Support Office

@ Disaster Recovery

General Properties
Sites
Departments

@ Educational Resources
Department Groups @ Engineering
Job Titles @ Environmental Services
@ Fiscal Services
4. Click Move.
s DOCUMENTS ' MY TASKS([12)  REPO
policytech

Site: Corporate Headquarters ~

# Edit Move >+ Merge |

Preferences MNew *

Personal Settings

| Corporate Headquarters [=]

Company Setup

General Properties @ [Corporate Headquarters]
o @ [] Accounting

Sites @ [ Administration

Departments (2] Disaster Recovery

Depariment Groups O Edu!:ational Resources
- = @ [] Engineering

Job Tiles @ [] Environmental Services

5. You will be prompted to back up the PolicyTech™ database before moving
a department. Click Backup Database, and then click OK. When the
backup is complete, click Close.

Back Up Database

WARNINGIH!

It is highly recommended that you back up the database
before proceeding.

L Back Up Databaze | Cancelj

6. Inthe department list on the left, select one or more departments you want
to move. Each selected department name appears in the Departments to
be Moved box in the Move Departments window.
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policytech

Site: Corporate Headquarters ~

Preferences New * - Edit

Personal Settings
Corporate Headquarters
Company Setup P el n
. @ [Corporate Headguariers]
General Properties H unting
Sites o inistrati
Departments (1] Disaster Recovery
Department Groups e E N i "
= @ [] Engineering
ohjIeS @ [C] Environmental Services
Job Title Groups @ [ Fiscal Services
Recycle Bin @ ] Human Resources
(2] Installation
User Setup @ Man ing
Document Setup @ [ Operations
System / T Setings © [ Purchasing

@ [¥] Shipping and Receiving
(1] are Development
@ [] Systems Adminisiration
@ [] Technical Services

DOCUMENTS MY TASKS (12) ' REPORTS | PREFERENCES

Move >+ Meme W Delele ?

Move Departments 7 Help

Depariments to be Moved: o
Shipping and Receiving

Move the above departments inta the following department

Welcome Douglas Johnson | LOG oUT

Corporate Headquarters [~]
@ [Corporate Headquarters] o
@ Accounting

@ Administration

@ Disaster Recovery E

@ Educational Resources

Demo Site

© ABOUT | HELP

@ Engineering
@ Environmental Services
@ Fiscal Services
@ Human Resources
@ Installation o

Conc

7. Do one of the following:

= [f you are moving one or more departments within the same site, skip to
step 8.

= [f you are moving one or more departments to a different site, in the site
list (at the top of the Move the above departments into the
following department box), click a site.

Move Departments ? Help

Departments to be Moved: i
Shipping and Receiving

Move the above departments into the following department

Corporate Headquarters -
Corporate Headquarters
Sales upport Office

@ Disaster Recovery =

 Educational Resources
 Engineering
# Environmental Semvices
@ Fiscal Services
# Human Resources
@ Installation o
A oma

P,

Gonce

L. A

8. Do one of the following:
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m Tomove the selected department as a top-level department, click the
site name (preceded by @).

Move Departments ? Help

Departments to be Moved: |
Shipping and Receiving

Move the above departments into the following department

Manufacturing [~]
@ [Manufgcturing]
 Loglgics
 Machine Operators
 Managers
A -

m Tomove the selected department as a subdepartment, click the
department that will contain the selected department.

Move Depariments ? Help

Departments to be Moved: o
Shipping and Receiving

Move the above departments into the following department

Manufacturing [~]
@ [Manufacturing]
# Logistics
 Machine &:erators
 Managers
A -

9. Click Move, and then click OK.

Merging Departments

When merging one or more departments into a another department (the target
department), all of the users, departments, categories, and templates assigned
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to the departments to be merged will be reassigned to the target department.
The departments to be merged will then be deleted, with the target department
remaining.

Important: A department that is merged into another is not placed in the
Recycle Bin and can only be restored by restoring a backup database. Be
sure to back up the PolicyTech™ database when prompted (see step 4
below).

To merge one or more departments into another,
1. Click PREFERENCES.
2. Click Company Setup, and then click Departments.

3. Above the department list on the left, click the currently selected site, and
then select the site containing the department or departments you want to
merge into another department.

. DOCUMENTS = MY TASKS(12)  REPO
policytech

eadquarte

Personal Settings

Corporate Headquarters E2
Corporate Headqguarters
Manufactuay g

Sales & Support Office

@ Disaster Recovery

Company Setup
General Properties
Sites

Departments @ Educational Resources

Department Groups @ Engingering

Job Titles @ Environmental Services
@ Fiscal Services

4. Click Merge.

DOCUMENTS ' MY TASKS (12) ' REPORTS | PREFER

policytech

Personal Settings

| Corporate Headquarters

Company Setup
General Properties

Sites
Departments @ Disaster Recovery
Pa @ Educational Resources
Department Groups n + @ Engineering
B D e

@ [Corporate Headquarters]
@ Accounting
 Administration

5. You will be prompted to back up the PolicyTech database before merging
departments. Click Backup Database, and then click OK. When the
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backup is complete, click Close.

Back Up Database

WARNINGII

It is highly recommended that you back up the database
before proceeding.

r, S
L Back Up Database | Cancel |

6. Inthe department list on the left, select one or more departments you want
to merge. Each selected department name appears in the Departments
to be Merged box in the Merge Departments window.

. DOCUMENTS = MY TASKS({12) REPORTS | PREFERENCES Welcome Douglas Johnson | LOG ouT
policytech

Demo Site

Site: Corporate Headquarters - £ !

SE——
Preferences Mew ¥ # Edit ' Move *+ Memge @ Delete 7
Personal Settings
‘ Corporate Headquarters Iz‘
Company Setup Merge Departments ? Help
General Properties e [Curpu:‘aie Hagdquarlers]
St e ccounting Departments to be Merged: o
L @ [ Administration i
Departments @ [ Disaster Recovery ?VSLE'T'S IASdm“'_"Slrat"’”
Department Groups O Edu_cational Resources echnical services
= @ [] Engineering
gobjTities @ [] Environmental Services
Job Title Groups @ [ Fiscal Services
Recycle Bin @ [] Human Resources
User Selu @ [ Installation
L @ [] Manufacturing Merge the above departments into the following department
Document Setup = gpedr]aﬁqns Corporate Headquarters [+]
11T Settings [ Purchasing
e 2 @ [T Shipping and Receiving @ g?"m‘eﬁmadﬂua"e"] =
@ [ Software Development e Az:':l?iﬁ:;l?a%iun
@ [¥] Systems Administration @ Disaster Recovery L
(2] echnical Services @ Educational Resources
* € Engineering
@ Environmental Services
@ Fiscal Services
@ Human Resources
@ Installation L
D
Merge Cancel
NAVEX si08a-

7. Do one of the following:

m [f you are merging one or more departments into another department
within the same site, skip to step 8.

m [f you are merging one or more departments into a departmentin a
different site, in the site list (at the top of the Move the above
departments into the following department box), click the site
containing the target department.
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Merge Departments ? Help

Departments to be Merged: o

Systems Administration
Technical Services

Merge the above departments into the following department

Corporate Headquarters -

Corporate Headquarters
Sales §Support Office
 Disaster Recovery
@ Educational Resources
@ Engineering
 Environmental Services
@ Fiscal Sermvices

# Human Resources
 Installation
— AN ¥ .

L

8. Click the target department.

Merge Departments ? Help

Departments to be Merged: o

Systems Administration
Technical Services

Merge the above departments into the following department

Corporate Headquarters EI
[ ©F EqUCANonal Hesomces

-

@ Engineering
 Environmental Services
# Fiscal Semvices
 Human Resources
 Installation

& Manufacturing
0 ions
 Purn ing
 Shipping and Receiving
 Software Development hd

b A

9. Click Merge, and then click OK.

Deleting a Department

Important: If any of the following are assigned to a department, you must
reassign or delete them before you can delete that department.

m Users

m Documents

m Subdepartments
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To delete a department,
1. Click PREFERENCES.
2. Click Company Setup, and then click Departments.

3. If multiple sites exist, in the site list, click the site containing the department
you want to delete.

4. Click a department name, and then click Delete.

DOCUMENTS ' MY TASKS (12) ' REPORTS | PREFERENC

policytech

Site: Corporate Headgquarters ~

——
Preferences New ~ ' Edit i Delete | 7

4 Move *+ Meme

Personal Settings

| Corporate Headquarters [~]

Company Setup
@ [Corporate Headquarters]
@ Accounting

# Administration

General Properties

Sites
Departments @ Disaster Recovery

[ @ Educational Resources
Department Groups @ Engineering

Job Titles @ Environmental Services
: @ Fiscal Services
Job Title Groups @ Human Resources
Recycle Bin @ Installation
 Manufacturing
User Setup @ Operations
@ Purchasing
Hocument Se  Shipping and Receiving
Cyetam 1 IT Sattinns n Software E@.‘B'Opment

5. You will be prompted to back up the PolicyTech™ database before deleting
the department. Click Backup Database, and then click OK. When the
backup is complete, click Close.

WARNINGIH!

It is highly recommended that you back up the database
before proceeding.

| Back Up Database | Cancel |

6. Click Yes to delete the department, and then click OK.
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i \ 0 T

The following have been marked for deletion: @

Installation

Are you sure you want to delete these?

vy

Note: Deleting a department places it in the Recycle Bin. See The Recycle
Bin for details on restoring a deleted department.

Working with Department Groups

When you create a group of departments, users can then assign documents
and templates to all the users in those departments at once. You can create
groups that contain departments from only a single site and groups that contain
departments from multiple sites.

Refer to the following topics for details on the tasks related to working with
department groups:

Adding a Department Group

Editing a Department Group

Deleting a Department Group

Adding a Department Group

When adding a department group, you can include departments from a single
site, or you can create a multisite group.

Adding a Single-Site Department Group
1. Click PREFERENCES.
2. Click Company Setup, and then click Department Groups.

3. If multiple sites exist, click the currently selected site name, and then click
the site to which you want to add a department group.
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DOCUMENTS ' MY TASKS (12) ' REPORTS ' PR

policytech

Site: Corporate Headquarters ~

Preferences New ¥ - Edit I Delete *

Personal Settings

T oa? Corporate Headquarters -
General Properties ﬁm;ate e;dquaners
Sites Sales & Support Office

Departments
Department Groups
Job Titles l

4. Click New, and then click New Group.

policytech DOCUMENTS ' MY TASKS(12) ' REPORTS | PREFERENCES Welcome Douglas Johnson | LOG ouT

Demo Site

Site: Corporate Headquarters O ABOUT | HELP
Preferences New ¥ # Edit i Delete 7
Personal Seflings ——
Rl i el o avn
General Properties @ Mulii-Site (Global) Groups

Stee @ Corporate Headquarters Add items to this group by checking boxes in the list
Depariments Group Name | J
Department Groups
Job Titles

Selected o

@ [] Accounting o

Job Title Groups e
Recycle Bin isaster Recovery
User Setup ducational Resources |

Document Setup
System / T Setlings

uman Resources

Installation
Manufacluring

@ [T] Operations.

y = Nl il

Shift+Click selects a span of checkboxes. @ More Shortcuts.

5. Type a group name.

6. Selectthe departments to include in the group, and then click Save.
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Add Department Group

Add items to this group by checking boxes in the list.

Group Name | |

Departments Selected o
@ [¥] Accounting - Amqupﬁng_
@ [¥] Administration A_ﬂmlmstrat_mn
@ [ Disaster Recovery Fiscal Services

@ [] Educational Resources
@ [] Engineering
@ ] Environmental Services
@ (7] Fiscal Services
@ [] Human Resources
@ [ Installation
@ [ Manufacturing

@ [ Operations
£ ™ Purchacinn

Shift+Click selects a span of checkboxes. @ More Shorcuts

-

Adding a Multisite Department Group
1. Click PREFERENCES.
2. Click Company Setup, and then click Department Groups.
3. Click New, and then click New Multi-Site (Global) Group.

DOCUMENTS ' MY TASKS(12) | REPORTS | PREFERENCES | Welcome Douglas Johnson | LOG ouT

policytech

Demo Site

© ABOUT | HELP

Site: Corporate Headguarters ~

Mew ™ " Edi 0 Delete 7

New G
g

@ Wulti- S (Global) Groups
@ Corporate Headquarters

Preferences
Personal Setfings
Company Selup
General Properfies
Sites
Departments
Department Groups
Job Titles.
Jab Title Groups
Recycle Bin
User Setup
Document Setup
System / IT Setfings

Add Department Group

Add items to this group by checking boxes in the list

Group Name | |
Selected o

@ [Corporate Headquarters]
@ [Manufacturing]
# @ [Sales & Support Office]

Shift+Click selects a span of checkboxes. @ More Shortcuts.

| save | cancel

NAVEXsi08a~

4. Type agroup hame.

5. Toadd departments from a site, in the Add Department Group window,
click = before the site name.
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Add Department Group

Add items to this group by checking boxes in the

Group Name |

Departments

@ [Corporate Headquarters]
[Manufacturing]
@ [Sales & Support Office]

6. Selectthe departments to include in the group.

Add Department Group

Add items to this group by checking boxes in the list.

Group Name | Financial Management Group

@ [7] Administration
@ [] Disaster Recovery
@ ] Educational Resources
@ [] Engineering
@ [] Environmental Services
 [7] Fiscal Services
(2] uman Resources
@ [ Installation
@ [] Manufacturing
| @ [ Operations i

m

Departments Selected o
= @ [Corporate Headquarters] » | |[Corporate Headgquarters]
@ [7] Accounting Accounting

Shift+Click selects a span of checkboxes. @ More Shoricuts

Administration
Fiscal Services

[ & save | cancel |

b

"y

7. Repeat steps 5 and 6 as necessary to add departments from other sites.

8. Click Save.

Editing a Department Group

How you access a department group depends on whether it is a single-site or

multisite group.

Editing a Single-Site Department Group
To change the name or contents of a single-site department group,

1. Click PREFERENCES.

2. Click Company Setup, and then click Department Groups.

3. Click the currently selected site name, and then select the site containing

the department group.
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policytech

Preferences

Personal Settings

Sites

DOCUMENTS ' MY TASKS (12)

New * - Edit

Site: Corporate Headquarters ~

n Delete 7

REPORTS | PR

R é)orporate He‘:ldquaners 4
General Properties Manl uf;ate Za quarters

Sales & Support Office

Departments
Department Groups
Job Titles

4. Click the department group you want to change.

policyech DOCUMENTS | MY TASKS(12) | REPORTS | PREFERENCES | Welcome Douglas Johnson | LOG oUT
Demo Site

ABOUT | HELP
Site: Corporate Headguarters v o |

Preferences i Delle 7
Personal Settings
Company Selup
General Properties
Sites
Departments
Department Groups
Job Titles

New > " Edit

Corporate Headquarters

@ Wulti-Site (Global) Groups
= @ Corporate Headquarters
@ Financial Management Group

Edit Department Group

Add items to this group by checking boxes in the list

Group Name | Financial Group |

D Selected )

= | |Accounting
Job Title Groups Administration
Recycle Bin Fiscal Services
User Setup A
Document Setup

System / IT Setiings
luman Resources
Installation
@ [C] Manufacturing
@ [0 Operations
o i
Shift+Click selects a span of checkboxes. @ More Shortcuts

kel save | cancal

5. Make the desired changes, and then click Save.

Editing a Multisite Department Group
To change the name or contents of a multisite department group,

1. Click PREFERENCES.
2. Click Company Setup, and then click Department Groups.
3. Click [+ before Multi-Site (Global) Groups.

PolicyTech 9.0 Administrator's Guide



Company Setup - 45

DOCUMENTS ' MY TASKS (12) ' REPORTS

policytech

Site: Corporate Headquarters -

Preferences MNew * . Edit o Delete 7

Personal Settings

e | Corporate Headquarters | 4 |
General Properties @ Multi-Site (Global) Groups
Sites Corporate Headguarters

@ Financial Management Group

Departments
Department Groups

Job Titles
Job Title Groups

4. Click the multi-site department group you want to change.

DOCUMENTS ' MY TASKS(12) ' REPORTS | PREFERENCES | Welcome Douglas Johnson | LOG ouT

policytech
Demo Site

Site: Corporate Headquarters ~ © aBoUT | HELP

Preferences New ¥ '#"Edit 0 Delete ?

Corporate Headquarters
Edit Department Group
= @ Mulii-Site: (Glmap Groups

General Properlies O

Sites @ Customer Safisfaction Group Add items to this group by checking boxes in the list.
@ Financial Management Group

Depariments = @ Corporate K_jdquarters Group Name | Financial Group |

Department Groups @ Financial Management Group

Personal Seftings
Company Setup

D Selected o
Job Tities. @ [Corporate Headquarters] [Corporate Headquarters]
Job Title Groups @ [Manufacturing] Accounting
Recycke Bin @ [Sales & Support Office] Administration
P Fiscal Services
Document Setup

System / T Settings

Shift+Click selects a span of checkboxes. @ More Shorteuts

|k Save | Cancel

5. Make the desired changes, and then click Save.

Deleting a Department Group

How you delete a department group depends on whether it is a single-site or
multisite group.

Deleting a Single-Site Department Group
1. Click PREFERENCES.
2. Click Company Setup, and then click Department Groups.

3. Inthe site list, click the site containing the department group.
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DOCUMENTS ' MY TASKS (12)  REPORTS | PR

policytech

Site: Corporate Headquarters ~

Preferences New ¥ " Edit I Delete *

Personal Settings

R é)orporate He‘:ldquaners v
General Properties Manl uf;ate :a I
Sites Sales & Support Office

Departments
Department Groups
Job Titles l

4. Click a department group, and then click Delete.

. DOCUMENTS ' MY TASKS(12) ' REPORT
policytech

Site: Corporate Headquarters ~

Preferences Mew ¥ ' #° Edit @ Delste *?

Personal Settings

| Corporate Headquarters | v |

Company Setup

= @ Multi-Site (Global) Groups
 Customer Satisfaction Group
 Financial Management Group
= @ Corporate Headquarters
) Financial Management Group

General Properties
Sites
Departments
Department Groups

Job Titles
Job Title Groups

5. You will be prompted to back up the PolicyTech™ database before
deleting the department group. Click Backup Database, and then click
OK. When the backup is complete, click Close.

Back Up Database

WARNINGI

It is highly recommended that you back up the database
before proceeding.

L Back Up Database | Cancelj

6. Click Yes to delete the group, and then click OK.
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Delete Groups

The following have been marked for deletion: o

Financial Management Group (Corporate Headquarters)

Are you sure you want to delete these?

(Ve [Gancel

A vy

Note: Deleting a department group places it in the Recycle Bin. See The
Recycle Bin for details on restoring a deleted department group.

Deleting a Multisite Department Group
1. Click PREFERENCES.

2. Click Company Setup, and then click Department Groups.
3. Click [+ before Multi-Site (Global) Groups.

DOCUMENTS ' MY TASKS (12) ' REPORTS

policytech

Site: Corporate Headquarters -

New =  #° Edit o Delete ?

Personal Settings

| Corporate Headquarters | v |

Company Setup
General Properties
Sites
Departments

@ Multi-Site (Global) Groups
Corporate Headguarters
@ Financial Management Group

Department Groups

Job Titles
Job Title Groups

4. Click a multisite department group, and then click Delete.
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policytech DOCUMENTS | MY TASKS(12) ' REPORTS | PREFERENCES Welcome Douglas Johnson | LOG ouT
ch v
Demo Site

Site: Corporate Headquarters ~ © ABOUT | HELP

Preferences New ¥ /" Edit il Delete 7

Corporate Headquarters
Edit Department Group
£l @ Mult-Site (Global) Groups

General Properfies 0!

Sites @ Customer Safisfaction Group Add items to this group by checking boxes in the list.
@ Financial Management Group

Depariments = @ Corporate Headquarters Group Name | Financial M Group |

eI @ Financial Management Group

Personal Settings
Company Selup

D Selected )
Job Titles
@ [Comporate Headquarters] [Corporate Headquarters]
Job Title Groups @ [Manufacturing] Accounting
Recycle Bin @ [Sales & Support Office] Administration
Fiscal Services
User Setup

Document Setup
System / IT Setlings

Shift+Click selects a span of checkboxes. @ More Shortcuts

I save Cancel\j

NAVEXsi08a~

5. You will be prompted to back up the PolicyTech™ database before
deleting the department group. Click Backup Database, and then click
OK. When the backup is complete, click Close.

Back Up Database

VWARNINGII

It is highly recommended that you back up the database
before proceeding.

/ it
L Back Up Database | Cancel J

6. Click Yes to delete the group, and then click OK.

Delete Groups

The following have been marked for deletion: o

Financial Management Group (Multi-Site (Global) Groups)

Are you sure you want to delete these?

(Yoe ] Conel

L. v

Note: Deleting a department group places it in the Recycle Bin. See The
Recycle Bin for details on restoring a deleted department group.

Working with Job Titles

You can create job titles and assign them to users.
Keep in mind the following when working with job titles:
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= Assigning a job title to a user is optional.

m A user can assign a task to a job title rather assigning the task to each user
with that job title individually.

m When ataskis assigned to a job title, it is assigned to all users with that job
title in the current site, regardless of their departments.

m When ataskis assigned to a job title, new users who are assigned to that
job title are automatically assigned that task.

Refer to the following topics for details on the tasks related to working with job
titles:

Adding a Job Title
Editing a Job Title
Deleting a Job Title

Adding a Job Title

Note: You can automatically create job titles in PolicyTech™ by importing
users from Active Directory® or a human resources database. See Importing
and Syncing Users from Another Database for details.

Toadd a job title,
1. Click PREFERENCES.
2. Click Company Setup, and then click Job Titles.

3. If multiple sites exist, in the site list, click the site to which you wantto add a
job title.

. DOCUMENTS ' MY TASKS (12) ' REPORTS
policyt

N "SR T

Corporate Headquarters B4
Corporate Headquarters A

Personal Settings

Company Setup

General Properties Manufacturing
Sites Sales & Support Office

o g
Departments @ Accounts Payable Clerk

@ Accounts Receivable Clerk
Department Groups @ Chief Executive Officer
[ Job Titles @ Chief Finance Officer
-  Chief Information Officer
‘ Job Title Groups H @ Chief Operations Officer
@ Creditor

4. Click New.
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policytech DOCUMENTS | MY TASKS(12) ' REPORTS | PREFERENCES Welcome Douglas Johnson | LOG ouT
ch v
Demo Site

Site: Corporate Headquarters ~ © ABOUT | HELP

Preferences MNew + Edit @ Delele ?

Personal Settings
Corporate Headquarters =]
Company Selup Add Job Title
General Properties 'E“m"m‘f Headquarters] E
Accountant Add departments to this job title by checking boxes in the list.
Sites ‘Accounting Manager & L by J

Departments Accounts Payable Clerk Job Title | |
Accounts Receivable Clerk

Department Groups Chief Executive Officer Selected o
Chief Finance Officer "

Job Tilles Chief ion Officer @ 0] Accounting -

Job Title Groups Chief Operations Officer @ [] Administration

Recycle Bin Creditor D\saslgl Recovery

Director of Education ducational Resources

User Setup Director of Engineering £ ngineering

cument Selu Director of Finance [E] Environmental Services L’
DT Director of Operations 2 el Somnces

System / IT Seffings Director of Purchasing
Document Control Administrator © [ Human Resources

Environmental Control Manager @ [ Installation
Information Systems Manager @ [] Manufacturing
Janitor @ [T] Operations.
Machinist @ [ Purchasing

Mail Clerk e A o
Manager (S a n
Manufaeturing Manager Shift+Click selects a span of checkboxes. @ WMore Shortcuts

Mechanical Engineer P ]
MSDS Technician LMJ
Network Assistant

Payroll Clerk
NAVEXci0ea- Personnel Manager

5. Typeajobtitle.

6. Select the departments where you want this job title to be available.

Note: When document creators assign users to read a document, they can
assign that task by job title. To select a job title, the document creator must
first select a job title and then select which assigned departments to include in
the task assignment.

Add Job Title

Add departments to this job title by checking boxes in the list.

Job Title | Programmer |

Departments Selected o
TS T
@ [7] Engineering »| |Software Dem_alcl)pme_nt
= ] h Systems Administration
@ [] Environmental Services e rfter]] Semiterm

@ [7] Fiscal Services
@ ] Human Resources
@ [ Installation
@ [C] Manufacturing
@ [] Operations
@ [] Purchasing
@ [] Shipping and Receiving
@ [¥] Software Development
@ [¥] Systems Administration
@ [V] Technical Services I+

Shift+Citk selects a span of checkboxes. @ More Shoricuis

/ B

I save | cancel |

A

7. Click Save.

Editing a Job Title
1. Click PREFERENCES.
2. Click Company Setup, and then click Job Titles.
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3. If multiple sites exist, in the site list, click the site containing the job title you
want to change.

DOCUMENTS ' MY TASKS(12) ' REPORTS © PRE

policytech

Site: Corporate Headguarters ~

Preferences Wew »# Edit @ Delete 7
Personal Settings
Company Setup

Corporate Headquarters

General Properties
Sites
Departments

@ Accounts Payable Clerk
# Accounts Receivable Clerk

Department Groups @ Chief Executive Officer
Job Titles @ Chief Finance Officer
Job Title Groups @ Chief Operations Officer

@ Creditor

@ Director of Education

I @ Chief Information Officer

Recycle Bin

4. Click ajobtitle.

DOCUMENTS ' MY TASKS(12) ' REPORTS | PREFERENCES | Welcome Douglas Johnson | LOG ouT

policytech
Demo Site

ABOUT | HELP
Site: Corporate Headquarters ~ ’ .

Preferences New '~ Edt © Delele 7

Personal Settings
Corporate Headquarters ]
ETpTLEELD Py ———— Edit Job Title
General Properties [Corporate Headquarters] b=
% Accountant Add departments to this job title by checking boxes in the list.
Sites Accounting Manager
Depariments Accounts R Tyable Clerk Job Title
Accounts REceivable Clerk
Department Groups Chief Executive Officer Selected o
Job Titles gng F'M"“_Of“g%w ® [7] Accounting ~| [Accounting
Job Title Groups Chief Operations Officer g Administration
Recycle Bin Creditor Disaster Recovery
Director of Education L @® [] Educational Resources
User Setup Direclor of Engineering £ @ [F] Enginearing |
Document Setup g:recmr g; gear:fons ® [C] Environmental Services 3
System / T Setiings Director of Purchasing @ [T Fiscal Senvices
Document Control Administrator © ] Human Resources
Environmental Control Manager Installation
Information Systems Manager Manufacturing
Janitor @ [[] Operations

Machinist i
[] Purchasin
ail Clerk 2 en 9.

[
Manager e
Manufacturing Manager Shift+Click selects a span of checkboxes. @ More Shortcuts

Mechanical Engineer
MSDS Technician ke save | Cancel
Network Assistant

Payroll Clerk
Personnel Manager

5. Make the desired changes, and then click Save.

Deleting a Job Title

Important: Deleting a job title also cancels all active tasks currently assigned
to that job title.

To delete a job title,
1. Click PREFERENCES.
2. Click Company Setup, and then click Job Titles.
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3. If multiple sites exist, in the site list, click the site containing the job title you
want to delete.

DOCUMENTS ' MY TASKS (12) ' REPORTS | PRE

policytech

Site: Corporate Headgquarters ~

Preferences New ~° Edit i Delete 7

Personal Settings

Corporate Headquarters Bd

Corporate Headquarters S
Manufacturing 5
Sales | port _

@ Accounts Payable Clerk
@ Accounts Receivable Clerk
@ Chief Executive Officer

Company Setup
General Properties
Sites
Depariments
Departiment Groups

Job Titles @ Chief Finance Officer
- @ Chief Information Officer
Job Title Groups @ Chief Operations Officer
Recycle Bin @ Craditor
: & Director of Education

4. Click the job title, and then click Delete.

DOCUMENTS ' MY TASKS (12) ' REPORTS

policytech

Site: Corporate Headguarters ~

Preferences MNew < Edit i Delete

Personal Settings

AT | Corporate Headquarters El f

General Properties @ [Corporate Headquarters] o

i @ Accountant Ade
Sites € Accounting Manager
Departments @ Accounts Payable Clerk Jot

@ Accounts Receivable Clerk
Department Groups @ Chief Executive Officer De
Job Titles @ Chief Finance Officer
- @ Chief Information Officer ’V =

Job Title Groups @ Chief Operations Officer
Recycle Bin @ Creditor

& MNirecrtor of Edneation

5. You will be prompted to back up the PolicyTech™ database before
deleting the job title. Click Backup Database, and then click OK. When the
backup is complete, click Close.

Back Up Database

VWARNINGI

It is highly recommended that you back up the database
befare proceeding.

L Back Up Databasze | Cancel j

6. Click Yes to delete the job title, and then click OK.
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Delete Job Titles I

The following have been marked for deletion: T
Creditor

Are you sure you want to delete these?

vy

Note: Deleting a job title places it in the Recycle Bin. See The Recycle Bin
for details on restoring a deleted job title.

Working with Job Title Groups

When you create a group of job titles, users can then assign documents and
templates to all the users with those job titles at once. You can create groups
that contain job titles from only a single site and groups that contain job titles
from multiple sites.

Refer to the following topics for details on the tasks related to working with job
title groups:

Adding a Job Title Group
Editing a Job Title Group
Deleting a Job Title Group

Adding a Job Title Group

When adding a job title group, you can include job titles from a single site, or you
can create a multisite group.

Adding a Single-Site Job Title Group
1. Click PREFERENCES.
2. Click Company Setup, and then click Job Title Groups.

3. If multiple sites exist, in the site list, click the site to which you wantto add a
job title group.
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DOCUMENTS ' MY TASKS(12) ' REPORTS

policytech

Site: Corporate Headquarters ~

Preferences Mew * . Edit o Delete 7

Personal Settings
Company Setup
General Properties
Sites
Departments
Department Groups
Job Titles
Job Title Groups
Recycle En
User Setup

i
Corporate Headquarters b
Manufacturing

Sales & Support Office

4. Click New, and then click New Group.

li yr h DOCUMENTS = MY TASKS(12) = REPORTS = PREFERENCES Welcome Douglas Johnson | LOG ouT
policytec|

Demo Site

ABOUT | HELP
Site: Corporate Headquarters + L |

Preferences New v -~ Edt @ Delete ?

Personal Settings

New3rou
Nﬁ ki Site (Giobal) Group

congn s
General Properties [# @ Multi-Site (Global) Groups
Shes = @ Comorate Headguarters Add items to this group by checking boxes in the list
@ Nanagers
Departments Group Name | |

Department Groups Job Titles Selected )
Job Titles ® ] Accoumant a
Job Title Groups @ [ Accounting Manager
Recycle Bin @ (] Accounts Payable Clerk
T @ (7] Accounts Receivable Clerk
@ [7] Chief Executive Officer
Document Setup @ [T] Chief Finance Officer

@ [] Chief Information Officer
@ [T Chief Operations Officer
@ [T Creditor

@ [] Director of Education

@ [ Director of Engineering
& [ Diractar of Financa
Shift+Click selects a span of checkboxes. @ More Shortcuts

System / IT Seflings

5. Type agroup name.

6. Select the job titles to include in the group, and then click Save.
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policytech DOCUMENTS ' MY TASKS(12) ' REPORTS | PREFERENCES | Welcome Douglas Johnson | LoG out
Demo Site

ABOUT | HELP
Site: Corporate Headquarters ~ ’ .

Preferences New ™ " Edit W Delete 7

Corporate Headquarters

Personal Seftings
Company Setup

Add Job Title Group

General Properties @ Mulii-Site (Global) Groups
Sites El @ Corporate Headquarters Add items to this group by checking boxes in the list.
@ Managers
Departments Group Name | Financial Management Personnel |

Department Groups Job Titles Selected T
Job Titles ® ntant 71 [Accountant
Job Title Groups. ® unting Manager Accounting Manager
Recycle Bin (2] unts Payable Clerk Accounts Payable Clerk
o unts Receivable Clerk Accounts Receivable Clerk
User Setup e e Executive Officer Chief Finance Officer
Document Setup o iief Finance Officer C_mdiim .
e e iief Information Officer Director of Finance
e lief Operations Officer
(2] reditor
® reclor of Education
® rector of Engineering
ector of Finance b
Shift+Click selects a span of checkboxes. @ More Shortcuts

Adding a Multisite Job Title Group
1. Click PREFERENCES.

2. Click Company Setup, and then click Job Title Groups.
3. Click New, and then click New Multi-Site (Global) Group.

. DOCUMENTS ' MY TASKS(12) ' REPO
policytech

Site: Corporate Headquarters -

Preferences MNew | -~ Edit it Delete *
Personal Settings
Company Setup

General Properties Multi-Site (Global) Groups
Sit = @ Corporate Headguarters
ies @ Managers

Depariments
Department Groups
Job Titles
Job Title Groups

Recycle Bin
User Setup

4. Type agroup name.

5. Toadd job titles from a site, click [+ before the site name.
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Add Job Title Group

Add items to this group by checking boxes in the lis

Group Name | Financial Management Personnel

Job Titles

# @ [Corporate Headguarters]
[Manufacturing]
@ [Sales & Support Office]

6. Select job titles to include in the group.

Add Job Title Group

Add items to this group by checking boxes in the list.

Group Name | Financial Management Personnel |

Job Titles Selected o
= ¥ [Corporate Headquarters] »| |[Corporate Headquarters]
@ [¥] Accountant Accountant
@ [¥] Accounting Manager 3 Accounting Manager
@ [¥] Accounts Payable Clerk Accounts Payable Clerk
@ [¥] Accounts Receivable Clerk Accounts Receivable Clerk
@ [ Chief Executive Officer Ch'ef Finance Officer
@ [¥] Chief Finance Officer Creditor
@ [ Chief Information Officer Director of Finance
@ [ Chief Operations Officer [Sales & Support Office]

@ 7] Creditor Regional President

@ [ pirector of Education

—

Shift+Click selects a span of checkboxes. @ More Shortcuts

| kd save | cancel |

A ey

7. Repeat steps 5 and 6 as necessary to add job titles from other sites.

8. Click Save.

Editing a Job Title Group

How you access a job title group depends on whether it is a single-site or
multisite group.

Editing a Single-Site Job Title Group
To change the name or contents of a single-site job title group,
1. Click PREFERENCES.

2. Click Company Setup, and then click Job Title Groups.

3. If multiple sites exist, in the site list, click the site containing the job title
group.
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DOCUMENTS ' MY TASKS (12) ' REPORTS

policytech

Site: Corporate Headquarters ~

Preferences Mew * . Edit o Delete 7

Personal Settings

i
Corporate Headquarters h
Manufacturing

Sales & Support Office

Company Setup

General Properties
Sites
Departiments
Depariment Groups
Job Titles
Job Title Groups

Recycle Bin
User Setup

4. Click the job title group you want to change.

DOCUMENTS = MY TASKS(12) REPORTS = PREFERENCES Welcome Douglas Johnson | LOG ouT

policytech

Demo Site

© ABOUT | HELP

Site: Corporate Headquarters +

Preferences it Delete 7

Personal Settings

Company Setup
General Properiies
Sites

Depariments

New ~ " Edit

Corporate Headquarters
Edit Job Title Group
@ Multi-Site (Global) Groups

= @ Corporate Headquarters Add items to this group by checking boxes in the list.
ers

Group Name | |

Department Groups Job Titles Selected o
Job Titles ® [ Accountant +| [Accounting Manager
Job Title Groups @ [ Accounting Manager Environmental Control Manager
Y © [ Accounts Payable Clerk IGfmmahon Systems Manager
] Accounts Receivable Clerk anager
User Setup O] fecounts Recananie © Manufacturing Manager

Personnel Manager
Software Development Manager

Document Setup
System / T Seflings

ief Finance Officer

ief Information Officer
ief Operations Officer

@ [ Direclor of Engineering
& [ Nirartor of Finance

Shift+Click selects a span of checkboxes. @ More Shoricuts

5. Make the desired changes, and then click Save.

Editing a Multisite Job Title Group

1. Click PREFERENCES.

2. Click Company Setup, and then click Job Title Groups.
3. Click [+l before Multi-Site (Global) Groups.
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DOCUMENTS ' MY TASKS (12) ' REPORTE

policytech

Site: Corporate Headquarters -

Preferences MNew * . Edit o Delete 7

Personal Settings

T | Corporate Headquarters | V|
General Properties @ Multi-Site (Global) Groups
sit Corporate Headguarters
ies # Managers

Departments
Department Groups
Job Titles
Job Title Groups
Recycle Bin

User Setup I

4. Click the job title group you want to change.

DOCUMENTS ' MY TASKS (12) | REPORTS | PREFERENCES | Welcome Douglas Johnson | LOG ouT

policytech

Demo Site

& ABOUT | HELP

Site: Corporate Headguarters ~

Preferences New ™  # Edit M Delete 7

Personal Settings .
Corporate Headquarters -
Company Setup Edit Job Title Group
General Properties £l @ Muili-Site (Global) Groups
Sites : gﬂ“ C;Sm Add items to this group by checking boxes in the list.
Departments 60 Technician Group Name | ini |
[= @ Corporate Headquarters
Eeme G @ Managers Job Titles Selected o}
Job Titles @ [Corporate Headquarters] [Corporate Headquarters]
Job Title Groups @ [Manufacturing] Chief Executive Officer
Recycle Bin @ [Sales & Support Office] Chief Finance Officer
Chief Information Officer
User Setup Chief Operations Officer
Document Setup Document Control Administrator
. [Sales & Support Office]
System / IT Settings

Regional President

Shift+Click selects a span of checkboxes. @ More Shorteuts

kd save | Cancel

5. Make the desired changes, and then click Save.

Deleting a Job Title Group

How you delete a job title group depends on whether it is a single-site or
multisite group.

Deleting a Single-Site Job Title Group
1. Click PREFERENCES.
2. Click Company Setup, and then click Job Title Groups.

3. Inthe site list, click the site containing the job title group.
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DOCUMENTS ' MY TASKS (12) ' REPORTS

policytech

Site: Corporate Headquarters ~

Preferences Mew * . Edit o Delete 7

Personal Settings

i
Corporate Headquarters h
Manufacturing

Sales & Support Office

Company Setup

General Properties
Sites
Departiments
Depariment Groups
Job Titles
Job Title Groups

Recycle Bin
User Setup

4. Click ajob title group, and then click Delete.

policy'(e’h DOCUMENTS | MY TASKS(12) ' REPORTS | PREFERENCES | Welcome Douglas Johnson | LOG ouT
Demo Site

ABOUT | HELP
Site: Corporate Headquarters + L |

Preferences New v ' Edit w Delete ?

Personal Settings
Corporate Headquarters

Company Setup
General Properties @ Multi-Site (Global) Groups
= @ Corporate Headquarters Add items to this group by checking boxes in the list.

Edit Job Title Group

Sites @ Financial Management Personne
Departments © Managers Group Name | Financial Management Personnel |
eV Sis Job Titles Selected o
Joh THeS @ [@] Accountant =] [Accountant
db U 2 EES @® [ Accounting Manager ing Manager
Recycle Bin (] unts Payable Clerk Accounts Payable Clerk
User Setup ) unis Receivable Clerk x!:oun_tﬁ Receivable Clerk
e of Executive Oficer ief Finance Officer
Wi @i (] ief Finance Officer Eoilm
- N Director of Finance
System /T Setiings e ef Information Officer Payroll Clork
o ief Operations Officer
® reditor
e reclor of Education

@ [ Direclor of Engineering
& 7 Niractor of Finance

Shift+Click selects a span of checkboxes. @ More Shoricuts

5. You will be prompted to back up the PolicyTech™ database before deleting
the job title group. Click Backup Database, and then click OK. When the
backup is complete, click Close.

Back Up Database

WARNINGI

It is highly recommended that you back up the database
before proceeding.

( Back Up Databaze | Cancel)

6. Click Yes to delete the group, and then click OK.
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Delete Groups

The following have been marked for deletion: o

Financial Management Personnel (Corporate Headquarter:

Are you sure you want to delete these?

A ~

Note: Deleting a job title group places it in the Recycle Bin. See The
Recycle Bin for details on restoring a deleted job title group.
Deleting a Multisite Department Group
1. Click PREFERENCES.
2. Click Company Setup, and then click Job Title Groups.
3. Click [+ before Multi-Site (Global) Groups.

DOCUMENTS ' MY TASKS (12) ' REPOR

policytech

Site: Corporate Headquarters -

New =  # Edit @ Delete ?

Personal Settings

T | Corporate Headquarters | V|
General Properties @ Multi-Site (Global) Groups
St Corporate Headguarters
ies # Managers

Departments
Department Groups
Job Titles
Job Title Groups

Recycle Bin I

lleer Satun

4. Click a multisite job title group, and then click Delete.
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DOCUMENT S

MY TASKS (12)

policytech

Site: Corporate Headquarters -

New = « Edit

U

Personal Settings

i Delete | 7

REPOR

| Corporate Headquarters

Company Setup

|v|

General Properties

sit # Administrators
L @ Security Guard
Departments @ Technician

Department Groups = ¥ Corporate Headguarters

Job Titles
Job Title Groups

Recycle Bin
User Setup

@ Managers

= @ Multi-Site (Global) Groups

@ Financial Management Personne

5. You will be prompted to back up the PolicyTech™ database before deleting
the job title group. Click Backup Database, and then click OK. When the

backup is complete, click Close.

Back Up Database

WARNINGI

It is highly recommended that you back up the database
before proceeding.

| Back Up Database | Cancel |

6. Click Yes to delete the group, and then click OK.

Delete Groups

The following have been marked for deletion:

)

Technician (Multi-Site (Global} Groups)

Are you sure you want to delete these?

Note: Deleting a job title group places it in the Recycle Bin. See The
Recycle Bin for details on restoring a deleted job title group.
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User Setup

All those who will be creating, reviewing, approving, or reading documents
need to be defined as PolicyTech™ users. Use either or both of the methods
listed below to add users.

m Import and sync user records from another database

m  Add a user manually

These are the tools you use to create and manage users:

m User Manager
m Group Manager

m Bulk Permissions Editor

User Manager

PolicyTech™ offers several options for adding and managing users. You will
need to choose the option or combination of options that makes most sense for
your organization.

Adding Users One at a Time

You can create PolicyTech users one at a time by entering information in the
New User formin User Manager. See Adding a User Manually for details.

Importing and Synchronizing from an Existing User
Database

If your organization already has a database containing user information, you
can use that information to create users and keep user information up to date in
PolicyTech. The most common user information databases are network
directories, such as Microsoft® Active Directory®, and accounting and human
resources databases. The process for getting the information out of a user
database and into PolicyTech typically goes as follows:

m Export the information from the user database as a tab-delimited file.

m In PolicyTech, map the PolicyTech user information fields to the
corresponding fields in the tab-delimited file.

m Import the tab-delimited file into PolicyTech.

You can either perform each step in the process manually whenever you feel it
is necessary, or you can set up the process to run automatically on a specific
schedule. See Importing and Syncing Users from Another Database or
Automated User Synchronization.
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Importing and Syncing Users from Another Database

You can quickly define users in PolicyTech™ by exporting their information
from another database, such as a network directory or human resources
database, and then importing that information into the PolicyTech database.
The import process consists of the following:

m Exporting information from the user database as a tab-delimited text file.

= In PolicyTech, mapping the user information fields to the corresponding
fields in the tab-delimited file.

= Importing the tab-delimited file into PolicyTech.

Note: To automate this process to run at specific time intervals, see
Automated User Synchronization.

User Information Fields

Each user import record can contain the user information fields described in the
two tables below.

Required Fields

Field Maximum Accepted Notes
Characters Characters

Unique 128 Allexcept<,|, IfPolicyTechissetup

Employee ID and* to use Active
Directory
authentication in
Login Settings (see

Active Directory
Settings), we
recommend that the
unique employee ID

be the same as the
user's domain login
ID.
First Name 128 All except <, |,
and?
Last Name 128 All except <, |,
and?
Site 255 All except <, |,
and*
Department 255 Allexcept<, |, Ifyouneedtoassigna
and* user to more than one
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department, see

Importing a User with
Multiple Departments
and Job Titles below.

Optional Fields

Field Maximum Accepted Notes
Characters Characters

Middle Name 128 All except <, |,
and *

Job Title 255 Allexcept<, |, Ifyouneedtoassigna
and? user to more than one
job title, see Importing
a User with Multiple
Departments and Job
Titles below.

Email 128 Valid SMTP  While the Email
Address email address Address field is not
characters required, we strongly

suggest including
email addresses so
users can receive
notifications via email
for tasks they need to
perform. If there is no
email address for a
user, the user must
remember to
periodically check the
task listin PolicyTech
(see "My Tasks " in
the User's Guide).

Username 128 All except < Must be unique
among all PolicyTech
users. If PolicyTech is
set up to use Active
Directory
authentication,
Username value must
be the same as the
user's domain login
ID.
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Password 128 All except < Not applicable (do not
include) if PolicyTech
is set up to use Active

Directory
authentication.
Active 1 0 (inactive) or  Facilitates deleting
1 (active) previously imported

users only during a
user sync. A user
marked inactive (0)
will be moved to the
Recycle Bin. If a
previously imported
user is currently in the
Recycle Bin, a 1 value
restores that user to

active status.
Language 6 Any valid See "Language Code
language Tables" in the User's
code Guide.
Domain 240 Valid Active ~ Applies only if

Directory® PolicyTech is set up to
domain name use Active Directory

characters authentication.
Manager 128 Allexcept<,|, Mustbe the unique
and? employee ID of a

person assigned as
this user's manager in
PolicyTech (see
Assigning a
Manager).

Note: You can assign
only one managerto a
user in an import file.
You must use User
Manager to assign
additional managers.

Importing a User with Multiple Departments and Job Titles

You can assign a user to more than one department and job title by separating
multiple sites, departments, and job titles with the pipe (|) character. (Spaces
before and after the pipe character are ignored.) The Site, Department, and
Job Title fields must always have the same number of items in them, even if
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one or more are empty. For example, if you include two departments, there
must also be two sites and two job titles designated, as shown below. Notice
that including a job title is optional, but the Job Title field must include the same
number of pipe characters as the Site and Department fields.

Site Department Joh Title

Corporate Headguarters | Corporate Headquarters  Software Development | Marketing Technical Writer | Copywriter
Corporate Headguarters | Sales & Support sales | Western States Sales Manager|

Exporting a Tab-Delimited User Information File

From within the user database application, export user information into a tab-
delimited text (.txt) file. This is called the user syncfile in PolicyTech. Each
record in the user sync file must contain at least the required user information
fields. We recommend you export a header row containing field (column)
names to help with mapping those fields when you import the user information
into PolicyTech.

Note: Exporting the fields in the order they are listed in the table in the "User
Information Fields" section above will make mapping these fields to
PolicyTech user information fields easier. To download a sample user sync
file with fields in the proper order, click the following link: Blank User Import
Excel Worksheet.

User Sync Rules and Behavior
Please consider the following before performing a user sync:

= Any user in the syncfile that does not exist in the PolicyTech database will
be added. PolicyTech compares the unique user ID of each user in the
sync file to the user IDs of all users in the PolicyTech database. If it does not
find a match, the user is added. If it does find a match, it overwrites all the
other fields for the user with that ID with the corresponding fields from the
sync file. However, the Username, Password, and Manager fields will not
be overwritten unless specifically designated to be overwritten (see step 8
under Performing the User Sync (Import) below).

m Newly added users are assigned only the reader role. To assign additional
roles and permissions, you must edit each user record individually (see
Adding a User Manually) or use the Bulk Permissions Editor to assign
roles and permissions to multiple users at once (see Bulk Permissions
Editor).

m While the Username and Password fields are not required in the syncfile,
they are required in order to create a user record in PolicyTech. For this
reason, if the Username and Password fields are empty in the syncfile or
if you select Not in File for these fields when mapping sync file fields,
PolicyTech randomly generates a user name and password so the record
can be created. Before the newly created user can log in to PolicyTech, you
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must manually change that user's user name and password (see Adding a
User Manually) and provide that information to the user.

m Adeleted user is placed in the Recycle Bin and can be restored (see The
Recycle Bin). If a deleted user was a document owner, you will be notified
that you need to reassign the user's documents (see Reassigning
Document Owners).

= Any job title, site, or department in the syncfile that does not exist in the
PolicyTech database will be added. The spelling of existing job titles, sites,
and departments must be exactly the same in the sync file as those in the
PolicyTech database to avoid creating duplicates with variant spellings.

m Users added manually to the PolicyTech database are not affected by any
action performed during a user sync. For example, if you select the Delete
users not in sync file? check box when setting up a sync, manually
added users will not be deleted. If you do want a user sync to affect
manually added users, you must add them to the sync file, making sure that
the Unique Employee ID fields in the sync file match those in the
PolicyTech database.

Performing the User Sync (Import)

To perform an initial import of user information, or to sync user information after
the initial import,

1. InPolicyTech, click PREFERENCES.
2. Click User Setup, and then click User Manager.
3. Click Sync Users.

policy!
[5) | I
Personal Settings {b
Corporate Headquarters |Z|
Company Setup
User Sefu @ [All Depariments]
P + @ Accounting
User Manager  Administration

-  Disaster Recovery
Group Manager  Educational Resources

Bulk Permissions + @@ Engineering
Editor @ Environmental Services
acvele Bi @ Fiscal Services
Recycle Bin @ Human Resources
Document Setup @ Installation
o R + @ Manufacturing
& Operations

4. Click Browse, navigate to the tab-delimited user information file, and then
click Open.
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Importer
Import user records and synchronize later record imports.

User Sync Reports
No Files Found

File Encoding

| Unicode (UTF-8) [+]

5.

If you saved the export file using file encoding other than Unicode (UTF-8),
click the File Encoding box, and then click the appropriate encoding
option.

Click Next.

In the upper box, map each PolicyTech user field to its corresponding field
in the user information file. If the field is optional and no corresponding field
exists in the file, or if the field does exist but you don't want the information

in that field imported, select Not in File.

Note: Fields marked with an asterisk (*) are required.

. . Accepted A
Field Overwrite? Column Number Type Characters
Unique Employee ID* 0 (Unique Employ$d Alphanumeric A-Z, 0-9, _, and -
. . Mot in File R
First Name: 0 {Unique Emplayee ID (req)) A Alphanumeric All
. 1 (First Ne.gie (req)) .
Middle Name 2 (Middle Name) Alphanumeric All
Last Name* i Eb:;t#tfen;e (req)) 9 Alphanumeric All
Job Title 5 (Site (req)) Alphanumeric All i

Default Domain (For users with no domain specified in the import file.)

[CIRemove first line?
[ Delete users not in sync file?

Notes:
- Manually entered users are not affected by sync unless added to sync file.
- Manually assign managers are not affected by the sync.
+ Previously synced user managers will only be replaced if the overwrite checkbox is selected
+ User names and passwords are auto-generated for newly added users without user name or password specified
+ User names and passwords of previously added users are replaced when Overwrite is selected. If Not in File is also

selected, these user names and passwords will be auto-generated.

8. (Optional) Notice the check boxes in the Overwrite? column after

Username, Password, and Manager. When performing a sync (importing

anytime after the initial import), user name, password , and manager
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information from the tab-delimited file that is different than the
corresponding information in PolicyTech does not overwrite the information
in PolicyTech unless you select the Overwrite? check boxes.

Username [] 8 (Username) v
Password [ 9 (Passwaord) E
Active 10 (Active) [v
Language Not in File E
Domain Not in File E
:\ge)mager (Unigue Employes E Not in File E

Default Domain |None “| (For users with no domain specified in th

9. (Optional) If you are using Active Directory authentication for PolicyTech
user login (see Active Directory Settings), click the Default Domain box,
and then click the domain you want a user assigned to if the user record in
the file does not contain a domain field or if the mapped domain field is
empty.

10. (Optional) If the user information file contains a header row with column
names, click Remove first line? to avoid creating an extraneous user from
the header row information.

11. (Optional) If you want any user not found in the user information file to be
deleted from PolicyTech, click Delete users not in sync file?

Note: This option only affects users previously imported into PolicyTech.
Users added manually will not be deleted.

12. Click Finish.

13. When the import is complete, click View Report.

Synchronization Complete

View Report = Close

The report opens in a separate window, where you can print or save the
report.
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C k- G - H - 3P 3 [par =l

sync Report

12/16/2014 10:18

|§ummary

# of Records Processed # of Users Deleted

# of Users Added # of Users Not
Changed

# of Users Updated # of Errors

dded Users
|L\ne Number User Site Department

37 Stein, Lauren () Corporate Headquarters Human Resources

Updated Users

|L\ne Number User Site Department

] Martinez, Betty (Programmer_4) Corporate Headquarters Software Development

20 Johnson, Douglas (Chief Executive Officer) Corporate Headquarters Administration

lUsers Not Changed
|L\ne Number User
2 Allison, Todd (Tester)

Barnett, John (Approver)

Benton, Caral (Environmental Control Manager)
Breen, Darren (Personnel Manager)

Calfus, Steven (MSDS Technician)

Cane, Taylor (Tester)

Cash, Jordon (Accounts Payable Clerk)

Note: Each report is automatically saved in the PolicyTech database. To
view a sync report from a previous user sync, click Sync Users, find the
report in the User Sync Reports box, and then click View. You can also
click XML and follow the prompts to download the report as an XML file.

14. Inthe main PolicyTech window, click Close.

Adding a User Manually
To add a user manually,

1. Click PREFERENCES.
2. Click User Setup, and then click User Manager.
3. Click New User.
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policytech

Preferences

Personal Settings

Company Setup
User Setup
User Manager

Group Manager

Bulk Permissions
Editor

Recycle Bin
Document Setup
System / IT Settings

MY TASKS (15)

REPORTS

Site: Corporate Headquarters ~

+  HNew User
U

| Caorporate Headquarters

Sync Users  Reassign Docume

[=]

@ [All Depariments]

& Accounting
# Administration
 Disaster Recovery
@ Educational Resources

@ Engineering
# Environmental Services
# Fiscal Services
 Human Resources
@ Installation

@ Manufacturing
 Operations
# Purchasing
 Shipping and Receiving
# Software Development
 Systems Administration
€ Technical Services

4. Under Basic Information, enter the user's identifying information.

Important: If your organization's security policy requires that only users
know their own passwords, you can require that new users change their
passwords upon first login. See Password Settings (Built-in Accounts Tab)

for details.

Notes:

All basic information is required except for Middle Name and Email

Address. However, if the user is designated as a document control
administrator in step 10 below, then Email Address is also required.

= The Unique Employee ID can be the same as the Username.
| General Information '|
Input the basic information for the user.
~ Basic Information
First Name Middle Name Last Name Email Address
Usemname Password Unique Employee ID
-~ Basic Settings
Site Department Job Title (— Select a Departm...
| Corporate Headquarler5| v | | -- Select a Department — | v | | -- Select a Job Title (Optiunalf‘ w ‘
«~ Other Settings
Domain Language [] Assign dedicated license
None | (Default) | i | [0 Lock user out of system
|- kal Save and Continue | | Save and Close ‘|
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5. Under Basic Settings, assign the user to a site and department.

Important: You can assign a user to more than one department and job title,
but not until after you save the user for the first time. See Assigning
Additional Departments and Job Titles for details.

You have now entered and selected all the information necessary to add
the new user. You can continue with steps 6 through 18, which guide you
through the remaining optional settings, or you can skip to step 19 to finish
adding the user now. You can always change user settings later.

6. (Optional) Assign a job title.

Important: Because many PolicyTech™ tasks can be assigned by job title

across multiple departments, we recommend assigning job titles to all users
to avoid the inefficiency of having to assign users individually. For details on
creating job titles, see Working with Job Titles.

7. (Optional) If more than one domain exists, select the primary domain for
this user.

8. (Optional) Select the language for this user's PolicyTech user interface
text.

Note: The languages available depend on which have been added to
PolicyTech.

9. (Optional) If your organization has purchased dedicated licenses and you
want to assign this user a dedicated license (as opposed to the default
concurrent user license), select the Assign dedicated license check box.

Note: If the option is inactive (grayed out), then all available dedicated
licenses have already been assigned. If you don't see this option, then your
organization has not purchased dedicated licenses.

10. (Optional) If you need to temporarily prevent this user from logging in for
any reason, select the Lock user out of system check box.

11. (Optional) Click Save and Continue. The Document Roles, System
Permissions, and Proxy Settings tabs appear, with the Document
Roles tab displayed.

12. (Optional) By default, each new user is assigned the Reader role. To
assign other roles to this user, see Assigning Document Roles.

13. (Optional) Click Next to go to System Permissions.

14. (Optional) To assign system permissions to this user, see Assigning
System Permissions.
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15. (Optional) Click Next to go to Proxy Settings.

16. (Optional) To make proxy assignments for this user, see Assigning a Proxy
Author.

17. (Optional) Click Next to go to the Manager tab.

18. (Optional) To assign this user as a manager of a department or of specific
users, see Assigning a Manager.

19. Click Save and Close.

Assigning Document Roles

By assigning document roles you can control who can own, write, review,
approve, and read documents. You can also control who can see pending and
archived documents and who can create and modify templates. PolicyTech™
assigns each new user only the reader role by default.

You can assign document roles while creating or editing a user (see Adding a
User Manually or Editing a User).

1. With a user form open, click the Document Roles tab.

~0t o
General Information | Document Roles || System Permissions || Proxy Setfings || Manager
Select the Document Roles for Tawna from the options below.
Available Roles Roles o
[] Document Qwner Policies & Procedures
Approves Own Documents Reader
[] Writer

[] Reviewer
] Approver
Completes Approval Assignments in Bulk
[[] Pending Documents
[] Reader
[] Archived Documents
[] Template

4 Back | kol Save | kol Save and Close | 1 Delete | Next ¢

2. Select or deselect document roles. Each role is described in the"Document
Role Descriptions" section below.

3. Do one of the following:
m To save the role assignments and keep the user open, click Save.

m Click Save and Close.

Document Role Descriptions

Document Description

Role

Document A document owner has the following responsibilities for each
Owner owned document:
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m Create the document

m Assign writers, proxy authors, reviewers, approvers, and
readers

m Assign departments and categories

m Write the document content or assign another user to write
it

m Manage the document through the review and approval
process, making revisions as necessary

m Asthe document is periodically reviewed, create new
versions and make necessary updates

m When necessary, a document owner can also do the
following with an owned document:

=  Submit the draft document directly to approval if no
reviewers are assigned

m Setthe document as approved if assigned the Approves
Own Documents role

m  Modify the assigned readers of published documents

m Archive the document

Approves
Own
Document

This document role applies only to users assigned the
Document Owner role. With the Approves Own Document
role assigned, a document owner can approve his or her own
documents without having to go through the review and
approval process.

Note: If a document's template contains required reviewers
or approvers, the document owner is not allowed to approve
the document, even with the Approves Own Document
role assigned.

Writer

A document owner can assign any user with the Writer role to
write or collaborate in writing a document. A writer cannot,
however, access or change any of the document's properties
(assighments, roles, permissions, etc.). A writer can edit an
assigned document for as long as it is in the draft status.

Reviewer

A document owner can assign any user with the Reviewer role
to review documents. A reviewer can accept an assigned
document as itis, revise it, or decline it. Those assigned the
Reviewer role are typically subject matter experts and
managers.
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Approver A document owner can assign any user with the Approver
role to approve documents. An approver can accept an
assigned document as is, revise it, or decline it. Because an
approver is legally responsible for a document's contents,
those assigned the Approver role are typically managers or

company executives.
Completes By default, user's assigned the approver role must approve
Approval documents individually. A user assigned the Completes
Assignments Approval Assignments in Bulk role is able to select multiple
in Bulk approval tasks and approve them all at once.
Pending A user assigned the Pending Documents role can see

Documents documents that are approved but not yet published because of
a pending publication date. Access is limited to documents the
user would be able to see once the document is published.

Reader A user assigned the Reader role can see all published
documents whose security is set to All Users.

Archived A user assigned the Archived Documents role can see
Documents  archived documents. Access is limited to documents the user
would be able to see if the document were in published status.

Template A user assigned the Template role can view, create, and edit
document templates, but cannot delete them.

Proxy Unlike the other roles listed in this table, the Proxy Author

Author role is assigned in the Proxy Settings tab of User Manager.
For details on what a user assigned this permission can do,
see Assigning a Proxy Author.

Assigning System Permissions

By assigning system permissions, you can control who can perform specific
management functions within PolicyTech™. These permissions can apply to a
single site or to all sites.

You can assign system permissions while creating or editing a user (see Adding
a User Manually or Editing a User).

To assign system permissions to a user,

1. With a user open, click the System Permissions tab.

PolicyTech 9.0 Administrator's Guide



76 - User Setup

[ General Information ||' Document Roles '“ System Permissions ”' Proxy Settings '||' Manager"

Select the System Permissions for Tawna from the options below.
Sites | -- Choose — ‘ v |

Available Permissions Selected Permissions

[ 4 Back | kol Save | kd Save and Close | @ Delele | Mext b |

2. Inthe Sites list, do one of the following:

= [f you want this user's assigned permissions to apply to all sites, click All
Sites (Global Permissions).

= If you want the assigned permissions to apply to only one site, click that
site.

3. Inthe Available Permissions box, select the permissions you want to

assign this user. Each system permission is described in the "System
Permission Descriptions" section below.

[ General Informafion | Document Roles | System Permissions | Proxy Settings || Manager |

Select the System Permissions for Tawna from the options below.
Sites | Corporate Headquarters ‘ V|
Available Permissions

[ Category Owner

[C] Document Control Administrator
[C] Company / User

[ Report Manager

[F] Access Site

[ Case Investigator

Selected Permissions

[ 4 Back | bl save | kd Save and Close | T Delete | Next » |

4. Do one of the following:

m To save the system permission assignments and keep the user form
open, click Save.

m Click Save and Close.

System Permission Descriptions

System
Permission

Description
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Category A user assigned this permission can immediately access and

Owner edit all unassigned categories and their subcategories.
Assigning a user the Category Owner permission also adds
that user to the list of category owners that can be assigned
when adding or editing a category (see Adding a Category).
When assigned to a category owner, a category can only be
accessed and edited by that category owner and document
control administrators.

Document To assign this permission, in the Sites list, click All Sites
Control (Global Permissions), and then select the Document
Administrator Control Administrator check box.

for All Sites  When assigned this permission, a user can do the following.
(DGCI:c'):)aI Preferences: Access and edit all preferences (Company
) Setup, User Setup, Document Setup, and System / IT

Settings), including designating other users as global or site
document control administrators.

Reports: Generate and view management and administrative
reports and access other reporting options.

Documents:
m Do everything a document owner can do (see Document

Role Descriptions for details) except be assigned to own a
document.

m Setadocument as approved, skipping all assigned
writers, reviewers, and approvers.

m Editan approved document in its current state without
sending it back to draft or creating a new version. (The
document owner receives notification that the document
has been edited.)

m Skip the next review date anytime (designate as No
Revision Necessary), even before the review warning
period.

Document To assign this permission, in the Sites list, click a site name,
Control and then select the Document Control Administrator
Administrator check box.

foraSingle  Except for the exceptions listed below, a document control

Site (Sub-  administrator for a single site (sub-DCA) can do everything on

DCA) that site that a document control administrator for all sites
(global DCA) can do.

m A sub-DCA cannot access the following preferences:
General Properties in Company Setup; Default
Properties in Document Setup; all System / IT
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Settings preferences.

m Because a global DCA can assign a category or template
to multiple sites, changes a sub-DCA makes to an existing
category or template affects it at all assigned sites.
However, a sub-DCA cannot assign new categories or
templates to other existing sites. But a sub-DCA can
choose to have the new category automatically assigned
to new sites as they are created.

m When assigning system permissions to users, a sub-DCA
can only assign them for that sub-DCA's assigned site.

Company/
User

If assigned this permission for all sites, a user can access and
edit all the Company Setup and User Setup preferences
that a global document control administrator can access and
edit. A user assigned this permission for a single site is limited
to the Company Setup and User Setup preferences a sub-
DCA can access and edit.

System/IT

A user assigned this permission can access and edit all of the
System / IT Settings for all sites. Only a global document
control administrator can assign this permission and only
when All Sites (Global Permissions) is selected.

Report
Manager

When assigned this permission, a user can access
Management Reports and Other Reporting Options in
Reports.

Access Site

By default, a user only has access to the site assigned to that
user in the General Properties tab of the user form. You can
assign a user the Access Site permission to grant that user
access to other sites. With the exception of the Document
Control Administrator permission, which can be granted on a
per site basis, whatever roles and permissions the user has in
his or her primary site will be in force in other sites that user is
granted access to.

Note: Assigning a user to a department at a different site in
the General Properties tab of the user form in User
Manager also grants the user access to that site (see
Assigning Additional Departments and Job Titles for
details).

View Docs
All
Departments

This permission is available only if you choose to restrict users
to seeing the documents for their assigned departments only
(see Document Filter) and only when you select All Sites
(Global Permissions). (By default a user assigned the
reader role can view all unrestricted published documents
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assigned to any department.) You can override this restriction
for a specific user by assigning the View Docs All
Departments permission.

Case This permission is available only if you have purchased the

Investigator  Product Integration module and enabled integration with
EthicsPoint Issue & Event Manager (see Set Up Case
Management Integration for details). When assigned this
permission, a user can request that any accessible document
be updated.

Assigning a Proxy Author

A proxy author is a user who writes a document in behalf of a document owner.
When you designate a user as a proxy author, you must also designate one or
more document owners the user can proxy for.

The following describes what a proxy author can and cannot do:
m Can create documents for assigned document owners only

m Can access and edit all draft documents for assigned document owners
regardless of whether the documents were created by the proxy author or
the document owner

m Cannot submit a document for review or approval but can request that the
document owner do so

m Can view assigned document owners' documents throughout the review
and approval process

How you assign a proxy author depends on whether you're doing it from the
document owner's user form or from the user's form whom you want to assign
as a proxy author for a document owner.

Assign a User as a Proxy Author

Note: Proxy authors can only be assigned to users assigned the document
owner role.

1. With a user form open, click the Proxy Settings tab.

2. Click Assign [user name] as a proxy author for other people.
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Mark Steiner OHelp ©

[ General Information " Document Roles ” System Permissions | Proxy Settings || Manager"

Assign Mark Steiner as a proxy author for other people
Assign proxy authors for Mark Steiner

Site‘ Corporate Headquarters ‘ v |

[ Depariments | Job Titles | Document Qwners | Selected Users Contents @

» | Search Document Owners |

@ [] Benton, Carol (Environmental Control Manager)
@ [T Breen, Darren (Personnel Manager)
@ [] Calfus, Steven (MSDS Technician)
[C] Driggs, Shiela (Director of Finance)
Farnsworth, John (Information Systems Manager)

(]

o0

@ [] Fillmore, Gregory (Programmer)
en

en

m.| »

Gatos, Will (Chief Information Officer)
Gleeson, Edward (Manufacturing Manager)
@ [O] Haas, Shana (MSDS Technician)
@ [] Hansen, Tom (Accounting Manager) %

Shift+Click selects a span of checkboxes. @ More Shortcuts

[ 4 Back | | Save | | Save and Close | Tl Delete |

3. Inthe Site list, click the site containing a document owner the current user
will act as proxy for.

4. Find and select the document owner using one of the following methods:

= Inthe Search Document Owners box, start typing the document
owner's last or first name. A list appears of document owners
containing the characters you typed that are anywhere in their first or
last name. Click a name to add that document owner to the Selected

Users box.
RSl R Docment wrers | Selected Users Contents @
P | dri Corporate Headquarters

Driggs, Shiela (Director of Finance)

o Driggs, Shiela (Directorof Finance)

@ [| Breen, Darren {Persor{?%l Manager)

@ [] Calfus, Steven (MSDS Technician)

@ [] Driggs, Shiela (Director of Finance)

@ [ Farnsworth, John (Information Systems Manager)
@ [] Fillmore, Gregory (Programmer)

@ (] Gatos, Will (Chief Information Officer)

@ [] Gleeson, Edward (Manufacturing Manager)

@ [] Haas, Shana (MSDS Technician)

@ [ Hansen, Tom (Accounting Manager) ~

m.J

Shift+Click selects a span of checkboxes. @ More Shortcuts

n With the Document Owners tab selected, select one or more

document owners.
| Departments || Job THes || Document Quners | Selected Users Contents I
P | Search Document Owners | Corporate Headquarters

Driggs, Shiela (Director of Finance)

@ [] Benton, Carol (Environmental Control Manager)
@ [] Breen, Darren (Personnel Manager)

@ (| Calfus, Steven (MSDS Technician)

(1] Driggs, Shiela (Director of Finance)

L) arnsworth, John (Information Systems Manager)
@ [ ] Fillmore, Gregory (Programmer)

@ [] Gatos, Will (Chief Information Officer)

@ | Gleeson, Edward (Manufacturing Manager)

@ [] Haas, Shana (MSDS Technician)

@ [] Hansen, Tom (Accounting Manager) -

Shift+Click selects a span of checkboxes. @ More Shorteuts

m |

m Clickthe Job Titles tab, click a job title to display the document owners
(if any) with that job title. Select one or more document owners, and
then click OK.
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Departments | Job 'ﬁueﬂ[ Document Owners |

Job Title Groups
Job Titles

@ Creditor -
@ Director of Education

@ Director of Enginesring

@ Director of Finance EJ
@ Direct Operations

@ Director of Purchasing

@ Document Control Administrator

@ Environmental Control Manager
i (18T

Shift+Click selects a span of checkboxes. @ Mare Shoricuts

i

¥

Available Users

(2] %Driggs‘ Shiela (Director of Finance)

= With the Departments tab selected, click a department to display the
document owners (if any) assigned to that department, select one or
more document owners, and then click OK.

Departments | Job Titles | Document Owners |

»

@ Accounting
@ Administration
@ Dizaster Recovery
@ Educational Resources
 Engineering
@ Environmental Services
€ Fiscal Services
@ Human Resuulﬂ{t}
@ Installation
@ Manufacturing
@ Operations
L@ Purchasing =L

Shift+Click selects a span of checkboxes. @ Mare Shoricuts

Available Users

(2] Driggs, Shiela (Director of Finance)
@ [l smith, Leroy (Creditor)

Note: To remove a selected name, click it, and then click .
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5. (Optional) To assign the current user as a proxy author to another
document owner, repeat steps 3 and 4.

6. Do one of the following:
m To save the current proxy assignment and leave this user form open,
click Save.

m Click Save and Close.
Assign Proxy Authors to a Document Owner

Note: Assigning proxy authors takes effect only when the current user is
assigned the document owner role.

1. With a user open, click the Proxy Settings tab.

2. Click Assign proxy authors for [user name].

General Information | Document Roles | System Permissions | Prowy Settings | Manager
(O Assign Mark Steiner as a proxy author for other people
'I%Assign proxy authors for Mark Steiner
Site | Corporate Headquarters
o

Selected Users

Depariments | Job Titles | Users

#2 | Search Users

Shift+Click selects a span of checkboxes. @ More Shortcuts

4 Back | | Save | |l Saveand Close | I Delete

3. Click the Site box, and then click the site containing a user you want to
assign as a proxy author.

4. Find and select the user using one of the following methods:

= Inthe search box, start typing the user's last or first name. A list appears
of users containing the characters you typed that are anywhere in their
first or last names. Click a user to add to the Selected Users box.

Selected Users

o | dri Corpc!rare He_adqualr:ers )

< 5 = = = Driggs, Shiela (Director of Finance)
Driggs, 3hiela (Director of Finance)
Rodrigiwz, Todd (Machinist)

Departments | Job Titles | Users

Shift+Click selects a span of checkboxes. @ More Shortcuts
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m With the Job Titles tab selected, click a job title to display the users with
that job title, select the check box before a user, and then click OK.

Departments "‘ Job Tmeﬂ[ nowmemomers]

Job Title Groups
Job Titles

@ Creditor o
@ Director of Education

@ Director of Engineering

@ Director of Finance =J
@ Direct Operations

@ Director of Purchasing

# Document Control Administrator

# Environmental Control Manager
| Information Systems Manaaer S

Shift+Click selects a span of checkboxes. @ More Shoricuts

L

b3}

Available Users

(2] Holmes, Lucille (Accountant)
® Packer, Mary (Accountant)

@ [¥] Schram, Johanna (Accountant)
@ [, Steiner, Mark (Accountant)

® ‘o0, Josh (Accountant)

=

= With the Departments tab selected, click a department to display the
users assigned to that department, select the check box before a user,
and then click OK.

Depanmanls']f Job Tites | Document Owners |

»

@ Accounting
@ Administration
@ Disaster Recovery
@ Educational Resources
@ Engineering
@ Environmental Services
) Fiscal Services
@ Human Resuul‘il‘b;
@ Installation
@ Manufacturing
@ Operafions
@ Purchasing

Shift+Click selects a span of checkboxes. @ Mare Shoricuts

Available Users

@ [] Driggs, Shiela (Director of Finance)
@ [Lysmith, Leroy (Creditor)
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Note: Toremove a selected name, click it in the Selected Users box, and
then click 7.

5. (Optional) To assign another proxy author to the current user, repeat steps
3and 4.

6. Do one of the following:

m To save the current proxy assignment and leave this user open, click
Save.

m Click Save and Close.

Assigning a Manager

In the Manager tab you can either assign the current user as a manager of
other departments and users, or you can assign some other user as manager of
the current user. For details on what being a manager in PolicyTech entails, see
Manager Permissions.

Assigning This User as a Manager

1. Click Assign [user name] as a manager for other departments or
people.

a S P a ~

General Information | Document Roles | System Permissions || Proxy Settings | Manager

® Assign Tawna Gifford as a manager for other departments or people.
O Assign a manager for Tawna Gifford.

Site  Corporate Headquarters

Departments |[ Users Selected Users )

+ @ [] Accounting
@ [ Administration ~
@ [] Disaster Recovery

[] Educational Resources

[] Engineering

[] Environmental Services

[] Fiscal Services

[] Human Resources

[] Installation

22222

[] Manufacturing
@ [] Operations v
& [ | Purchasing

Shift+Click selects a span of checkboxes. @ More Shoricuts Includes Sub Departments (**)

4 Back | | Save | | Saveand Close | @ Delete

2. Select a site containing at least one department or user you want the
current user to manage.

3. Do any of the following to select departments, users, or both:

= Inthe Departments tab, select the check boxes of one or more
departments.

Important: By default, selecting a department makes the user manager of
that department only. If you want the user to also manage any subdepartments
of the selected department, in the Selected Users list, click the department
name, and then select the Includes Sub Departments check box.
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Selected Users

Contents @

Corporate Headquarters

Hill, Maria (Receiving)
Haolmes, Lucille (Accountant)
Woo, Josh (Accountant)

s Cash,_ Jordon {(Accounts Payable Clerk
**Department: Accounting

Q\Includes Sub Departments (%)
123

e | ko Save and Close | 7 Delete |

Note: After selecting a department, you can see the current users in that
department. In the Selected Users list, click the department name, and
then, near the upper right corner of the list, click Contents.

= Inthe Departments tab, click a department name, select the check
boxes of one or more users, and then click OK.

Available Users o

@ [/] Cash, Jordon (Accounts Payable Clerk)

@ [ ] Gifford, Tawna (Accounts Receivable Clerk)
@ [ ] Hansen, Tom (Accounting Manager)

[« Hill, Maria (Receiving)

[«] Holmes, Lucille (Accountant)

[[] Packer, Mary (Accountant)

[[] Schram, Johanna (Accountant)

[ Woo, Josh (Accountant)

e
e
e
e
@

| ®

-

= Inthe Users tab, start typing a user's first or last name, and then, when
the user's name appears in the search list, click it.

| Departments " Users |

22 | mar

5 Hill, Maria (Receiving)

.- |Packer, Mary (Accountant)
Steiner, Mark (Accountant)

Wood, Mark (keogrammer)

Shift+Click selects a span of checkboxes. ©
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4. (Optional) To add departments or users from a different site, repeat steps 2
and 3 above.

5. Click Save or Save and Close.

Assigning a Manager to This User
1. Click Assign a manager for [user name].

If one or more managers have already been selected for this user's
department, they will be listed in the Selected Users box.

o it

General Information | Document Roles || System Permissions |[ Proxy Settings || Manager

(O Assign Tawna Gifford as a manager for other departments or people
(=) Assign a manager for Tawna Gifford.

Site Corporate Headquarters

Departments | Users Selected Users o)

P [ Search Users Managers of This User's Department(s)

Shift+Click selects a span of checkboxes. @ Wore Shoricuts ‘

4 Back | | Save | | Saveand Close | @ Delete

2. Select a site containing at least one user you want the assign as the current
user's manager.

3. Do any of the following to select one or more users:

= Inthe Users tab, start typing a user's first or last name, and then, when
the user's name appears in the search list, click it.

Departments || Users

;3'| marl
JHill, Maria (Receiving)
Packer, Mary (Accountant)
Steiner, Mark (Accountant)
Wood, Mark (.«rogrammer)

Shift+Click selects a span of checkboxes. ©

= Inthe Departments tab, click a department name, select the check
boxes of one or more users, and then click OK.
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Available Users %]

@ [/] Cash, Jordon (Accounts Payable Clerk)

@ [ ] Gifford, Tawna (Accounts Receivable Clerk)
@ [ ] Hansen, Tom (Accounting Manager)

[« Hill, Maria (Receiving)

[«] Holmes, Lucille (Accountant)

[[] Packer, Mary (Accountant)

[[] Schram, Johanna (Accountant)

[w] Woo, Josh (Accountant)

@
e
e
@
e

| ® |

4. (Optional) To add users from a different site, repeat steps 2 and 3 above.

5. Click Save or Save and Close.

Assigning Additional Departments and Job Titles

Note: A user must be saved before you can assign additional departments
and job titles. If you are creating a new user, click Save and Continue, and
then click the General Information tab before starting the steps below.

1. With a user form open, in the Basic Settings area, click Additional
Departments or Job Titles for [user name].

Note: For details on finding and opening a user form, see Editing a User.

General Information |[ Document Roles M System Permissions ][ Proxy Seftings ][ Manager}

Input the basic information for the user.

~ Basic Information

First Name Middle Name Last Name Email Address

| Tawna | | ‘ ‘ Gifford | | tgifford@mycompany.com
Usemname Password Unique Employee ID

| ........ | | ........ ‘ ‘tgiﬁord

-~ Basic Settings
Site Department Job Title (Accounting) Manager (Accounting)
| Corporate Headquaners| v | | Accounting | v | | Accounts Receivable Clerk ‘ v ‘ | -- Select as a Manager (Optiunalj v |

Additional Departments oaan Titles for Tawna Gifford (0

i
~ Other Settings

Domain
lone [ Lock user out of system.

| Il save | kd Saveand Close | @ Delete | Mext b |

2. Click Add Another.
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Departments & Job Tities o

@ Click on the edit link for an item to modify it or click Add Another to add a new item. Click Remove to delete an item.

[+] Ad%ﬂother <" Indicates this user's primary site, department, and job title
Site Department Manager Job Title

Edit Corporate Headquariers Accounting Accounts Receivable Clerk

Close

3. Inthe Site list, click the site containing the department you want to assign.

Site Department Job Title Manager
Corporate Headquaders -- Select a Department -- -- Select a Job Title {Oplicnal -- Select as a Manager (Optionalj

kal save | cancel

4. Inthe Department list, click a department.
5. (Optional) In the Job Title list, click a job title.

6. (Optional) In the Manager list, click Department or Department and Sub
Departments. (See Manager Permissions for details on designating a
user as a department manager.)

7. Click Save.

8. (Optional) To assign the user to another department and job title, repeat
steps 2 through 7.

9. Click Close.

Manager Permissions

A user you assign to manage a department or specific users can perform the
following functions for assigned users only.

m Change a user's profile, with control over only the following information and
settings:

« General Information data fields and options: First Name, Middle
Name, Last Name, Unique Employee ID, Site Department, Job
Title, and Additional Departments or Job Titles (for
subdepartments only)

« Document Roles options: Writer, Reviewer, Reader
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« Proxy Settings assignments: Can assign a user as a proxy author
only for other users within the department and can assign other users
within the department as proxy authors for the current user

» Manager assignments: Can assign a user as a manager of a
department or of specific users. The departments and users a
manager can assign are limited to those the manager has access to
by virtue of his or her own manager assignment. Let's say, for
example, that the user Josh Woo is assigned a manager of the
accounting department, including subdepartments, and that the
accounting department contained the accounts receivable and
accounts payable subdepartments. Josh could only assign other
users within the accounting , accounts receivable, and accounts
payable departments as manager. What's more, Josh could only
assign these available users as managers of one or more of his three
managed departments or as managers of specific users within one of
those three departments.

Create a new user (department managers only).

Run management reports on managed department or specifically assigned
users

Receive escalation notifications for managed department or specifically
assigned users' overdue tasks

Change reader assignments for documents assigned to the managed
department or to directly managed users

Editing a User

To change a user's personal information and assign or change roles and
permissions,

1.
2.
3.

Click PREFERENCES.
Click User Setup, and then click User Manager.

In the site list (above [All Departments]), click the site containing the user
you want to edit.

Do one of the following to find the user:

m Click the department containing the user.

Note: You can re-sort the user list by clicking the First Name, Last Name,
or Job Title column heading. Click the column heading again to reverse the
sort order. You can also change which columns are displayed and how many
users are displayed at a time using Display/Export Options (see
Customizing the User List Display for details).
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licytech DOCUMENTS ' MY TASKS(17) ' REPORTS | PREFERENCES Welcome Douglas Johnson | LOG ouT
policyted 4

Demo Site

ABOUT | HELP
Site: Corporate Headquarters = - !

Preferences + MewUser SyncUsers Reassign Document Owners = Reassign Users 7 Search |Last Name |« for [ Search |
Personal Settings =]
Corporate Headquarters i AREINN i fions «
T R Tpo| 1 P RARCIRE
User Setup @ [All Deparimens] FirstName  LastName A Job Title
T
User Manager Administration Darrem Breem Persanner Manager vl
Disaster Recovery Jonathon Grant Mail Clerk
‘Group Manager !
e Eﬁuwﬁﬂ"ﬂl Resources Kahy Saunders Payroll Cleric
ul ‘ermissions Igineering
Editor Environmental Services Walter Sermano Payrol Clerk
oo caBn Fiscal Servicas Lowell Thomason Security Guard
Human Resources Scoft West ‘Security Guard
Eoope ey o & atalaton, Adele Windham Receptionist
" lanufacturing
System / IT Seftings Gperations
Purchasing
Shipping and Receiving
Software Development
i Administration
B Technical Services -
« v
Page 10of1(Titems) </ <1 >| >/

= Inthe Search list, click Last Name or First Name. Depending on what
search method you selected, type as much of the user's last or first
name as you know in the for box, and then click Search. A list appears
of users containing the characters you typed that are anywhere in their
names. For example, typing carol for a first name would find all of the
following: Carol, Caroline, and Carolyn.

policytech DOCUMENTS ' MY TASKS (17) | REPORTS | PREFERENCES | Welcome Douglas Johnson | LOG oUT
Demo Site

© ABOUT | HELP

Site: Corporate Headquarters =

Preferences + MewUser SyncUsers Reassign Document Owners Reassign Users 7 Search [Last Name | =] for dri Search
Personal Settings .
Company Setup Corporate Headquarters [~] Page1ofi(2items) < < 1 - o Display/Export Options =
User Selup @ [All Deparimens] | FistName  LastName & Job Title |
User Manager Administration Shiela Driggs Director of Finance 2
Disaster Recovery Todd Rodriguez Machinist
Group Manager Educational Resources
Bulk Permissions Engineering
Editor Environmental Services
i Fiscal Services
Hecycle B Human Resources
Document Setup Installation
" Manufacturing
System / IT Seftings Operations
Purchasing
Shipping and Receiving
@ Software Development
i Administration
A Technical Services =
« v
Page 10of 1 (2items) <</ 1 [>] >|

5. Click the user.

Shiela Driggs ©OHelp ©

General Iriumaﬁmq[ Document Roles }[ System Permissions. ]( Proxy Setfings ][ umaga}

Input the basic information for the user.
~ Basic Information

First Name Middle Name Last Name Email Address

‘ Shiela | | ‘ ‘ Driggs | |sdriggs@my[:umpany,mrn
Username P, Unique Employee ID

Je——— | P ‘ ‘ 22 |

~ Basic Settings
Site Department Job Title (Fiscal Services) M (Fiscal Services)
‘ Corporate Headquarters‘ V| | Fiscal Services | V| | Director of Finance | V‘ Department ‘ v ‘

Additional Departments or Job Titles for Shiela Driggs (0)

«~ Other Settings
Domain

£ Lock user ot of sysem

Lu save | kol Save and Close | T Delete | Nexi»j
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6. Make the necessary changes in the General Information, Document
Roles, System Permissions, and Proxy Settings tabs. See Adding a
User Manually, Assigning Document Roles, Assigning System
Permissions, and Assigning a Proxy Author for details on user information
and assignments.

7. Click Save and Close.

Deleting a User
To delete (deactivate) a user,
1. Click PREFERENCES.
2. Click User Setup, and then click User Manager.
3. Do one of the following to find the user:
m Click the department containing the user.
Note: You can re-sort the user list by clicking the First Name, Last Name,
or Job Title column heading. Click the column heading again to reverse the
sort order. You can also change which columns are displayed and how many

users are displayed at a time using Display/Export Options (see
Customizing the User List Display for details).

policy

Search |Last Name [=] for

Corporate Headquarters [2] Page1oaf17items) 1 Di Options ~

Personal Seftings

Company Setup
User Setup @ (2 Depariment] FirstName  LastName 4 Job Title
e

User Manager @ Administration TrarTET BTEE FErSOnmeT Wanager e

Group Manager @ Disaster Recovery Jonathon Grant Mail Clerk
Btk o Kathy Saunders Payroll Cleric
Uk rermission = @ Engineering Walter Semano Payroll Clerk

Editor @ Environmental Services
@ Fiscal Services Lowell Thomason Security Guard

@ Human Resources Scott West Security Guard
Document Setup @ Installation Adele Windham Receplionist
_ = @ Manufacturing
System / IT Settings ® Operations
@ Purchasing
@ Shipping and Receiving
@ Software Development
@ Sysiems Administration
@ Technical Services

Recycle Bin

Page 1 of 1 (7 items) 1

-
Privacy Statement | Terms of Use

m Inthe Search list, click Last Name or First Name. Depending on what
search method you selected, type as much of the user's last or first
name as you know in the for box, and then click Search. A list appears
of users containing the characters you typed that are anywhere in their
names. For example, typing carol for a first name would find all of the
following: Carol, Caroline, and Carolyn.
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policyrech [ DOCTERTS U IASRE 7 e Welcome Douglas Johnson | Lo 0UT
Demo Site

+ HNewUser SynclUsers Reassign Document Owners Reassign Users 7

[Corporate Headquarters | Page 1 of 1 (2 items) 1

Search Last Name for dri Seardl

Personal Settings
Display/Export Options

Company Setup
User Setup a Al Departments] & FirstName  LastName & Job Title
User Manager “ Admlmslralmn ‘Shiela Driggs Director of Finance -

@ Disaster Recovery Todd Rodriguez Machinist
@ Educational Resources
@ Engineering
© Emvironmental Services
@ Fiscal Services

‘Group Manager
Bulk Permissions

Recycle Bin
8 @ Human Resources
Document Setup @ Instaliation
- Manufacturins
System /T Setlings 2 Operalions
@ Purchasing

@ Shipping and Receiving

@ Software Development

@ Systems Adminisiration

@ Technical Services -
« G

NAVEX sioea Page 1 of 1 (2 items)

4. Click a name to open that user's form, and then click Delete.

Shiela Driggs QHelp O

General Information |( Document Rnieﬂ( System permissiuns]f Proxy Sem'ngﬂ

Input the basic information for the user.
-~ Basic Information

First Name Middle Mame Last Name Email Address
‘ Shiela | | ‘ ‘ Driggs | |sdr‘iggs@mycompany,mm
Username Password Unique Employee ID
[srans | [reeess (22
-~ Basic Settings
Site Department Job Title (Fiscal Services) Manager (Fiscal Services)
‘ Corporate Headquarters‘ V| | Fiscal Services | V| | Director of Finance | ‘ | Department ‘ v ‘

Additional Departments or Job Titles for Shiela Driggs (0)

«~ Other Settings
Domain
None [] Lock user out of system

:.HSWe kol save and Close ﬂDﬁﬂe Nexlb.|
- W)

5. Click Yes to confirm the deletion.

Notes:

m The user is moved to the Recycle Bin. See The Recycle Bin for details
on restoring a deleted user.

m Ifthe user was a document owner with assigned documents, you will
receive an email asking you to reassign the deleted user's documents
to a different document owner (see Reassigning Document Owners for
details).

Reassigning Document Owners

The document owner plays a central role in the process of getting a document
from draft stage through to approval. Once a document is approved, the
document owner is responsible to periodically review and create new versions
of the document. When you need to reassign a document owner due to
changing responsibilities or if a document owner leaves the organization, you
can easily reassign that document owner's documents to another user
designated as a document owner.

There are two ways to reassign document owners:
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m Before deleting the user or removing the user's document owner role, use
Reassign Document Owners in User Manager to list and reassign that
document owner's documents.

= [f you delete the user or remove the user's document owner role without
reassigning the user's documents, you will receive an email prompting you
to reassign those documents. A Reassign task will also be placed in the
My Tasks list. Click the link in the email or task to reassign the documents.

Reassign Documents before Removing a Document Owner
1. Click PREFERENCES.

2. Click User Setup, and then click User Manager.

3. Click Reassign Document Owners.

policytech

DOCUMENTS = MY TASKS (17) ' REPORTS

Personal Settings
Company Setup
User Setup

User Manager

Group Manager

Bulk Permissions
Editor

Recycle Bin

Document Setup

Corporate Headquarters |Z|

@ [All Depariments]
+ @ Accounting
@ Administration
@ Disaster Recovery
@ Educational Resources
+ @ Engineering
@ Environmental Services
@ Fiscal Services
@ Human Resources
@ Installation
7 @ Manufacturing

4. Inthe Site list, click the site the document owner is assigned to.

5. Inthe Select By list, click Document Owner.
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Reassign Document Owners @ Help ©

Use the document finder to select documents to reassign. Then select the new document owner below and WoeTE
Site | Corporate Headquarters | v |
Select By [ Title |~
. Title -
Title | Typg Reference # |
Available [Department Selected Doc t: o
Department Group
Template
Document Owner L
Writer |} 3
Writer Group
Reaviewer
Reviewer Group
Approver
Approver Group b
5 . |Reader
Shift+Clic Reader Group
© Add Filts Category
All Categories
~Documen,  CALEA 2
| Corporate Headquarters | v | | Select a new document owner | v | [ R

6. Inthe Document Owner list, click the document owner's name.

Reassign Document Owners @ Help ©

Use the document finder to select documents to reassign. Then select the new document owner below and

More ¥
Site | Corporate Headquarters | = |
Select By | Document Owner | - |
Document Owner | Select User | =
; @ Benton, Carol (Environmental Control | . .
Available Docume| @ green, Darren (Personnel Manager) Selected Dot i}

@ Calfus, Steven (MSDS Technician)

@ Driggs, Shiela (Director of Finance)

@ Famsworth, John {Information System|=
@ Fillmore, Gregory (Programmer) T
@ Gleeson, Edward (Manufacturing Man;
@ Haas, Shana (MSDS Technician)

@ Hansen, Tom (Accounting Manager)

@ Johnson, Dg%f:?as (Chief Executive Off
@ Keller, Kevin (Programmer)

@ Lavin, Alice (Manager)

Shift+Click selects| @ Leonard, Lynn {Director of Education)

» @ Monson, Teresa (Chief Operations Off
© Add Filter(s) @ Oppener, Susie (Director of Purchasini ~
< m 3

~ Document Owner|

| Corporate Headquarters | i | | Select a new document owner | v | | R

7. Inthe Available Documents box, select the check boxes of the
documents you want to reassign. To quickly select all of the documents,
click Add All From [document owner].

Note: If you don't want to reassign all of the documents to a single document
owner, select the set of documents you want assigned to one of the new
document owners.
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Reassign Document Owners @ Help ©

Use the document finder to select documents to reassign. Then select the new document owner below and WoeTE
Site | Corporate Headquarters | V|
Select By | Document Owner | - |
Document 0wner| Hansen, Tom (Accounting Manager}| V| © Add All From Hansen, Tom (Accounting Manager)
Available Doc t Selected Do t Ju
[E1 [¥] Account Collections Form (v.1) »| | Documents B
[ [¥] Accounts Payable and Cash Distribution (v.1) B Account Collections Form (v.1)

[ [#] Bad NSF Checks (v.1) i Accounts Payable and Cash Distribution (v.1)

E Bank Account Reconciliation (v.3) Bad NSF Checks (v.1)

£l ] Capitilization (v.2) Bank Account Reconciliation (v.3)

El [¥] Cash Draveers (v.2) Capitilization (v.2) L

El 7] Cash Receipts (v.1) Cash Drawers (v.2) r

’| [] Chart of Accounts (v.1 i : :

£l ¢ hant of Accoun { ) Cash Receipts (v.1)

2l L} | Chart of Accounts (v.1)

Shift+Click selects a span of checkboxes. Check Requests (v.1)

Check Signing Authority (v.1

© Add Filter(s) © Clear Fiter(s) | oneck Signing Authority (v.1) d
~ Document Owner

| Corporate Headquarters | i | | Select a new document owner |v | !

8. Inthe Document Owner area, in the site list, click the site the new
document owner is assigned to.

9. Inthe Select a new document owner list, click a document owner's

name.
[¥] Accounts Payable and Cash Disiribution (v.1) E Account Collections Form (v.1)
[l [¥] Bad NSF Checks (v.1) = Accounts Payable and Cash Distribution (v.1)
E Bank Account Reconciliation (v.3) Bad NSF Checks (v.1)
B Capitilization (v.2) o
B Gash Drawers (v.2) Bank Account Reconciliation (v.3)

Ca R 1 Gopttzaton (v2),

&[] Chart of Accounts {v.1) Select a new document owner -

< LLI] Benton. Carol (Environmental Control Manager) E

Shift+Click selects f ch¢Breen, Darren (Personnel Manager)

[CSEBCTS 8 SPaN O MG aifus, Steven (MSDS Technician)
© Add Filter(s) Driggs, Shiela (Director of Finance) b
AR D Flarnsworth, John (Information Systeffis Manager)
Fillmore, Gregory (Programmer) M i
| Corporate Headquarters | v | v | [ Reassion |

10. Click Reassign, and then click OK.

11. (Optional) If there are documents remaining in the list that you want to
assign to a different document owner, repeat steps 4 through 10 above.

12. Inthe upper right corner, click ' to close the window.

ow and More ¥

Reassign Documents after Removing a Document Owner

1. Do one of the following:
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= In the notification email, click Reassign Document Owners.

m Click MY TASKS, scroll to the Reassign area, and then click
Reassign Document Owners.

DOCUMENTS MY TASKS([10)" REPORTS ' PREFERENCES Welcome Douglas Johnson | LOG ouT

policytech

Demo Site

ABOUT | HELP
Site: Corporate Headquarters = i L

=l Approve the following documents as soon as possible: (3)

e Title Date Assigned Days Elapsed Date Due Days Left
A Training and Tuition Reimbursement (v_1 1172172011 562 12/31/2011 -524

[5 Fixed Asset Control (v.1 06/05/2013 0

[5 Account Collections Form (v.1 06/05/2013 0

=1 Read the following documents as soon as possible and mark that you have read them: (4)

Title Date Assigned Days Elapsed Date Due Days Left
"B Minutes - Administration Meeting - 12-06-2011 (v.1 12/12/2011 541
[Z performance Evaluation - Document Control Administrator (v.1 12/01/2011 552
[Z Job Description - Document Control Administrator (v 1 12/01/2011 552
[Z Workplace Rules & Guidelines (v.2] 11/28/2011 554

-l Periodic Review required on these documents that are due or almost due for review: (2)

[Z Management Reporting (v 1} 1142312012 -195
[Z Job Description - Chief Information Officer (v.1) 1142312012 -195

Periodic Review Not Started (2)
{ Titte Due for Review Days ini ‘

[-Feriodic Review In Progress (0) ]

User Action

[ Lavin, Alice (Manager) Reass'g%.%mlmenl Owners.

rl Reassign these authors' documents to another author or authors: (1) ]

NAVEX ciosa

2. Selectdocuments to reassign.

Note: If you don't want to reassign all of the documents to a single document
owner, select the set of documents you want assigned to one of the new
document owners.

Alice Lavin (User has been deleted) @ Help ©

Select documents (Shift+click to select a range) fo reassign. Then select the new document owner and press -

More ¥

Centers of Operation (v.1)

Corrective-Preventive Action Form (v.1)

Disaster Management Plan (v.1)

Emergency Notification Procedures (v.1)

ob Description - Disaster Recovery Manager (v.1)

Office and Department Recovery (v.1)

Performance Evaluation - Disaster Recovery Manager (v.1)

B
B
B
El
B
B
E|

~ Document Owner

Corporate Headquarters | v | | Select a new document owner | v | Reassign
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In the Document Owner area, in the site list, click the site the new
document owner is assigned to.

In the Select a new document owner list, click a document owner's
name.

»

Select a new document owner
Benton, Carol (Environmental Control Manager) @
Breen, Darren (Personnel Manager)
Calfus, Steven (MSDS Technician)
Driggs, Shiela (Director of Finance)

~ Document Owner

Farnsworth, John (Information Systems Manager) L\\,
Fillmore, Gregory (Programmer)

| Corporate Headquarters | v | Select a new document owner| v :._ Reassign :|

ow and

Click Reassign, and then click OK.

(Optional) If there are documents remaining in the list that you want to
assign to a different document owner, repeat steps 4 through 10 above.

In the upper right corner, click ' to close the window.

More ¥

Reassigning Users to a Different Department
You can reassign multiple users at once to a different department.

Click PREFERENCES.

2. Click User Setup, and then click User Manager.

3. Click Reassign Users.

MY TASKS (10)

policytech

+ New User Sync Users Reassign Document Owners m

Personal Settings 'b
———— | Corporate Headquarters [~] Page 1 of 0 (0 items)
User Setup @ [All Depariments] & FirstMame | LastName 2
@ Accounting
User Manager @ Administration
@ Disaster Recovery None Found
e I @ Educational Resources
¢ Permissions + @ Engineering
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4. Inthe Site list, click the site containing the users you want to reassign.

5. Do one of the following to select users:

= Inthe Search Users box, start typing the document owner's last or first
name. A list appears of users containing the characters you typed that

are anywhere in their first or last names. Click a name to add that user
to the Selected Users box.

Reassign Users

Reassign users to another site and/or depariment within the organization

Site| Corporate Headquarters | s |

f Departrrlenl‘s. \(Job Titles | Users

S| johl
Benjamin, John (Accounts Payable Clerk)
Farnsworth, John{Information Systems Manager)

Johnson, Dougla hief Executive Officer)
Schram, Johanna {Accountant)

Selected Users Contents T

Shift+Click selects a span of checkboxes. @ More Shoricuts

Next »

m Clickthe Job Titles tab. If you want to select all users with a particular

job title regardless of which department they are assigned to, select the
check box for that job title.

Reassign Users

Reassign users to another site and/or department within the organization

Site | Corporate Headquarters | V|
("Departments || Job Titles |[ Users | Selected Users Contents @

Corporate Headquarters
Job Title: Accountant

Job Title Groups
Job Titles

+ @[]} Accountant

@ [lyAccounting Manager

[C] Accounts Payable Clerk
[C] Accounts Receivable Clerk
[T] Chief Executive Officer

| » | 2| €

.

220®

If you want to select only the users with a particular job title and that are

assigned to a particular department, click [+ before the job title, and then
select one or more departments.
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Reassign users to another site and/or department within the organization.

Site | Corporate Headquarters

|V|

( Departments "’Job 'rrues"" Users |

Selected Users

Contents W

Job Title Groups

Corporate Headgquarters

«

Job Titles

Job Title: Accountant (Administration)

»

= @ [C] Accountant

@ [] Accounting

@ [¥] Administration
ounting Manager

Accounts Payable Clerk

[F] Accounts Receivable Clerk

e
- @
0

+ [ [

m

m Click the Departments tab, and then select one or more departments.

Reassign users to another site and/or depariment within the organization.

Site | Corporate Headquarters

|V|

'.Deparh'nents. | Job Titles || Users

Selected Users

Contents W

Department Groups

Corporate Headgquarters

«

Departments

Department: Educational Resources
Job Title: Accountant (Administration)

»

Administration
(2] Disaster Recovery
(1] Educational Resources
@ [, Engineering
@ ] Environmental Services
@ [ Fiscal Services

@ [T] Accounting
(1)

6. Once you have selected all the users you want to reassign, click Next.

7. Inthe Site list, and then click the site you want the selected users assigned

to.

8. Inthe Department list, click a department.

Reassign Users @ Help ©

Select Department

Reassign users to another site and/or depariment within the organization.

Site | Corporate Headquarters

| v | Department | -- Select a Department -

Selected Users

Name

Cash, Jordon {Accounts Payable Clerk)
Gifford, Tawna (Accounts Receivable Clerk)
Hansen, Tom (Accounting Manager)

Hill, Maria (Receiving)

Holmes, Lucille {(Accountant)

Packer, Mary (Accountant)

Schram, Johanna (Accountant)

Steiner, Mark {Accounts Payable Clerk)

Page10of2 (11items) < 1 2

@ Accounting
@ Administration
@ Disaster Recovery
| New Job Title @ Educational Resources

@ Engineering
Accounts Paya @ Environmental Services
Accounts Recd € Frecel Semcef{b

@ Human Resou

Accounting Manuﬁ«

| »

m

| Receiving

m

| Accountant

| Accountant

| Accountant

| Accounts Payable Clerk

\: 4 Back | Reassign Users |
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9. (Optional) If necessary, select different job titles for the selected users.

10. Click Reassign Users.

11.

When PolicyTech™ has finished processing the reassignments, in the
upper right corner, click i=' to close the window.

g

vices

Resetting a User's Password

If

a user has forgotten his or her password, you can do either of the following to

help the user regain access to PolicyTech™:

m If you have enabled users to change their own passwords (see Password

Settings (Built-in Accounts Tab) for details) and have assigned the user
with the forgotten password a valid email address in User Manager (see
Adding a User Manually for details), you can have the user reset his or her
password by clicking Forgot password? in the login screen and following
the prompts. This method requires that the user know his or her user name.
You can refer the user to the following topic in the User's Guide for detailed
instructions: "Resetting a Forgotten Password."

POLICYTECH"

Policy & Procedure Management

Usemame

Password

-

Forgot password?

m Toresetthe user's password yourself, open the user's profile, type a new

password, and then save your change (see Editing a User for detailed
instructions).

mportant: If your organization requires that no one besides the person
ogging in know his or her password, instruct the user to change the

password you assigned immediately after logging in. You can refer the user
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to the following section in the User's Guide for detailed instructions:
"Changing Your Password."

Douglas Johnson QHelp ©

General Information H Document Roles " System Permissions " Proxy Seftings ‘

Input the basic information for the user.
- Basic Information

First Name Middle Name Last Name Email Address

| Douglas ‘ M. | ‘ Johnson | ‘ djohnson@mycompany.com
Usemame Password Unique Employee ID

[rrerae || e |2

~ Basic Settings
Site Department Job Title (Administration) Manager (Administration)
|Carporate Headquaners| v| |Admmistrat\on | v| | Chief Executive Officer | v| |—— Select as a Manager (Opﬁonalj v|

Additional Depariments or Job Titles for Douglas Johnson (1

~ Other Settings
Domain

] Lock user out of system.

kdd Save | [l Save and Close | Next »

Clearing a User Lockout

In Login Settings in Preferences, you can opt to have PolicyTech™ lock out
any user who has a certain number of unsuccessful login attempts in a row (see
Login Settings for details).

To clear a user lockout,
1. Click PREFERENCES.
2. Click User Setup, and then click User Manager.

3. Find and click the user (see Editing a User for details on finding and editing
auser).

4. Inthe Other Settings area of the General Information tab, click Reset
failed login.

General Informat\on. |rDucument Rol&ﬂ(swsmm Permissiens}(ﬁwy Seﬂings]

Input the basic information for the user.
~ Basic Information

First Name Middle Name Last Name Email Address

| Tom | | ‘ ‘ Hansen | | thansen@mycompany.com
Usemname Password Unique Employee ID

| ,,,,,,,, | | ,,,,,,,, ‘ ‘ 20

~ Basic Settings
Site Department Job Title (Accounting) Manager (Accounting)
| Corporate Headquarter5| V| |Accnunting | V| |Accnunling Manager ‘ v ‘ | Department ‘ V|

Additional Departments or Job Titles for Tom Hansen (0)

~ Other Settings
Domain

lone [ Lock user out of system.| Reset failed login. |

| I save | kel SaveandCiose | @ Delete | Mext ¢ \

5. Click Save and Close.
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Exporting User Information

You can export a list of users and their information as a Microsoft® Excel® or
CSV (comma-separated values) file.

1. Click PREFERENCES.
2. Click User Setup, and then click User Manager.

3. Inthe site list above [All Departments], click the site containing the users
whose information you want to export.

4. Do one of the following:

m To export the information for all users assigned to the current site, click
[All Departments].

m Click a department to export the information for only the users in that
department.

5. (Optional) You can change how much information is included in the
exported list by using Show/Hide Columns and Filter Options on the
Display/Export Options menu. You can also rearrange column order and
sort order by manipulating the column headers. See Customizing the User
List Display for details.

6. With the desired information displayed in the user list, click Display/Export
Options, and then click Export List.

& T——
: !
policy
?
Search |Last Name [~ ] for hans
Personal Seftings
Company Setup Corporate Headquarters [] Page10f11items) 1 Display/Export Opions =
User Setup @ [All Departments] & First Name Last Name A Job Tit * Show/Hide Columns
e i " "
User Manager & Administration a Tom Hansen Accounting Manager # Display Options
@ Disaster Recovery Janice Aguiar Accounts Payable Clerk # Filter Options

Group Manager " N
® Educalional Resources John Benjamin Accounts Payable Clerk 7 Export List

Eg :fem ssions * 2 Err;g;rnoe:rggg(a\ Services Carol Benion Environmental Control Manager {b 5] Export List as XLS
Recycle Bin @ Fiscal Services Damen Breen Personnel Manager ) Export List as XLSX
B @ Human Resources Steven Calfus MSDS Technician
Document Setup @ Installation Melissa call Secretary Export List as CSV
System / T Seftings 9 e epno Jordon Cash Accounts Payable Clerk Reset Golumn Layout
@ Purchasing Chase Chatmon Janitor Close
@ Shipping and Receiving Sarah Cobb Secretary

@ Software Development

© Systems Administration Nancy Dean Programmer
@ Technical Services Shiela Driggs Director of Finance
John Famsworth Information Systems Manager i
il »
Page 1 of 1 (1 items) 1

T
Privacy Statement | Terms of Use

7. Do one of the following:
m |f you have Excel 2003 or earlier, click Export List as XLS.
= [f you have Excel 2007 or later, click Export List as XLSX.
m Click Export List as CSV.

8. Open thefile or save it to disk.

9. Click Close.
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Customizing the User List Display

The user list is what you see when you click a department in User Manager.
You can change the display of the user list in the following ways:

m Add, hide, and move columns
= Adjust column sizes
= Change how the user list is sorted
m Change the number of users displayed on each user list page
m Lock (freeze) user name columns for horizontal scrolling
= Activate column filters
m Create custom filters
To display the user list,
1. Click PREFERENCES.

2. Click User Setup, and then click User Manager.

i |
policy

~
Search |Last Name [~ for
Personal Setiings —
eI Corparate Headquarters [*]  Page 10f4 (56 items) 123 403 Display/Export Options +
User Setup ﬂwkﬂégszmzms] & FirstName | LastName & Job Title
‘
User Manager © Administration Janice Aguiar Accounts Payable Clerk -
T @ Disaster Recovery John Benjamin Accounts Payable Clerk
Group Manager
T 'Q‘ Ed‘mﬂ“““a' Resources Garal Benion Environmental Control Manager
ulk Permissions = @ Engineering
Editor @ Environmental Services Darren Breen Personnel Ma.nagar
Recydie Bin @ Fiscal Services Steven Calfus MSDS Technician
B @ Human Resources Melissa Call Secrelary
Document Setup @ Instaliation Jordon Cash Accounts Payable Clerk
System / T Settings = @ Manuizcturing Chase Chatmon Janitor =
Y 9 @ Operations
@ Purchasing Sarah Cobb Secrelary
@ Shipping and Receiving Nancy Dean Programmer
@ Software Development Shiela Dri i i
ggs Director of Finance
Systems Administration
g e e Jdohn Famsworth Information Systems Manager
Gregory Fillmore Programmer
Nicole Franiz Secretary LA
Tawna Gifford Accounts Receivable Clerk
Edward Gleason Manufacturing Manager
Carli Goff Secretary <
‘ »
Page 1 of 4 (56 items) 12 3 40

See the following sections for details on customizing the user list:
Working with Columns

Working with Filters

Changing the Number of Users Displayed

Working with Columns

Adjusting a column's width: Hover the pointer over the line between two
column headers until the pointer changes to a two-headed arrow, and then click
and drag the column separator.
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Page 1 of 5 (85 items) 12 3 4 5 [2][>»] Display/Export Options ~
L] First Namz o= Last Name A Job Title
John Adams Accounts Payable Clerk -
Janice Aguiar Accounts Payable Clerk
John Benjamin Accounts Payable Clerk
Carol Benton Environmental Control Manager
Darren Breen Personnel Manager

Moving a column: Click and drag a column header over a column separator to
display the placement arrows, and then drop the header.

Page 1 of 5 (85 items) 12 34935 i@z: Display/Export Options -
a First Name Last Mam= First Mame Job Title
John Adams “WaccountsPayable Clerk -
Janice Aguiar Accounts Payable Clerk
John Benjamin Accounts Payable Clerk
Carol Benton Environmental Control Manager
Darren Breen Personnel Manager

Selecting a column to sort by: Click a column header to sort the user list by
that item. An up or down arrow appears in the current sort column.

Page 1 of 5 (85 items)

First Name
John
Janice
Jahn
Carol
Darren

12 3 4 5 [>][»] Display/Export Options -
Last Name A Job Title
Adams Accounts Payable Clerk &
Aguiar Accounts Payable Clerk
Benjamin Accounts Payable Clerk
Benton Environmental Control Manager
Breen Personnel Manager

Changing the sort order: Click the header of the current sort column to
reverse the sort order from ascending to descending, or vice versa.

Showing and hiding columns:

1.

With the user list displayed, click Display/Export Options, and then click
Show/Hide Columns.

2. Select the columns you want shown.

Note: The Document Roles, System Permissions, and Manager
columns display shortcut View links. Click one of these links to go directly to
the corresponding tab of a user's profile.
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Page 1 of 4 (65 items) 12 3 4[] Display/Export Options ~
&  First Name Last Name 4 Job Titl] = Show/Hide Columns
Janice Aguiar Accounts Payable Clerk [] Unique ID il
John Eenjamin Accounts Payable Clerk First Name ]
Carol Eenton Environmental Control Manager [ Middle Name
Darren Breen Personnel Manager Last Name
Steven Calfus MSDS Technician [ Site -
Melissa Call Secretary + Display Options
Jardon Cash Accounts Payable Clerk +| Filter Options
Chase Chatmaon Janitor + Export List
Sarah Cobb Secretary Reset Column Layout
Mancy Dean Programmer
Shiela Driggs Director of Finance Close
John Farnsworth Information Systems Manager
Craann Fillmore Programmer
3. Click Close.

Freezing the user name columns: Freezing (or locking) the user name
columns (First Name, Middle Name, and Last Name) keeps those columns in
place as you scroll to the right and left. If the name columns are not the first
columns in the user list, freezing the user name columns will automatically move
them there.

1. With the user list displayed, click Display/Export Options, and then click
Display Options.

2. Click Lock User's Name, and then click Close.

Page 1 of 4 (65 items) 12 3 40> Display/Export Options ~
& First Name Last Name A Job Titl] = Show/Hide Columns
Janice Aguiar Accounts Payable Clerk = Display Options
John Eenjamin Accounts Payahle Clerk 20 Users Per Page
Carol Eenton Environmental Control Manager Lock User's Name
Darren Breen Personnel Manager ) )
Steven Calfus MSDS Technician + Fili€r Options
Melissa Call Secretary + Export List
Jordon Cash Accounts Payable Clerk Reset Column Layout
Chase Chatmon Janitor Close
Sarah Cobb Secretary
MNancy Dean Programmer .
Shiela Driggs Director of Finance 1
John Farnsworth Information Systems Manager

Grennn Fillmore Proarammer

Working with Filters

Showing Column Filters

1. With a user list displayed, click Display/Export Options, and then click
Filter Options.

2. Click Show Column Filters, and then click Close.
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Page 1 of 4 (65 items)

& First Name

12 3 4[>

Last Name &

Site

Display/Export Options »

Depariment| * Show/Hide Columns

| + Display Options
-I Filter Options

K |72 M I

Janice Aguiar Corporate Headq Administration
John Benjamin Corporate Headq: Operations
Carol Benfon Corporate Headg Environmental
Darren Ereen Corporate Headq Human Resou
Steven Calfus Corporate Headq Disaster Reco
Melissa Call Corporate Headq

Jordon Cash Corporate Headq Accounting
Chase Chatmon Corporate Headq

Sarah Cobb Corporate Headq Purchasing
Nancy Dean Corporate Headq Operations
Shiela Driggs Corporate Headq Fiscal Services
John Farnsworth Corporate Headq

ho\.-.r Column Filters
O 'Create Advanced List Filter
+ Export List

Reset Column Layout

Operations Close

Environmental Se Janitor cchatmoni@mye|

Secretary scobb@mycom)|
Programmer ndean@mycom

Director of Financ sdriggsi@mycon
Systems Adminis! Information Syste jfamsworth@my

roann Eillmara Cormarate Headm Safhrare Develan Broarammor

gfilmorg@myco

Using Column Filters
You can use column filters to restrict what is displayed in the user list.

1. With the column filters displayed, click the funnel icon (‘E’) next to a column

filter box, and then click a filter type.
1234

Page 1 of 4 (65 items) Display/Export Options »

& First Name Last Name 4 Job Title
B M 2z @
Janice Aguiar | 4 Beginsn:ﬂith rk -
John Benjamin Contaht e i
Carol Benton Doesn't contain Manager
Darren Breen )
Steven Calfus Ends with
Melissa Call Equals
Jordon Cash Daesn't squal rk
Chase Chatmon d
Sarah Cobh Secretary =

2. Inthefilter box, type what you want to filter by. The user list isimmediately
filtered by what you type. In the example below, the filter type for the Last
Name column is Begins with, so the user list shows only those users
whose last names start with "h."

Page 1 of 1 (9 items) 1 Display/Export Options «
& First Name Last Mame 4 Job Title
2 %[(ph 9P v
Shana Haas MSDS Technician -
Tom Hansen Accounting Manager
Joseph Harvey Security Guard
Maria Hill Receiving
Lucille Holmes Accountant
Jeffrey Hopkins Technician
Gary Howard Mechanical Engineer
Hazel Hunter Secretary
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3. (Optional) Repeat steps 1 and 2 to build on the current filter, further
narrowing the user list. In the example below, the list is filtered to show only
those users whose last names start with "h" and whose first names start
with "sh."

Page 1 of 1 (2 items) 1 Display/Export Options v
& First Name Last Name A Job Title
2 sh T2 h T o b
Shana Haas MSDS Technician -
Shirley Hutchins Machinist

4. To clear the filter, do one of the following:

m Toclear the filter but keep it available, deselect the filter at the bottom of
the user list. Notice that the filter parameters in the filter boxes remain.
You can then reselect the filter anytime.

Note: You can have only one saved filter at a time.

Page 1 of 4 (65 items) 12 3 4[2][»] Display/Export Options ~
L] First Name Last Name A Job Title
22 sh T2 h T2 -
Janice Aguiar Accounts Payahle Clerk -
John Eenjamin Accounts Payahle Clerk
Tawna Gifford Accounts Receivable Clerk
Edward Gleeson Manufacturing Manager -
4 13
Page 1 of 4 (65 items) 12 3 4[>
% ¥ Beqins with{[First Namel], 'sh') And Beqgins with([Last Name], 'h") Clear

m To completely clear the filter, click Clear at the bottom of the user list.

4 P

Page 1 of 1 (2 items) 1
% Beqins with([First Name], 'sh') And Beqins withi[L ast Name], 'h') CIEar

Notice that after clicking clear the column filter boxes are empty.
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Page 1 of 4 (65 items) 12 3 4[> Display/Export Options ~
& First Name Last Name & Job Title
P 72 T2 7
Janice Aguiar Accounts Payahle Clerk =
John Benjamin Accounts Payable Clerk |
Edward Gleeson Manufacturing Manager
Carli Goff Secretary il
e PN Py r— '
Page 1 of 4 (65 items) 12 3 4[>

Creating an Advanced Filter
1. Toopen the Filter Builder in a user list, do one of the following:

m Click Display/Export Options, click Filter Options, and then click
Create Advanced List Filter.

Page 1 of 4 (65 items) 12 3 4[> Display/Export Options «
8| First Name Last Name 4 Jo| # Show/Hide Columns
Janice Aguiar Accounts Payable Clerk + Display Options
John Benjamin Accounts Payable Clerk = Filter Options
Carol Benton Environmental Control Manager [] Show Column Filters
Darren Ereen Personnel Manager Create Advanced List Filtar
Steven Calfus MSDS Technician + Exp(mi
Melissa Call Secretary oz O L
Jordon Cash Accounts Payable Clerk
Chase Chatmon Janitor Close
Sarah Cobh Secretary
Mancy Dean Programmer =

m If you've already created a column filter, you can also click the filter
formula at the bottom of the user list.

Page 1 of 1 (2 items) 1 Display/Export Options «
& First Name Last Mame 4 Job Title
2 sh e e[p ?
Shana Haas MSDS Technician -
Shirley Hutchins Machinist
4 k
Page 1 of 1 (2 items) 1
% Beqins with{[First Name], 'sh'} And Begins with{[L ast Name], 'h') Clear

If no column filter currently exists, the Filter Builder opens and
contains only an And operator.
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Filter Builder [ =]

And

If a column filter exists, the Filter Builder already contains that filter
formula, as in the example below.

Filter Builder [ =]

And
First Name Beqins with sh
Last Name Beqgins with h

In the formula above the operator is in red font, the column name is in
blue font, the filter type is in green font, and the condition parameter is in

gray font.
2. Use the following guidelines to create the filter.

Note: Itis not within the scope of this guide to teach how to build complex
filters. The guidelines below only explain how to use the Filter Builder tool.

m Tochange any displayed filter element, click it and select an option, or
type in the text box and press Enter.
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Filter Burlder

And
Or Jhm

A\
Not And
Not Or

First Mame

Add Group
Add Condition

Last Name First Name Hacis vy <enter a va

Equals

X Remove

Department
Job Title

Filter Builder

Does not equal

And

First Name Begins with |:|

1Is greater than
1s greater than or
Is less than
15 less than or eqg

Is between

Is not between

abe  Contains

acb Does not contzin
[ab Begins with

o] Ends with

auc I like T

s Is not like ~
O Isblank

O Isnotblank
Is any of

== Is none of

m A group is an operator and all the conditions below it. To add a condition
to a group, click = after the operator.

Filter Builder [ =]

And
First Mame Begins with <enter a value=

m To delete a condition, click ©* after the condition.

Filter Builder [ ]

And
First Name Begins with <enter 2 value= %

m Toadd a group, click the operator under which you want to add a group,
and then click Add Group. The new group is a subgroup of (indented
below) the one above it. In other words, in the filter hierarchy the added
group is a child of its parent group.
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Filter Builder [ =]

I <enter a values

AddrEroup

| [oK][cance]

1
| ity

* AdMndition

¢ Remove

m Todelete a group, click the group operator, and then click Remove.
3. Click OK.

Changing the Number of Users Displayed
By default, the user list contains 20 users per page.

To change the number of users displayed in a user list page,

1. With the user list displayed, click Display/Export Options, and then click

Display Options.

2. Inthe Users Per Page list, click 20, 50, 100, 250, or 500.

Page 1 of 4 (65 items)

12 3 4[][»

Job Tit]

Display/Export Options «

+ Show/Hide Columns
- Display Options

L] First Name Last Name A
Janice Aguiar Accounts Payable Clerk
John Benjamin Accounts Payahble Clerk
Carol Benton Environmental Control Manager
Darren Ereen Personnel Manager
Steven Calfus MEDE Technician
Melissa Call Secretary
Jordon Cash Accounts Payable Clerk
Chase Chatmon Janitor
Sarah Cobh Secretary
Mancy Dean Programmer
Shiela Driggs Director of Finance
John Farnsworth Information Systems Manager
3. Click Close.

N S

Users Per Page

User's Name
pns

slumn Layout

Close

Group Manager

When creating a document, the document owner assigns users to write, review,
approve, and read the document. If there are certain sets of people who are
regularly assigned as writers, reviewers, approvers, and readers, you can make
the assignment process easier by creating groups. The document owner can
then assign a group of people all at once by selecting a group name rather than
having to select each user name individually.

A group must contain at least one user and can consist of users from a single
site or multiple sites.
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Note: You can create a group containing a single user in order to create a
selectable title or role. For example, if there is only one person designated as
the approver within a department, you could create a group called Approver
that contains that one user. You can also use a single-user group in the case
where one user marks a document as approved on behalf of an approval
committee, such as a board of directors.

Refer to the following topics for details on working with groups:

Adding a Writer, Reviewer, Approver, or Reader Group

Editing a Writer, Reviewer, Approver, or Reader Group

Deleting a Writer, Reviewer, Approver, or Reader Group

Working with All Readers Groups

Adding a Writer, Reviewer, Approver, or Reader Group
1. Click PREFERENCES.
2. Click User Setup, and then click Group Manager.

3. Inthe site list, click the site containing at least some of the users you want to
assign to the group.

4. Clickthe Choose Group Type box, and then click Writer, Reviewer,
Approver, or Reader.

. DOCUMENTS ' MY TASKS(10) = REPORTS |
policy!

Personal Settings

Company Setup Corporate Headquarters
User Setup | -- Choose Group Type — | = |
User Manager -- Choose Group Type —

Writer

Group Manager Eimimoan
Bulk Permissions Approver %
Editor Reader
Recycle Bin

Document Setup

5. Click New, and then click New Group or New Multi-Site (Global) Group.
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DOCUMENTS ' MY TASKS (10) ' REPORT

policytech

Site: Corporate Headquarters ~

Preferences Mew ~ i Delete 7

il row|
M ulti-Site (Global) Group .
| Reviewer v

@ Mulii-Site (Global) Groups
[=] @ Corporate Headquarters
@ Managers

<" Edit

Personal Seftings

Company Setup
User Setup

User Manager

Group Manager

Bulk Permissions
Editor

Recycle Bin
Document Setup

System / IT Settings

You will see an Add [group type] Group window with the Writers,
Reviewers, Approvers, or Readers tab displayed, depending on the type
of group you are adding.

Note: The examples below are for a single-site group. If you are creating a
multi-site group, you will also see a Site list under the Group Name box.

Add Collaboration Group

Add items to this group by checking boxas in the list.

Group Name ‘
Depariments | Job Titles | \Writers \ Selected Users Contents @
yl Add Review Group
@ [T Call | Add items to this group by checking boxes in the list.
@ [] Frany
6 [[] Giffor) Group Name
@ [ Gofl, L |
@ [C] Hopk - \
@ [] Howg | Departments W[ Job Titles “ Reviewers | Selected Users. Contents @
@ [] Rose,
@ [0 smile | 2 Add Approval Group
Add items to this group by checking boxes in the list.
1l
Group Name
eq o |
D ]f Job Titles: ]| \pp | Selected Users Contents T
Shift+Click
Y- Add Published Group
: Gato§ Add items to this group by checking boxes in the list.
Group Name
4] Joneg P ‘ ‘
(2] Leon: p—
o Departments | Job Titles | Readers | Selected Users Contents @
+Click
P | Search Readers |
@ [] Aguiar, Janice (Accounts Payable Clerk) -
@ [C] Benjamin, John (Accounts Payable Clerk)
@ [C] Benton, Carol (Environmental Control Manager)
@ [] Breen, Darren (Personnel Manager)
@ [] Calfus, Steven (MSDS Technician)
5 @ [ Call, Melissa (Secretary)
Shift+Click ¢ || @ [T Cash, Jordon (Accounts Payable Clerk)
@ [] Chatmon, Chase (Janiter)
@ [ Cobb, Sarah (Secretary)
@ [C] Dean, Nancy (Programmer)
@ [ Driggs, Shiela (Director of Finance)
@ [T Farnsworth, John (Information Systems Manager)
@ [ Fillmore, Gregory (Programmer) i
& 42 Rlicnl:
Shift+Click selects a span of checkboxes. @ More Shoricuts
kd save | cancal
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6. Type agroup name.

7. Do any of the following to add users to the group:

Note: To create an All Readers group, see Working with All Readers
Groups.

= Inthe Search [group type] box of the Writers, Reviewers,
Approvers, or Readers tab, start typing the user's last or first name. A
list appears of users containing the characters you typed that are
anywhere in their first or last names. Click a name to add that user to
the Selected Users box.

Add Published Group

Add items to this group by checking boxes in the list.

Group Name |Acc0unling Readers |

| Departments || Job Tilles || Readers | Selected Users Contents T

dri Corporate Headquarters ll
9 Driggs, Shiela (Director of Fina

Driggs, Shiela (Director of Flnwce}
Rodnguez Todd (Machinist)

Benton, Carol {Environmental Control Manager)
Ereen, Darren (Perzonnel Manager)

Calfus, Steven (MSDS Technician)

Call, Melissa (Secretary)

Cash, Jordon (Accounts Payable Clerk)
Chatmon, Chase (Janitor)

Cobb, Sarah (Secretary)

Dean, Nancy {Programmer)

Driggs, Shiela (Director of Finance)

Farnsworth, John (Information Systems Manager)
Fillmore, Gregon.r (F'rogrammer]

Cramiz hical

n

bttttﬁtﬁt’tttﬂ ©

=

Shift+Click selects a span of checkboxes. @ More Shoricuts

| ol save | Cancel |

m  With the Writers, Reviewers, Approvers, or Readers tab selected,
click users' check boxes to add those users to the Selected Users box.
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Add Published Group

Add items to this group by checking boxes in the list.

Group Name |Acc0unling Readers

Depﬂrh’mnts}(.lob 'I'nlesm -Readers- |

Selected Users Contents T

2 | Driggs, Shiela {Director of Finance)

Aguiar, Janice (Accounts Payable Clerk)
Benjamin, John (Accounts Payable Clerk)
Benton, Carol {(Environmental Control Manager)
Breen, Darren {Personnel Manager)

Calfus, Steven (MSDS Technician)

Call, Melissa (Secretary)

Cash, Jordon (Accounts Payable Clerk)
Chatmon, Chase (Janitor)

Cobb, Sarah (Secretary)

Dean, Nancy {Programmer)

Driggs, Shiela (Director of Finance)

arnsworth, John (Information Systems Manager)
[E) Fillmore, Gregory (Programmer)

M [T Crand= hlical Lud rod o

10 5

e

-~

E

=

Shift+Click selects a span of checkboxes. @ Mare Shoricuts

Corporate Headquarters
Aguiar, Janice (Accounts Payak
Benjamin, John (Accounts Paye
Cash, Jordon (Accounts Payab
Driggs, Shigla (Director of Finar

[ | save | cancal |

= Click Job Titles and then click a job title to display all users with that job
title. If the job title is assigned to multiple departments and you want only
those users from a specific department, click [+| before the job title, and

then click a department.

Departments .Job 'I'nles- |(Readers\]

= @ Accountant
 Accounting
 Administra
@ Accounting Manager
# Accounts Payable Clerk
# Accounts Receivable Clerk
# Chief Executive Officer
@ Chief Finance Officer
+ @ Chief Information Officer

In the Available Users window, select users, and then click OK.
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Available Users

@ [7] Holmes, Lucille (Accountant)
@ [¥] Packer, Mary (Accountant)

@ [] Schram, Johanna (Accountant)
@ [¥] Woo, Josh (Accountant)

= With the Departments tab selected, click a department to display the
users assigned to that department.

Depanmemﬂ[ Job Titles | Users |

(1] nting it
® Ad ion
@ Administration Dept
 Disaster Recovery
# Educational Resources
 Engineering
@ Environmental Services
@ Fiscal Services
8 Ll imm e D mm oy e

In the Available Users window, select users, and then click OK.
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Available Users

@ [7] Aguiar, Janice (Accounts Payable Clerk)
@ [v] Johnson, Douglas (Chief Executive Officer)

Monson, Teresa (Chief Operations Officer)
Paotts, Tony (Document Control Administrator)
Smiles, LaNae (Receptionist)

Steiner, Mark (Accountant)

8. (Multi-site group only) To add users from another site, in the site list, click a
different site, and then repeat step 7.

9. When you are finished adding users, click Save.
Editing a Writer, Reviewer, Approver, or Reader Group
To change the name or selected users in a group,

1. Click PREFERENCES.

2. Click User Setup, and then click Group Manager.

3. (Single-site groups only) In the site list, click the site the group is assigned
to.

4. Inthe Choose Group Type list, click the type of group you need to
change.
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li y_[ h DOCUMENTS ' MY TASKS (10) ' REPORTS
policytec

Site: Corporate Headquarters ~

Preferences Mew ¥ ' Edit @ Delete *?

Personal Seftings

TR Corporate Headquarters | 5 |

User Setup

User Manager

-- Choose Group Type — | v

-- Choose Group Type —-
Writer

Group Manager STz
Bulk Permissions Approver
Editor Reader
Recycle Bin

Document Setup

System / IT Settings

A list appears with the groups for the current site displayed. If you want to
change a multi-site group, click [+ before Multi-Site (Global) Groups.

DOCUMENTS ' MY TASKS (10) ' REPORTS | PR

policytech

Site: Corporate Headquarters ~

Preferences MNew * . Edit o Delete 7

Personal Settings

| Corporate Headquarters | v|

User Setup | Reader | v |

User Manager @ Multi-Site (Global) Groups

Group Manager @ Corporate Headquarters

— @ All Readers - Corporate Headquarters
Bulk Permissions @ Managers

Editor
Recycle Bin

Document Setup
System / IT Settings

5. Click a group to open the Edit [group type] Group window.
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policytech

Site: Corporate Headquarters ~

Preferences New~ |~ Edit u Delete ?

Personal Settings:
Company Setup

| Corporate Headquarters

| Reader

User Setup
User Manager @ Multi-Site (Global) Groups
Group Manager = @ Corporate Headquarters
@ All Readers - Corporate Headquariers
Bulk Permissions © Managers
Editor @

Recycle Bin
Document Setup
System /T Setlings

NAVEX coau-

6. Do any of the following:

DOCUMENTS | MY TASKS (10) = REPORTS | PREFERENC

Welcome Douglas Johnson | LOG ouT

Demo Site:

Edit Published Group

Add items to this group by checking boxes in the list

Group Name [ Managers | O All Readers @ wnatis tis?
Departments | Job Titles || Readers Selected Users Contents @
Corporate Headquarters
£ [Search Readers | Benton, Carol (Environmental ¢
Select Users by typing thelr name or switch the 1ab to Breen, Darren (Personnel Man
Department or Job Titles Famsworth, John (Information

Gleeson, Edward (Manufacturir
Hansen, Tom (Accounting Man:
Stephens, Eric (Personnel Man

Shift+Click selects a span of checkboxes. @ More Shortcuts

(ke Save | Cancel

m Change the group name.

m Add users to the group (see Adding a Writer, Reviewer, Approver, or

Reader Group).

m Delete users from the group. To delete users, in the Selected Users
box, click one or more user names, and then click .

m For areader (published) group, add or remove the All Readers
designation (see Working with All Readers Groups for details).

7. Click Save.

Deleting a Writer, Reviewer, Approver, or Reader Group

1. Click PREFERENCES.

2. Click User Setup, and then click Group Manager.

3. (Single-site groups only) In the site list, click the site the group is assigned

to.

4. Inthe Choose Group Type list, click the type of group you need to delete.
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DOCUMENTS ' MY TASKS(10) ' REPORTS

policytech

Site: Corporate Headquarters ~

Preferences Mew ¥ ' Edit @ Delete *?

Personal Seftings

TR Corporate Headquarters | 5 |

User Setup

User Manager

-- Choose Group Type — | v

-- Choose Group Type —-
Writer

Group Manager

Reviewer
Bulk Permissions Approver
Editor Reader
Recycle Bin
Document Setup

System / IT Settings

A list appears with the groups for the current site displayed. If you want to
delete a multi-site group, click [+ before Multi-Site (Global) Groups.

li y_[ h DOCUMENTS ' MY TASKS(10) ' REPORTS
policytec

Site: Corporate Headquarters ~

Preferences Mew ¥ #° Edit © Delete 7

Personal Settings

Company Setup | Corporate Headquarters | ik
User Setup Reader e
User Manager @ Multi-Site (Global) Groups

@ Global - Managers

Group Manager
i g @ Corporate Headquarters

Bulk Permissions @ All Readers - Corporate Headquarters
Editor @ Managers
Recycle Bin

Document Setup

System [ IT Settings

5. Click agroup, and then click Delete.
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DOCUMENTS ' MY TASKS (10) ' REPORTS

policytech

Site: Corporate Headquarters ~

F ) [ .
Preferences Mew ¥ '~ Edit u Delete ?

Personal Seftings

AR | Corporate Headquarters

User Setup
User Manager
Group Manager

E
E

| Reader

@ Multi-Site (Global) Groups

=l @ Corporate Headquarters
@ All Readers - Corporate Headquarters
# Managers

Bulk Permissions
Editor

Recycle Bin
Document Setup
System / IT Settings

6. You will be prompted to back up the PolicyTech™ database before deleting

the group. Click Backup Database, and then click OK. When the backup
is complete, click Close.

WARNINGIH!

It is highly recommended that you back up the database
before proceeding.

| Back Up Database | Cancel |

7. Click Yes to delete the group, and then click OK.

Delete Groups

The following have been marked for deletion: o

Managers (Ceorporate Headquarters)

Are you sure you want to delete these?

A vy

Note: Deleting a group places it in the Recycle Bin. See The Recycle Bin
for details on restoring a deleted group.

Working with All Readers Groups

When you install or upgrade to PolicyTech™ 7.1 or later, PolicyTech
automatically adds an All Readers group for each existing site, and you can
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manually create an All Readers group for all sites. A new site-specific All
Readers group is also created whenever you add a site. As the name implies,
an All Reader group contains all users assigned the reader role.

-
policyt

Personal Settings

Company Setup Corporate Headquarters
User Sefup Reader
User Manager = @ Multi-Site (Global) Groups

Group Manager 8 All Readers - All Sites

Global - Managers
-] @ Corporate Headquarters

Bulk Permissions
Editor

Recycle Bin

[ Al Readers - Corporate Headquarters |
# Managers

Document Setup

System / IT Settings

An All Readers group behaves differently than other user groups. Whenever a
user is assigned the Reader role, that user is automatically added to the All
Readers group for that user's site and to the All Reader group for all sites.

Adding an All Readers Group Manually
You can designate a group you create as an All Readers group that behaves
the same as an All Readers group created by PolicyTech.

1. Do one of the following:

= Add asingle- or multi-site reader group (see Adding a Writer,
Reviewer, Approver, or Reader Group), and then click that group name
in Group Manager to open the Edit Published Group window.

Note: You can add as few as one user to the new group, since the All
Readers designation will override any manually added users.

m Begin editing an existing reader group (see Editing a Writer, Reviewer,
Approver, or Reader Group).

2. Click All Readers.
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Add Published Group

Add items to this group by checking boxes in the list.

Group Name | | %AII Readers @ Whatis this?

Departments | Job Titles | Readers | Selected Users Contents 1
2 | Search Readers |

Select Users by typing their name or switch the tab to
Department or Job Titles

Shift+Click selects a span of checkboxes. @ More Shoricuts

[ il save | cancal |
L ] ] A

The Add Published Group or Edit Published Group window changes,
as shown below.

Add Published Group

Add items to this group by checking boxes in the list.

Group Name | Sales & Support Readers | All Readers @ wWhat is this?

All Readers from the selected site have been chosen.

To change this, deselect the All Readers checkbox.

| l save | Cancel |

A ey

3. Click Save.

Bulk Permissions Editor

Use the Bulk Permissions Editor to assign and remove document roles and
system permissions and to change general settings for multiple users at once.
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1. Click PREFERENCES.
2. Click User Setup, and then click Bulk Permissions Editor.

3. You are prompted to back up the PolicyTech™ database before using the
Bulk Permissions Editor. Click Backup Database, and then click OK.
When the backup is complete, click Close.

WARNINGH

It is highly recommended that you back up the database
before proceeding.

Back Up Database | Cancel

4. Inthe Site list, click a site.
5. Do any of the following to select users:

= Inthe Search Users box, start typing the user's last or first name. A list
appears of users containing the characters you typed that are
anywhere in their first or last names. Click a name to add that user to
the Selected Users box.

Bulk Permissions Editor

Selected Users || Document Roles || System Permissions || General Settings

Site| Corporate Headquarters | = |

Departments | Job Tifles || Users Selected Users Contents T

22| dii
Driggs, Shiela (Director of Finance)
Rodriguez, Todd (Machinist)

Shift+Click selects a span of checkb . @ More Shortcut:

Next ¥

J

= Click Job Titles and then click a job title to display all users assigned
that title. If the job title is assigned to multiple departments and you want
only those users from a specific department, click [+ before the job title,
and then click a department.
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Departments | Job Tmesﬁ[ Users |

= @ Accountant i
# Accounting
 Adminigtration

 Accounti anager

# Accounts Payable Clerk

@ Accounts Receivable Clerk

@ Chief Executive Officer

# ¥ Chief Finance Officer

In the Available Users window, select users, and then click OK.

Bulk Permissions Editor

Available Users

@ [¥] Holmes, Lucille {Accountant)
@ [7] Packer, Mary (Accountant)

@ [ Schram, Johanna (Accountant)
@ [7] Steiner, Mark (Accountant)

@ [ Woo, Josh (Accountant)

m With the Departments tab selected, click a department to display the
users assigned to that department.

Departments | Job Titles || Users |

(1) unting o
@ Adri Mistration
@ Dis Recovery
@ Educational Resources
@ Engineering
@ Environmental Services
@ Fiscal Semvices

® Human Resources
B Inctallatinn

In the Available Users window, select users, and then click OK.
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Bulk Permissions Editor

Available Users

@ [¥] Cash, Jordon (Accounts Payable Clerk)
@ [V] Gatos, Will (Chief Information Officer)
5] Gifford, Tawna (Accounts Receivable Clerk)
Hansen, Tom (Accounting Manager)
Hill, Maria (Receiving)
Holmes, Lucille (Accountant)
Packer, Mary (Accountant)
Schram, Johanna (Accountant)
Steiner, Mark (Accounts Payable Clerk)
‘Woo, Josh (Accountant)

@D

6. Do any of the following:

m Clickthe Document Roles tab, and then select the roles you want
assigned to all of the selected users.

Bulk Permissions Editor

Selected Users | Document Roleﬂ( System Permissions ][ General Seffings ]

Select the Document Roles from the options below.

Available Roles Selected Roles o

Document Owner Policies & Procedures
["] Approves Own Documents Reviewer

Writer

Reviewer

Approver

Pending Documents

Reader

Archived Documents

Template

L<Baek|0 Rerrmeﬁ'nmSelededUsemlOMthelededUmlNexlb)

v

m Clickthe System Permissions tab, and then select the permissions
you want assigned to all of the selected users.
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Bulk Permissions Editor ? 'Help
Selected UMT Document Ruiesm' “System Penmissions '|f General Seinngﬂ
Sites | Corporate Headquarters | = |
A ble P ion Selected Permissions o
Category Owner Corporate Headquarters
Document Control Administrator Access Site

Company / User
Report Manager
Access Site

|' 4 Back | @ Remove from Selected Users | @ Add fo Selected Users :I

J

m Click the General Settings tab, and
changed for all of the selected users.

Bulk Pemmissions Editor

Selected Umerowmem Rdes)(ﬁyslem Perrrissiuns\l’ General Settings ‘

then select settings you want

|V|

[+

|V|

Domain | Do not Change

Language | Espafiol (Spanish)

Lock user out of system | Do not Change

[ 4 Back | © Addto Selected Users |

7. Click Add to Selected Users or Remove from Selected Users.

A window appears with the results of the action you selected. All messages
are shown by default. You can choose to show only success messages or

only error messages.
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Bulk Edit Results Qo

(® Show All Messages (O) Show Success Messages () Show Error Messages

Cash. Jordon (Accounting - Accournts Payable Clerk)

Roles Applied: The following actions were completed successfully.
» Reviewer (Policies & Procedures)

»

m

Gatos, Will frAccounting - Chief Information Officer)
Roles Applied: The following actions were completed successfully.
» Reviewer (Policies & Procedures)

Hansen. Tom (Accounting - Accounting Manager)
@ Roles Applied: The following actions were completed successfully.
+ Reviewer (Policies & Procedures)

Holmes. Lucille fAccounting - Accountant)
@ Roles Applied: The following actions were completed successfully.

=
: i T o n L X

[ ok |

L -

8. Click OK.
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Document Setup

Setting up your document environment includes working with the following:

Default Document Properties

Categories

Templates
Importing Documents

Bulk Edit

Default Document Properties

This section lets you set the default document properties for all new documents.

Note: You can also use templates to set other properties for specific types of
new documents (see Creating a Template).

To set default document properties,
1. Click PREFERENCES.

2. Click Document Setup, and then click Default Properties.
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Setup

L

Default Document Properties 7 Help

Setup the default properties for new documents.

~Reference #

(®) Auto Number

() User Fills In

[] View Document Titles with their Reference Numbers O Vhat is this?

~ Comments/Discussions and Notifications

0 Restrict readers from creating public discussions on @ What is this?
Approved documents.
Send Email Notification to Approvers © What is this?

~Review Interval

Review Interval: month(s)
Warn month(s) before document is due for review.

~Watermark Settings

Use Watermarks (MS Word and HTML only) | #edf0ff Caolor

~ Workflow

[] Disable No Revision Mecessary

[] Master Document Text as Default @ vimat is this?

~Enhanced Validation (Optional)
[] Require users to re-enter log in credentials when completing a task.

~Download Source File

[] Allow Public Download of Source Files @ vimat is this?
[ Allow Drag-Out from Document List @ What is this?

Note: Downloaded documents will not keep their Policy Tech security.

[ | save | Cancel |

4

3. Refer to the following sections for details on each setting:

m Reference Number

m  Comments/Discussions and Notifications

m Review Interval

m Watermark Settings

n Workflow

m Enhanced Validation (Electronic Signature)

m Download Source File

4. Click Save.
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Reference #

Every document created or imported into PolicyTech™ must have a reference
number, which is used to uniquely identify each document.

Typically, organizations will let PolicyTech automatically assign reference
numbers, which is the default setting. One situation where you might want to let
document owners fill in the reference number is if you will be importing
documents and want to keep the same numbering system used previously
outside of PolicyTech. However, because PolicyTech has so many ways to
quickly find documents, we recommend letting PolicyTech assign reference
numbers. In any case, a decision about how documents will be numbered
should be made before creating or importing any documents.

To change reference number settings,

1. Ifthe Default Document Properties window is not already open, click
PREFERENCES, click Document Setup, and then click Default
Properties.

2. Inthe Reference # area do one of the following:

m To have PolicyTech automatically number each new or imported
document, click Auto Number. If you want the numbering to startata
number other than 1, type that number in the Auto Number box.

Note: An automatically assigned reference number cannot be changed.
m Click User Fills In.

Note: When importing documents with User Fills In selected, PolicyTech
still assigns a reference number, but the document owner can change it.
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Default Document Properties 7 'Help
Setup the default properties for new documents.
Reference #
(®) Auto Number I:I
) User Fills In
[] View Document Titles with their Reference Numbers O Whatis this?
- - .
- ' -
- e
o - .
e . .
| |l save | Cancel ._|

b A

3. To have the reference number displayed with the document title in various
PolicyTech contexts, click View Document Titles with their Reference
Numbers. In the example of a task list below, the reference number is
shown in parentheses before each document title.

- = Review the following documents as soon as possible: (9)
Title

(6} Cash Receipts (v.2)

(9) Check Signing Authority (v.2)

(10) Fixed Asset Control (v.2)

(124} Job Description - Accountant (v.2)

(140} Minutes - Administration Meeting - 12-06-2005 (v.2}
{130} Performance Evaluation - Accounts Payable Clerk (v.2)
13) Unsigned or Partial Pay {(v.2

(14) Year End Closing (v.2}

(3) Bank Account Reconciliation (v.2)

| | | ] | | | | I

Comments/Discussions and Notifications

The Comments/Discussions and Notifications settings control who sees
comments and notifications created for approved documents.
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Default Document Properties

Setup the default properties for new documents.

- Comments/Discussions and Notifications
Restrict readers from creating public discussions on
gp

Approved documents.
Send Email Motification to Approvers

@ VWhat is this?

@ VWhat is this7

H Save | Cancel

b

A

Restrict readers from creating public discussions on Approved
documents. Select this option to keep readers from selecting recipients when
they add a comment or start a discussion for a document, as in the sample
comment below. Only the document owner and document control
administrators will see the comment or discussion.
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Make Comment o

Please write any comments about this document you wish to send to the author and post to the discussion board.

B @9 %I xE EIEESF O
Normal []|[ Ariai [v]| (Fontsize)v|| B 7 U ‘Sli |9 - A -

| find the second paragraph confusing.

Title I find the second paragraph confusing.

This will only be visible to you, those selected to receive notifications, and DCAs.

Save | Cancel

. S

If this setting is not selected, a reader can select any users as viewers of a
comment or participants in a discussion, as shown below.

Make Comment =)

Please write any comments about this document you wish to send to the author and post to the discussion board

Send Notfications To Document Owner - Potts, Tony (Document Control Administrator); ~
v

i

B &9 %I xE =@ O
Normal []|| Avial [“]| Fontsize)~]| B 1 U ‘S’|§ |% - A -

| find the second paragraph confusing.

TitIe|I find the second paragraph confusing.

Make Private (Visible only to me, those selected to receive notifications, and DCAs.)

Save | Cancel

.

Send Email Notification to Approvers. This option applies when a
document control administrator (DCA) edits an approved document in its
current state. When the DCA is done editing, the window shown below appears
for the DCA to describe the changes made. If you select Send Email
Notification to Approvers in the Default Document Properties window,
that option will be preselected and locked (grayed out) when the DCA sees the
Done Editing "window.

Note: This setting's functionality changed in the 9.0 version of PolicyTech. In
previous versions, selecting the Send Email Notification to Approvers
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option in Default Document Properties would preselect that option in the
Done Editing window, but it would not lock it. A DCA could click to clear the
Send Email Notification to Approvers check box.

Please summarize the changes between this version of this document and the previous version.

kd
[}
L
[

| Mormal || Arial || (Font Size)
. A -

& = -
B I U &

[] Post to Discussion Board @ What is this?

o

Save | Cancel

L

Review Interval

Policy and procedure documents usually require another review and updating
at setintervals. What you enter here will be the default review interval for all
new templates.

Note: A document control administrator can change the default review
interval for a template in the Properties Wizard.
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i \ B 5

Setup the default properties for new documents.

- Review Interval
Review Interval: 12 |month(s)

Wam 2 |month(s) before document is due for review.

H Save | Cancel

b A

1. Inthe Review Interval box, type a number of months between reviews.
Note: PolicyTech starts counting months when a document is approved.

2. Inthe Warn box, type a number of months before the review interval due
date that you want document owners notified that a review is approaching.

Watermark Settings

When watermarks are enabled in the Default Properties of Document
Setup preferences, all users will see shaded text in the background of each
Microsoft® Word and HTML document page, as shown in the sample page
below. The watermark indicates the document's current status and is shown in
all workflow statuses except published. (Approved documents do not show a
watermark.) These watermarks, which users cannot remove, appear in
documents both on the screen, and when printed.

Note: Watermarks are available for Word and HTML documents only.

The document shown below is in draft status.
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Simplifying the Complexity
of Policy Management

Organizations have never been exposed to more risk and regulation than they are
today. How does an organization not only capture issues as they are reported,

but also be assured they are addressing them appropriately? The most successful
organizations address these challenges holistically by implementing systems to
capture nisks as they are reported, analyze them and address them by implementing
a policy management solution to automate and

drive compliance within their organizations.

The NAVEX Global Solution:
PolicyTech™

To help organizations significantly increase efficiencies in riskidentification and address those risks with new
policies, we have created an automated software solution that enhances the way organizations manage
policies and procedures. The industry-leading Policy & Procedure Manager (PPM) has been designedto make
the complextasks aroundwriting, sharing, updating and attesting to policies simple and seamless

KEY CAPABILITIES OF POLICY & PROCEDURE MANAGER

« Communicate policies enterprise-wide.Rather than chasing down policy manuals or uploading
documents to an intranetthat doesn't provide tracking, versioning orreports, through PPM an organization's
policies are automatically made available to employees atthe moment of approval. Staff members, who are
requiredto read and know the content, are notified automatically with alerts until they verify that they have
read and comprehendthe appropriate procedures or policies.

«  Map policies and procedures to authoritative sources. Documents within PPM easily linkto other
policies, procedures, standards or related documents. Employees have access to broader relevant
information, allowing themto better understand the context for a given subjectmatter. Approve and review
policies quickly with customworkflow. Because the system routes documents through a set of pre-defined
approval processes, document authors can find out whose inputis still required for a new or revised policy
or procedure. Reviewers and approvers receive notifications and reports of policies awaiting their approval
and can updatethe documentownerwhen atask has been completed

= Simplify compliance audits. Within PPM, policies and procedures are searchable bythe compliance
standards they designedto support. For example, if an auditor with a healthcare clientwould like to find all
ofthe policies pertaining to HIPAA, they can click on the “HIPAA™ category within the system. Auditors will
be ableto sort through approval dates, information on who has read policies and procedures (attestations)
andnames of policy reviewers and approvers in minutes ratherthan hours

=  Standardize document content. Because managers can create templates, companies can standardize the
look of policies across departments, groups andthe whole organization. By using standardized templates,
documents become easierto understand, write and search

By default, watermarks are enabled (Use Watermarks is selected) and the
HTML (hexadecimal) color code is #edfOff, which is a light bluish gray.
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Default Document Properties 7 'Help

Setup the default properties for new documents.

Watermark Settings
[ Use Watermarks (MS Word only) | #edf0ff Color
- - " [ ™
- & .
kal save | cancel |
b - A

To change the watermark color, do one of the following:

m Click Color, and then click a color on the palette. The color's hexadecimal
code is displayed in the Color box, and the background of the Color box
changes to the selected color.
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Default Document Pmpelﬁesq"‘-\‘_ 7
Setup the default pro=n~t~n for move docinnanis

- Reference # ——
® Auto Number

) User Fills In %
1 View Documet @ What is this?
- Comments/Discus
Restrict reade: @ What is this?
Approved doct
Send Email N¢ @ What is this?

- Review Interval —

Review Interval:

Warn 2lme | ftdﬂﬁbf

- Watermark Settings
Use Watermarks (MS Word only) | #edf0ff Lolok

= Inthe Color box, type a new hexadecimal color code.

Notes:

m The background color of the Color box doesn't change immediately
after typing a new color code. Click Default Properties under
Document Setup on the left to refresh the page and see the new
color.

m For alist of color codes, search for "HTML color codes" or "hex color
codes" on the Internet.

Workflow

Disable No Revision Necessary

When creating a document template, a document control administrator (DCA)
has the option of assigning a review interval for all documents created from that
template. The document owner also has the option of changing or setting a
review interval when creating a document.

Note: The default Document Review Interval setting is "Every 12 month(s)
from approve/last reviewed date."

With a review interval set, a document's owner receives a review task with a
due date as soon as the current date falls within the selected warning period.
The expected workflow is that the document owner would review the document
and then create a new version of the document with any needed changes. The
new version would then be submitted into the normal review and approval
process and replace the previous version once the new version is approved.
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By default, the document owner (and a DCA) has the option of indicating that a
document due for review does not need to be updated by clicking Options and
then clicking No Revision Necessary. This removes the task from the
document owner's list and resets the periodic review date out the number of
months specified.

If you select the Disable No Revision Necessary check box, the No
Revision Necessary option is removed from the Options menu. Then, the
only way a document owner can complete an assigned review task is to create
a new version of the document and have it approved.

Master Document Text as Default

Note: This option applies only if the Localization Workflow module has been
purchased and enabled.

When a new version of a master document is approved, new versions of the
localized copies are automatically put in draft status. By default, the contents in
the Edit Document tab of a copy's new version are the same as the copy's
previous version contents. The localized copy owner can then compare the
copy's contents to the new version of the master document and make changes
to the new version of the copy as needed.

Select the Master Document Text as Default check box if you want the new
version of the master document's content copied into the Edit Document tab
of each copy's new version instead. This option is especially useful if you want
to ensure that the contents of a new version of the master document is
retranslated for or pushed into each of its copies.

Important: Using this option overwrites in the copies whatever changes may
have been made to the master document text, such as translations or
localized content, in the previous version of those copies. However, the
previous version of the copies are available for comparison purposes.

Proxy Mark as Read

Enhanced Validation (Electronic Signature)

When this feature is enabled, a user must enter his or her user name and
password (an electronic signature, in effect) in order to complete a task, such as
marking a document as read, accepting a document in review, or approving a
document. In the case where a kiosk computer is the point of general
PolicyTech™ access under a generic service account, this feature provides
verification that the intended user has completed a task.

Important: Enhanced Validation can also be enabled or disabled on
templates and individual documents. See Template Setting: Enhanced
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Validation and "Optional Document Settings" in the User's Guide. Changing
the Enhanced Validation setting in Default Document Properties does not
affect this setting in existing templates and documents. It will, however,
become the default setting for new templates.

Select the Require users to re-enter log in credentials when completing
a task check box to turn on enhanced validation.

Default Document Properties 7 'Help

Setup the default properties for new documents.

Enhanced Validation (Optional)
( [ Require users to re-enter log in credentials when completing a task.

| Il save | cancel ._|

L ",

The two screenshots below show what a user will see when marking a
document as read if enhanced validation is required.

By marking this document as read, you are stating that you have read and understood
the complete document. If you do not understand, click Cancel and contact your
supervisor.

Sign Here

Username

Password

| @ Mark as Read | Cancel |
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Mark as Read (Required)

There is a quiz attached to this document.

To mark this document as read, you must successfully pass the quiz.

- Sign Here
Username

Password

Take Quiz | Cancel

The screenshot below shows enhanced validation when accepting a document
in review or approval.

Comments (Optional)

[] Post to Discussion Board @ Whatis this?

- Sign Here
Username

Password

& Accept | Cancel

Download Source File

Allow Download Source. This setting applies only if you have enabled the
PDF Converter add-on (see Module Manager for details). With the PDF
Converter enabled, all documents are automatically converted into PDF files
when they are approved. If Allow Download Source is selected, users can
download an approved PDF document that was created in Microsoft® Word in
its native Word format. (See "Working with Word or Excel Undocked" in the
User's Guide for details on how a user can download a document source file.)

Important: A downloaded document is no longer protected by PolicyTech™
security features.
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i \ 6 ™

Setup the default properties for new documents.

- Download Source File

Allow Public Download of Source Files @ What is this?

Allow Drag-Out from Document List @ What is this?
Nofe: Downloaded documents will not keep their Policy Tech secunty.

'.,—J Save | Cancel

b A

Allow Drag-Out from Document List. When selected, this option allows
users to drag the file icon from the approved document list directly to their
desktops, to folders in Windows® Explorer, or into emails as attachments.

Note: Dragging out source files is only available with WordModulePlus™
3.5.1188 and higher and only when one of the following conditions exists: the
Allow Public Download Source Files option is also selected, or your
organization has enabled PDF Converter (see Module Manager).

Categories

By creating categories, you can group documents logically to make searching
for and locating specific types of documents easier. For example, you might
create categories for state standards, OSHA standards, and other quality
measures—or for document types, such as policies, procedures, and forms.

Part of category creation includes the creation of sub-categories for that
category, because documents can only be assigned to sub-categories and not
to a top-level category. For example, if the category is Document Type, sub-
categories you can assign documents to might include, Forms, Memorandums,
Job Descriptions, Policies, Procedures, and Employee Handbook. Or, if the
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category is ISO 9000, you would create a sub-category for each ISO 9000 level
or activity.

Below is a partial list of different document types you may want to consider
including:

m Policies

m Procedures

m Forms

= Minutes

m Memos

s Contracts

m Training

m Marketing

= Job descriptions

m Performance evaluations
m Plans

m Standard operating procedures (SOP)
m Bylaws

m Operations

m Rules and regulations
= Protocols

m Bulletins

m Directives

m Status reports

m Records

m Proposals

m Legal documents

Refer to the following sections for details on working with categories.

Adding a Category

Adding Subcategories Manually

Importing Subcategories

Editing a Category or Subcategory

Moving a Category
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Merging Categories

Deleting Categories

Adding a Category

You can think of a category as a container for subcategories. Because
documents can only be assigned to subcategories, each top-level category you
create must contain at least one sub-category before it is useful for categorizing
documents (see Adding Subcategories Manually).

To add a top-level category,
1. Click PREFERENCES.

2. Click Document Setup, and then click Categories.

MY TASKS (10) REPORTS

policytech

Site: Corporate Headquarters -
| ] w
eences New *  #° Edit| ‘- Move >+ Meme @ Delete ?

Personal Settings

|Corporate Headquarters B

Company Setup
User Setup
Document Setup
Default Properties

@ [Corporate Headquarters]
) CALEA

) Compliance Standards
€ Document Type

) FLSA

Categories € 150 9000
) Manuals
Templates ) Police Department
Import Documents € Sarbanes-Oxley Guidelines
Bulk Edit
Recycle Bin

System / IT Settings

3. Click New, and then click New Category.

“ Move * Merge o Dele

@ [Corporate Headquarters]

) CALEA

) Compliance Standards

) Document Type

€ FLSA

€ 150 9000

@ Manuals

) Police Department

= 3 Sarbanes-Oxley Guidelines

4. Fillin the information for the new category. See "Category Properties”
below for details on each piece of information.

5. Click Save.
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6. See Adding Subcategories Manually to create subcategories under this
new category.

Category Properties

Name. This is the name that appears in the category list. This name must be
unique across all sites. If, when you save the category, you receive an error
message telling you the name already exists, rename the category.

Reference ID. By default, the reference ID is auto-filled with the category
name. You can change the reference ID, but be aware that it must be unique
among all category IDs.

Category Owner. If you want to assign someone else to manage this category
(to add and maintain subcategories), in the Category Owner list, click a user
name. (See Assigning System Permissions for details on assigning a user as a
category owner.)

Description. Add a description to explain what the category is for and when to
use it.

Selection Type. This property determines whether document creators can
assign a document to just one category or to more than one. The default setting
is Single.

Constraint. When the Allow subcategories to be added by document
owner check box is selected, document owners and proxy authors can add
subcategories when they create documents.

Sites. This property determines what sites will offer this category as an option
when users are creating documents. You must select at least one site. You can
also choose to have the new category automatically added to new sites as they
get created by selecting the Automatically select new sites as they get
created check box.

Adding Subcategories Manually

The instructions below are for adding each subcategory manually. If you want
to import subcategory information, see Importing Subcategories.

To add a subcategory,
1. Click PREFERENCES.

2. Click Document Setup, and then click Categories.
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DOCUMENTS ' MY TASKS (10) ' REPORTS ~ PREFERENCE

policytech

Site: Corporate Headquarters -

Preferences New * <« Edit Move -+ Merge @ Delete 7

Personal Settings

| Corporate Headquarters |E|

Company Setup
@ [Corporate Headquarters)

User Setup © CALEA

Document Setup ) Compliance Standards

. € Document Type

Default Properties € FLSA

Categories € IS0 9000

) Manuals

Templates © Police Department

Import Documents ) Sarbanes-Oxley Guidelines

Bulk Edit
Recycle Bin

System / IT Settings

3. Inthe site list, click the site containing the category to which you want to add
a subcategory.

Mew ¥ « Edit Move >+ Memge @ Delete 7

Corporate Headquarters Ed

porate Headuiders
Manufacturing 3
Sales & Support Office

) Document Type

© FLSA

IS0 9000

 Manuals

) Police Department

#  Sarbanes-Oxley Guidelines

4. Click the desired category (can be a top-level category or subcategory).

5. Click New, and then click New Subcategory.

Mew ¥ ' " Edit Move = Merge @ D

New Category

il ubcateqo lquarters E
rpo eadquarters]

) CALEA

) Compliance Standards

€ Document Type

) FLSA

€3 1S0 9000

 Manuals

) Police Department

) Sarbanes-Oxley Guidelines

6. Inthe Name box, type a subcategory name.
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Add Subcategory 7

Name | Procedures | | Add |

Reference ID | Procedures |

Description
Dl E

A series of prescribed steps followed in a definite, regular order, which ensure
adherence to the guidelines set forth in the policy to which the procedure applies.

L 2
||
*

ZE |(FontsSize)v| B 7 U ¥ - A - &

Categories i

- Import
Click the browse button to locate a tab-delimited file with a list of categories.

Browse... Import

Save | Cancel

7. By default, the Reference ID box is auto-filled with the subcategory name
you type. If you change the reference ID, be aware that it must be unique
among all category IDs.

8. (Optional) In the Description box, describe the type of document that
should be added to this category.

9. Click Add. The new subcategory appears in the Categories box.
Important: If you click Save without clicking Add first, the subcategory will

not be saved. Only the subcategories added to the Categories box can be
saved.
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Add Subcategory

Name | Add

Reference 1D

Description

B = E E [(FontSizelv] B 7 U ¥ A-|&

Categories i

FProcedures

- Import

Click the browse button to locate a tab-delimited file with a list of categories.
Save | Cancel

10. (Optional) To create additional subcategories under the same category,
repeat steps 6 through 9.

Note: You can click one of the subcategories in the Categories box to
change that subcategory's properties. When you finish making changes, click
OK to save them. To delete a subcategory, click it, and then click .

11. When you are finished adding subcategories to the currently selected
category, click Save.

Importing Subcategories

You can import all the subcategory names for a category at once using a tab-
delimited file. Each subcategory record you import can contain three pieces of
information: the name, the reference ID, and the description. The name and
reference ID are required, while the description is optional.

1. Create a tab-delimited file with a row for each category name to be added.
You can include two or three columns for the subcategory details,
depending on whether you want to include descriptions.

Important: Do notinclude a header row with column titles. The first row in
the file is treated as a subcategory to import.
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m Three-column import file: In the first column of each row, enter the
category name; enter the reference ID in the second column; and enter
the description in the third column. For example:

Subcategory 1 Subcategory 1 Reference | Subcategory Description
Name ID 1
Subcategory 2 Subcategory 2 Reference | Subcategory Description
Name ID 2
Subcategory 3 Subcategory 3 Reference | Subcategory Description
Name ID 3
Subcategory 4 Subcategory 4 Reference | Subcategory Description
Name ID 4

= Two-column import file: Enter the category name in the first column

and the reference ID in the second column.

Subcategory 1 Name

Subcategory 1 Reference ID

Subcategory 2 Name

Subcategory 2 Reference ID

Subcategory 3 Name

Subcategory 3 Reference ID

Subcategory 4 Name

Subcategory 4 Reference ID

Note: You can still edit the subcategory in PolicyTech™ later to add

descriptions.

2. InPolicyTech, click PREFERENCES.

3. Click Document Setup, and then click Categories.
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DOCUMENTS ' MY TASKS (10) ' REPORTS — PREFERENC

policytech

Site: Corporate Headquarters -

Preferences Mew ™ ~# Edit ‘I Move -+ Merge @ Delete 7

Personal Settings

|Corporate Headquarters |E|

Company Setup
@ [Corporate Headquarters)

User Setup © CALEA

Document Setup ) Compliance Standards

. ) Document Type

Default Properties ) FLSA

Categories i 150 9000

i Manuals

) Police Department

Import Documents ) Sarbanes-Oxley Guidelines

Bulk Edit
Recycle Bin

Templates

System / IT Settings

4. Click the site name above the category list, and then click the site containing
the category to which you want to add a subcategory.

Mew > # Edit ‘-~ Move >+ Memge @ Delete 7

Corporate Headquarters Ed

Corporate Headuirlers
Manufacturing
Sales & Support Office

) Document Type

€ FLSA

€ 150 9000

€ Manuals

) Police Department

¥  Sarbanes-Oxley Guidelines

5. Do one of the following:

m Toimport subcategories under a top-level category, click that category.

New ¥ " Edit - Move -+ Merge @ Delete ? [

|Co rporate Headquarters B

@ [Corporate Headquarters]

) CALEA

€ Compliance Standards

) Document Type

€ FL3A

) 150 9000

) Manuals

) New Category

) Police Department

) Sarbanes-Oxley Guidelines

= Toimport subcategories under another subcategory, click [+ before a
category to show its subcategories. Navigate to and click the
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subcategory to which you want to add another level of subcategories.

MNew ¥ " Edit < Move -+ Merge @ Delete *?

| Corporate Headquarters El

@ [Corporate Headquarters]
) CALEA
) Compliance Standards
[= € Document Type
O Activity
) Forms
€ Job Description
oM I
) Minutes
) Performance Evaluation
) Policies
) Procedures
) Task
) FLSA
150 9000
€ Manuals
€ New Category
€ Police Department
 Sarbanes-Oxley Guidelines

+ [+ [ [

6. Inthe New list, click New Subcategory.

New ¥ ° Edit ‘- Move *+ Memge o L

MNew Category
quarters [=

NewpSubcateqo
Eﬁl‘pﬂéﬁ ;Isadquarlers]

€ CALEA

) Compliance Standards
€ Document Type
(L]
(1)

FLSA

150 9000

 Manuals

) Police Department

) Sarbanes-Oxley Guidelines

[+ [#] [+ [+ ¥

7. Inthe Import area of the Add Subcategory window, click Browse.

Add Subcategory 7 'Help

Name | | Add |
Reference ID | |
Description
| |
Import '
Click the browse button to locate a tab-delimited file with a list of categories.
| Broyse.. | | mport |
W . -
| l Save | Cancel h.|
L. -
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8. Locate the tab-delimited import file, select it, and then click Open.

9. Click Import to add the subcategories to the Categories box.

Note: You can click a subcategory to see its properties. If you make any
changes to a subcategory, click OK when you're finished.

Name |Prncedures || QK || Cancel |

Reference ID | Procedures |

Description

B &= 8= (FontSize}l B I U ¥~ £'|§l

A series of prescribed steps followed in a definite, regular order, which ensure
adherence to the guidelines set forth in the policy to which the procedure applies.

i

]
0
0]

Categories o
Activities

Forms

Job Descriptions
Manuals

Performance Evaluations
Policies

Tasks h‘

~Import
Click the browse button to locate a tab-delimited file with a list of categories.

Browse... | | Import |

| Save | Cancel |

10. Click Save.

Editing a Category or Subcategory
To make changes to an existing category,

1. Click PREFERENCES.
2. Click Document Setup, and then click Categories.

3. Click the currently selected site name, and then select the site containing
the category you want to edit.

4. Do one of the following:

= To edit a top-level category, click it to display the Edit Category
window.

PolicyTech 9.0 Administrator's Guide



154 - Document Setup

mv“+m “+ Merge W Delele 7

| Corporate H

=]

© CALEA

© FLSA
© 1309000
@ Manuals

@ [Corporate Headquarters]

@) Compliance Standards
© Document Type

€ Police Department
@ sarbanes-Oxley Guidelines

Edit Category - Document Type 7 'Help
Name ‘ Document Type |
Reference ID ‘ 2903300a8681459395dc692a74eedab? |
Category Owner | . Choose a calegory owner - []
Description P | = = l:l B I U - A =

Selection Type

Constraint

Sites

(@ Single (author may only choose one subcategoery in the list) @ What is this?
(© Multiple (author may choose multiple subcategories)

[C Allow subcategories to be added by document owner @ What is this?

® Corporate Headquariers
(2] Manufacturing
@ [¥] Sales & Support Office

Aulomatically select new sites as they get created.

WARNING: You will need to create subcategories under this main category before you can assign
documents to this category.

| Il save | cancat |

m To edit a subcategory, click [+ before the category, and then click the

mv“-{»m “+ Merge m Delele 7

‘ Corporate Headquarters

=

@ CALEA

0 Activity
© Forms

© Manual
© Minutes

© Policies

© Task
© FLSA
© 1509000
@ Manuals

@ [Corporate Headquariers]
@ Compliance Standards
= € Document Type

€ Job Description

@ Performance Evaluation

© Procedures

© Police Department
) Sarbanes-Oxley Guidelines

subcategory to open the Edit Subcategory window.

Edit Subcategory - Procedures 7 Help.

Name

Reference ID
Constraint

Description

‘ Procedures ‘

| 936bd9867861425e96cacT5309dched |

[C1De not allow documents to be assigned to this category @ Whatis this?

DI FEE[ 3 7 u Y- A @0

A series of prescribed steps followed in a definite regular order whih ensure adherence to|
the guidelines set forth in the Policy to which the Procedure applies.

| save | cancel |

5. Make changes to the category or subcategory properties. (See Adding a
Category or Adding Subcategories Manually for details on the properties.)

6. Click Save.

Moving a Category

Before you can move a category, it must not be assigned in any templates. If
you need to remove any category assignments, see Finding Category

Assignments.

To move a category,
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1. Click PREFERENCES.

2. Click Document Setup, and then click Categories.

DOCUMENTS ' MY TASKS (10) ' REPORTS = PREFERENCE

policytech

Site: Corporate Headquarters ~

Preferences New * # Edit Move -+ Merge @ Delete 7

Personal Settings

Corporate Headquarters

T |Corpol q (=]
@ [Corporate Headquarters]

User Setup © CALEA

@ Compliance Standards
€ Document Type

Document Setup

Default Properties © FLSA
Categories ) 1S0 9000
€ Manuals
Templates © Police Department
Import Documents € Sarbanes-Oxley Guidelines

Bulk Edit
Recycle Bin
System / IT Settings

3. Click Move.

DOCUMENTS ' MY TASKS (10) ' REPORTS

policytech

Site: Corporate Headquarters ~

Preferences New ¥ ~# Edit Move -+ Merge i Dele

Personal Settings

Corporate Headquarters

Company Setus Corpo 4 [=]
@ [Corporate Headquarters)

User Setup © CALEA

Document Setup ) Compliance Standards
+ €% Document T
Default Properties Y —
Categories ) IS0 9000
I  Manuals

Templates € Police Department

Import Documents + ) Sarbanes-Oxley Guidelines

4. A warning appears recommending that you back up the database before
deleting categories. Click Backup Database, and then click OK. When the
backup is complete, click Close.

Back Up Database

WARNINGIH!

It is highly recommended that you back up the database
before proceeding.

( Back Up Database | Cancel)
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5. Find and select the check boxes of one or more categories you want to

move to the same location. Each category you select is added to the
Categories to be Moved box.

New ~ .r‘"Edlm “+ Merge @ Delete 2

| Corporate Headquarters =]
Move Cat 7 JHElp

@ [Corporate Headquarters] EIE

CALEA Categories to be Moved: o
Compliance Standards
Document Type + Exempt
2 [F] ELSA » Non-Exempt

© [¥] Exempt

© [&f] Non-Exempt
(3] a2 9000
© [] Manuals
© [] Police Department
€ [] Sarbanes-Oxley Guidelines

Move the above categories into the following category
Corporate Headquarters El

@ [All Categories]
€ CALEA

) Compliance Standards

€ Document Type

) FLSA

€ 1S0 9000

€ Manuals

€ Police Department

) Sarbanes-Oxley Guidelines

6. Inthe Move Category box, in the site list, click the site you want to move

the categories to.
Move Category 7 'Help
Categories to be Moved: o
= Exempt
= Non-Exempt

Move the above categories into the following category

Corporate Headquarters A
Corporate Headquarters

Manufacturing

Sales & Support Office

(3] ,H: ment Type

€ FLSA

€ 130 9000

€ Manuals

€ Police Department

) Sarbanes-Oxley Guidelines

b

A

7. Inthe lower area of the Move Category box, navigate to and click the

category or subcategory you want the selected categories to be moved
under.
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Move the above categories into the following category
Sales & Support Office E

@ [All Categories)

+ ) CALEA

1 € Compliance Standards

+ ) Document Type

+ ) FLSA

+H 1S09

+ ) Manuals

1 ) Police Department

1 ) Sarbanes-Oxley Guidelines

Move Cancel

8. Click Move.

9. A message appears indicating whether the move was successful. If the

move could not be completed, the message explains why. Click OK to clear
the message.

10. If the move was not successful, follow the instructions in the Finding
Category Assignments section, and then try to move the categories again.

Merging Categories

When merging one or more categories into another category (the target
category), all of the subcategories assigned to the categories to be merged will

be reassigned to the target category. The categories to be merged will be
deleted, with the target category remaining.

Important: A category that is merged into another is not placed in the
Recycle Bin and can only be restored by restoring a backup database. Be

sure to back up the PolicyTech™ database when prompted (see step 4
below).

To merge categories,

1. Click PREFERENCES.

2. Click Document Setup, and then click Categories.
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DOCUMENTS ' MY TASKS (10) ' REPORTS — PREFERENC

policytech

Site: Corporate Headquarters ~

Preferences New > «# Edit Move -+ Merge @ Delete 7

Personal Seftings

|Co rporate Headquarters |E|

Company Setup
@ [Corporate Headquarters]

User Setup © CALEA

Document Setup ) Compliance Standards

. ) Document Type

Default Properties € FLSA

Categories € 150 9000

) Manuals

Templates ) Police Department

Impart Documents ) Sarbanes-Oxley Guidelines

Bulk Edit
Recycle Bin

System / IT Settings

3. Click Merge.
Mew = . Edit Move -+ Memge o Delete 7
| Corporate Headquarters [~]

@ [Corporate Headquarters]

) CALEA

) Compliance Standards
 Document Type

© FLSA

IS0 9000

 Manuals

) Police Department

) Sarbanes-Oxley Guidelines

4. You will be prompted to back up the PolicyTech database before merging
categories. Click Backup Database, and then click OK. When the backup
is complete, click Close..

Back Up Database

WARNINGI

It is highly recommended that you back up the database
befare proceeding.

L Back Up Database | Cancel j

5. Inthe category list on the left, select the check boxes for one or more
categories to be merged.
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Mew >~ # Edit “ Move - Mege @ Delele ?

| Corporate Headquarters

[=]

@ [Corporate Headquariers]
(5] CALEA
@ [O] Compliance Standards
(2] Document Type
= E) FLSA
€ [¥] Exempt
© [¥] Non-Exempt
(5] ILag2 9000
€ [O] Manuals
© [] Police Department
© [] Sarbanes-Oxley Guidelines

Merge Categories into ltem ? Help
Categories to be Merged: o
« Exempt

- Non-Exempt

Merge the above Categories into the following Destination Category

Corporate Headquarters E]

@ [All Categories]

€ CALEA

@ Compliance Standards

€ Document Type

€ FLSA

€ 150 9000

€ Manuals

) Police Department

) Sarbanes-Oxley Guidelines

v

6. Inthelower box of the Merge Categories into Item window, in the site
list, click the site containing the target category.

Merge Categories into Item 7 Help
Categories to be Merged: i
» Exempt

» Non-Exempt

Merge the above Categories into the following Destination Category

Corporate Headqguarters

[=]

Corporate Headquarters
Manufacturing
Sales & Support Office
oD .h‘- ment Type
€) FLSA

© 150 9000

€ Manuals

) Police Department

) Sarbanes-Oxley Guidelines

A

7. Navigate to and click the category or subcategory you want the selected
categories to be merged into.
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Merge the above Categories into the following Destination Category

Sales & Support Office |Z|
) General o
) Cleanliness & Behavior
€ Clinical

€ Code of Conduct

) Evaluation & Feedback
 Management Responsibility
) Needs Assesl.gent

€ Personnel

) Physical Facilities

) Privacy/Confidentiality

x1 % Sanitatinn M antral

8. Click Merge, and then click OK.

9. (Conditional) If the merge was not successful, address the issues shown in
the merge status message, and then try to merge the categories again.

Deleting Categories
To delete a category,
1. Click PREFERENCES.

2. Click Document Setup, and then click Categories.

DOCUMENTS ' MY TASKS (10) ' REPORTS

policytech

Site: Corporate Headquarters -

s
Preferences

Personal Settings
Company Setup
User Setup
Document Setup
Default Properties

New ¥  »#° Edit + Move -+ Memge i Delete 7

| Corporate Headquarters [~]

@ [Corporate Headquarters]
) CALEA

) Compliance Standards
) Document Type

) FLSA

Categories € IS0 9000
) Manuals
Templates € Police Department
Import Documents € Sarbanes-Oxley Guidelines
Bulk Edit
Recycle Bin
System / IT Settings

3. Click Delete.
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Caorporate Headquarters

@ [Corporate Headquarters]
+ % CALEA

+ € Compliance Standards
+ € Document Type

+ ) FLSA

+ % IS0 9000

+ € Manuals

+ @ Police Department

4. A warning appears recommending that you back up the database before
deleting categories. Click Backup Database, and then click OK. When the

backup is complete, click Close.

WARNINGH!

It is highly recommended that you back up the database

before proceeding.

Back Up Databaze

Cancel

’

5. Find and select the check boxes of one or more categories you want to
delete. Each category you select is added to the Delete Category list.

@ [Corporate Headquarters]
+ € [C] CALEA

+ € [] Compliance Standards

+ € [O] Document Type

+ ) ] FLSA

+ 0 %SO 9000

+ €[] Manuals

+ € [[] Police Department

+ ) [ Sarbanes-Oxley Guidelines

Corporate Headquarters |z|

The following Category ltems have been marked for deletion:

o

FLSA

Are you sure you want to delete these Categories?

m Cancel

v

-

6. After you have selected all the categories you want to delete, click Yes.

7. A message appears indicating whether the deletion was successful. If the
deletion could not be completed, the message explains why. Click OK to

clear the message.

8. Ifthe deletion was not successful, follow the instructions in the Finding
Category Assignments section below, and then try to delete the categories

again.

Finding Category Assignments

Depending on your PolicyTech™ configuration, discovering what documents
are assigned to a category can be quite a complex process. The steps below
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offer one systematic way to find all templates and documents assigned to a

specific category.

Removing Categories From Templates

To make sure no templates are using a specific category,

1.
. Click Document

2
3.
4

Click PREFERENCES.

Setup, and then click Templates.

Click the first template in the list to open it.

. Onthe Properties Wizard tab, click 2. Category Types to display the list

of all top-level categories.

Find the top-level

category that contains or is the same as the category you

want to delete. If the category is selected, click to clear its check box.

Steps

1. Template Setup
. 2. Category Types
I 3. Writers

4. Reviewers

5. Approvers

6. Readers

7. Security

Category Types

€ [] CALEA

€ [V] Compliance Standards

(B} Document Type

€ [ FLSA

) S0 9000

) [[] Manuals

) [[] Police Department

) [[] Sarbanes-Oxley Guidelines

b
3
3
3

6. Click Save and Close.

7. Repeat steps 3-6

with each remaining template in the list.

Removing Categories From Documents

1.
2.
3.

Click Document

Click PREFERENCES.

Setup, and then click Bulk Edit.

A warning appears recommending that you back up the database before

making changes with Bulk Edit. Click Backup Database, and then click
OK. When the backup is complete, click Close.

Click Launch Bulk Edit to open the Bulk Editor in a separate window.

In the Choose Documents tab, in the Status list, click the status of the

documents you want to check. (Each status must be selected separately.)

In the Site list, click a site containing the documents you want to check.

(Each site must be selected separately.)
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7.

In the Select By list, click the top-level category that contains or is the same
as the category you want to unassign.

In the Category list, click the category you want to unassign.

To select all the documents that match the status, site, and category you
selected, select the check box for the first document in the list, and then
hold down the Shift key while selecting the check box for the last document
in the list. All the documents should now appear in the Selected
Documents list.

Bulk Editor

Choose Documents (0) | Modify Properties

Choose Documents: Choose the documents that will be affected by your bulk edit modifications. Then choose "Modify Properties” or "Bulk Actions”

Status | Draft - Draft

Site | Corporate Headquarters

Select By | FLSA

Category | Non-Exempt © Add All From Non-Exempt

Available Documents Selected Documents o
Job Description - Accountant (v.1) Documents
Job Description - Information Systems Manager (v.1) Job Description - Accountant (v.1)
Job Description - Network Assistant (v.1) Job Description - Information Systems Manager (v.1)
Job Descriptions (v.1) Job Description - Network Assistant (v.1)

Job Descriptions (v.1)
Shift+Click selects a span of checkboxes.
© Add Filter(s) © Clear Filter(s)
View Detailed List »
10. Click the Modify Properties tab.

11.

12.

13.

Click 2. Departments & Categories.

In the Categories box, click the top-level category that contains the
category you want to unassign.

In the Choose box, select the check box for the category you want to
unassign.

Note: If you need to unassign multiple sub-categories under the same parent
category, and the parent category has been set to allow only one
subcategory selection at a time, you will need to select each category
individually to unassign it.
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Steps I Sites | Choose which sites can acces
1. Settings
- Categories
2. DEW“’“_‘*“‘S & Required
Categories Departments

3. Writers Optional
: CALEA
4. Reviewers Compliance Standards
5. Approvers Document Type
6. Readers 1ISO 9000
Manuals

7. Security

Choose FLSA Below
@ [FLSA]

Step Instructions:

Choose the depariments © [ Exempt
and categories you would o Non—Ezempt
like to add or remove from %

the selected documents.

14. Click Remove from Selected Documents near the bottom of the Bulk
Editor.

Shift+Click selects a span of checkboxes. @ More Shortcuts

P
[ (-]t from o! © Addto D nis

15. You should now see the Bulk Edit Results window with details of what
was done to each document in the list. Click OK to close the window.

Bulk Edit Results %]

@ Show All Messages © Show Success Messages © Show Error Messages

DocOwner: Submit to Writers
@ Removed: Non-Exempt

Job Description - Accountant
@ Removed: Non-Exempt

m

Job Description - Accounts Payable Clerk
Removed: Non-Exempt

Job Description - Accounts Receivable Clerk
Removed: Non-Exempt

Job Description - Creditor
Removed: Non-Exempt

Job Description - Document Control Administrator
@ Removed: Non-Exempt

Job Description - Engineering Technician
@ Removed: Non-Exempt

Lok M Y Lo, 2 Coend nA
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16. Repeat the steps above as necessary to remove the category from
documents in all statuses within each site.

Templates

Think of a template as a starting point for creating a document. You can create
any number of templates for the different types of documents your organization
creates. Within each template, you can set nearly all the same properties and
make all the same assignments that a document owner can when creating a
new document.

In atemplate you can preset a few document properties and pre-assign writers,
reviewers, approvers, and readers as either optional or required. The document
owner can change optional settings and assignments but cannot change or
remove required ones.

Note: The only template settings that can be locked are Email Notifications
and Editing Document.

You can also add document content, such as an outline or form, and default
formatting.

Go to one of the following topics for instruction on creating, editing, or deleting a
template.

Creating a Template

Editing a Template

Deleting a Template

Creating a Template

The following steps provide an overview of the template creation process and
references to more detailed instructions.

1. Click PREFERENCES.
2. Click Document Setup, and then click Templates.

3. Click New Template.
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DOCUMENTS ' MY TASKS (10) ' REPORTS

policytech

e:
rF
eences ] Hﬁv‘iﬁlﬂﬂe

Personal Settings

Company Setup Sites | Corporate Headquarlers| w |

User Setup

Document Setup
Default Properties
Categories
Templates

Page 1 of 1 (8 items) 1
Type| Title

— Blank Excel Document —

— Blank Upload File Template —

— Blank Word Document -
Import Documents .
: Job Description
Bulk Edit
Minutes

Recycle Bin

Performance Evaluation
System / IT Settings

B B B B B 0| B

Faolicy

4. Onthe Template Setup page, type aftitle.

Untitied Template

7] Etit Document | Properties Wizard k B Hep Template

Stor £ Basic Settings
1. Template Setup Title |Pn|icy Template ‘
Workflow C 2 [ Ful Dstaury [v]
Step Instructions:
Before writing your Document Type |@ Word Document ‘ v ‘
template, please provide Site
the basic seftings below - Tes Wl Corporate Headquarters
then click "Next Step.” Or, O .
once you are done with Manufacturing
this step, you can click [Ssales & Support Office
Edit Document to work on
it immediately. You may
then come back to this
wizard later to finish
setting the Properties. [l Automatically select new sites as they get created
Optional Settings
¢ Document Review Interval - Editing Document - Available To - Enhanced Validation
= Publication Date - Email Notifications - Mark as Read Text

| [l Save | 5] Ecit Document | Next Step » |

5. For Workflow Configurations, select one of the following options:

= Full (Default): Includes all available workflow steps—draft,
collaboration (for assigning writers), review, and approval—leading up
to a document being published.

= Review/Approval: Eliminates the collaboration step for documents
based on this template.
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m Approval: Eliminates both the collaboration and review steps for
documents based on this template.

Note: Document owners can choose to skip the collaboration and review
steps, even when they are included in the template. The draft and approval
steps are always mandatory.

- = Basic Settings
Title |Pﬂlicy Template |
Workflow Configurations JFull {Default) | v |
Document Type 4sy,  Full (Default) All available workflow statuses.

. Control level: Highest
Sites

w4 Review/Approval  Draft, Review, and Approval statuses only
Control level: High

.+ Approval Draft and Approval statuses only.
Control level: Medium

[
| [JAutomatically select new sites as they get created.

6. For Document Type box, click Word Document, HTML Document,
Excel Spreadsheet, or Upload a File.

7. Inthe Sites list, click the sites you want to have access to this template.

8. (Optional) If this template is one you want all sites that might be created in
the future to have access to, select the Automatically select new sites
as they get created check box.

9. Click Save to display the remaining workflow steps and enable the Edit
Document tab.

Important: You must at least type a title and then save the template before

you can see the remaining Properties Wizard steps and edit the template
contents.

10. (Optional) See Assigning Template Properties for instructions on

configuring Optional Settings for step 1 and working through the
remaining steps.
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For Policies v.1 v Save and Close  Opfions ¥

[] Edit Document | Properties Wizard |
f B t—

Tempiate

Steps
[ClAutomatically select new Category Types @ Whatis this?
1. Template Setup

Category Types Selected ** = Required item o
‘ 2. Category Types
| @ [C] CALEA Document Type
3. Writers © [] Compliance Standards
(2] Document Type
4. Reviewers © [] FLSA
@ [T 1S0 9000
5. Approvers © [C] Manuals
6. Readers @ [] Police Department
@ [] sarbanes-Oxley Guidelines
7. Security

Step Instructions:
Check one or more
Category Types from the
list below to move them to
the Selected box. The
chosen Category Types
will be the only ones
available for authors
when they use this
template.

Make Required

[ 4 Back | | Save | (] Edit Document | NextStep b |

11. (Optional) Click Edit Document, and then do one of the following,
depending on the document type you chose earlier:

= Word Document or Excel Spreadsheet: add, format, and edit the
content (see Adding Content to a Word or Excel Template).

For Schedules v.1 ¥ Save and Close  Opfions ¥

Edit Document | Properties Wizard Template —
el e —— T

Fa | B BB

File Home | Insert  Pagelayout  Formulas  Data  Review  View  Team a9 o Gk

—’3 4 cion T %] 5S¢ Generat - [FcondttionalFormatting - Gelnsert~ X - % ﬁ

— @ $ v % » | [3%FormatasTable % Delete - | [@]~

Paste | B - Sort& Find &

e ¢ | B L U-|E T & () Cell Styles ~ [EiFormat - | 2 Fitter~ Select+
Clipboard Font 5| Mignment | Number [ Styles Cells Editing

| Edit Document | Properties Wizard Template

Editor Tools ¥

v
A B c D E F G H | J K L M NT

a =1

5 + For Policies v.1 v Saveand Close Opfions ~

3

a

5

6 Home Tnsert Page Layout References Mailings Review View Developer ~ @

7

I

] o 2T awsbeodt AaBbcer AaBDC A a

g Fte B 7 U -abe x, X WA $=v | &y~ Ei- || vcaption  Emphasis MEPTempl. | Change Editing

10 Styles ~
Clipbaard 1 Font £ Paragraph . Styles [

1 e S S B AR R B R BN IR, <

_j £ catbrgoay <10 v AN AT Aav | B IS §S - E

» (&

VW] Sheett Sheef?
Ready | 23 |

Page:1 011 | worasio | <5 | B |
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m Upload a File: follow the prompts to upload a document file into
PolicyTech™ (see Adding Content to an Upload File Template).

Upload New Document

Please choose a file to upload.

Browse... Upload File

Or drag a file here to upload it. (Optional)

s HTML Document: add, format, and edit the content (see Adding
Content to an HTML Template).

For Web Pages v.1 ¥ Save and Close  Opfions ™

ER—=) s Cestoon <
[~ BE9 CDIx xE 22 F 8-
| B M s s usi===1%-a

12. Click Save and Close.
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Assigning Template Properties

The Properties Wizard breaks up property assignment for a template into the
following seven steps. Each step is described in the sections that follow.

Note: You will most likely not need to perform all seven steps for every
template you create.

Step 1: Set the template's critical properties (Title, Document Type, Sites)
and other optional properties (Document Review Interval, Warning
Period, Publication Date, Email Notifications, Editing Document,
Available To, and Mark as Read Text).

Step 2: Assign departments and categories for any documents created from
this template.

Step 3: Assign the writers who will collaborate on writing any document
created from this template.

Step 4: Assign the users who will review any document created from this
template.

Step 5: Assign the users who will approve any document created from this
template.

Step 6: Assign the users who will be required read each document created
from this template.

Step 7: Set the security level for any document created from this template.

Step 1: Template Setup

1. Ifyou have not already started a new template, click PREFERENCES,
click Document Setup, and then click New Template.

The new template opens with only the first step of the Properties
Wizards, called Template Setup, displayed.

Screenshot...
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Untitled Template
4] Edit Document | Properties Wizard @ Hep Template
I e U | Basic Settings
| 1. Template Setup Title | ‘
Workflow Configurations Full {Default)
Step Instructions: _
Before wriling your Document Type 1] word Document
template, please provide sit
the basic seftings below - ftes Ml Corporate Headquarters
then click "Next Step.” Or, O .
once you are done with Manufacturing
this step, you can click [(sales & Support Office
Edit Document to work on
it immediately. You may
then come back to this
wizard later to finish
setting the Properties. [lAutomatically select new sites as they get created
([ Optional Settings
= Document Review Interval - Editing Document - Available To + Enhanced Validation
* Publication Date + Email Notifications + Mark as Read Text

Il Save | b Edit Document | Nest Step b

2. Type the template title, keeping in mind that document owners will have to
select this template from a list when creating a document.

3. For Workflow Configurations, select one of the following options:

= Full (Default): Includes all available workflow steps—draft,

collaboration (for assigning writers), review, and approval—leading up
to a document being published.

m Review/Approval: Eliminates the collaboration step for documents
based on this template.

m Approval: Eliminates both the collaboration and review steps for
documents based on this template.

Note: Document owners can choose to skip the collaboration and review
steps, even when they are included in the template. The draft and approval
steps are always mandatory.

~ = Basic Settings

Title |POIicy Template |
Workflow Configurations JFull (Default) [v]
Document Type 4y, Full (Default) All available workflow statuses.

Sites Control level: Highest

w4 Review/Approval  Draft, Review, and Approval statuses only
Control level: High

ot Approval Draft and Approval statuses only.
Control level: Medium

[
| ] Automatically select new sites as they get created
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4. For Document Type box, click Word Document, HTML Document,
Excel Spreadsheet, or Upload a File.

5. Inthe Sites list, click the sites you want to have access to this template.

Note: Your own default site is automatically selected, but you can click to
clear its check box as long as at least one other site is selected.

6. (Optional) If this template is one you want all sites that might be created in
the future to have access to, select the Automatically select new sites
as they get created check box.

- =1 Basic Settings

Title For Policies
Document Type =] Word Document
SIS [Z] Archive o

Corporate Headguarters L
[T Manufacturing 1
Research & Development
Sales & Support Office

iﬁ-\utomaﬂca\ly select new sites as they get created.

-+ Optional Settings

- Document Review Interval - Editing Document
- Publication Date - Email Notifications

6. Click Save.

Important: You must save the template at this point before you can access
Optional Settings and the other six Properties Wizard steps.

You should now see the Properties Wizard steps for the selected

workflow configuration. (The screenshot below shows the steps for the
Full workflow configuration.)
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Pttt 1
[ Edit Document | Properties Wizard | Ovenview | @ kew Template
4= |
' e ”  E Basic Settings
|‘ 1. Template Setup Title |PulicyTemp\ale ‘
2. Catey T
gory Types Workflow C [ Ful Defauty [v]
3. Writers .
Document Type | Word Document | > ‘
4. Reviewers .
5. Approvers i MlCorporate Headquarters
[IManufacturing
6. Readers
[Isales & Support Office
7. Security

Step Instructions:
Before writing your

[lAutomatically select new sites as they get created

template, please provide
the basic settings below -

([ Optional Settings
* Document Review Interval

then click "Next Step.” Or,
once you are done with
this step, you can click
Edit Document to work on
it immediately. You may

¢ Wamning Period

+ Editing Document
+ Publication Date

= Available To
+ Email Notifications

+ Enhanced Validation
» Mark as Read Text

then come back to this
wizard later to finish
setting the Properties.

[ kol save Edit Document | Next Step b |

7. (Optional) Click Optional Settings, and then change one or more settings.
See Optional Template Settings below for details on each setting.

-[=1 Optional Settings

Document Review Interval

Warning Period

Publication Date

Email Notifications

Editing Document

Available To

| Every 12 months from approve/last reviewed date | v | o
| warn 1 month(s) before Review Interval [v] ®
| Publish the document as soon as it gets approved. | hd | oA

| Maximum

| Inside the Browser

| v| & Hide [ Lock
| ] @ Hide [ Lock @

| Custom Selection (Document Owners)

[+][ selectusers | @

Mark as Read Text

(Leave emply to use the default text )

-~ 9

Expand Textbox

8. Do one of the following:

m To continue with assigning properties, click Next Step, and then go to
Step 2: Category Types (Template) in this guide.

kel Save | @] Edit Document Nm%iz

m To stop assigning properties and finish later, click Save and Close.
(When you're ready to continue with assigning properties, go to Editing

a Template.)

For Policies v.1

Edit Document | Properties Wizard |
4= |

a9 I q)iﬂ's -
‘h emplate

I Steps “ [ Basic Settings
| 1. Template Setup [ Title

Far Policies } |
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m Towork on the template's document content, click Edit Document.
(When you are ready to continue with assigning properties, if the
template is still open click Properties Wizard,or go to Editing a
Template if you need to reopen it.)

Optional Template Settings

Important: When creating a new document using this template, a document
owner can change any of the following settings, except Email Notifications
and Editing Document if you lock them.

Document Review Interval

Warning Period

Publication Date

Email Notifications

Enhanced Validation

Editing Document
Available To
Mark as Read Text

Document Review Interval

When areview interval is set, any document created from this template will
come due for review after the specified interval has past. The document owner
receives an email and PolicyTech™ task as the review date approaches (see
the next setting section—"Warning Period"—for details on when the document
owner receives notification).

Note: To change the default document review interval for all new templates,
see Default Document Properties.

1. Inthe Document Review Interval list, do one of the following:

- =1 Optional Settings

Document Review Interval very 12 months from approvel/last reviewed date] v | @
Warning Period |2 M [REEy DEiE o

® Every | 12| months from |approveflast reviewed date V|
Publication Date |"Publish the document as soon as it gets approved. [~ @A

Email Notifications Maximum [«] ] Hide [ Lock @

m Click Every [number] months from [selected event or specified
date], and then change the number of months. Click the last box, and
then click one of the following:

« approve/last reviewed date: Sets the review date the number of
specified months after the document is approved for version 1 and
after the previous review date for all subsequent versions.
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« specified date: Sets the review date the number of specified
months after a specified date, which the document owner will select
when using this template for a new document.

() No Review Date
(=) Every | 12| months from | specified date E

m Click No Review Date.

2. Click anywhere outside the Document Review Interval menu to close it.

Warning Period
Use this setting to change when the document owner receives notification that
the next review due date is approaching.

Note: To change the default document warning period for all new templates,
see Default Document Properties.

1. Click the Warning Period box, and then do one of the following:

m Click Warn [n] months before Review Interval, and then type a
number in the box.

() Use Default Waming of 1 month(s) before Review Interval
(®) Warn| 2 \month(s) before Review Interval.

m Click Use Default Warning of [n] month(s) before Review
Interval.

2. Click anywhere outside the Warning Period menu to close it.

Publication Date
This is the date when the approved document becomes available to readers.

1. Tochange the current selection, click the Publication Date box, and then
do one of the following:

m Click Publish the document as soon as it gets approved.

m Click Wait until specified date, which the document owner will select
when using this template for a new document. Also, select the Require
reading before publication check box if you want the notification sent
as soon as the document is approved. Assigned readers can then
access the document during the interval between approval and
publication (the pending status).

Notes:

m [fthe document is approved after the specified publication date, it will
be published immediately.

m Users who mark the document as read before the publication date will
not be required to read it again when it is published.
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) Publish the document as soon as it gets approved.
@  watt until specified date.
{_I'Require reading before publication

2. Click anywhere outside the Publication Date menu to close it.
Email Notifications

Use this setting to change how many events will trigger an email notification to
document assignees.

1. Inthe Email Notifications list, click a notification level. See "Email
Notification Levels" in the User's Guide for a detailed description of each

level.
- =1 Optional Settings

Document Review Interval Every 12 months from approvellast reviewed date o

Warning Period Warn 2 month(s) before Review Interval. LiJ

Publication Date Publish the document as soon as it gets approved. oA

Email Notifications Maximum) x| v | [ Hide [ Lock @

Enhanced Validation 1 Minimum  The Document Owner and others will be given only o
required notifications.

Editing Document (Please see the online help for more information o

Available To I Medium The Document Cwner will be notified after all tasks o
in a status are complete.

Mark as Read Text (Includes the levels above) o

High The Document Owner will be notified after all tasks

in a level are complete (if levels are assigned). I

{Includes the levels above)

| Maximum The Document Owner will be notified as each
assignee completes their task.

{Includes the levels above)

2. By default, the Email Notifications setting is hidden from and locked for
document owners using the template. To change these settings, do one of
the following:

= Toletdocument owners see the Email Notifications setting but not
change it, click to clear the Hide check box and leave Lock selected.

m Toletdocument owners both see and change this setting, click to clear
both the Hide and Lock check boxes.

Enhanced Validation

When this feature is enabled, a user must enter his or her user name and
password (an electronic signature, in effect) in order to complete a task, such as
marking a document as read, accepting a document in review, or approving a
document. In the case where a kiosk computer is the point of general
PolicyTech™ access under a generic service account, this feature provides
verification that the intended user has completed a task.

1. For Enhanced Validation, click Yes or No.
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Important: Enhanced Validation can also be enabled or disabled at the
system level and on individual documents. See Default Document
Properties: Enhanced Validation (Electronic Signature) and "Optional
Document Settings" in the User's Guide.

2. Bydefault, the Enhanced Validation setting is hidden from and locked for
document owners using the template. To change these settings, do one of
the following:

m Toletdocument owners see the Enhanced Validation setting but not
change it, click to clear the Hide check box and leave Lock selected.

m Tolet document owners both see and change this setting, click to clear
both the Hide and Lock check boxes.

Editing Document

1. Inthe Editing Document list, click Inside the Browser or Outside the
Browser. The benefits of editing a Word document within a PolicyTech
browser window include the following:

m Ability to insert document property fields that update automatically if
they change

m Automatic display of an unremoveable watermark in documents in the
draft, review, and approval statuses

If you choose to have the document open outside of the PolicyTech
browser, when a user opens the document it will open in its default
program. PolicyTech detects each time the document is saved in the
default program and re-uploads a copy of the document.

Notes:

= A user must have the document's default program installed on his or
her computer in order to open a document outside of the browser.

= Besides Microsoft® Word and Excel®, PolicyTech supports the upload
and launching of Microsoft PowerPoint® (-pptx, .ppt) and Microsoft
Visio® (.vsd, .vss, .vst, .vdx, .vsx, .vix, .vsw) file types. You must enable
the launching of any other file type. See Setting Up Document Access
for details.

m A user's operating system (Windows or Mac OS) controls what
program a document is opened in by default.

m When using a Mac computer, all documents, including Word and Excel
documents, can only be opened outside of the browser.

2. Bydefault, the Editing Document setting is hidden from and locked for
document owners using the template. To change these settings, do one of
the following:
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m Toletdocument owners see the Editing Document setting but not
change it, click to clear the Hide check box and leave Lock selected.

m Tolet document owners both see and change this setting, click to clear
both the Hide and Lock check boxes.

Available To

Important: This setting applies only if the template's security level is set to
All Users (see Step 7 - Security for details).

Available To has two possible settings:

m Users with Document Owner Role (the default setting): Any user
assigned the document owner role will be able to see a document created
with this template while it is in any workflow status (draft, collaboration,
review, approval, pending, and published) as long as the document is
assigned to a site and department the document owner has access to.

m Custom Selection (Document Owners): Besides the assigned
document owner, only the document owners you specify can access the
document.

To select document owners,

1. Inthe Available To list, click Custom Selection (Document Owners),
and then click Select Users.

2. Inthe Site list, click the site containing the document owners you want to
give access to this template.

3. Do any of the following to select document owners:

m By default, a list of all document owners within the currently selected
site is displayed. Select the check boxes of one or more document
owners.

Note: Clicking a document owner's name shows information about that
document owner.
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Available To 0

Site| Corporate Headquarters I~

Departments | Job Titles | Document Owners | Selected Users @ Leam More Contents T

. Corporate Headquarters
P | search Document Owners | Benton, Carol (Envirenmental Control Manage

Hansen, Tom (Accounting Manager)
W Howard, Susan (Document, Control Administrs

3

[[] Allison, Todd (Tester)

[C] Bachman, Harold (Task Tester)

[#] Benton, Carol (Environmental Control Manager)

[C] Cane, Taylor (Tester)

[C] Christenson, Robert (Document, Control Administrator)

[C] Ellis, Dee (Installer)

0] Famnsworth, John (Information Systems Manager)

[C] Furniss, Jeremy (Analyst)

[[] Gleeson, Edward (Manufacturing Manager)

[C] Greenwood, Daniel (Senior Software Support Engineer)

[¥] Hansen, Tom (Accounting Manager)

7| Howard, Susan (Document, Control Administrator)
eonard, Lynn (Director of Education)

[] Stoker, Brent (Director of Engineering) —

[C] Thomas, Brad (Director of Operations)

[] Tietjen, Charles (Software Support Engineer)

[T _Tietien VWavne {Seninr Software Sunnort Enoineer)

m

POOOOTODEODDOOODD

Shift+Click selects a span of checkboxes. @ More Shortcuts

H Save |

Important: The remaining entities that you can assign have special
properties. If you assign a job title or department, or a group of job titles or
departments, all document owners, and only document owners, with those
job titles or within those departments will be given access to documents
created from this template. If document owners are added to or removed
from the selected job titles or departments, the access permissions are
automatically updated.

m Clickthe Job Titles tab. In the Job Titles list (displayed by default),
click the check boxes of one or more job titles.

Available To

Site | Corporate Headquarters ’

Departmants\" .Job 'I'rtles. |(Docurnen1 [‘mrners\I

L1

Job Title Groups
Job Titles. =

[ Accountant

Accounting Manager
Accounts Payable Clerk
Accounts Receivable Clerk
Chief Executive Officer
Chief Finance Officer
Chief Information Officer
Chief Operations Officer
wCreditor

Director of Education
Director of Engineering
Director of Finance
Director of Operations
Director of Purchasing
Document Control Administrator .

220D TOTRRTOOD
[EEEEEE = EEEE

Shift+Click selects a span of checkboxes. @ More Shortcuts
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m Clickthe Job Titles tab, and then click the Job Title Groups heading.
Select the check boxes of one or more job title groups.

m Click the Departments tab.In the Departments list (displayed by
default), select the check boxes of one or more departments.

m Click the Departments tab, and then click the Department Groups
heading. Select the check boxes of one or more job title groups.

4. Click Save.

Mark as Read Text

By default, the following text is displayed when a user clicks Mark as Read in
an approved document:

By marking this document as read, you are stating that you have read and
understood the complete document. If you do not understand, click Cancel
and contact your supervisor.

To replace the default text, click inside the Mark as Read Text box, and then
type the replacement text.

Notes:

m Do notinclude any of the following characters in the text: | (vertical
bar), < (less than symbol), * (caret)

m Click default text to see the default Mark as Read message, and then
click OK to close it.

m Click Expand Textbox to display a larger text box.

Step 2: Category Types (Template)

Important: This step is completely optional. However, document owners
can only assign categories within the category types you add here. For
example, if you assign no category types, a document owner creating a
document using this template cannot assign any categories.

1. Instep 2. Category Types, select the top-level categories you want to
assign. Your selections appear in the Selected box.

Notes:
= You can only select a top-level category, from which the document
owner using the template can select one or more subcategories.
= Toremove a category type from the Selected box, click it, and then
click .
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Policy v.1 ave and Close  Opl

[ [ Edit Document | Properties Wizard ‘ Template
Steps

[Tl Automatically select new Category Types @ What is this?
1. Template Setup

Category Types Selected ** = Required item o
| 2. Category Types n

@ [C] CALEA Compliance Standards
3. Writers @ [¥] Compliance Standards Document Type

[3) Document Type
4. Reviewers o LSA

@[] 1S0 9000
5. Approvers @ [ Issue Type
6. Readers © [] Manuals

@[] New Category
7. Security @ [C] Police Department

@ [ Sarbanes-Oxley Guidelines

Step Instructions:

Check one or more
Category Types from the
list below to move them to
the Selected box. The
chosen Category Types
will be the only ones
available for authors
when they use this
template.

Make Required

4 Back | | Save Edit Document | Mext Step » |

2. (Optional) The category types you've added are optional, and the
document owner can treat them as suggestions. To make a category type
required, in the Selected box, click the category type, and then click Make
Required. The two asterisks indicate that the category is required.
Document owners using this template must now select one or more
categories of that type.
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| Automatically select new Category Types @ What is this?

Selected ** = Required item ]

Compliance Type

Make Required
b

[#] | Edit Document | Next Step P

3. (Optional) Above the Selected box, click Automatically select new

Category Types if you want any category type created in the future to be
automatically added to this template as an optional category type.

4. Click Save.
5. Do one of the following:

= To continue with assigning properties, click Next Step, and then go to
Step 3: Collaboration (Template) in this guide.

4 Back H Save @ Edit Document Ne)d@ep 4

m To stop assigning properties and finish later, click Save and Close.
(When you're ready to continue with assigning properties, go to Editing
a Template.)

For Policies v.1

[ Edit Document | Properties Wizard ‘emplate

Steps

- = Basic Settings
For Policies ‘

‘ 1. Template Setup | Title
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m Towork on the template's document content, click Edit Document.
(When you are ready to continue with assigning properties, if the
template is still open click Properties Wizard,or go to Editing a

Template if you need to reopen it.)

Step 3: Collaboration (Template)

Important: This step is completely optional.

Use this step to assign optional or required writers to the template.

1.

assign.

In the Site list, click a site containing one or more writers you want to

2. When you first access step 3. Collaboration, a list of writers is displayed. If

you want to use another method for selecting writers, see Other Ways to
Select Writers. Otherwise, select one or more writers from the list.

Note: Toremove a writer from the Selected Users box, click the writer's
name, and then click .

Policy v.1

Edit Document | Properties Wizard

Steps
1. Template Setup

2 Category Types

3. Writers

4. Reviewers

3.

4.

5. Approvers
6. Readers

7. Security

Step Instructions:
Writers, as well as
Document Owners and
Proxy Authors, may
collaborate in authoring
documents in draft.

Template
Site | Corporate Headquarters
Departments | Job Titles || Wiiters Selected Users @ Leam More 1)
J | Search Writers ezl

Writer Groups
Writers

@ [] Call, Melissa (Information Systems Manager)
® Frantz, Nicole (Programmer)
@ [] Gatos, Will (Chief Information Officer)
@ [] Goff, Carli (Technician)
[C] Hopkins, Jefirey (Technician)
oward‘ Susan (Document Control Administrator)
ones‘ Anne (Chief Finance Officer)
Rose, Dorothy (Accountant)

e
(2}
e
en

@ [] Smiles, LaNae (Receptionist)

» |«

Shift+Click selects a span of checkboxes. @ More Shortcuts

Corporate Headquarters
Frantz, Nicole (Programmer)
Howard, Susan (Document Control Administrator)

© New Level Make Required @ (]

4 Back | | Save | @] Edit Document | NextStep »

(Optional) When you're finished adding writers from the current site, repeat

steps 1 and 2 for any other sites containing writers you want to assign.

(Optional) To make a writer a required assignee, in the Selected Users

box, click the writer's name, and then click Make Required.
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=1

Selected Users @ Leamn More
Level 1

Corporate Headguarters
Frantz, Nicole (Programmer)

“*Howard, Susan (Document Control Administrator

© New Level Make Required @ O Down
b

Edit Document | Next Step #

5. (Optional) As you assign writers, they are all assigned to level 1 of the
collaboration status, meaning that they will all receive a writing task at the
same time when the document is submitted to writers. If you want the
document to go to writers in a specific order, click New Level to create
additional writing levels. See Working with Levels (Template) for details.
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&

Selected Users @ Leam More
Level 1

Corporate Headquarters
Frantz, Nicole (Programmer)

Howard, Susan {(Document Control Administrator

[+ Newunl_ evel |:|Make Required @ O Down

dit Document | Next Step ¥

6. Do one of the following:

m To continue with assigning properties, click Next Step, and then go to
Step 4: Reviewers (Template) in this guide.

4 Back l‘ Save | [#] | Edit Document Neﬂ@ep 3

m To stop assigning properties and finish later, click Save and Close.
(When you are ready to continue with assigning properties, go to
Editing a Template.)

Policy v.1 9 {T)
it Document | Properfies Wizai emplate
Edit D t  Properties Wizard Templat

m Towork on the template's document content, click Edit Document.
(When you are ready to continue with assigning properties, if the
template is still open click Properties Wizard , or go to Editing a
Template if you need to reopen it.)

Other Ways to Select Writers

The default writer selection method is to select individual writers. You can also
select by writer group, department, or job title.
Writer Groups
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Click the Writers tab, and then click the Writer Groups heading. If you see
Multi-Site (Global) Groups or a site name preceded by [+, click [+ to display

group names. Select a department group.

Notes:
= A group is a combination of writers from a single site or from multiple

sites.
m To assign individual writers from a group, click the group name, and
then select writers.

| Site | Corporate Headquarters | - |

| Depariments || Job Titles || Wiriters |

Se
2 | Search Writers |
C

Writer Groups =

@ ] Administrative Assistants

@ [¥] Copywriters
@ [, Technical Writers

Writers =

| Shift+Click selects a span of checkboxes. @ More Shoricuis

Departments
Click the Departments tab, click a department, and then select one or more
listed writers.

Site| Corporate Headquarters

Departments | “Job Titles " “Writers |

O unting
@ Adr jistration
@ Disaster Recovery
§ Ehtnd e
@ Engineering

® Environmental Services (2] %Gifford, Tawna (Accounts Receivable Clerk)
@ Fiscal Services

oK |
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Job Titles

Click the Job Titles tab, click a job title, and then select one or more listed
writers.

Site | Corporate Headquarters
Depariments || Job Titles | Writers

@ Accountant

@ Accounting Manager

@ Accounts Payable Clerk

© Accounts Receivable Clerk
@ Chief Exg "tive Officer

@ Chief Finance Officer

@ Chief Information Officer

@ Chief Operations Officer

e %Gifford: Tawna (Accounts Receivable Clerk)

0K

Step 4: Reviewers (Template)
Important: This step is completely optional.

Use this step to assign optional or required reviewers to the template.

1. Inthe Site list, click a site containing one or more reviewers you want to
assign.

2. Alist of reviewers within the selected site is displayed by default. If you want
to use another method for selecting reviewers, see Other Ways to Select
Reviewers. Otherwise, select one or more reviewers from the list.

Note: To remove areviewer from the Selected Users box, click the
reviewer's name, and then click .
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For Policies v.1

[] Edit Document | Properties Wizard

Template

Steps

Step Instructions:
Reviewers provide
feedback on content and
properties. Feedback is
sent to the Document
Owner. Reviewers may
accept, revise, or decline
documents.

[C] Gleeson, Edward (Manufacturing Manager)
[C] Hansen, Tom (Accounting Manager)

[¥] Holmes, Lucille (Accountant)

[T] Johnson, Douglas (Chief Executive Officer)
[C] Oppener, Susie (Director of Purchasing)

[C] Packer, Mary (Accountant)

[C] Potis, Teny (Document Control Adminisirater)
[C] Schram, Johanna (Accountant)

[¥] Thomas, Brad (Director of Operations)

[C] User, Another (Chief Information Officer)

Si(el Corporate H ‘ v ‘
1. Template Setup - . 5
Departments || Job Titles | Reviewers Selected Users @ Leam More Contents @
2. Category Types Level 1
X gl ‘ Search Reviewers ‘ SE
8 s 5 = Corporate Headquarters
| 4. Reviewers Reviewer Groups & Holmes, Lucille (Accountant)
i a Thomas, Brad (Director of Operations)
5 rovers i
Aep [7] Benton, Carol (Environmental Conirol Manager) Wright, Fred (Software Development Manager)
6. Readers [C] Breen, Darren (Personnel Manager)
- [C] Cash, Jordon (Accounts Payable Clerk)
7. Security [C] Famswarth, John (Infermation Systems Manager)

22222 D22DODODOOD | 7

[C] Woao, Josh (Accountant)
%Wr\ghl Fred (Software Development Manager)

| Shift+Click selects a span of checkboxes. @ More Shortcuts ‘ Q@ New Level Make Required @ Up @ Down

4 Back | | Save Edit Document | Next Step »

3. (Optional) When you are finished adding reviewers from the current site,
repeat steps 1 and 2 for any other sites containing reviewers you want to
assign.

4. (Optional) To make a reviewer a required assignee, in the Selected Users
box, click the reviewer's name, and then click Make Required.

5. (Optional) As you assign reviewers, they are all assigned to level 1 of the
review status, meaning that they will all receive a review task at the same
time when the document is submitted to review. If you want the document
to go to reviewers in a specific order, click New Level to create additional
review levels. See Working with Levels (Template) for details.
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&

Selected Users @ Leam More
Level 1

Corporate Headquarters
Frantz, Nicole (Programmer)

Howard, Susan {(Document Control Administrator

[+ Newunl_ evel |:|Make Required @ O Down

dit Document | Next Step ¥

6. Do one of the following:

m To continue with assigning properties, click Next Step, and then go to
Step 5: Approvers (Template) in this guide.

4 Back l‘ Save | [#] | Edit Document Neﬂ@ep 3

m To stop assigning properties and finish later, click Options, and then
click Save and Close. (When you are ready to continue with assigning
properties, go to Editing a Template.)

Policy v.1 V] {t’) |
it Document | Properfies Wizai emplate
Edit D t | Properfies Wizard Templat

m Towork on the template's document content, click Edit Document.
(When you are ready to continue with assigning properties, if the
template is still open click Properties Wizard, or go to Editing a
Template if you need to reopen it.)

Other Ways to Select Reviewers

The default reviewer selection method is to select individual reviewers. You can
also select by reviewer group, department, or job title.

Reviewer Groups
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Click the Reviewers tab, and then click the Reviewer Groups heading. If you
see Multi-Site (Global) Groups or a site name preceded by [+/, click [+/to
display group names. Select a reviewer group.

Notes:
= A group is a combination of reviewers from a single site or from multiple
sites.
m To assign individual reviewers from a group, click the group name, and
then select reviewers.

Site | Corporate Headquarters

'.Deparhnenis."..JnhTiﬂ&s.' Reviewers

2 | Search Reviewers

Reviewer Groups

@ Multi-Site (Global) Groups
- § Corporate Headquarters
[E) Managers

Departments

Click the Departments tab, click a department, and then select one or more
listed reviewers.

Site| Corporate Headquarters

Depariments || Job Titles || Reviewers

+ @ Accounting
@ Administration
@ Disaster Recovery
@ Educational Resources
@ Engineering
@ Environmental Services
@ Fiscal Services
@ Human Resources
@ Install
@ Manufacturing
@ Operations

@ Purchasing

Available Users

(1] Breen, Darren (Personnel Manager)

oK

Job Titles

Click the Job Titles tab, click a job title, and then select one or more listed
reviewers.
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Sitel Corporate Headquarters

Cepartments | Job Titles | Reviewers

@ Environmental Control Manager
© Information Systems Manager

® Janitor

@ Machinist )

@ Mail Clerk Available Users

@ Manager -

@ Manufacturing Manager (1] Breen, Darren (Personnel Manager)
@ Mechanical Engineer

@ MSDS Technician
© Network Assistant
@ Payroll Clerk

€ Personnel Manager
O Programn'\[%

© Receiving

® Receptionist

OK

Step 5: Approvers (Template)
Note: This step is completely optional.

Use this step to assign optional or required approvers to the template.

1. Inthe Site list, click a site containing one or more approvers you want to
assign.

2. Alist of approvers within the selected site is displayed by default. If you
want to use another method for selecting approvers, see Other Ways to
Select Approvers. Otherwise, select one or more approvers from the list.

Note: To remove an approver from the Selected Users box, click the
approver's name, and then click .

PolicyTech 9.0 Administrator's Guide



192 - Document Setup

For Policies v.1 ) |

Edit Document | Properfies Wizard Template

s Site | Corporate Headquarters
1. Template Setup
Departments | Job Tilles || Approvers Selected Users @ Leam More o
2. Category Types
P | Search Approvers Level 1
2 U = Corporate Headquarters
4. Reviewers Approver Groups & Johnson, Douglas (Chief Executive Officer)
. iE Approvers £ Jones, Anne (Chief Finance Officer)
. SIEEE - @ [¥] Johnson, Douglas (Chief Executive Officer)
6. Readers ® Jones, Anne (Chief Finance Officer)
® eonard, Lynn (Director of Education)
7. Security

@® [ Potis, Teny (Document Control Admlfustlalor)

B

Step Instructions:
Approvers have the final
say in document creation
and may be legally
responsible for the
content of the document.
Approvers may accept,
revise, or decline
documents.

Shift+Click selects a span of checkboxes. @ More Shortcuts Q@ New Level Make Required @ L]

4 Back | | Save | [5]] Edit Document | Next Step b

3. (Optional) When you are finished adding approvers from the current site,

repeat steps 1 and 2 for any other sites containing approvers you want to
assign.

4. (Optional) To make an approver a required assignee, in the Selected
Users box, click the approver's name, and then click Make Required.

5. (Optional) As you assign approvers, they are all assigned to level 1 of the
approval status, meaning that they will all receive an approval task at the
same time when the document is submitted to approval. If you want the
document to go to approvers in a specific order, click New Level to create
additional approval levels. See Working with Levels (Template) for details.
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&

Selected Users @ Leam More
Level 1

Corporate Headquarters
Frantz, Nicole (Programmer)

Howard, Susan {(Document Control Administrator

[+ Newunl_ evel |:|Make Required @ O Down

dit Document | Next Step ¥

6. Do one of the following:

m To continue with assigning properties, click Next Step, and then go to
Step 6: Readers (Template) in this guide.

4 Back l‘ Save | [#] | Edit Document Neﬂ@ep 3

m To stop assigning properties and finish later, click Options, and then
click Save and Close. (When you are ready to continue with assigning
properties, go to Editing a Template.)

Policy v.1 V] {t’) |
it Document | Properfies Wizai emplate
Edit D t | Properfies Wizard Templat

m Towork on the template's document content, click Edit Document.
(When you are ready to continue with assigning properties, if the
template is still open click Properties Wizard , or go to Editing a
Template if you need to reopen it.)

Other Ways to Select Approvers

The default approver selection method is to select individual approvers. You
can also select by approver group, department, or job title.
Approver Groups
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Click the Approvers tab, and then click the Approver Groups heading. If you
see Multi-Site (Global) Groups or a site name preceded by [+/, click [+/to
display group names. Select an approver group.

Notes:
= A group is a combination of approvers from a single site or from
multiple sites.

m To assign individual approvers from a group, click the group name, and
then select approvers.

Site | Corporate Headquarters

[ .Departmenis " Job Titles | Approvers

2 | Search Approvers

Approver Groups

@ Multi-Site (Global) Groups
- § Corporate Headquarters
@ ] Executives

@ [¥] Managers

Departments

Click the Departments tab, click a department, and then select one or more
listed approvers.

Site | Corporate Headguarters

Departments .Jub'l'ﬂies. -Apprwers.

+ @ Accounting
© Administration
@ Disa ecovery
@ Educational Resources

@ Enginzering ~ -
@ Environmental Services
@ Fiscal Services n '
@ [¥] Gatos, Will (Chief Information Officer)
2 :—Iu;nﬁnthesources @ [[] Howard, Susan (Document Control Administrator)
newataton ® [¥] Johnson, Douglas (Chief Executive Officer)

ﬂ Mfggﬁlﬂﬁng ® [l.¥ones, Anne {Chief Finance Officer)

OK
Job Titles
Click the Job Titles tab, click a job title, and then select one or more listed
approvers.
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Site | Corporate Headquarters

Departments | Job Tiles | Approvers

@ Accountant

@ Accounting Manager

@ Accounts Payable Clerk
@ Accounts Receivable Clerk
@ Chief Executive Officer

@ Chief Finance Officer Available Users

@ Chief Infogmation Officer n ]

@ Chief Op& "tions Officer ® Gatos. Will (Chief Information Officer)
@ Creditor k

@ Director of Education
eD f Enaineerina

lirector of neerir

OK

Step 6: Readers (Template)
Important: This step is completely optional.

Use this step to assign optional or required readers to the template.

1. Inthe Site list, click a site containing one or more readers you want to
assign.

2. Alist of departments within the selected site is displayed by default. If you
want to use another method for selecting readers, see Other Ways to
Select Readers. Otherwise, select one or more departments from the list.

Note: Toremove a department from the Selected Users box, click the
department name, and then click i
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e Site | Corporate Headquarters

[<]

1. Template Setup
Departments | Job Titles || Readers Selected Users i)

2. Catey T
LiyIEE= Corporate Headquarters
Department: Accounting

Department: Fiscal Services

y Department Groups
3. Writers

» |«

Departments

= @ [¥] Accounting
[C] Administration

4. Reviewers

5. Approvers

[C] Disaster Recovery

[C] Educational Resources
[C] Engineering

[C] Environmental Services
v Fiscal Services
%{uman Resources

[7] Installation

[C] Manufacturing

[C] Operations

[C] Purchasing

[C] Shipping and Receiving
[T] Software Development
[C] Systems Administration
[T] Technical Services

‘ 6. Readers

7. Security
N—————

Step Instructions:
Readers selected will
receive email and fask

+

#

229222222 DODOOD

nofifications to read the
document after the
document is approved.

Shift+Click selects a span of checkboxes. @ More Shoricuts

Read Interval: &) Once O Every

4 Back | | Save | []] Edit Document | NextStep b

3. (Optional) When you are finished adding readers from the current site,
repeat steps 1 and 2 for any other sites containing readers you want to
assign.

4. (Optional) To make a department a required assignment, in the Selected
Users box, click the department name, and then click Make Required.

5. (Optional) By default, readers receive only one reading assignment for a
document. If you want the assigned readers to read the document again
periodically, for the Read Interval setting, click Every, and then type a
number of months.
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ected Users o
~orporate Headquarters
Department: Accounting
Department: Fiscal Services

=ad Interval: () Once| (=) Every |6 |month(s).

ument | Mext Step P

6. Do one of the following:

m To continue with assigning properties, click Next Step, and then go to
Step 7 - Security (Template) in this guide.

4 Back l“ Save | [s] | Edit Document Ne)d@ep 4

m To stop assigning properties and finish later, click Options, and then
click Save and Close. (When you are ready to continue with assigning
properties, go to Editing a Template.)

Policy v.1 v @ |

[%] Edit Document | Properfies Wizard Template

m Towork on the template's document content, click Edit Document.
(When you are ready to continue with assigning properties, if the
template is still open click Properties Wizard , or go to Editing a
Template if you need to reopen it.)

Other Ways to Select Readers

The default reader selection method is to select individual departments. You
can also select by job title, by reader group, or by readers.
Job Titles
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Click the Job Titles tab, and then do one of the following:

= Select the check box before a job title to add all readers with that job title.

Important: The advantage of selecting a job title rather than individual
readers is that the reading assignment will be automatically updated as users
are assigned or unassigned to that job title.

For Policies v.1 ¥ Save and Close Opfions

[&]] Ecit Document | Propertics Wizard L Template
S Sillel Corporate Headquarters ‘ v ‘
1. Template Setup —
Departments || Job Titles | Readers Selected Users Contents
2. Category Types | ‘ C Hond, -
» Job Title Groups = P rready :
3. Writers Dep - Accounting
5 Job Titles = Dep - Fiscal Services
4. Reviewers @ [7) Accountant - Job Title: Accountant
5. Approvers @ [] Accounting Manager m Job Title: Accounting Manager
@ [¥] Accounts Payable Clerk Job Title: Accounts Payable Clerk
6. Readers @ [J] Accounts Receivable Clerk Job Title: Accounts Receivable Clerk

- @ || Chief Executive Officer Job Title: Director of Finance

@ [] Chief Finance Officer
[C] Chief Information Officer

[C] Chief Operations Officer
[C] Creditor
[C] Director of Education
[C] Director of Engineering
| Director of Finance
%;)iredorof Operations
[T] Director of Purchasing
[C] Document Control Administrator
[C] Environmental Control Manager
[C] Information Systems Manager
[C] Janitor
[C] Machinist
[ Mail Clerk
[C] Manager
[C] Manufacturing Manager
[C] Mechanical Engineer -

Step Instructions:
Readers selected will
receive email and task
notifications to read the
document after the
document is approved.

[ (3] [ 3] ) () 8 30 () ) ) 8 ) )
2220222222222 OOD

Read Interval: (5) Once () Every Bw“:\wt}“ s).

[ 4 Back | | Save | (] Edit Document | NextStep b |

m Click ajob title, and then select one or more listed readers.

Site | Corporate Headquarters |

Depa'lmemsm Job Titles. |( Rmnemﬁ

Job Title Groups =

Job Titles S

© ) ool ing
P ng Manager Available Users %
© [[] Accounts Payable Clerk | & = Hoimes, Lucille (Accountant)

@ [ Accounts Receivable Cle @ [¥] Packer, Mary (Accountant)

g g:!e; E_xel:l.rlwf}%fﬁoer O Schram, Johanna (Accountant)

Iel Finance Uticer @ [V] Steiner, Mark (Accountant)

@ [ Chief Information Officer @ [V Woo, Josh (Accountant)

[+ @ [7] Chief Operations Officer !

- & 1 Creditor

[ ok |

Reader Groups
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Click the Readers tab, and then click the Reader Groups heading. If you see

Multi-Site (Global) Groups or a site name preceded by [+, click [+| to display
group names. Select a reader group

Notes:

m A group is a combination of readers from a single site or from multiple
sites.

m To assign individual readers from a group, click the group name, and
then select reviewers.

Site | Corporate Headquarters
Departmenis || Job Titles | Readers

2 | Search Readers
Reader Groups

+ @ Multi-Site (Global) Groups
- @ Corporate Headquarters

@ [] All Readers - Corporate Headquarters
® [J] Managers

Readers
Click the Readers tab, click the Readers heading, and then select one or more
listed readers.

Note: Because every user is usually assigned the reader role, loading the
reader list could take several minutes.

Site | Corporate Headquarters
Depariments | Job Titles | Readers

2 | Search Readers
Reader Groups

Readers (Loading may take several minutes)

@ [7] Aguiar, Janice (Accounts Payable Clerk)

(2] Benjamin, John {Accounts Fayable Clerk)

@ [] Benton, Carol (Environmental Control Manager)
[E] Breen, Damren (Personnel Manager)

@ [ Calfus, Steven (MSDS Technician)

@ [¥] Call, Melissa (Secretary)

@ [7] Cash, Jordon (Accounts Payable Clerk)

@ [¥] Chatmon, Chase (Janitor)

@ [0.Cobb, Sarah (Secretary)

@ [ ] Dean, Nancy (Programmer)

Step 7: Security (Template)

Important: This step is completely optional.
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Use this step to assign different security and encryption levels to the template in
order to restrict who can work with, view, or search the contents of a document

created with this template .

1. Click the Security Level box, and then click a level. See Security Levels

below for details on each level.

For Policies v.1

@ Edit Document | Properties Wizard

Template

Steps

1. Template Setup
2 Category Types
3. Writers

4. Reviewers

5. Approvers

6. Readers

| 7. Security

Step Instructions:
Please choose whether
this document should be
viewable by all users or
whether increased
document security is
needed.

- Security Options
Security Level

All Users

&y All Users I}

4 Restricted - High

4+ Restricted - Severe

DCAs and assigned Proxy Authors can view the document at any time

from any securitv level.
Users can view this document in the workflow stages they
have permission to view.

(Example: Any user with a role can view upcoming documents in
any status from links in the Overview = Document History.)

Users can view this document at any time as long as any
task is assigned to them for this document.

(Ex: Reviewers on the document can still view it while it is in the
Approval stage )

Users can view this document only during the time that an
active task is assigned to them for this document.

(Ex: Reviewers on the document can only view it while it is in the
Review stage.)

4 Back | | Save | [g] Edit Document

2. Do one of the following:

= [fyou selected the All Users security level (the default setting), you are

done with security options. Go to step 5 below.

m If you selected Restricted - High or Restricted - Severe, continue

with step 3.

3. (Optional) Click the Encryption Mode box, and then click Normal

(Recommended) or High. See Encryption Modes below for details on the

two modes.
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- Security Options
Security Level | Restricted - Severe ‘ v E-—rﬁ:frjgdaﬁs;%r:idmzr g’;ﬁmms e
Encryption Mode ormal (Recommended) ‘ v |

- Other Allowed Users
The users chosen bg
have access.

Site | Corporate Head

Depariments | ...Jnh Tilleg

Department Groups
Departments

+ @ ] Accounting
@ [] Adminisiratio
@ [] Disaster Rec|

[] Educational R

Normal (Recu&mended)
High

Allow full text searching of the document.

Once encrypted, only document titles and keywords are
searchable.

ALy, Caution!

Enabling document encryption on the template will activate

encryption by default on all documents that are created using this

template.

Encrypted documents will be searchable by name (by those with
appropriate permission) but the contents of the document will not
be searchable.

Encrypted documents will take longer to open, and increase the
processing load on the server.

o
57

Ell

(1)

# @ [] Engineering
(4] Environmental Services
@& F

4. (Optional) If you want to grant access permissions to specific users who
would not normally have access under the Restricted - High or
Restricted - Severe security level, select those users by department, by
job title, or by those who have been assigned the reader role. See Other
Allowed Users below for details on what permissions will be granted.

Site | Corporate Headquarters |T|

Departmenis | “Job Titles [ Readers |

Selected Users

Contents T

Department Groups
Departments

+ @ [] Accounting
Administration
Disaster Recovery
Educational Resources
Engineering
Environmental Services
Fiscal Services

Human Resources
Installation T
Manufacturing

Operations

Purchasing -

| o | | ¢

¥

m

¥

2222222 DOOD

Shift+Click selects a span of checkboxes. @ More Shoricuts

4 Back H Save Edit Document

5. Do one of the following:

= [f you are finished with the template for now, click Save and Close.
(When you are ready to work on the template again, go to Editing a

Template.)

Policy v.1

Edit Document | Properties Wizard

m Towork on the template's document content, click Edit Document
(see Adding Document Content to a Template for detailed instructions).
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Security Levels

The roles you assign users for working with documents allow these users
access to the workflow statuses that correspond with their roles. For example, a
document owner will see documents in the draft status, a writer will see
documents in the collaboration status, and a reader will see documents in the
published status. Which documents they can see in each of these statuses
depends on a document's assigned security levels, as explained below.

All Users. When a document is assigned this security level, all users with the
roles mentioned above can see that document in the workflow statuses they
have access to, even if they are not specifically assigned to that document. For
example, someone with the document owner role who is not a document's
owner can see that document while it is in the draft status, and someone with
the reviewer role who is not assigned to a document can see that document
while it is in the review status.

Restricted - High. With this security level assigned to a document, only those
specifically assigned to one or more stages of the document have access to it.
They can also access the document in any workflow status except archived. For
example, someone assigned as a document's approver can see that document
while it is in the draft, collaboration, review, approval, pending, and published
statuses.

Restricted - Severe. As with the Restricted - High security level, only users
specifically assigned to one or more statuses of the document have access to it.
However, they can only view that document when it is in the status to which
they are assigned. For example, an assigned writer can only see the document
while it is in the collaboration status.

Encryption Modes

The encryption mode determines how much of a document is searchable when
a user searches for a document from a document list, such as when the
published status is selected.

Normal. The document's title, keywords, and contents are all searchable.

High. Only the document's title and keywords are searchable. (Keywords can
be added in step 1. Settings of the document Properties Wizard.)

Important: Be aware that documents with high encryption take longer to
open and increase the PolicyTech™ server's processing load.

Other Allowed Users

If you assign a document the Restricted - High or Restricted - Severe
security level, you have the ability to allow other users who are not assigned to
this document to access the document as if they were assigned to it. As with
users assigned to the document, where users can access the document
depends on their document roles and the security level.

To allow other users to access this document, do one of the following:
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Click the Departments tab, click the Departments heading, and then
select the departments whose users you want to grant access to this
document.

Click the Departments tab, and then click the Department Groups
heading. If you see Multi-Site (Global) Groups or a site name preceded
by [+], click [+ to display group names. Select a department group.

Click the Job Titles tab, click the Job Titles heading, and then select one
or more job titles. All users with that job title will have access to the
document.

Click the Job Titles tab, and then click the Job Title Groups heading. If
you see Multi-Site (Global) Groups or a site name preceded by [+, click [+
to display group names. Select a job title group.

Click Readers, and then in the Search Readers box, start typing a user
name. As soon as you see the user you want to add, click the user's name.

Click the Readers tab, and then click the Reader Groups heading. If you
see Multi-Site (Global) Groups or a site name preceded by [+, click [+ to
display group names. Select a reader group.

Click the Readers tab, click the Readers heading, and then select one or
more individual readers.

Working with Levels (Template)

When you assign writers, reviewers, and approvers to a template in the
Properties Wizard, you can create levels to specify which users get the
document first, second, and so on. When you create multiple levels, all users on
the first level must complete their tasks, such as reviewing the document, before
the same task can be sent to the users at the next level.

The following instructions assume that you are currently working on one of the
following Properties Wizard steps in a template: 3. Collaboration, 4.
Review, 5. Approval.

. Toadd alevel, do one of the following:

m Atthe bottom of the Selected Users box, click New Level.
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Selected Users @ Leam More i}
Level 1

Corporate Headquarters
Holmes, Lucille (Accountant)
Reviewer Group: Managers
Thomas, Brad (Director of Operations)
Wright, Fred (Software Development Manager)

(+] Newunl_ evel Make Required @ v

dit Document | Mext Step #

m Click a user's name, and then click Down to create a new level.

Selected Users @ Leam More Contents T

Corporate Headquarters
Holmes, Lucille (Accountant) Selected Users @ Leam More Contents T
Reviewer Group: Managers Level 1
Thomas, Brad (Director of Operations) Corporate Headquarters

Wright, Fred (Software Development Manage' Holmes, Lucille (Accountant)

Thomas, Brad (Director of Operations)
Wright, Fred (Software Development Manager)
e

Reviewer Group: Managers

© New Level [ Make Required @ V] D%wn

Edit Document | Next Step © New Level [|Make Required @ Up © Down

-dit Document | Mext Step »
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Notice in the screenshots above that a black Level 2 heading appears.
The black color indicates that this level is now active. Any additional
users selected at this point are added to Level 2. To make Level 1
active again, click the Level 1 heading.

2. Do one of the following to put selected users in a level:

m Click a level heading to activate that level, and then select the users by
department, job title, or role for that level.

m Click a user already listed in the Selected Users box, and then use Up
or Down to move the user to a different level.

Note: Clicking Down when the user is already at the last level (highest
numerically) automatically creates a new level.

Selected Users @ Leam More i

Corporate Headquarters

Heolmes, Lucille {Accountant)

Corporate Headquarfers
Thomas, Brad (Director of Operations)

Wright, Fred (Software Development Manager
Level 3

Corporate Headquarfers
Reviewer Group: Managers

© New Level [|Make Required @ Up © D%n

-dit Document | Next Step ¢

Adding Document Content to a Template

How you add content to a template depends on the currently selected
document type. You can also add content to any document type template by
importing an external file.

Adding Content to a Word or Excel Template
Adding Content to an HTML Template
Adding Content to an Upload File Template
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Importing Content (Template)

Adding Content to a Word or Excel Template

Important: Before you can add Word® or Excel® content to a template, you
must complete at least step 1. Template Setup of the Properties Wizard. If
you have not already done so, complete the instructions under Step 1:
Template Setup.

What You Should Know about Using Word or Excel inside of
PolicyTech

Writing Word or Excel document content within PolicyTech™ is much the same
as writing a document in the Word or Excel program outside of PolicyTech. For
example, while using Word or Excel inside of PolicyTech, you will see any
customizations you have made to the Quick Access Toolbar and Ribbon
while using Word or Excel outside of PolicyTech. Some of the differences you
might notice when using Word or Excel inside of PolicyTech include the
following:

When you click Edit Document or open a document from a document list,
some processes run that enable the editing of the Word or Excel document
within PolicyTech. You cannot work with the document until those
processes are finished.

Most, but not all, Word and Excel features are available

When you save a template after writing Word or Excel content, that content
is saved to the PolicyTech database rather than as a file on a hard drive.
You might also notice that a process runs each time you save the
document.

If the document contains unsaved changes and you click one of the other
tabs (Properties Wizard, Overview, or Edit Questionnaire), PolicyTech
automatically saves the document.

One extra thing you can do when using Word or Excel within PolicyTech is
to insert fields that contain certain document properties, such as the
document title the document owner adds when creating a document using
this template, or the names of the reviewers you assign in step 4.
Reviewers. These fields are automatically updated whenever the property
information changes.

Adding Document Content

Note: It is not within the scope of this guide to instruct on how to use the
Word or Excel program to write documents. The instructions that follow
assume you have a working knowledge of Word and Excel.

1.

Do one of the following to open the Word or Excel editing window:
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m [f you currently have the template open and have the Properties
Wizard tab selected, click the Edit Document tab near the upper left
corner or the Edit Document button at the bottom of the currently
displayed Properties Wizard step.

For Policies v.1 (Resfricted - Severe) ¥ Saveand Close Oplions ¥

I ] Ecit Document EWWIZSM “ Template
I Steps ' - = Basic Settings

1. Template Setup Title For Policies
2Ty Document Type | Word Document ‘ v ‘
3. Writers. A
4. Reviewers SHES [¥|Corporate Headquarters
. Manufacturing
5. Approvers [#]Sales & Support Office
6. Readers
7. Security
[C] Automatically select new sites as they get created
Step
Before writing your 5 0 :
) -
ale, please provide # Optional Settings
mﬂ?&{:&?&"e?‘g - Document Review Interval - Editing Document
once you are dm:“,],m, + Warning Period = Publication Date  + Email Nofifications
this step, you can click

Edit Document to work on
it immediately. You may
then come back to this
wizard later to finish
setting the Properties.

]
(& Sav+ (&]] Exit Document Pms&ap »_'l
|

m [fthe template is currently closed, click PREFERENCES, click
Document Settings, and then click Templates. Click the template you
want to add Word or Excel content to.

DOCUMENTS ' MY TASKS (11) ' REPORTS | PREI

policytech

Personal Seftings

Company Setup Sites | Corporate Headquarlers| v |

User Setup Page 1 of 1 (13 items) 1
Document Setup T]rpe‘ Title
pelauliioperics — Blank Excel Document —-
Categories 5] - Blank Upload File Template —
Templates
E @ — Blank Word Document -
Import Documents @ FEpp——
or Policies
Bulk Edit -
_ ForSchedules
Recycle Bin N
For Slide Decks
System / IT Settings = orshae e
—— For Web Pages

2. Click Edit Document.

You should now see a window similar to one of the windows below.
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Note: The Word or Excel user interface may look different, depending on the
version you have.

For Schedules v.1 | ¥ Save and C * 2

[x1] Edit Dogument | Properties Wizard Template

Edilor Tools ¥

IR N S

Home | Inset  Pagelayout  Formulas  Data  Review  View  Developer  Team o g o ks

i General - [ Conditional Formatting ~ 5= Insert ~ ):vf\? 1?5
H- $ - % @- Z

= & Calibri -1 A
Ha- b 9 [ Format as Table ~ &% Delete ~
Paste B I U- ‘ = Sort & Find &
- == i 5% (55 Cell Styles - [ElFormat - | 2~ Fiter~ Select~
Clipboard s Font i Number 1w Styles Cells Editing

For Palicies v.1 2 .

[¥)] Edit Document | Properties Wizard Template Editor Togls ¥

Home | Inset  Pagelayout  References  Mailings  Review  View  Developer

e . .
5 © TimesMewRom v 12 v AT A7 | Aav &) i 4aBbCel AaBb( | AaBbCcl | % #

Paste f B I U -abe x, X* & - A~ Emphasis  Headingl | THormal |— g:ya‘nqe Editing
10 o esT | T
1n Clipboard = Font ] Paragraph ] Styles ]
= L) SRR SN N SN N SN NN SN RSN BN NI S o AL [ 7
FIEY ol
14 -
15 .
16 -
17 -
H 4 » M| Sheet |
Ready | 3 | .
:
)
. *
Page:1of1 | Wordsi0o | 3 | IEEEEER 1! Iy} (+)

3. Do one of the following to add content to the document:

m Use any available Word or Excel features to write and format the
document.

Note: If you would like to see more of the document within the window, click
Editor Tools, and then click Collapse Header Bar. When you are ready to
use a feature in the header bar, click Editor Tools, and then click Expand
Header Bar.

m Click Editor Tools, click Import/Overwrite, and then follow the
prompts to import the content of an existing Word or Excel document
from outside of PolicyTech (see Importing Content (Template) for
detailed instructions).

Important: Importing content completely overwrites any existing content.
Copy and paste information from another document if you don't want to
overwrite this document's existing content.
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Template Editor Tools ~

Import [ Ovenwrite

Downl Source File
4 Insert Properiies
Undock Word Module
Word Module Version
Word Module Log File

Collapse Header Bar

4. (Optional) Place your cursor in the document where you want to insert a
document property field. Click Editor Tools, click Insert Properties, and
then find and insert a document property (see "Inserting Document
Properties” in the User's Guide for detailed instructions).

Template Editor Tools ~

Import [ Overwite
Download Source File
4 Inseri Properiies

Tifle 4 Document Info

;\ﬁf}rence # 4 Company Info Undock Word Module

Keywords 4 Categories Word Module Version

Jersion Number 4 Dates Word Module Log File
4 User Info Collapse Header Bar

Supersedes
Affected Depariment(s)
Version Change Summary

5. When you're finished adding content, do either of the following:

m Save and close the template (see Saving and Closing a Template).

m Finish assigning document properties (see Assigning Template
Properties).

Adding Content to an Upload File Template

Important: Before you can add content to a template document, you must
complete at least step 1. Template Setup of the Properties Wizard. If you
have not already done so, complete the instructions under Step 1: Template

Setup.

1. Do one of the following to open the document editing window:

m [f you currently have the template open and have the Properties Wizard
tab selected, click the Edit Document tab near the upper left corner, or
the Edit Document button at the bottom of the currently displayed
Properties Wizard step.
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SR

Template
Steps ~ = Basic Setiings
1. Template Setup Title For PowerPoint Presentations
2 (LR T it Type [ 57 Upload a File [~]
3. Writers e
\ R Sl [ Archive S
. Corporate Headquarters A
5. Approvers Manufacturing T
6. Readers [ClReseach & Development
7 Security Sales & Support Office i
A i select new sites as they get created.

Step

I I - (el RIS}

e, please de Optional Settings
::nh?nl;mm%; + Document Review Interval - Editing Document
once you are dmee:ilh " | |+ Waming Period + Publication Date = Email Notifications
this step, you can click

Edit Document to work on
it immediately. You may
then come back to this
wizard later to finish
setting the Properties.

 —
(il savo|[ 1] it Document [Nt 50 » )
S

m [fthe template is currently closed, click PREFERENCES, click
Document Settings, and then click Templates. Click the template you
want to add content to.

DOCUMENTS ' MY TASKS (15) ' REPORTS — PREFERE

policytech

Site: Corporate Headquarters ~

Preferences M New Template 7

Personal Settings
Company Setup Sites | Corporate Headquartersl v |

User Sefup Page 1 of 1 (13items) </ </ 1 >[[>
Document Setup Type ‘ Title
Default Properties
Categories
Templates
Import Documents
Bulk Edit
Recycle Bin
System / IT Settings

— Blank Excel Document -
— Blank Upload File Template —
— Blank Word Document --

For Job Descriptions

For Performance Evaluations
For Policies

For PowerPoint Presentations
For Schedules

Loaded

Procedure Template

Sucif oAl Aoy s i A

Template A

2. You should now see the window shown below. Do one of the following to
select a file to upload:
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m Click Browse, find and click the file you want to upload, click Open, and
then click Upload File.

Please choose a file to upload.

Broywse. .

Or drag a file here to upload it. (Optional)

= Open Windows Explorer, and then find the file you want to import. Click
and drag the file onto the box that contains the text Or drag a file here
to upload it. (Optional). The file is uploaded automatically.

Note: If ever needed, you can import another and replace the currently
uploaded file's contents. See Importing Content (Template) for details.

3. Analert appears stating that the uploaded file has been renamed to match
the template title you typed in the first step of the Properties Wizard. Click

OK.

The uploaded file has been renamed to match the title given in
step 1 of the properties wizard.

oK

4. To view or modify the uploaded document's contents, in the File
Information window, click the file name. The document opens in the
Windows default program for that file type.

Note: Besides Word® and Excel®, PolicyTech™ supports the upload and
launching of Microsoft PowerPoint® (.pptx, .ppt) and Microsoft Visio® (.vsd,
.Vss, .vst, .vdx, .vsx, .vtx, .vsw) file types. You can enable the launching of any
other file type. See Setting Up Document Access for details.

Click the file below to open it: & Import / Overwrite
MName Date Modified
: . 06/18/2013
@ For PowerPoml\Igresentatlons_ppb( 1-16 PM

L "

5. You will see the alert shown below in PolicyTech. Click OK.
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Note: You can change what program automatically opens by using Default
Programs in the Windows Control Panel.

i '\ / .'\

Important: The file has been opened using your default
program for this file type.

Please save changes to the file and close it before closing this
browser window.

10K

b "y

6. Make the desired changes, save the file, and then close the program.
7. When finished adding and modifying content, do either of the following:

m Save and close the template (see Saving and Closing a Template).

= Finish assigning document properties (see Assigning Template
Properties).

Adding Content to an HTML Template

Important: Before you can write or otherwise add content to a template's
HTML document, you must complete at least step 1. Template Setup of the
Properties Wizard. If you have not already done so, complete the
instructions under Assigning Template Properties.

1. Do one of the following to open the HTML document editing window:

= If you currently have the template open and have the Properties
Wizard tab selected, click the Edit Document tab near the upper left
corner or the Edit Document button at the bottom of the currently
displayed Properties Wizard step.
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For Policies v.1

¥ Save and Close Opfions ¥

=R
L

Steps = Basic Settings
1. Template Setup Title For Policies
& (T T it Type & Rich Text Document [~]
3. Writers o

Sites . -

Archive
4. Reviewers
[¥ICorporate Headquarters L
5. Approvers [CIManufacturing T
6. Readers [CIReseach & Development
7 Security Sales & Support Office J8
[l Automatically select new sites as they get created.
Step
) =
e, please provide Optional Settings

m"?;m "e"_"(’]; + Document Review Interval - Editing Document
mwywa:edmee&im " | |+ Waming Period = Publication Date  « Email Notifications
this step, you can click

Edit Document to work on
it immediately. You may
then come back to this
wizard later to finish
setting the Properties.

Lu Smel\ ‘K| Edit Document Irumsmp »j

m [fthe template is currently closed, click PREFERENCES, click
Document Settings, and then click Templates. Click the template you
want to add HTML content to, and then click Edit Document.

DOCUMENT S

policytech

Preferences

Personal Settings

Company Setup
User Setup
Document Setup
Default Properties
Categories
Templates
Import Documents
Bulk Edit
Recycle Bin
System / IT Settings

Site: Corporate Headquarters ~

W MNew Template 2

MY TASKS (15) ' REPORTS | PREFERE

Sites |Cnrpurate Headquartersl v |

Page 1of 1 (13items) </ <1 [>] >/
Type| Title

THeEsEE®E

— Blank Excel Document —

— Blank Upload File Template —
- Blank Word Document --

For Job Descriptions

For Performance Evaluations
For Performance Evaluations
For Policies

For gﬁhedu les

Loaded

Procedure Template

You should now see a window similar to the one below.
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Blank Rich Text Document v.1
RIS Editor Tools

MEdiancumant Properties Wizard | Overview

Home

==l & cut |H FontName ~|B|JZ O] A -
= 23 Copy ¥ ~ ||| Font Size - |abe| 3| Xa| Oy v
Paste

~ @ iPrint ™ - || Font Style - | Page
Font

Clipboard

/" Design | €»HTML  © Preview

2. Do one of the following to add content to the document:

m Use any available features to write and format the document.

Note: If you would like to see more of the document within the window, click
Editor Tools, and then click Collapse Header Bar. When you are ready to
use a feature in the header bar, click Editor Tools, and then click Expand

Header Bar.
m Click Editor Tools, click Import/Overwrite, and then follow the

prompts to import the content of an existing document from outside of
PolicyTech (see Importing Content (Template) for detailed

instructions).

Important: Importing content completely overwrites any existing content.
Copy and paste information from another document if you don't want to

overwrite this document's existing content.

plate Editor Tools ~

Collapse Header Bar

O Insert Video

k == Horzontal Rule

o

3. When finished adding content, do either of the following:
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m Save and close the template (see Saving and Closing a Template).

m Finish assigning document properties (see Assigning Template
Properties).

Importing Content (Template)

You can import a document from outside of PolicyTech™ as content for a
template. If you import a Microsoft® Word or Excel® document, you can edit the
imported content within PolicyTech. If you import any other type of file, you will
see alink in the Edit Document page that will open the imported file in the
default program for that file type.

Note: Besides Word and Excel, PolicyTech supports the import and
launching of Microsoft PowerPoint® (.pptx, .ppt) and Microsoft Visio® (.vsd,
.Vss, .vst, .vdx, .vsX, .vtx, .vsw) file types. You can enable the launching of any
other file type (see Setting Up Document Access for details). You can import
any other type of file that has not been enabled, but users will not be able to
launch (open) the uploaded file directly from within PolicyTech in any
document created from this template. Instead, they will be prompted to open
the document outside of PolicyTech or to save the document to disk.

Important: The imported document will completely overwrite the contents of
the PolicyTech document. For this reason, we recommend using this feature
only when the template document is empty or if you are certain that its
contents can be overwritten without losing important information. If the
document already contains important information, we recommend that you
copy and paste information from the external document rather than importing
it.

To import and overwrite the contents of a template document with the contents
of an external document,

1. Open the template, and then click Edit Document (if it is not already
selected).

2. Click Editor Tools, and then click Import / Overwrite.

Editor Tools

Module Version

Module Log File

Collapse Header Bar

3. Do one of the following:

m Click Browse. Find and click the file you want to import, and then click
Open. Click Upload File.
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Please choose a file to upload.

Browse... Upload File

Or drag a file here to upload it. (Optional)

= Open Windows Explorer, and then find the file you want to import. Click
and drag the file onto the box containing the text Or drag a file here to
upload it. (Optional). The file is uploaded automatically.

4. Click OK when you see the alert shown below.

The uploaded file has been renamed to match the title given in
step 1 of the properties wizard.

10Ki

What you see in the Edit Document tab depends on the type of file you
uploaded. If you uploaded a Word or Excel file, the uploaded file's contents
are displayed. If you uploaded any other file type, you will see a window
similar to the one below with the uploaded file listed.

Important: If the template's currently selected document type is not Word or
Excel but you import a Word or Excel document, the document type is
automatically changed and the contents of the Word or Excel document are

displayed.
T i p—
Click the file below to open it: a Import / Overwrite
Name Date Modified
) - 06/M18/2013
=] For PuwerPu-lnl\ﬂ!_:Jresentatlons.ppb: 116 PM
e -

You can then click the file name to open it in your Windows default program
for that file type (see Adding Content to an Upload File Template).

5. Close the template.

Saving and Closing a Template
In an open template, click Save and Close.
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Note: We also recommend that you periodically save a document while
working on it. Click CTRL+S (or click File, and then click Save) to save the
template without closing it.

For Policies v.1 ) {Z} W

‘| Edit Document | Properties Wizard Templale

Saving a Copy of a Document to Disk

Important: PolicyTech™ does not track a file you save to disk and can no
longer impose security restrictions on that file.

If you need to save a copy of a template to disk,
1. Inan open document, click File, and then click Save As.

2. Navigate to where you want the file saved, type a file name, and then click
Save.

Editing a Template

Important: Documents already created from a template will not be affected
by changes made in the template unless you manually reapply the template
to those documents. See "Reapplying a Template to a Document" in the
User's Guide for details.

1. Ifthe template is currently closed, click PREFERENCES, click Document
Settings, and then click Templates. Click a template to open it.

. DOCUMENTS ' MY TASKS (15) = REPORT!
policyt

Personal Settings

Company Setup Sites | Corporate Headquarlers
User Setup Page 1 of 1 (13 items) 1
Document Setup Type Title

cemult Fropertes |>-|'__Ll — Blank Excel Document -
e El — Blank Upload File Template —
:;]9: Dpr:ﬂ;ﬁ:un‘en = @] - Blank Word Document —
Bulk Edit @ For Jut:ﬁescn'ptiuns
Recycle Bin @ For Periormance Evaluations
q..:f:,;] 1T Satings @ For Policies
[ For PowerPoint Presentations
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2. Make the needed changes to the template properties and document
content (see Creating a Template for detailed instructions).

3. Click Save and Close.

For Policies v.1 [ .w w =

] Edit Document | Properties Wizard Template

Deleting a Template

Important: A deleted template is placed in the Recycle Bin in the
Documents location (see The Recycle Bin for details), and it is removed
from the template list in the first step of the document Properties Wizard. If
documents have already been created using that template, their template
assignments will not change. If, however, you want to delete the template
completely by deleting it from the Recycle Bin, you will have to reassign all
documents using that template before doing so.

1. Ifthe template is currently closed, click PREFERENCES, click Document
Settings, and then click Templates. Click a template to open it.

-
policytech

Personal Settings

Company Setup Sites |Corporate Headquarters| v |
User Selup Page 1 of 1 (13 items) 1
Document Setup Type Title
Default Properties ]  — Blank Excel Document —
Categories

- Blank Upload File Template —

Templates — Blank Word Document —

2]
Import Documents %
=]
=]

) For JobDescriptions
Bulk Edit
) For Periormance Evaluations
Recycle Bin
For Policies
System / IT Settings
For PowerPoint Precentations

2. Click Options, and then click Delete.

For Job Descriptions v.1

eandClose  Opfions
Edit Document | Properfies Wizard Template %*?

3. When asked to confirm the deletion, click Yes.
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Importing Documents

If you have digital copies of documents that you now want to track in
PolicyTech™, you can import them. We strongly recommend that you follow the
guidelines under "Preparing to Import Documents" below before starting to
import documents. The more you prepare, the less confusion and the less
manipulation of documents there will be after the import.

Note: If you need assistance with importing documents, call Client Support
at 888-359-8123 (toll-free in the U.S. and Canada) or 208-359-8123.

Preparing to Import Documents
Consider the following guidelines before importing documents:

= Document grouping. Your organization's documents may already be
grouped by certain criteria, such as by department or by the documents'
owners. We recommend that you group documents by document owner
and then import the documents of each document owner separately.

= Site, template, document owner. When you set up a document import,
you must specify the site, the document owner, and the template for those
documents. These entities must exist in PolicyTech before you can assign
them to imported documents (see Adding a Site, Assigning Document
Roles, and Creating a Template).

Note: If some of an owner's documents will require a different template than
others, you can further group the documents by template, or you can assign
the same template to all of the documents and then change the template
assignments as necessary using Bulk Edit.

= Bulk Edit. You can assign all other document properties to multiple
imported documents at once using Bulk Edit (see Bulk Edit). We
recommend that you use Bulk Edit immediately after importing a group of
documents—before you import the next group.

m Department assignments. Upon import, documents are assigned to the
selected document owner's department. You can change the department
assignment later, if necessary, using Bulk Edit.

Performing the Document Import

1. Click PREFERENCES.

2. Click Document Setup, and then click Import Documents.

You should now see one of the following warnings, depending on whether
your PolicyTech system is hosted by NAVEX Global (first warning) or
installed on your organization's premises (second warning).
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WARNINGII

b

Be careful to import the correct file types as incorrect
data could have negative consequences.

| Continue :|

-

-

Back Up Database 2

WARNINGII

Be careful to import the correct file types as incorrect
data could have negative consequences.

It i= highly recommended that you back up the database
befaore proceeding.

Back Up Database | Continue |

A

1. (Conditional) If you're prompted to back up your database, we highly

recommend that you back up the PolicyTech database before you use
Bulk Edit. Click Back Up Database, and then click OK. When the backup

is completed, click Close.

2. Click Continue.

3. Toselectfiles to upload, do either of the following:

m Click Browse, find and select files, and then click Open.

= In Windows Explorer, find and select some files you want to upload,
drag them over the file list area of the Import Documents window in
PolicyTech, and then, when you see the area highlighted in green, drop

the files.

Import Documents ? Help

Step 1: Click ‘Browse’ to select files and click 'Upload' to upload files from your computer to the
SErver.

| o

L
Name Date modified Size
None Found
Drop files here
‘5 files are selected for upload )(| Browse . | Upload
~ Step 2: Select a Document Owner and a Properties Templ

Document Owner  —Choose a documant owner— ‘ w | Select Template ‘ — Choose a template —
Note: The template properties will be applied and the documents will be filed in draft within the document owner's primary department.
[] Replace the headers in the imported documents with the headers from the selected template. @
[] Replace the footers in the imported documents with the footers from the selected template. @
[] Create task for owner Write task instructions here View Document Imporis

| |_| Import Documents |
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4. (Optional) Repeat step 3 as necessary to add files from other locations.
5. Click Upload.
Note: Uploading the documents to the PolicyTech server is the first, or

staging, step in the import process. The files won't actually be imported into
the PolicyTech database until you click Import Documents

i

Step 1: Click ‘Browse’ to select files and click 'Upload’ to upload files from your computer to the

server.
oS
Name Date modified Size
@ Board of Directors.doc 3/20/2015 1:06:05 PM 41 KB
Computer Support Center.doc 3/20/2015 1:06:05 PM 41 KB o
Computer User & Staff Training Plan.doc 3/20/2015 1:06:05 PM 41KB
@ Cantrol of Computer Virus Programs.doc 3/20/2015 1:06:05 PM 41 KB
Confrelling Legal Costs.doc 3/20/2015 1:06.05 PM 41 KB
Form Development.doc 3/20/2015 1:06:05 PM 41KB
@ Internet Usage Policy.doc 3/20/2015 1:06:05 PM 41 KB
Job Description - Chief Executive Officer.dec 3/20/2015 1:06.05 PM 41 KB
Job Description - Chief Finance Officer doc 3/20/2015 1:06:05 PM 41KB W
W1 | .Inh Naserintinn - Chisf Infarmatian Nfficer dar APNPNAR 1-0RN5 PM 41 KR

J1Drop files here Upload

~ Step 2: Select a Document Owner and a Properties Temp
Document Owner | —Choose a document owner-- Select Template

Mote: The template properties will be applied and the documents will be filed in draft within the document owner's primary department.
[] Replace the headers in the imported documents with the headers from the selected template. @

[] Replace the footers in the imported documents with the footers from the selected template. @

[] Create task for owner Write task instructions here View Document Imports

| Import Documents

Once the selected files have been uploaded, they are displayed in the file
list. You now need to select certain properties that will be assigned to the
documents upon import.

6. Inthe Document Owner list, click a name.

Note: The imported documents will be placed in the document owner's
primary site and department.

7. Inthe Select Template list, click a template.

Note: The Select Template list is disabled until you select a document
owner.

8. (Optional) If you're importing Word documents, you have the option of
replacing headers and footers in the import files with those from the
template. Select one or both of the following check boxes:

m Replace the headers in the imported documents with the
headers from the selected template.
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m Replace the footers in the imported documents with the footers
from the selected template.

Important:

m [fthe template headers or footers are a different size than those in the
import files, the page layout and pagination of the imported files will be
affected.

m Ifany of the imported files are of a type other than Word, the header and
footer replacement for those files will fail and be noted in the import status
report.

12. (Optional) To include instructions for the document owner about what to do
with the imported documents, select Create task for owner, click Write
task instructions here, type instructions, and then click Close.

13. ClickImport Documents.

14. A message is displayed stating that you'll receive an email once the import
process is done. Click OK.

Files have been moved to the queue successfully. You will receive an email
when the import document process has completed. To view the progress, click

View Document Imports.

.......

Viewing Import Status Reports

1. Inthe Import Documents window, click View Document Imports at any
time to check import status.

Step 2: Select a Document Owner and a Properties Template
Document Owner | Benton, Carol (Environmental Control M Select Template | -- Blank Word Document —
Note: The template properties will be applied and the documents will be filed in draft within the document owner's primary department.
[] Replace the headers in the imported documents with the headers from the selected template. @

[] Replace the footers in the imported documents with the footers from the selected template. @

[ Create task for owner Write task instructions here... View Document Imports

| Impart Documents

2. Click an import name to view status of the individual documents in that
import.
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Document Imports %]

Import Name | Status | Documents Remaining | Failed Documents |
2 Import 2014-09-30-21-21-20 In Progress
| Close |
e ) A

If there was a problem with a specific document, the problem is described in
the Results column.

Document | Results |
Account Collections Form (4) doc Pending
Anti-Bribery Policy (251).doc Pending
Bad NSF Checks (6).DOC Pending
Bank Account Reconciliation (229).doc Pending
Capitilization {(219).doc Pending
Cash Drawers (220).D0C Pending
Cash Receipts (10).DOC Pending
Chart of Accounts (11).DOC Pending
Check Signing Authority (13).DOC Pending
Fixed Asset Control (14).00C Pending
Job Description - Accounting Manager (17).doc Pending
Job Description - Accounts Payable Clerk (18).doc Pending
Job Description - Accounts Receivable Clerk (19).doc Pending
Performance Evaluation - Accountant (20).doc Pending
Performance Evaluation - Accounts Payable Clerk (22).doc Pending
Performance Evaluation - Accounts Receivable Clerk (23).doc Pending
| Close |
N, ) ] v

3. Click Close twice.

Finishing the Setup of Imported Document Properties

After the import process has completed, you can use Bulk Edit to make any
other needed changes to the imported documents' properties, such as optional
settings or task assignments. See Bulk Edit for detailed instructions.
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Finding Newly Imported Documents

The instructions below describe one way to find all of the documents you've
recently imported.

1. Click DOCUMENTS.
2. Click All Documents, and then click Draft.

3. For Arrange by, click Document Owner.

P0|icyT!_'--;_|-| .I OCUME m o

All Documents
Draft

Arrange by:

Departments 5
Collaboration Departments
Review Template
Document Owner
Approval i e
i : Writer A
Pending Reviewer
Published Approver
: Categories
Archived
e All Categories
My Documents Compliance Type
Document Type
FLSA
1SC 9000

JCAHO Standards
Main

4. Click the name of the document owner assigned to the newly imported
documents.

5. Click Display/Export Options, and then click Show/Hide Columns.

6. Selectthe Date Created column, and then click Close.
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Display/Export Options -

Date Creg = ShowHide Columns
osMezol L Status -
oerare| O Securly -

[] Document Owner =

06/18/20
D{"}HSJQD Date Created
0
g ¥ Date Submitted I
10/21120 .

10721/20 [ Display Options
10421720/ = Filter Options
10/241/20, * Export List

10/21/20 Reset Column Layout
10721720 T

1021720

10,21/2010 Not Ay

7. Inthe document list, click the Date Created column twice—once to sort the
list by creation date and again to reverse the sort order and display the most
recently created documents at the top of the list.

Bulk Edit

You can use Bulk Edit to assign document properties to multiple documents at
one time.This is especially useful for assigning properties to imported
documents that are created as draft documents.

The steps under "Using Bulk Edit" below provide general instruction. See the
following topics for additional details:

Next Review Dates after Setting as Approved
Reapplying a Template to Multiple Documents

Using Bulk Edit

Using Bulk Edit consists of two major steps—choosing the documents you
want to edit and then modifying the properties of those documents.

1. Click PREFERENCES.
2. Click Document Setup, and then click Bulk Edit.

You should now see one of the following warnings, depending on whether
your PolicyTech system is hosted by NAVEX Global (first warning) or
installed on your organization's premises (second warning).
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WARNING!!!
Bulk actions may not be reversible. Please exercise extreme caution in this area.

| Launch Bulk Edit | (Opens in a new window)

Cancel

b

WARNING!!!

It is highly recommended that you back up the database before proceeding.

| Back Up Database |

| Launch Bulk Edit | (Opens in a new window)

Cancel

A

Bulk actions may not be reversible. Please exercise extreme caution in this area.

vy

3. (Conditional) If you're prompted to back up your database, we highly
recommend that you back up the PolicyTech database before you use
Bulk Edit. Click Back Up Database, and then click OK. When the backup

is completed, click Close.

4. Click Launch Bulk Edit. The Bulk Editor opens in a separate browser

window.

e e
_l Choose Documents (0) | Modify Properties | @ Help

Choose Choose the

Status | Draft - Draft

v

|
Site ‘ Corporate Headguarters | s
Select By | Title |

v

Title | Type here to find a document by fitle.

Available D Selected D

that will be affected by your bulk edit modifications. Then choose "Modify Properties™ or "Bulk Actions”.

Shift+Click selects a span of checkboxes
© Add Filter(s)

@ Clear Filter(s)

| View Defailed List » |

5. Inthe Status list, click the status containing the documents you want to

edit.

Note: If you change the selected status after selecting documents, the

document selections will be cleared.
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6. Inthe Site box, click a site.
7. Inthe Select By box, click a way to find documents.

8. The next box changes depending on what you choose in the Select By list.
Do one of the following:

m [f you selected Title or Reference #, start typing any part of the title or
reference number you want to find. A list appears of document titles or
reference numbers containing the characters you typed. Click a
document title to add that document to the Selected Documents box.

Note: With Title and Reference #, you are limited to selecting one
document at a time.

Choose Documents: Choose the documents that will be affected by your bulk

Status | Draft - Draft
Site | Corporate Headquarters
Select By | Title

Title | account

Ava"Account Collection Process (v.1) -

—— Bank Account R ciliation (v.1) —
Chart of Accounts (v:1)

Job Description - Accountant (v.1)

Job Description - Accounting Manager (v.1)

Job Description - Accounts Payable Clerk (v.1)

Job Description - Accounts Receivable Clerk (v.1)
Performance Evaluation - Accountant (v.1)
Performance Evaluation - Accounting Manager (v.1)
Performance Evaluation - Accounts Payable Clerk (v.

m

1

m If you clicked anything else in the Select By list, in the list below Select
By click an item. For example, if you clicked Document Owners, in the
Select User list, click a document owner's name.
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| Choose Documents: Choose the documents that will be affected by your bulk edit

Status | Draft - Draft

Site | Corporate Headquarters

Select By | Document Owner

Document Owner | Select User]

_ @ Allison, Todd (Tester

Available Docume g Benton, Caml(—(rEnvirgnmental Control Manager)

@ Cane, Taylor (Tester)

@ Christenson, Robert (Document, Control Administrator)
@ Driggs, Shiela (Director of Finance)

@ Ellis, Dee (Installer)

@ Farnsworth, John (Information Systems Manager)

@ Furniss, Jeremy (Analyst)

@ Gleeson, Edward (Manufacturing Manager)

@ Greenwood, Daniel (Senior Software Support Engineer)
@ Hansen, Tom (Accounting Manager)

(B Howards{t?.lsan (Document, Control Administrator)

@ Leonard, Lynn (Director of Education)

@ Monson, Teresa (Chief Operations Officer)

@ Stoker, Brent (Director of Engineering)

@ Tester, Task (Task Tester)

A list of documents corresponding with the Select By item you chose is
displayed. Select the check boxes for the documents you want added to
the Selected Documents box.

Choose Di : Choose the that will be affected by your bulk edit modifications. Then choose "Modify Properties™ or "Bulk Actions”

Status | Draft - Draft

~

Site | Corporate Headquarters

~

-]
[~]
Select By |Documen| Owner ‘ > ‘
]

Document Owner | Hansen, Tom (Accounting M, ) ~ | @ Add All From Hansen, Tom {Accounting Manager)
Available Documents Selected Documents o
5[] Administrator's Guide-v8-20121025_1223 (v.1) ~ | | Documents
administrators guide outline (v.1) B Cash Drawers (v.1)
Asset depreciation schedule (v.1) Cash Receipts (v.1)
Asset depreciation schedule2 (v.1) Check Requests (v.1)

Bank Account Reconciliation (v.1)
Capitilization (v.1)
Cash Drawers (v.1)

Fixed Asset Control (v.1)

ash Receipts (v.1)

Chart of Accounts (v.1)

Check Requests (v.1)

[C] Check Signing Authority (v.1)

31, Fixed Asset Control (v.1)

xinvoice Billings (v.1)

Job Description - Accountant (v.1)

m

b Description - Accounting Manager (v.1)
Job Description - Accounts Payable Clerk (v.1) L)
Job Description - Accounts Receivable Clerk (v.1)

Performance Evaluation - Accountant (v 1)

Performance Evaluation - Accounfing Manager (v.1)

Performance Evaluation - Accounts Payable Clerk (v 1) he

Shift+Click selects a span of checkboxes.
© Add Filter(s) @ Clear Filter(s)

[ View Detailed List » |

9. (Optional) To view more information about the documents you've selected,
click View Detailed List. You can then click Show/Hide Columns to add
and remove columns, and you can click a column header to sort the list by
that item of information.

10. With all of the documents selected that you want to edit in the same way, do
one of the following:
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m Click the Modify Properties tab.

m Ifthe document details list is currently displayed, click the Modify

Properties button or tab.

Bulk Editor

Choose Documents (4)| Modify Properties || @ Help

Detailed List: Below are the documents that will be affected by your bulk modifications.

Documents Found: 4

Show/Hide Columns ~

Ref# Title Document Qwner Status
6 Cash Drawers (v.1) Hansen, Tom (Accounting Manager) Draft
7 Cash Receipts (v.1) Hansen, Tom (Accounting Manager) Draft
9 Check Requests (v.1) Hansen, Tom (Accounting Manager) Draft
1 Fixed Asset Control (v.1) Hansen, Tom (Accounting Manager) Draft
4 Choose Documents
11.

A modified version of the Properties Wizard appears, which is nearly the
same as the one that document owners use while creating documents. You
can make changes in any number of the steps, but you must apply the
changes in one step before moving on to another. For details on the
settings and assignments in the steps, see "Assigning Document

Properties" in the User's Guide.

To modify the selected documents' properties, do any of the following:

m [f you are working with step 1. Settings or 7. Security, make the
needed changes, and then click Apply Changes. For example, a
Document Review Interval setting has been selected in the Bulk

Editor shown below.
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Bulk Editor

Choose Documents (4) | Modify Properiies Help

| Steps ) ~# Basic Settings
1. Settings (Title, Document Owner, Document Template, Version Number)
[ 2 Deparlrr!ents &
Categories - =1 Optional Seitings
3. Writers Document Review Interval Every 6 months from approve/last reviewed date ]
< FETETE Warning Period - Choose — L]
5. Approvers
Publication Date -- Choose — v| @A
6. Readers
7. Security Document Keywords @ Add © Remove o
Step Instructions: (Separate words with a comma)  Expand Texibox
Choose the basic settings
that you would like to Original Creation Date E o
apply to all selected P
documents. Email Notifications - Choose —
Editing Document — Choose — [i]

kal Apply Changes

m [f you are working with any other step, make the needed changes, and
then click Remove from Selected Documents or Add to Selected
Documents. For example, in the Bulk Editor shown below, the
document control administrator (DCA) has selected documents for
which Douglas Johnson is the approver, and the DCA wants to change
the approver to Will Gatos. This will be a two-step process. First, the
DCA selects Gatos, Will (Chief Information Officer) and then clicks
Add to Selected Documents. Second, the DCA selects Johnson,
Douglas (Chief Executive Officer) and then clicks Remove from
Selected Documents.

Note: Because all approved documents must have at least one assigned
approver, the DCA must add the new approver before removing the old one.
Removing the one existing approver first would result in an error and the
documents would not be updated. The same is true for department
assignments.
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oo
Choose Documents (4) | Modify Properties L @ Help

Sitel Corporate Headquarters | v ‘ [] Show Deleted Users @ Whatis this?
1. Settings —
A e Departments || Job Tilles || Approvers | Selected Users Contents I
Categories P ‘ Search Approvers ‘ Leveld
X = D Headquarters
Approver Groups e Gatos, Will (Chief Information Officer)
4. Reviewers Approvers A
5. Approvers @ [T Accounting, Approver (Approver) E
. @ [ Characters, Special (Special}
6. Readers ® Christenson, Robert (Document, Control
Administrator)
7. Security (2] Disaster Recovery, Approver (Approver)
@ [ Education Resources, Approver (Approver)
@ [] Engineering, Approver (Approver)
Step Instructions: (2] Environmental Services, Approver (Approver)
Choose the Approvers @ [ Fiscal Services, Approver (Approver)
you would like to add or (2] Gatos, Will (Chief Information Officer) E
remove from the selected (7] loward, Susan (Document, Control Administrator)
documents. (2] Human Resources, Approver (Approver)
@ [ Johnson, Douglas (Chief Executive Officer)
(] Jones, Anne (Chief Finance Officer)
@ [] Manufacturing, Approver (Approver)
(1] Monson, Teresa (Chief Operafions Officer)
@ [] OnEverything, IncludeMe (Chief Operations Officer)
(] Operations, Approver (Approver) [
@ [ Purchasing, Approver (Approver)
@ [ Shipping and Receiving, Approver (Approver)
(] Software Development, Approver (Approver)
@ [T Svsiems Adminisiration. Approver (Approver) A
Shift+Click selects a span of checkboxes. @ More Shoricuts @ New Level @ Up & Down
[ @ Remove from Selected Documents | @ Add to Selected Documents. |

12. Each time you perform a Bulk Editor action, a results window like the one
below is displayed. You can click a document title to open and check your
changes. Click OK to close the Bulk Edit Results window.

Note: All message types are shown by default. You can also choose to see
only success or error messages.

Bulk Edit Results ]

@ Show All Messages ) Show Success Messages ) Show Error Messages

Cash Drawers
Gatos, Will (Chief Information Officer) was added to list of Approval for this document.

Cash Receipts
@ Gatos, Will (Chief Information Officer) was added to list of Approval for this document.

Check Requests
@ Gatos, Will (Chief Information Officer) was added to list of Approval for this document.

Fixed Asset Control
Gatos, Will (Chief Information Officer) was added to list of Approval for this document.

[ ok |

. 4

13. There are several other bulk editing actions that are not accessible from the
properties steps. Click Bulk Actions.
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— S

Choose Documents (4) | Modify Properfies Help

isls Site | Corporate Headquarters V] [[] Show Deleted Users @ Whatis this?

The options you see depend on the status of the selected documents, as
shown below. See Bulk Actions below for details on each option.

With documents in draft or collaboration selected:

Submit to Writers
Submit for Review
Submit for Approval
Set as Approved
Delete

With documents in review selected:

Send to Draft
Submit for Approval
Set as Approved

With documents in approval selected:

Send to Draft
Set as Approved

With pending documents selected:

Archive

With approved documents selected:

Submit for Periodic Review

14. When you're finished, close the Bulk Editor window.

Bulk Actions

Send to Draft. The selected documents in review or approval are sent back to
draft status. The document owner is notified of the status change, and any
assignees in the current status (before sending back to draft) who have not
finished their tasks are notified that they no longer need to complete those
tasks.

Submit for Review. Immediately moves the selected documents in draft or
collaboration status into review status, skipping any assigned writers who have
not completed their tasks and notifying them that they no longer need to
complete the tasks. The document owner is notified of the status change, and
assigned reviewers receive a task notification.

Submit for Approval. Immediately moves the selected documents in draft,

collaboration, or review status into approval status, skipping any assigned
writers or reviewers who have not completed their tasks and notifying them that
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they no longer need to complete the tasks. The document owner is notified of
the status change, and assigned approvers receive a task notification.

Set as Approved. Immediately moves the selected documents in draft,
collaboration, review, or approval status into either pending or published status,
depending on each document's publication date. If the publication date has
passed, the document is moved to approved status. If the publication date is in
the future, the document goes to pending status. The document owner is
notified of the status change. Any assigned writers, reviewers, and approvers
who have not completed their tasks are skipped and notified that they no longer
need to complete their tasks.

Important: If any of the selected documents you set as approved are
currently within the warning period for the next periodic review date, the
review date the document owner has already been warned about will be
reset to be at the end of the next review interval. See Next Review Dates
after Setting as Approved for more information.

Delete. Moves the selected documents in draft or collaboration status to the
Recycle Bin.

Archive. Moves the selected documents in pending or approved status to the
archived status. Any assigned readers who have not yet marked the documents
as read will be notified that they no longer need to read the documents.

Submit for Periodic Review. Immediately submits the selected documents in
published status to review and assigns the document owner a review task.

Next Review Dates after Setting as Approved

When you set a document as approved, PolicyTech™ checks the next
scheduled periodic review date to see if the set as approved date is within the
warning period for that periodic review date. If it is not, review notifications will
be sent to the document owner and any assigned proxy authors on the
scheduled periodic review date.

If the set as approved date is within the warning period, PolicyTech cancels the
currently pending review date and reschedules it for the end of the next review
interval. For example, suppose a document's next review date is 6/1/2013 and
the warning period for that document is set to one month. If you set that
document as approved on 5/7/2013, it would be within the document's one-
month warning period, so the review date would be reset to 6/1/2014.

If the periodic review date for one or more documents was reset as a result of
clicking Submit for Period Review in the Bulk Editor, you will see an alert at
the top of the Bulk Edit Results window, as shown below. Click View the list
to see which documents' review intervals were reset.
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Bulk Edit Results

4 Some of these documents' review intervals were reset WEWE list. Learn More

)
@ Show All Messages © Show Success Messages  © Show Error Messages

Chart of Accounts (v.1)
© Set as Approved: Action completed successfully. (Next Review: 04/01/2014)  Display Event Log.

Cash Receipts (v.1
© Set as Approved: Action completed successfully. (Next Review: 04/01/2014)  Display Event Log.

Cash Drawers (v.1)
© Set as Approved: Action completed successfully. (Next Review: 04/01/2014)  Display Event Log

If you want to submit any of the listed documents for review now instead of
waiting for the next schedule review date, select those documents and then
click Submit for Periodic Review. Doing so creates a periodic review task
and sends the document owner two emails. One is the email usually sent at the
beginning of the periodic review warning period (see Take Actionon a
Document Due for Periodic Review for details) and includes a due date of the
day you force the periodic review submission. The second email indicates that
you, as a document control administrator, have submitted the document for
periodic review.

Please evaluate each documents' Next Review Date and select any that need to
be set as Due for Periodic Review immediately. @ Learn More

[] | Document Next Review

[] | Cash Drawers 04/01/2014 -
[[] CashRecesipts 04/01/2014

Chart of Accounts 04/01/2014

4 Click Cancel if you are not ready to close the Bulk Edit Results window.

Submit fo@eriudic Review | Cancel

Reapplying a Template to Multiple Documents

If changes have been made to a template's properties and you want to have
those changes reflected in multiple documents that are currently assigned that
template, you can reapply it using Bulk Edit.

1. In Bulk Editor, select documents, and then click Modify Properties (see
Bulk Edit for detailed instructions).
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2. Instep 1. Settings, in the Document Template list, click the template
currently assigned to the selected documents.

Bl Etor | Bk Actons -

Choose Documents (20) | Modify Properties Help

Steps

- = Basic Settings
| BEELD Document Owner — Choose a document owner - ‘ v ‘ L}
2 Departments & —
Categories Document Template — Choose a template — E Preview | @
1. Writers Version Number — Choose a template — il
~ Upload File Templates
4. Reviewers - - k'] — Blank Upload File Template —
5. Approvers ~ = Optional Settings For PowerPoint Presentations
6. Readers + Document Review Interval = Q| DD‘-""‘E"I Templates 3
. - Warning Period - P ~ Blank Word Document -- ations
7. Security ; (@] For Job Descriptions
Note: Some of the optional settin &1 For Performance Evaluations B by the template.
Step Instructions: i For Policies k  E—
Choose the basic settings Procedure Teftiplate

that you would like to
apply to all selected
T

(| Workflow Accounting =

3. Inthe Confirm window, select the Also re-apply properties to selected
documents already using this template check box.

Note: If any of the selected documents are currently assigned to a different
template, they will be reassigned to the template selected in Bulk Editor.
Only the properties will be replaced and not document contents.

%

Warning: Applying a new template will immediately overwrite the current properties on
the selected documents. You will not be able to undo this change. (The document
contents will not be replaced.)

%Also re-apply properties to selected documents already using this template.

kad Apply changes Preview Template | € Cancel

-

4. (Optional) Click Preview Template to look at the current properties
settings for the selected template. The template opens in a separate
browser window, which you can close once you're finished viewing it.

5. Click Apply Changes.
6. Inthe Bulk Edit Results window, click OK.
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Bulk Edit Results ]

@ Show All Messages ) Show Success Messages ) Show Error Messages

Bank Account Reconciliation
Template set to: Procedure Template

Capitilization
Template set to: Procedure Template

m

Cash Drawers
Template set to: Procedure Template

Cash Receipts
@ Template set to: Procedure Template

Chart of Accounts
@ Template set to: Procedure Template

Check Requests
Template set to: Procedure Template

Check Signing Authority

Template set to: Procedure Template

Eivad Aneat Canteal
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The Recycle Bin
Whenever one of the following is deleted, it is moved to the Recycle Bin. You
can restore or permanently delete any of these items.
= Site
m Department
m Department group
= Job title
= Job title group
m User
= Writer, reviewer, approver, or reader group
m Category
= Template
= Document

You can access the Recycle Bin from Company Setup, User Setup, or
Document Setup in Preferences.

N DOCUMENTS = MY TASKS (31) REPORTS = PREFEREN!
policytech
Site: Corporate Headquarters =

:
policytech

Preferences

Personal Seftings

Company Sefup
General Properties

Sites
Site: Corporate Headquarters «

. DOCUMENTS MY TASKS(31) REPORTS PREFERE!
policytech

Departments
Department Groups Preferences
Job Titles

Job Title Groups

Personal Settings

Company Setup
User Setup
User Manager

Recycle Bin
User Setup
Document Setup
System / IT Settings

Site: Corporate Headquarters ~

Group Manager

Preferences

Bulk Permissions
Editor

Recycle Bin

Document Setup
System / IT Settings

Personal Settings
Company Setup
User Setup
Document Setup
Default Properfies
Categories

Templates
Import Documents

Bulk Edit

Recycle Bin
System /1T Settings

To restore or permanently delete an item from the recycle bin,
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1. Click PREFERENCES.
2. Do one of the following:
m Click Company Setup.
m Click User Setup.
m Click Document Setup.
3. Click Recycle Bin.

4. Inthe Location list, click the type of item you want to restore or delete.

B \ a -
Location | Departments [+]
Documents
Page 1 olSites Ik Display/Export Options »
Departments
L] TyPeysers | Department
o |User Groups i e [p -
Job Titles E
[[1 DepsCategories/Subcategories adquarters  Aflac
[[] DepsAccounts adquarters  Assistance
[0 DepiContacis ; adquarters  Deleted Group
[[] Department Group Corporate Headquarters ~ eBay sales
Page 1 of 1 (4 items) 1
Restore | Delete
Notes:

m Deleted templates are stored in the Documents location.

m By default, 20 items of the type you select are displayed per page. To
change that number, click Display/Export Options, click Display
Options, and then, in the Items Per Page list, click a number.

5. (Optional) To shorten a long list of items, start typing text in one of the
column filter boxes.

Notes:

= By default, the filter operator is Contains. To change the filter
operator, click “F after the column filter box, and then click a different
operator, such as Begins with or Equals.

m To create a more complex filter, see Creating an Advanced Filter in the
Recycle Bin.

m To clear a column filter, click Clear below the item list, or delete the text
in the column filter box.
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m Totemporarily clear a column filter, click to clear the check box below
the item list (the check box before Contains([Title], fam’) in the
screenshot below).

m Column filters are displayed by default. To hide them, click

Display/Export Options, click Filter Options, and then deselect
Show Column Filters.

Location Documents [v]
Page 1 of 1 (2 items) 1 Display/Export Options +
[ Type Reference#  Title
(2 v [L 7 [2 tam v
[ Document 286 Family Leave Tracking Form
[ Document 307 HR Family Medical Leave Presentation
Page 1 0f 1 (2 items) 1
% Contains([Title], ‘fam’) Clear
Restore | Delete

6. Do one of the following:
m Select one or more items individually.

m Select the check box in the first column header to select all items listed

in the current page.

Location | Documents [v]
Page 1 of 1 (20 items) 1 Display/Export Options +

Type Reference # Title

(2 7L v 0 v
Document 16 Accepting Fifty and Hundred Dollar Bills B
Document 310 Alternative Work Schedules I
Document 4 Bank Account Reconciliation
[*] Document 32 Cash Receipts 3

7. Do one of the following:
m Click Restore, and then click OK.

m Click Delete, click Yes to confirm, and then click OK.

Important: We recommend that you not delete users from the Recycle Bin
as you may find that you need to access their information in the future. If you
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decide to delete users permanently, be sure to back up the database before
you do (see Backing Up a Database).

= To export the currently displayed list, click Display/Export Options,
click Export List, and then click an export format. At the system
prompt, open or save the export file.

Creating an Advanced Filter in the Recycle Bin

1. To create an advanced filter, click Display/Export Options, click Filter
Options, and then click Create Advanced List Filter.

+ Display Options
-| Filter Options

Show Column Filters

© Create Advapced List Filter
+ Export List

Close

Note: If you've already used a basic column filter and want to build on it, click
the filter formula at the bottom of the item list.

[0 Document 307 HR Family Medical Leave Presentation
Page 1 of 1 (2 items) 1

?Contains@ itle]. ‘fam')

Clear

Restore | Delete

2. IntheFilter Builder, click = after the And operator to add a default filter

condition.
And

Type Beqins with <enter a value>

In the formula above the operator is in red font, the column name is in blue
font, the filter type is in green font, and the condition parameter is in gray

font.
3. Use the following guidelines to create the filter.
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Note: It is not within the scope of this Help topic to teach how to build
complex filters. The guidelines below only explain how to use the Filter
Builder tool.

m Tochange any displayed filter element, click it and select an option, or
type in the text box and press Enter.

Filter Builder o
And:
@ And er a value
@ Or
@ N d Filter Builder o
@ Motor o
= Add Group §ype Begins with <enter a valuex
= Type
= Add Condition w Filter Builder o
] Reference #
X Remove or
Type Begins witht <enter a value> Filter Builder )
= Equals or
#  Does not equal TeBegnswith[] |

> Is greater than

2 1s greater than or equal to ;

< Islessthan

4 Isless than or equal to
E=y

Is between
£ Is not between

abe  Contains ,
ab  Does nm\ﬂntain

[t Begins with
biel - Ends with
s I like

s Is not like
O Isblank
@ 1Is not blank
o Is any of
n

Is none of

m A group is an operator and all the conditions below it. To add a condition
to a group, click <+ after the operator.

Filter Builder Q

And
Typé'Beqins with <enter a value:

m Todelete a condition, click = after the condition.
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Filter Builder (x]

And

Type Beains with <enter a value= %

m Toadd a group, click the operator under which you want to add a group,
and then click Add Group. The new group is a subgroup of (indented
below) the one above it. In other words, in the filter hierarchy the added
group is a child of its parent group.

Filter Builder (n}

=%

And er a value>

Or
Not And
Not Or

ragos
AdMﬂnditinn

Remove

X #n]6 6 8 65

m Todelete a group, click the group operator, and then click Remove.
4. Click OK.
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System and IT Settings

Go to the section listed below for the setting you need to check or change.

Registration Info

Check for PolicyTech Software Updates

Database Manager

Email Settings

Login Settings
Language Files

Module Manager

Automated User Synchronization

Automated Department Synchronization

View Logs
Theme Manager

FIPS Compliance
APl Keys

Registration Info
1. Click PREFERENCES.
2. Click System/IT Settings, and then click Registration Info.

System / Registration Information ? Help

View current product registration information or update your registration code.

~ Product Information

PolicyTech™

Version: 7.5.0 Build (192)

Operating System: Microsoft Windows NT 6.0.6002 Service Pack 2
Database Version: 7.100.29

~ Registration Information
Trial Version: Full Featured
Expires: 07/10/2013 in 21 days
Concurrent Users: 5
Concurrent Public Viewers: 2

Enter Registration Code

Submit Registration Code | Purchase Online | Cancel _|
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The Product Information area shows the current PolicyTech™ version
and build, the operating system of the server hosting PolicyTech, and the
PolicyTech database version.

The Registration Information area shows whether the PolicyTech
system is a registered or trial version and when the licenses or trial period
will expire. This area also shows how many concurrent regular users and
Public Viewer users are allowed with the purchased licenses.

Note: The Public Viewer is a separately purchased module. See Purchase
an Advanced Feature Module for details.

3. Inthe System / Registration Information window, you can do either of
the following:

m Click Purchase Online to go to the PolicyTech web site, where you
can request pricing and have a sales professional contact you.

m After purchasing licenses, type the code you received with the licenses,
and then click Submit Registration Code.

Check for Software Updates

You can check to see if PolicyTech™ application and WordModulePlus
updates are available and, in some cases, immediately download and install
new versions.

Note: For an explanation of what WordModulePlus does, see Setting Up
Document Access.

Important: If you have purchased a support service level and are paid up
and current, you are entitled to all updates as they become available. If you
are not current on your service agreement, you will not be able to update until
you are.

Check for PolicyTech Updates
1. Click PREFERENCES.

2. Click System / IT Settings, and then click Check for Updates. When the
update check is finished (which may take several seconds), you'll see a
window similar to one of the following, depending on whether there is a an
update available. If no updates are available, you can skip the remaining
steps.
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Check for Updates

If updates are available for PolicyTech or Word Module from NAVEX Global, download the selected update fo
your hard drive, then Browse to that file and click the Install butfon to install it to your server.

Check for PolicyTech Updates Check for Word Module Updates
PolicyTech Updates Available from NAVEX Global @

N )
Check for Updats N
NO UPDATES AVAILABLE E

If updates are available for Palicy Tech or Word Module from NAVEX Global, download the selected update to
View complete change history here your hard drive, then Browse to that file and click the Install button to install it to your server

Check for PolicyTech Updates || Check for Word Module Updates

PolicyTech Updates Available from NAVEX Global @

New Major Release Available - Version: 7.0
Please visit our upgrade request site or
contact our support team for upgrade information

CHANGES SINCE YOUR VERSION:

Version 7.0.0 Build(148) - Nov 20, 2012

Upload PolicyTech Updates @ added: What's New is 7.0 — (Learn More) (Requires helpdesk login)
Please select the file to be installed View complete change history here

Once the file is selected, click Install to

Upload PolicyTech Updates @

Please select the file to be installed.

Browse... || Install

Once the file is selected, click Install to initiate the upgrade.

3. (Optional) If an update is available, in the Check for Updates window do
one of the following to get information about the update:

m Click Learn More to see what was changed in the new version
compared to the one immediately previous to it.

m Click View complete change history here to see all changes in the
new version compared to the version you currently have installed and all
versions in between.

4. Depending on the nature of the update, you may be able to immediately
download it, or you may need to request it.

= [fyou see a Download link, click it, and then follow the prompts to
download the update file to a local drive.

m [f you see an upgrade request site link, then you will need to contact
Client Support, either by phone or by clicking the link and submitting a
support ticket, in order to obtain a new registration key.

5. Toinstall a downloaded update, do one of the following:

m [f you clicked the Download link, in the Upload PolicyTech Updates
area, click Browse. Find and select the downloaded update file, and
then click Open. Click Install.
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Upload Policy & Procedure Manager Updates @

Browse... || Install

Once the file is selected, click Install to initiate the upgrade.

Please select the file to be installed.

m |f you were required to contact Client Support, follow the steps the
representative provided.

Check for WordModulePlus Updates

1.
2.

Click PREFERENCES.

Click System / IT Settings, click Check for Updates, and then click the
Check for Word Module Updates tab. If no update is available, you can
skip the remaining steps.

If a download is available, click Download, and then follow the prompts to
download the update file to a local drive.

in the Upload Word Module Updates area, click Browse. Find and
select the downloaded update file, click Open, and then click Install.

(Optional) When you install a new WordModulePlus version, that version
will be installed for all users created from that point forward, but it is not
necessarily installed for existing users. The Require Minimum Word
Module Version setting determines which existing users, if any, will have
the new version installed. By default, the minimum version is set to earliest
WordModulePlus version that will work with the current PolicyTech
version. If you want all existing users to also be updated to the new version,
type that version number, and then click Apply. The new version will be
installed the first time each existing user opens a document.

Database Manager

In Database Manager, you can perform all of the following tasks. Each task is
described in the sections that follow.

Changing Database Connection Settings

Creating a New, Empty Database

Backing Up a Database

Restoring a Backup

Managing Backups

Changing Database Connection Settings
In Connection Settings, you can perform the following tasks:
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= Set up or modify database connection settings

m Enable or rebuild full-text indexes for the Advanced Search feature

Set Up or Change Connection Settings

Important:

m If your PolicyTech site is hosted by NAVEX Global, you should never

change any database connection settings unless instructed to do so by a
Client Support technician.

m If your PolicyTech site is installed on your organization's premises and you

need to create an entirely new database or move the database to a
different server, see Creating a New, Empty Database.

. Click PREFERENCES.
2. Click System /IT Settings, and then click Database Manager.

i \ 0
- Setup Database
Driver Microsoft SQL Server
Database Name Data3 (No spaces or special characters)
Server Name vmdb03
Port 2008
Login ID sa
Passwaord ssscssenee
Integrated Security [
kd Save
Rebuild/Enable Full-Text Indexes

. For Driver, click the type of database being used.

. Provide the following database information: server name, port, login ID,

password.

. (Conditional) Select Integrated Security only if an Active Directory®

domain entity is being used as the PolicyTech application pool identity
instead of the built-in NetworkService account. When Integrated Security
is selected, PolicyTech ignores whatever is entered in the Login ID and
Password boxes.

. Click Save.

. Ifthe settings are correct, a Connection Made Successfully message is

displayed. Click the link to go to the login screen.
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Enable or Rebuild Full-Text Search Indexes

Full-text search indexes must be enabled in the PolicyTech database before
users can access the Advanced Search feature (see "Advanced Search" in the
User's Guide).

To enable or re-enable the Advanced Search feature after installing PolicyTech
or after restoring the PolicyTech database, click Rebuild/Enable Full-Text
Indexes, and then click OK after the index has been built.

Notes:

m [f users attempt to access Advanced Search before full-text indexes
have been enabled, they will see a message instructing them to contact
their document control administrator.

m The Advanced Search feature is not available and the Rebuild/Enable
Full-Text Indexes option does not apply if a MySQL database is being
used.

Creating a New, Empty Database
If PolicyTech is installed on your organization's premises, you can create
another PolicyTech database for testing or training purposes.

Important: This feature is not available in PolicyTech systems hosted by
NAVEX Global. If you have a hosted environment and need to make a
database change, contact Client Support at 888-359-8123 (toll-free in the
U.S. and Canada) or 208-359-8123.

1. Click PREFERENCES.
2. Click System / IT Settings, and then click Database Manager.

3. Inthe Database Name box, delete the current text, type a new name, and
then click Save.

4. Click Create Database.
£ ~N )

The database data9 does not exist.
Would you like to create it?
| Create Database | | Cancel |
lag”

5. Type the information needed to create a master document control
administrator (DCA) in the new database, and then click Submit.
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First Name Master
Middle Name
Last Name Administrator

Email Address yourEmail@yourCompany.com

Username

Password

Site —-Main Office—

Depariment  Administration

Job Title Document Control Administrator

Note: If you leave any fields blank in the Setup Document Control
Administrator window, PolicyTech fills them in with information from the
DCA record of the DemoData database that is included with the PolicyTech
application.

6. After the new database is created, you will see the following window. Click
the provided link to display the login screen.

= )

Connection Made Successfully

Click here to log in

7. Type the master DCA's user name and password, and then click Log in.

Backing Up a Database

You can perform a manual backup of the PolicyTech database at any time.
Performing a manual backup is recommended before performing any
operation, such as importing documents or merging departments, that could
significantly alter existing data.

Backup Details and Considerations
Consider the following before performing a backup.

m Starting a backup immediately logs out all currently logged in users,
including the user who started the backup, and prevents any users from
logging in until the backup is completed. This is to prevent database
corruption that could be caused by users performing certain operations
while the backup is in progress. We highly recommend that you notify
PolicyTech users and allow them adequate time to save their work and log
out before you perform a database backup.
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m A user who attempts to log in while a backup is in progress sees a "backup
in progress" alert along with a progress bar.

m When a backup starts, PolicyTech lets Scheduler complete any tasks in
progress, such as task notifications and automated syncs, before starting
the backup.

m If your PolicyTech system is hosted by NAVEX Global, the PolicyTech
database is backed up automatically on a regular basis. You can also
perform manual backups, but you're limited to storing a maximum of five
backups on your hosted site. (You can download and store locally any
number of manual backups. See Managing Backups for details.)

m If your PolicyTech installation is not hosted by NAVEX Global and you're
using Microsoft® SQL Server® as your database tool, it is imperative that
you use its database backup functionality to back up the database at set
intervals. The Back Up Database feature in PolicyTechis not a
replacement for regularly scheduled backups.

m There is an Advanced Settings option for backing up the core data only.
This type of backup does not include documents and attachments. Itis
intended to help NAVEX Global Client Support technicians troubleshoot
PolicyTech issues without having to download stored documents. A core
data backup does not lock out users while it is being performed.

Performing a Database Backup

1. (Optional but recommended) Notify all PolicyTech users that you are about
to perform a backup and that they will be locked out of the system while the
backup is in progress. Urge them to immediately save any work in progress
and log out.

2. Click PREFERENCES.

3. Click System / IT Settings, and then click Database Manager.

4. Click Back Up Database.

Note: If your PolicyTech site is hosted by NAVEX Global and you already
have five backups stored in Database Manager, a message is displayed

explaining that you need to delete one or more backups before creating a
new one.
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DOCUMENTS ' MY TASKS (0)  REPORTS

policyt
L |

Personal Settings {tﬂ}

Company Setup

User Setup

Document Setup - Setup Databz

System / IT Settings Driver
Reugistration Info Database Ma
Check for Updates Sarver Name
Database Manager i Port

5. Analert appears explaining that all users willimmediately be logged out
and locked out of the system as soon as you start the backup. The alert also
includes an Advanced Settings option. Do one of the following:

= When you're sure you're ready to continue with a full database backup,
click OK.

m To perform a core-only backup (as instructed by a Client Support
technician), click Advanced Settings, select the Create "Core Data
Backup™ only check box, and then click OK.

17 of 70 tables backed up.

Note: Depending on the size of your database, the backup could take
anywhere from several minutes to several hours complete.

6. When the backup process has finished, click Close. The backup file is then
accessible in Restore Backup (see Restoring a Backup) and Manage
Backups (see Managing Backups).

Aborting a Backup

Any user assigned the Document Control Administrator permission for all sites
(aglobal DCA) and any user assigned the System/ IT permission can abort a
backup in progress.

1. Do one of the following:

= [fyou initiated the backup, you should currently see a progress bar
displayed. Refresh the page to display a window similar to the following.
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POLICYTECH

Policy & Procedure Management

A backup is in progress

If you have administrative priveleges, you may abort
the current backup.

)
Click to Abort

19 of 70 tables backed up.

m If you did not initiate the backup, then access the PolicyTech login screen
as you normally would. You should see a window similar to the one above.

2. Click Click to Abort, and then click OK.

3. Inthelogin screen type your user name and password, and then click Log
in.

4. A message is displayed confirming that the backup has been aborted. Click
Continue to display the PolicyTech home screen.

Restoring a Backup
Consider the following before restoring a database backup:

m When you restore a backup, it completely replaces the current database
with the backup version. Be certain this is what you want to do before
starting a backup. Any data added or changed between the time the
backup was made and the time when you restore the backup will be lost.

m If your PolicyTech site is hosted by NAVEX Global, you can have both
manual backups created with the Back Up Database feature in PolicyTech
and nightly SQL Server® backups created automatically by NAVEX Global.
The Restore Backup feature is for restoring manual backups. If you need to
restore a nightly backup, contact Client Support at 888-359-8123 (toll-free
inthe U.S. and Canada) or 208-359-8123.

m Torestore a backup that you've downloaded to a local drive, you must
upload it back into PolicyTech first. See Managing Backups.

To restore a backup:
1. Click PREFERENCES.
2. Click System / IT Settings, and then click Database Manager.

PolicyTech 9.0 Administrator's Guide



System and IT Settings - 253

3. (Optional but recommended) Back up the database in its current state
before restoring an older backup. Click Back Up Database, and then click
OK. When the backup is finished, click Close.

4. Click Restore Backup.

—
i
policy
T
8 -

Personal Settings

S S Restore Database with Backup N

User Setup

PEmEEE - Database Backups

- Name Date w  Version File size
ystem ettings
Registration Info * PPM_06_19_2013_4.pmb 6/19/2013 710029 6.79 MB
Check for Updates * PPM_05_14_2013.pmb 5142013 7.100.29 6.49 MB
Database Manager . PPM_04_03_2013.pmb 4/3/2013 710025 39.47 MB
Emal Semngs *  PPM_03_14_2013pmb 31142013 7.100.24 2276 MB
Login Settings * PPM_03 13 2013 pmb 3132013 710024 11.55 MB
Language Files *  PPM_05_14_2013 pmb 5/14/2013 710029 6.49 MB
Module Manager * Jim_04_17_2013.pmb 41712013 7.100.27 39.90 MB
Au!oma(eld U§e\ *  PPM_04_03_2013 pmb 4132013 7.100.25 39.47 MB
Synchronization *  PPM_03_14_2013 pmb 311412013 7.100.24 2276 MB
Automated Dept
Synchronization

5. For the backup you want to restore, click «, click Yes to confirm, and then
click Yes again to clear the message recommending a database backup.

As the restoration is in process, you'll see a window similar to the
following:

Restore Database withBackap @~ O

12 of 68 tables restored.

6. When the database is completely restored, the login window is displayed.
Log in as you normally would.

Note: If the backup was created using a previous PolicyTech software
version, once the restore is completed you'll see another progress bar while
the database is upgraded to the current version.

Managing Backups

If your PolicyTech site is hosted by NAVEX Global, you can have two types of
backups to manage—manual backups that you can perform anytime from
within PolicyTech (see Backing up a Database) and nightly backups performed
automatically in the NAVEX Global hosted environment. It's important to
understand that the file format of the two backup types are different. Manual
backups are stored in native PolicyTech database (.pmb) format, while nightly
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backups are done using Microsoft® SQL Server and are stored in SQL Server

database (.bak) format.

If your PolicyTech site is installed on your organization's premises, the Manage

Backups feature in PolicyTech lets you manage manual backups only.

Managing Manual Backups

1. Click PREFERENCES.

2. Click System /IT Settings, and then click Database Manager.

Manane Backups "? I

Manual Backups | Nightly Backups

Server Space: 103 GB free of 150 GB

Select a backup file below or right-click on a backup for more options.

2 S ¥
Filename

PPM_01_03_2015.pmb
PPM_02_13_2009.pmb
PPM_02_13_2009.pmb
PPM_02_13_2009.pmb
PPM_03_22_2013.pmb
PPM_03_29_2013.pmb
PPM_04_03_2013.pmb
PPM_04_22_2013.pmb
PPM_09_30_2014.pmb

1P [ P [ P R Y

Date Modified

1/3/2013 1:36:09 PM
971172013 10:38:56 AM
91172013 9:41:30 AM
971172013 9:42:01 AM
32212013 9:41:22 AM
372972013 2:14:50 PM
4372013 412:45 PM
42272013 3:33:43 PM
9/30/2014 8:36:20 AM

Drop files here

File Size
6.46 MB
56 MB
408 MB
331 MB
11.34 MB
1352 MB
3947 MB
41.88 MB
123 MB

A

e

3. Do any of the following:

= Rename a backup: Click afile, click |'-=_""|, change the name, and then

press Enter.

m Delete a backup: Click afile, click 7%, and then click OK.

= Download a backup: Click afile, click L}, and then follow the system

prompts.

m Upload a previously downloaded backup: Do either of the

following:

« In Windows Explorer, find and select the backup (.pmb) file or files
you want to upload, drag them over the file list area of the Manual

Backups tab in PolicyTech, and then, when you see the area
highlighted in green, drop the files and click Upload.

PolicyTech 9.0 Administrator's Guide




System and IT Settings - 255

Manual Backups ".righify Bankups-"
Select a backup file below or right-click on a backup for more options.
Server Space: 103 GB free of 150 GB
# X o ¢
Name Date modified Size
& | clean_DB.pmb 2/5/2008 3:32:00 PM 5.89 KB N
D CS Backup 6.7_3.pmb 1/6/2012 11:59:02 AM 3.35MB
D DemoData_FixedDateCreated pmb 9/8/2010 35412 PM 435 MB
D download-20130911101355.zip 9M11/2013 10:15:17 AM 17.51 MB
PFPM1.pmb 91112013 10:55:49 AM 5.6 MB
& - DroE ﬂ'ﬁas%ere
a PPMzip1.zip 1172013 11:43:29 AM 24 41 MB
a PPMzip3.zip E 9M11/2013 11:16:16 AM 10537 MB
[edeuoionz - | [ AR Ss0s M e
& PPM_02_13 2009 9/11/2013 10:38:56 AM 56MB VY
I e e e e e e e s -
| Drop files here | Browse. . | Upload

L. A

» Click Browse, find and select backup (.pmb) files, click Open, and
then click Upload.

Managing Nightly Backups (Hosted PolicyTech Sites Only)

For a hosted PolicyTech site, NAVEX Global keeps a total of 14 of the most
recently generated SQL Server backup files, the most recent seven of which
are listed in the Nightly Backups tab. If you have a need to save a nightly
backup locally, you can download it while it is listed in the Nightly Backups tab.

1. Click PREFERENCES.

2. Click System /IT Settings, and then click Database Manager.

3. Click Manage Backups, and then click the Nightly Backups tab.

4. Click k4.

Note: Nightly backups are SQL Server (.bak) files that cannot be restored
using Restore Backup in PolicyTech. If you should ever need to have a

nightly backup restored, contact Client Support at 888-359-8123 (toll-free in
the U.S. and Canada) or 208-359-8123.

Email Settings

PolicyTech™ uses your organization's email system to notify users that they
need to take certain actions, such as reviewing, approving, or reading a
document.
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Note: Email must be set up correctly for the Periodic Report Emails
feature to be available (see "Emailing a Report from a Saved Setup" in the
User's Guide for details on this feature).

To set up email or change email settings,
1. Click PREFERENCES.

2. Click System / IT Settings, and then click Email Settings.

Note: You may want to consult with your information technology (IT) person
before setting up email.

Email Settings J

Outgoing Mail || Schedule Emails | Bulk Mail Sefings | Scheduler & Delivery | Emor Reports | L] Disable All Notifications @

- Outgoing Mail Settings (SMTP)

System Email Address | |

URL to Program | |
SMTP Server / Port | | |

Send Task Alerts From @ System Email Address
O Document Owner's Email Address

-] My server requires authentication

Authentication Method | Use SSL/TLS
Domain(Required for NTLM) | |
Workstation(Required for NTLM) ‘

|
Account Name ‘ |
Password ‘ |

- Test Outgoing Mail Settings @

Email Address Test

kd save | Cancel | Mext »

"

3. Refer to the following sections for details on each tab of settings:
s Qutgoing Mail
m Schedule Emails

m Bulk Mail Settings

m Scheduler & Delivery

m Error Reports

n Welcome Email

4. Click Save.
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Disable All Notifications

This option is always present in the upper right corner of the Email Settings
window, regardless of which tab is currently selected. If you select Disable All
Notifications, then any messages that would normally be generated and sent
out will not be. In other words, those messages will never be sent, even after re-
enabling notifications. This option is typically used only when installing and
setting up the PolicyTech system or when using Bulk Edit.

Important: Selecting Disable All Notifications also disables the Periodic
Report Emails feature (see "Emailing a Report from a Saved Setup" in the
User's Guide for details on this feature)..

Outgoing Mail

These setting provide PolicyTech™ with the information necessary to send
outgoing mail through your organization's email system.

Outgoing Mail Settings (SMTP)

System Email Address. What you enter here will appear as the sender on alll
PolicyTech notifications when the Send Task Alerts From setting is System
Email Address (see "Send Task Alerts From" below). To allow replies to these
notifications, type the email address of someone within your organization, such
as a document control administrator. To prevent replies, use a nonworking
email address, such as noreply@mycompany.com. Whatever you type must be
in a valid email format.

URL to Program. The URL to the PolicyTech program is automatically filled in
upon installation. Do not change the URL unless PolicyTech has been moved to
a different server since installation.

Note: If you move a Policy Tech database to a training or development test
site, be sure to modify URL to the program so that links connect with the
correct site and do not attempt to connect with the live, originating database.
Include the server name (as opposed to the IP address) in the URL. For
example, if the PolicyTech server name were ptappsrvr, then the URL to the
program would be http://ptappsrvr/ (be sure to include the trailing forward
slash). If PolicyTech is configured on a port other than 80, then include the
correct port number in the URL (for example, http://ptappsrvr:8080/).

SMTP Server / Port. Contact your IT professional for this information.

Sent Task Alerts From. You can choose to have the sender on all PolicyTech
email notifications be the system email address (see "System Email Address"
above), or the owner of the document that the notification is about.

Server Authentication

Contact your IT person to find out if the email server requires authentication. If it
does, your IT person can provide the information necessary for PolicyTech to
log in to the server.
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Test Outgoing Mail Settings

To make sure the email settings are correct, type your email address in the
Email Address box, and then click Test. Check your email inbox after a few
minutes to see if the message was successfully sent.

Schedule Emails

You can schedule when different types of task emails are sent.

Schedule Email Setting for. To set the default email settings each new site
will inherit, select System Default. To make the settings applicable to a single
site, select that site.

Task Summary Emails. A user's task summary email lists all of that user's
unfinished tasks. To set up task summary emails,

1. Type or select the time you want the emails sent.

Note: You can select the hour, the minute, and AM or PM by pressing the up
or down arrow with the cursor before or within that time element.

2. Do one of the following:

m To schedule task summary emails every certain number of days from
today, click Send Every, and then enter a number of days. For
example, if you enter 2, the emails will be sent every other day from
today on.

Note: To turn off task summary emails completely, select Send Every, and
then type O.

m To select a specific day or days of the week for task summary emails,
click the Send On, and then, in the Send On list, click specific days or
click Select All. In the Frequency list, click an option. Send on
selected day(s) sends emails on the selected days of every week.
Every other week and Once a month send emails on the selected
days, but only every other week or once a month, respectively.
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i N 7 Help |

Outgoing Mail || Schedule Emails || Bulk Mail Setfings || Scheduler & Delivery || Emor Reporis Disable All Notifications @

Schedule Emails Seftings for | System Default

- Task Summary Emails @
Starting At 12:00 AM| HH:MM am/pm
() Send Every:

@ Send On: Monday; Thursday &
[1 Select All “lo
[] Sunday

. Monday |
- Individual Task En| [ Tuesday E

Frequency

Suppress new us L] Wednesday bpressed)
hursday
lk’ riday -
- Overdue Task Emanswor

Starting At 12:00 PM| HH:MM amipm
Send on selected day(s) | Every day &

4 Back | |l Save | Cancel | Next »

L J

Individual Task Emails. If you create a new user, but that user won't be
actively using PolicyTech™ for a time (such as a new hire starting in two
weeks), you can type a number of days from today that you want individual task
emails suppressed (not sent). (Task summary emails, if enabled, will continue
to be sent. Only individual task emails will be suppressed.)

Overdue Task Emails. If a user does not complete a task before the due date,
the document owner and the user's manager are sent an email saying that the
task is overdue. Choose a time and the day or days you want these types of
messages sent each week.

Note: By default, overdue task emails are sent only to the document owners
and to the assignees' managers (see Adding a User Manually for details on
assigning a manager). There is an optional advanced feature available that
adds the task assignees as recipients of overdue task emails. See Enable an
Advanced Feature Add-On for more information.

Bulk Mail Settings

The Bulk Mail Settings tab lets you enable and disable two different
methods—Bulk Mailer and Distribute by BC C—for controlling the email
processing load on the PolicyTech™ server.
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SO 3]

Outgoing Mail | Schedule Emails || Bulk Mail Setfings | Scheduler & Delivery || Emor Reports [IDisable All Notifications @

[¥] Use Bulk Mailer
- Email Load Settings

Mail Threads Used by PolicyTech | 1

Messages per Interval 100

Messages per Queue File 100

-[[] Distribute Bulk mail by BCC

Recipient Name

Recipient Address

4 Back | | Save | Cancel | Next »

Use Bulk Mailer

This option turns Bulk Mailer on and off. Itis selected (on) by default upon
installation.

With Bulk Mailer enabled, instead of most generated emails being sent
immediately, they are put in a queue file and sent in bulk each time Scheduler
runs. This method can greatly enhance performance for end users by balancing
the load on the PolicyTech server between email and end user processes.

Important:

s Bulk Mail works only if Scheduler is running (Disable All Notifications
option is not selected) and if you've entered valid Outgoing Mail settings.

m For the majority of organizations, the default settings provide efficient
email delivery. We therefore recommend keeping the default settings—at
least initially. If you find that messages are backing up in the queue and
are not being delivered quickly enough, we recommend contacting Client
Support at 888-359-8123 (toll-free in the U.S. and Canada) or 208-359-
8123 to talk about your particular configuration and get recommendations
as to how to modify the Bulk Mail settings.

Email Load Settings

Mail Threads Used by PolicyTech. The number entered here determines
the number of processing threads, and therefore the number of emailing
processes, that will run simultaneously. The default setting is 1.

Important: Increasing the number of processing threads could result in the
emailing processes delivering more emails than the email server can handle.

Messages per Interval. This setting determines how many emails from the
queue will be processed and sent each time Scheduler runs, which is once per
minute. The default setting is 100.

Messages per Queue File. This setting determines the maximum number of
emails a queue file can contain before PolicyTech creates another one.
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Distribute Bulk mail by BCC

You can enable this feature if you find you need even better email processing
performance than that provided by Bulk Mailer alone. When PolicyTech sends
the same message to multiple recipients, such as when a document is
published and there are many users assigned to read it, it creates and
processes a separate message for each recipient. When you enable Distribute
Bulk mail by BCC (blind carbon copy), one message is created and
processed by the PolicyTech server, and then the email server does the work of
sending the message as BCC emails to all recipients. We highly recommend
using this option in medium and large (enterprise) organizations.

Important: Using this setting removes PolicyTech's ability to capture
information about undelivered emails and makes the Email Bounce Backs by
Document report no longer useful.

Recipient Name. The name you enter here will be the name users see in the
From field of each BCC message.

Recipient Address. Each message will be sent to this email account each
time scheduler processes messages to be sent by BCC.

Note: If the email server is configured to require valid send addresses, the
email address you enter for Recipient Address must be valid. Otherwise,
you can enter any value in that field to avoid messages piling up in the
recipient address inbox. Be aware, however, that because PolicyTech won't
be able to deliver the message that a "delivery failed" message will be sent to
the PolicyTech system email address.

Scheduler & Delivery

The PolicyTech™ Scheduler does the work of sending queued task emails
through your organization's email system. The Scheduler & Delivery tab
shows the status of Scheduler, including the number of messages pending and
failed, the last and next task summary notification time, and the last and next
overdue task notification.
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Emsamms"'.i I
("Outgoing Mai | Schedule Emails | Bulk Mall Settings || Scheduler & Delivery || Emor Reports || Welcome Email | [ Disable All Notifications @

- Scheduler Status @
Last Run-time 9/21/2014 3:37:15 PM
Queue

Messages Pending |21 | @ Clear Queue
Messages Failed |1 T Clear Queue Retry Failed Messages

Run Scheduler

View notification send times for: | Archive ‘ ¥ |

-Task Summary Emails (available only if Scheduler is running)

Last task summary nofification: Not Set
Next anticipated notification: Not Scheduled to be run.

Last overdue task notification: Sunday, 09/21/2014, 15:36
Next anticipated notification: Monday, 09/22/2014, after 12:00

4 Back H Save | Cancel | Next ¢

You can perform the following actions in the Scheduler & Delivery tab:
= Todelete any pending or failed messages, click Clear Queue.

m Toreset failed messages so that Scheduler will try to send them again, click
Retry Failed Messages.

m Click Run Scheduler to immediately start processing all pending
messages.

m To see the notification status of a different site, in the View notification
send times for list, click a site.

Error Reports

The Error Reports settings let you specify who should receive error report
emails for each site.

Email Settings J

Outgoing Mail | Schedule Emails |( Bulk Mail Setiings | Scheduler & Delivery | Error Reports | L Disable All Notifications @

Schedule Emails Settings for |System Default | v |

~ Error Report Settings
Send reports to
(® NAVEX Global PolicyTech Support

O | |

4 Back H Save | Cancel

" S

1. Inthe Schedule Emails Settings for list, click System Default or a site.
2. Do one of the following to select an error report email recipient:

m Select NAVEX Global PolicyTech Support to have the error reports
sent to the Client Support department at NAVEX Global.
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m Select the empty text box option, and then type the email address for
where you want the error report emails sent.

Welcome Email

This feature, when enabled, sends emails to all newly created users asking
them to select their languages.

Email Settings T2 Heip|

Outgoing Mail || Schedule Emails || Bulk Mail Settings | Scheduler & Delivery || Emor Reports || Welcome Email [ Disable All Notifications @

[] Enable New User Welcome Email @
Preview

4 Back H Save | Cancel

To see the subject and body text of the email that will be sent, click Preview.
The body will include separate instructions in each of the currently enabled
languages.

Note: You can modify the subject and body text by editing a language file.
See Editing a Language File in PolicyTech or Editing a Language File in
Excel.

Login Settings
In Login Settings, you can control authorized access to PolicyTech™.

To access Login Settings, click PREFERENCES, click System / IT Settings,
and then click Login Settings.
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policytec!

Preferences
Personal Settings
Company Setup
User Setup
Document Setup
Syst@/ IT Settings
Registration Info
Check for Updates
Database Manager

Email Settings

Login Settings
Language Files
Module Manager

Automated User
Synchronization

Automated Dept.
Synchronization

Product Integration

View Logs

Theme Manager

NAVEXe.o8ac-

DOCUMENTS ' MY TASKS (1) ' REPORTS

Site: —Main Office—

Login Settings ? Help

—~

Global Settings |( Buift-in Aumms)( Active D'mcm}( Single Sign-on Y SAML 2,n]

Welcome Jim Woolf | LOG ouT
NAVEX Global

q Lock System

- Logout/L ockout
[ Lockout user after El login attempts
[ Timeout lockout after l:l minute(s)
[] Require El second(s) befween login attempts
[ Log login attempts
[J Enable "Keep me logged in" option on the login screen 4y Warmning
[¥] Logout users after minute(s) of inactivity

Log out URL |

- Allowed IP Range @

Users IP Range(s) |

Public IP Range(s)|

- Login Screen Message

TEE=a L5 /U A@S

Design HTML

kd save | cancel |

’

Each tab in the Login Settings page contains a grouping of settings. Also
notice the Lock System option. Each of these is described in the sections

below.

Locking the System

Global Settings

Password Settings (Built-In Accounts Tab)

Active Directory Settings

Single Sign-on Settings

SAML Settings

Locking the System

You can lock the system to prevent PolicyTech™ users from logging in, such as
when you need to perform system maintenance. When the system is locked,

users see the following message when they attempt to log in: "System

Temporarily Locked."

Important: Locking the system only prevents new logins; it does not end the
sessions of those who are already logged in.

1. Click PREFERENCES.

2. Click System / IT Settings, and then click Login Settings.
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3. Click Lock System.

Login Settings

q Lock %ystem
Global Settings || Built-in Accounts " Active Directory " Single Sign-on " SAML2.0 |

~ Logout/Lockout
[ Lockout user after login attempts ‘

1 Timeout lockont after miniitafe)

4. (Optional) To set a timer that will automatically unlock the system after a
certain amount of time, in the Global Settings tab, select the Timeout
lockout after check box, and then type a number of minutes.

When you're ready to open up the system again, follow steps 1 and 2 above,
and then click Un-Lock System.

Global Settings
To change general settings that affect all users,

1. Click PREFERENCES.
2. Click System / IT Settings, and then click Login Settings.

3. Clickthe Global Settings tab, if it's not already selected. The screenshot
below shows the default global settings.

Login Settings ? Help

& Lock System

Global Seftings |( Built-in AMT Active Direcmﬂ( Single Sigmﬂ( SAML z.iﬂ

~ Logout/Lockout
[ Lockout user after EI login attempts
[ Timeout lockout after l:l minute(s)
[ Require EI second(s) between login attempts

[] Log login attempts
Logout users after minute(s) of inactivity
Log out URL | |

~Allowed IP Range @

Users IP Range(s) | |
Public IP Range(s) |

~Login Screen Message

pIE FIEE[ b /U A @S

[ bl save | cancel |
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4. Inthe Logout/Lockout area, do any of the following:

m Toguard against an unauthorized user trying to guess a user name and
password, select Lockout user after, and then type a number of
attempts.

Important: If a legitimate user is locked out by using the correct user name
but anincorrect password, you can clear the lockout in User Manager. See
Clearing a User Lockout for details.

= When you lock users out of the system (see Locking the System), select
Timeout lockout after, and then type a number of minutes. After the
time elapses, the system is automatically unlocked.

m Toguard against a malicious application attempting to guess login
credentials, select Require, and then type a number of minutes a user
has to wait after a failed login before the user can attempt logging in
again.

m Tokeep alog of login attempts, select Log login attempts.

m To help prevent unauthorized access when a user's computer is left
unattended with the user logged in to PolicyTech™, select Logout
users after, and then type a number of minutes.

m Toredirect users to a specific web page when they log out, in the Log
out URL box, type, or copy and paste, the full web address.

5. Inthe Allowed IP Range area, you can type an IP range or ranges to
restrict access to PolicyTech and to the Public Viewer (see Purchase an
Advanced Feature Module for a description of this optional, separately
purchased module). Then, only users whose computer IP addresses fall
within the specified range can successfully log in to PolicyTech or access a
document in the Public Viewer.

Use the following format:
XXX XXX X.X

To include multiple ranges, separate each range with a comma.

Note: You can also use the IPv6 format to designate ranges.
6. Inthe Login Screen Message area, type and format the message users
will see each time they log in.

7. Click Save.

Password Settings (Built-In Accounts Tab)

The Built-in Accounts tab lets you control whether users can change their
own passwords and the required complexity of passwords.
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Important:

m [fyou need to reset a user's password, see Resetting a User's Password.
m [f you need to clear a user lockout, see Clearing a User Lockout.

1. Click PREFERENCES.

2. Click System / IT Settings, click Login Settings, and then click Built-in
Accounts.

p=
q Lock System

Global Seffings | Built-in Accounts || Active Directory || Single Sign-on | SAML 2.0
@ These settings do not apply to Active Directory authenticated users

- Password Complexity

Require minimum of |0 | characters (0=no restriction)
Require minimum of |0 | uppercase characters
Require minimum of |0 | special characters

Require minimum of |0 | numeric characters

-Password Changing

[ Require users to change their password every |0 day(s)
[] Allow users to change password anytime
[] Keep record of the last |0 | password(s)

[[] Require new users to change their password upon first login

Require all users to change their password upon next login

H Save | Cancel

4

3. Make the desired changes in the Password Complexity and Password
Changing areas (see the sections that follow for setting descriptions).

4. Click Save.
Password Complexity

Important: These settings apply only when not using Active Directory®
integration and when settings in the Password Changing area are
configured to allow users to change their own passwords.

Use these setting to increase the complexity of user passwords, thus increasing
the difficulty of guessing a password. These settings apply only when users

change their own passwords. They do not apply when you edit a user record in
User Manager.

Note: Special characters are any standard keyboard characters besides
letters and numbers.
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Password Changing

Require users to change their password every [integer] days. Type the
number of days after which each user's password expires.

Allow users to change password anytime. Unless this option is selected,
users cannot change their own passwords.

Keep record of the last [integer] password(s). If you enter a number here,
users will not be able to reuse a recently expired password when setting a new
password.

Require new users to change their password upon first login. When you
create a new user, you must include a password, and the new user must use
that password to log in for the first time. Select this option to ensure that only
users know their passwords.

Require all users to change their password upon next login. Click this
option if you need a system-wide password reset.

Active Directory Settings

If your organization uses Microsoft® Active Directory® to manage network user
accounts, you can configure PolicyTech™ to use Active Directory (AD) for the
following purposes:

m [nitial user import
m User list maintenance (daily synchronization)

m Userlogin

Note: The alternatives to using AD to create and maintain the PolicyTech
user list are to define and maintain users manually or to export a user list from
another database and import that list into PolicyTech. For details, see User

Setup.

Considerations

There are many factors to consider when deciding how to configure PolicyTech
to connect to and use AD. Some of the more common considerations include
the following:

m How much AD user information do you want pulled into PolicyTech user
records?

m If AD doesn'tinclude all of the user data needed for PolicyTech user
definitions, do you want to import the missing information from another
database (see Importing Users from Another Database) or possibly add it
to AD before syncing?

m If users have already been defined in PolicyTech and any of those users
also existin AD, how do you ensure that the sync doesn't cause problems
for those existing users?
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Important: If users have already been defined in PolicyTech, please contact
Client Support at 888-359-8123 (toll-free in the U.S. and Canada) or 208-
359-8123 so that a technician can walk you through the PolicyTech/Active
Directory sync setup. This will help you avoid many possible issues that could
result from syncing existing PolicyTech users with AD users. In addition, we
highly recommend first configuring the AD sync on a test site with a restored
backup of the production PolicyTech site, and then configuring the production
site once you're sure the AD sync on the test site is working correctly.

m [fauseris deactivated or deleted in AD, do you also want that user
deactivated or deleted in PolicyTech?

= [fyou don't want all of the users in an AD domain synced with PolicyTech,
how are you going to filter out those you don't want synced? Are the AD
organizational units and containers set up in a way that accommodates
efficient syncing of a specific set of users?

=» Do you know which organizational unit in the AD hierarchy to access so
that all of the users you want synced with PolicyTech are contained in that
organizational unit or in the ones below it?

m Do you know which AD user credentials you're going to use to allow the
PolicyTech sync process to access AD? Will you use a service account or a
normal user?

= Will your PolicyTech site be required to use SSL to authenticate to AD and,
if so, is SSL set up correctly on the server hosting PolicyTech?

If, after reviewing the considerations above and the steps below, you have any
questions, please contact Client Support at 888-359-8123 (toll-free in the U.S.
and Canada) or 208-359-8123.

How the Sync Works

Knowing how the AD sync works can help you make decisions about how to set
it up and when to run it. The following process is performed for each user profile
that PolicyTech pulls from each AD domain you specify.

1. Attempt to match the AD GUID. PolicyTech users that are synced with
AD users include an extra field of data in their PolicyTech user profile for
storing the user's Globally Unique Identifier, or GUID, that is assigned by
AD whenever an object is created. When you perform a sync, PolicyTech
first checks to see if the AD user's GUID has already been added to a
PolicyTech user profile.

= If a matching GUID is found, the process skips to step 4 below.

= [f a matching GUID is not found, the process continues with step 2.
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Note: Adding a GUID to a PolicyTech user profile can only be done by the
AD sync feature. The GUID property is not available in the PolicyTech user
profile in User Manager.

2. Attempt to match user names. If a matching GUID is not found, the sync
next searches for a PolicyTech user name that is the same as the user
logon name in the AD profile.

= If a matching user name is found, the process skips to step 4.

= [f a matching user name is not found, the process continues with
step 3.

3. Create a new PolicyTech user. If the sync finds no matching GUID or
user name, it creates a new PolicyTech user and pulls at least the following
properties from the AD user profile.

Note: Because these are the minimum required properties (except Domain)
for creating a Policy Tech user, these properties are used regardless of
whether or not they are enabled and mapped in the domain information you
will later add in PolicyTech Login Settings.

PolicyTech User Property Added From AD User Property

First Name First name
Last Name Last name
Username User logon name
(sAMAccountName)
Password Random placeholder*
Unique Employee ID AD GUID
Site Mapped property in PolicyTech
Login SettingsT
Mapped property in PolicyTech
Department Login SettingsT
Domain specified in PolicyTech
: Login Settings in the Organization
Domain

Unit (OU) definition that included this
user in the sync

*When AD sync is enabled, PolicyTech ignores whatever is stored in the
Password field of the Policy Tech user profile and uses the password from the
AD user profile instead. However, because the Password field is required, the
sync places a random string in that field when creating a new user.
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TWhen you later specify the AD domains to sync with Policy Tech, you will be
required to specify a default site for adding new users and will have the
opportunity to map AD user properties to PolicyTech user properties. If you
choose not to enable and map the site and department properties, users added
during a sync will be assigned to the specified default site and to a department
called Unassigned Department.

4. If necessary, create a new job title, department, or site. Ifthe
PolicyTech job title, department, or site property is mapped for the sync,
PolicyTech will compare the property value in the AD user profile to the
existing PolicyTech job titles, departments, or sites.

m If the job title, department, or site already exists in PolicyTech,
the process moves on immediately to step 5.

m If the job title, department, or site doesn't exist in PolicyTech,
then PolicyTech creates a new job title, department, or site and names it
with the value from the corresponding AD user property.

5. Update mapped properties.

m If the sync found a matching user, it compares the properties from
the AD user profile to any corresponding PolicyTech user properties
that you chose to include in the sync. If any properties don't match,
PolicyTech overwrites the information in the PolicyTech user property
with the information from the mapped AD user property.

m If the sync created a new user, in addition to the required properties
listed in step 3 above, it adds any optional properties you chose to
include in the sync.

Important: As you can see from the process description above, the
PolicyTech/AD sync feature will create new users, job titles, departments,
and sites if they don't already exist in PolicyTech. If you add or modify any of
these objects manually in PolicyTech, make sure the site reference IDs,
department reference IDs, job title names, or user names exactly match the
names of the corresponding objects in AD. If the PolicyTech object name
varies even by a single character, such AVDept vs. AVDep, a new, duplicate
object will be created in PolicyTech when AD is synced.

Enter Domain and Organizational Unit Information

Important: If you're not familiar with the AD setup in your organization, be
sure to consult with or have your IT specialist or network administrator
present when you perform the following steps.

PolicyTech uses the information you enter in the Domain Information form to
communicate with AD and perform the user sync. This information is divided
into three sections: Connection Settings, Synchronization Mapping, and
Remote Domain.
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Connection Settings

1. Click PREFERENCES, click System / IT Settings, and then click Login

Settings.
2. Clickthe Active Directory tab, and then click Add Domain.

DOCUMENTS = MY TASKS (0) ' REPORTS | PREFERENCES | Welcome Master Administrator | LOG OUT

policytech

NAVEX Global

Site: —Main Office— L L

Preferences

Personal Settings TR 2
Company Sefup & Lock System
Third-Party Setup Global Setiings V Built-in Accounts ]‘ Active Directory '|[ Single Sign-on ][ SAML 2.0 ]
LzreEiy Domains
Document Setup Add Domain
stem / IT Setiings
=i B Enabled Name Edit
Registration Info
Ehecknlpees No Domains Found
Database Manager
Email Setfings
Login Settings ~A d User Synchronization
Language Files [ Activate Synchronization Synchronize Now
Module Manager
Daily Synchronization Time - HH:MM  Based on system-wide time zone.
Automated User e 12:00 £ ©
Synchronization Notification Email Addresses. ‘ comma delimited list
Automated Dept. P—
Synchronization Synchronization Queue Length
Product Integration [] Restore Deleted Users @
View Logs [ Delete Users not in sync @
Theme Manager
APl Keys - Integrated Authentication Module

URL to Program | |
Authentication URL| |

J—
kol save | cancel

NAVEX aLosar-

You'll see one of the following messages, depending on whether your

PolicyTech system is hosted by NAVEX Global (first message) or installed

on your organization's premises (second message).

WARNING!I

Improper configuration can create DUPLICATE USERS
or lead to other significant, irreversible results! Please
exercise extreme caution.

—_—
Continue

S o
WARNING!I

Improper configuration can create DUPLICATE USERS
or lead to other significant, ireversible results! Please
exercise extreme caution. You may refer to the following
instructions on backing up your database.

It is highly recommended that you back up the database
before proceeding.

L Back Up Database | Continue j
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3. (Conditional) If you're prompted to back up your database, we highly
recommend that you do so before adding an Active Directory domain.
When you see the backup warning, click Back Up Database, and then
click OK. When the backup is completed, click Close.

4. Click Continue.

5. Inthe Domain Information window, in the Domain box, type a name to

identify a domain containing at least some of the users you want synced
with PolicyTech.

Note: The name you type in the Domain box is only for identifying this
domain definition in the PolicyTech Domains list. The actual distinguished
domain name will be specified later when you add organizational units.

. o
- Connection Settings - Synchronization Mapping
Domain Port 380 Enabled AD Property
Autharized User Password (Rt e givenName
Authentication Type O Basic ® NTLM [] Require SSL Middle Name initials
Site to Add Users Last Name =n
© Add Organizational Unit (OU) 1 Delete Selected (St mail
Organizational Unit (OU) Edit Job Title title
[] Department Reference ID | department
& Foun [ Site Reference ID company
[ Manager manager
Test Connection
- Remote Domain
Connection URL ‘
[ Enabled kd Save | Cancel

6. You now need to provide PolicyTech with the credentials of a user within
the specified domain. We recommend creating a service account user
within the domain to be used specifically for the purpose of enabling
PolicyTech to log in to the domain with that user's credentials. The
authorized user you create can be a simple user (does not need to be an
administrator) with read access for all domain users and must be a member
of the organizational unit that you'll be designating shortly.

Important: The authorized user should not be required to periodically
change the account password, because the AD syncing capability in
PolicyTech would be disabled as soon as the password expired. Someone

would then need to change the AD password and update the authorized user
password in PolicyTech.

7. Type the authorized user's name and password.

8. For Authentication Type, select NTLM or Basic.

Note: NTLM is the native Microsoft® authentication protocol and encrypts
the user name and password as it is being sent. Basic authentication does
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not encrypt the user name and password and should be selected only if you
have a specific need for doing so.

9. (Optional) An SSL (Single Sockets Layer) connection is not typically
required between the PolicyTech website and the domain controller, but if
the domain controller has been set up with a certificate to enable SSL, then
you can select the Require SSL check box to add a more sophisticated
layer of encryption when the authorized user name and password are sent
from PolicyTech to the domain controller.

Important:

m [fRequire SSL is selected and SSL has not been enabled on the domain
controller, the user sync will fail and users will not be able to log in to
PolicyTech using AD credentials.

m This option is NOT for configuring SSL for HTTP (not for enabling
HTTPS).

10. Selectthe PolicyTech site where you want AD users added and synced.

11. You must now set up at least one organizational unit (OU) for the specified
domain (you can designate up to 10 OUs per domain). You can filter out
unwanted users by selecting specific groups within the OU. Policy Tech will
import and sync only those users that meet the filter conditions.

Click Add Organizational Unit (OU).
( N

- Connection Settings

Domain ptech Port
Authorized User rc@ptech.ts Password .
Authentication Type () Basic @ NTLM [ Require 5¢
Site to Add Users —Main Office--

© Add Organizational Unit (OU) |
Crganizational Unit (0L}

12. Type the OU's LDAP distinguished name that uniquely identifies it within
AD. See About LDAP Distinguished Names below for details.
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N a0

Organizational Unit (OU)
ou=Users,dc=companyname dc=com

Filter String
(&(objectCategory=person)(objectClass=user)(l(userAccountControl:1.2.840.113556.1.4.803:=

Include Child OU's

kd Save | Cancel

L. o

13. Afilter string is included by default that returns only those AD users who are
currently active. If desired, you can modify the filter string to further restrict
returned users. See Filtering by Group Membership below for details.

14. The Include Child OU's check box is selected by default, meaning that if
the OU you specify contains other OUs, the users from those child OUs will
also be synced. If you want only the OU specified and none of its child OUs
included, click to clear the check box.

Important: The Include Child OU's option will NOT include sibling
(parallel) or parent OUs.

15. Click Save.

16. Inthe Organizational Unit (OU) list, click the OU you just added, and
then, below the list, click Test Connection to make sure all connection
settings work.

Note: This tests all connection settings, including the user name and
password you typed and the new OU definition.

17. (Optional) Repeat the steps above to add other OUs (up to 10 total).

Important:

m Each OU you add runs as a separate LDAP query. Thus, the fewer OUs
you add, the better the sync performance. For optimal performance, we
recommend specifying the domain root as the only OU and then using a
filter string to include or exclude specific user groups.

m If you add multiple OUs, they must all be from the same domain.

18. Continue with the steps in the Synchronization Mapping section below.

About LDAP Distinguished Names

An LDAP distinguished name (DN) consists of a string of relative distinguished
names (RDNs) separated by commas. In turn, an RDN consists of an attribute
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name followed by an equal sign and an object name. Which attribute precedes
each object name depends on the object type: CN stands for common name;
OU stands for organizational unit name; and DC stands for domain component
(a domain name usually contains multiple components separated by periods,
such as Sales.South.com).

Object

Attribute Name

[ty [g—)
CN= Users;f::p j?alx_ai,OU=South,DC= MyCompany,DC=COM
Name (RDON)

LDAP Distinguished Name (DN)

The order of the RDNs within the DN is from the lowest level object name
(CN=Users in the example above) to the domain root
(DC=MyCompany,DC=com in the example above). Both OUs and
containers—which are designated with the CN attribute—can contain users, so
you need to make sure you use the correct attribute in each RDN. Inan AD
tree, objects with a plain folder icon (" in Windows Server 2012 or 2008; [1in
Windows Server 2003) are containers and must use CN, while objects with a
folder that has a user profile icon (=1in 2008 and 2012) or book icon ([l in
2003) superimposed are organizational units and must use the OU attribute.

For example, let's say that you want to add the Users OU selected in the AD
tree shown below.

| Active Directory Users and Computers EI@
File  Action  Wiew Help

e B oz Hm 3 amTE%

: Active Directony Users and Cornputers [ RXEISVIM, » || fame Type Description

. [ Saved Queries
4 3 MyCormpany.com
» || Builtin
| Computets
2 Damain Controllers

#= Ity Compariy.comn Darnain
1 Saved Queries Folder to stare yourd

" ForeignSecurityPrincipals
4 (3] San Diego
" Accounting
| Administration
» 2] Consulting Services
Contractors
Developrment
Hurnan Resources

= Users
. [Z] Information Technologies
- 2] Instructional Design
Legal
Marketing
| Operations
| Other Email Accounts
" Others and Temp

o e e e e

You would type the following DN:

OU=Users,OU=Human Resources,OU=San
Diego,DC=MyCompany,DC=com

If you want to include all users in the San Diego OU, you would type the
following and make sure that Include Child OU's were selected:
OU=San Diego,DC=MyCompany,DC=com
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Filtering by Group Membership

Important: Providing a complete explanation of LDAP filters is not within the
scope of this guide. The information below shows how to use common some
methods for filtering by group.

The default filter when you add an OU is as follows:

(&(objectCategory=person)(objectClass=user)(!
(userAccountControl:1.2.840.113556.1.4.803:=2))
(sAMAccountName=$logon))

The ampersand (&) is an AND operator that returns only those results that
match all of the filters that follow it. The exclamation point (!) is a NOT operator
that filters for the opposite of the filter following it. In plain English, the complete
filter string above says to filter for AD objects that meet all of the following
conditions:

= Are assigned to the person category
m Are assigned to the user class

= Are not disabled (the specified userAccountControl setting does not equal
2)

Note: The last filter (sSAMAccountName=$logon) is a specialized filter
required by the PolicyTech application, and $logon is a PolicyTech code
variable.

Now, suppose you wanted to include all users who were members of the
Researchers group, which belonged to the Users OU in the MyCompany.com
domain. You would add the following to the end of the filter immediately inside
the outermost right parenthesis:

(memberOf=CN=Researchers,OU=Users,DC=MyCompany,DC=com)
So, the complete filter string would look like the following:

(&(objectCategory=person)(objectClass=user)(!
(userAccountControl:1.2.840.113556.1.4.803:=2))
(sAMAccountName=$logon)
(memberOf=CN=Researchers,OU=Users,DC=MyCompany,DC=com))

To specify more than one group in the same filter, use the pipe symbol ( |, which
is the OR operator) and enclose each memberOf filter in parentheses, as
shown in the filter string below:
(&(objectCategory=person)(objectClass=user)(!
(userAccountControl:1.2.840.113556.1.4.803:=2))
(sAMAccountName=$logon)(|
(memberOf=CN=Researchers,OU=Users,DC=MyCompany,DC=com)
(memberOf=CN=Delevelopers,OU=Users,DC=MyCompany,DC=com)))

Additional filter notes:
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m AD is said to be case aware but case insensitive. Case aware means
that if you use mixed case in something like an object name, AD will
store the name exactly as you typed it. And case insensitive means that
AD interprets lowercase letters the same as their uppercase
counterparts for search and filter strings. For example, AD interprets
DC=MyCompany and dc=mycompany as the same value.

m If you decide to filter by groups, we recommend setting Organization
Unit (OU) to the domain root (such as DC=MyCompany,DC=com)
rather than an OU within the domain and then exclusively using groups
to filter users.

m Nesting of groups is NOT supported. If an LDAP query includes a
nested group, only those users in the top-most group will be filtered
(included or excluded).

m After making changes to an existing OU filter, be sure to test that OU's
connection again in the Domain Information window.

= [f you decide to test an LDAP filter string by doing a custom search in
Active Directory Users and Computers, you will need to either
temporarily remove the (sAMAccountName=$logon) filter from the
string or change the $logon value to * (to select all account names).

m [f, after syncing AD users, a user who did not match the filter criteria
tries to log in to PolicyTech, that user will see a message stating that
the user name and password are invalid.

Synchronization Mapping

In the Synchronization Mapping area of the Domain Information window, you
can tell PolicyTech what information you want pulled from this domain's user
profiles into PolicyTech user profiles. PolicyTech will import the user profiles
initially and then keep the user properties you specify in sync with their
corresponding AD properties.

Important:

m The syncis a one-way, read-only process. PolicyTech never changes
user properties in AD.

m We recommend that you re-read the How the Sync Works section above
before deciding which properties to map.

m If you've manually created a user in PolicyTech prior to the initial AD sync,
the only way to avoid creating a duplicate user when you perform the initial
sync would be to add and enable that user's domain in PolicyTech and
then assign the user to that domain in PolicyTech User Manager. If, and
only if, the user's AD logon name matches that user's PolicyTech user
name, then performing the initial sync will update that user's existing user
profile in PolicyTech instead of creating a new (duplicate) user.

In the Synchronization Mapping area of the Domain Information window,
PolicyTech user properties are listed in the Enabled column and AD user
properties in the AD Property column.
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1. Toenable the syncing of a user property, select its check box.

- Synchronization Mapping

Enabled AD Property
First Name givenName
[ Middle Name initials

Last Name sn

Email mail

] Job Title title

[] Department Reference ID | department

[] Site Reference ID company

2. Check the default AD property to make sure that is the property source you
want. If not, type a different AD property using its LDAP attribute name.

Remote Domain

If your PolicyTech system is hosted by NAVEX Global or your Active Directory
service is on a different network than the PolicyTech server, you will need to
provide a URL to a web page that can pass the information between PolicyTech
and Active Directory. For hosted systems, this URL is filled in by an
implementation specialist during installation.

If necessary, type a URL in the Remote Domain area.

(Optional) Set Up and Activate Automated Synchronization

If you want the PolicyTech user database to automatically be synced with Active
Directory users, see Automated User Synchronization.

(Optional) Set Up Integrated Authentication

You can have Active Directory users automatically authenticated for using
PolicyTech as soon as they log on to the network. This means that they can
open PolicyTech without being required to enter a user name or password. This
capability is built into and installed with PolicyTech—you need only provide the
correct URLs to activate it.

URL to Program. Type the URL, including the including the scheme (http:// or
https://), used to access your installation of the PolicyTech program. The
program URL is typically in the format http:/[company name].policytech.com.

Authentication URL. Type the same URL you typed for URL to Program
and append /ADauth/, as in the following example:
http://mycompany.policytech.com/ADauth/

Note: If AD users click LOG OUT in PolicyTech or if their PolicyTech session
times out, they will be presented with the login screen. At that point, they can
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either simply refresh the web page or type their AD credentials, select the
correct domain, and then press Enter.

Save Active Directory Settings

When you're finished setting up AD sync, and whenever you make changes to
the settings in the future, be sure to click Save.

Single Sign-On Settings

If your organization has implemented a third-party single sign-on (SSO)
application, you can configure PolicyTech™ to refer login attempts to this
application. Then users who are logged in through the SSO application will not
need to log in when launching PolicyTech.

1. Click PREFERENCES.
2. Click System / IT Settings, and then click Login Settings.
3. Click Single Sign-on.

i \ 9 ™y
-~
q Lock System

Global Seffings | Builtin Accounts || Active Directory || Single Sign-on | SAML 2.0

-Basic Settings

Encryption Type 3DES
Private Key

Authentication URL
Cookie / URL Key

bl Save | Cancel

L S

4. The default Encryption Type setting, is the Triple Data Encryption
Algorithm (which is sometimes designated 3DES for applying the Data
Encryption Standard (DES) cipher algorithm three times to each data
block). Change this setting if your SSO application uses an Advanced
Encryption Standard (AES) algorithm.

5. Inthe Private Key, Authentication URL, and Cookie / URL Key boxes,
type the information necessary for PolicyTech to communicate with your
SSO application.

Note: If you have any questions about Single Sign-on configuration,
contact Client Support at 888-359-8123 (toll-free in the U.S. and Canada) or
208-359-8123.

6. Click Save.
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SAML Settings

If your organization exchanges user authentication information using SAML 2.0,
type the necessary information in the SAML 2.0 form.

Note: Completing this form is not necessary if you're authenticating users by

another method.

If you have questions contact your IT department or NAVEX Global Client
Support at 888-359-8123 (toll-free in the U.S. and Canada) or 208-359-8123.

Login Settings

Global Seffings | Built-in Accounts || Active Directory || Single Sign-on | SAML 2.0

=
q Lock System

- |dentity Provider
Verification certificate

Issuer

Sign-on URL

Relay State Variable |RelayState
[J Deep Linking

- Service Provider

Service Provider ID

Clock Skew (minutes) |5

ACS URL http:/fjim test policytech.com/e/dotnet/noauth/login. aspx

.policytech.com

H Save | Cancel

Language Files

The PolicyTech default language is English. If you need to support other
languages, you can either purchase a language file or create a custom
language file and use your own resources to translate and replace the default

English text.

Working with a Purchased a Language File

Creating a Custom Language File

Working with a Purchased Language File

A fixed set of translated language files can be purchased and activated. You
can purchase the fully translated (system-wide) version or a subset of
translated user interface text called a reader core, which is designed to support

only those users assigned to read documents.
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Language Files Available for Purchase

The PolicyTech user interface text has already been translated into the
following languages. Each language file is available in both a system-wide
version and a reader core version.

= Arabic

m Chinese (simplified)
m Dutch

m French (European)

s German

m ltalian

= Japanese

m Korean

m Portuguese (Brazilian)
m Russian

m Spanish (European)
m Spanish (Latin American)

You also have the option of having a language not on the above list translated
for you. For pricing information or to place an order, contact Client Support
using one of the following methods.

Customer Resource Center

Email: policytech@navexglobal.com
Toll-free: 888-359-8123 (in the U.S. and Canada)
Local: 208-359-8123

Activating a Language File

When you purchase a language file you will be given a new registration code.
Simply submit the new code to activate the language file (see Registration Info).

Modifying a Purchased Language File

When you activate a purchased language file, a custom language file is
automatically created that is linked to the purchased translation. This gives you
the option of overriding any translated text with a different translation.

1. Click PREFERENCES, click System / IT Settings, and then click
Language Files.
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: N
policyt

Personal Setfings

Company Setup
Third-Party Setup

Add a Language

Enabled Language Import / Export
User Setup L] English (Enqlish} Import / Export
Document Setup a Espaiiol (Spanish) Import [ Export

System / IT Settings
Registration Info
Check for Updates

Additional languages are available for purchase. Please contact Sales or Support
for more information.

Database Manager

Email Settings

Login Settings

2. Click the newly added custom language file to open it, and then see Editing
a Language File in PolicyTech for further instructions.

Note: You can also export the language file to a Microsoft® Excel® file, edit it
in Excel, and then import the changes. See Editing a Language File in Excel
for details.

Creating a Custom Language File

You can create a new language file and add translated user interface text to it.
You can also use this feature to modify the user interface text in the English
language file or in a language file you've purchased. You can edit a language
file directly within PolicyTech™ or export the file, edit it in Microsoft® Excel®,
and then import it.

Adding a Language Translation

Exporting a Language File

Editing a Language File in PolicyTech

Editing a Language File in Excel

Importing a Language File

Enabling or Disabling a Language

Adding a Language Translation

1. Click PREFERENCES, click System / IT Settings, and then click
Language Files.

2. Click Add a Language.
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Language Files

Add apl anguage

Enabled Language

English

Enalish

Import / Export
\mport / Export

Additional languages are available for purchase. Please contact Sales or Support
for more information.

3. Inthe Language Code list, click a language code (see Language Code
Tables), and then click OK to clear the alert.

Edit Language

Language Code:

en-CA: English (Canada)
en-GB: English {United Kingdom)
en-1E: English (Ireland)

en-JM: English (Jamaica)

en-NZ: English (New Zealand)
en-PH: English (Philippines)

en-TT: English (Trinidad and Tobago)
en-ZA: English (South Africa)

en-ZW: English (Zimbabwe)

es-AR: Spanish (Argentina)

es-BO: Spanish (Bolivia)

es-CL: Spanish (Chile)

es5-CO: Spanish (Colombia)

e5-CR: Spanish (Costa Rica)

es-DO: Spanish (Dominican Republic)
es-EC: Spanish (Ecuador)

es-ES: Spanish (Spain)

e5-GT: Spanish (Gatemala)

es-HN: Spanlsh (Honduras)

es-MX: Spapjsh (Mexico)

es-NI: Spa {Nicaragua)

es-PA: Spanish (Panama)

es-PE: Spanish (Peru)

es-PR: Spanish (Puerto Rico)

es-PY: Spanish (Colombia)

es-SV: Spanish (Paraguay)

es-UY: Spanish (Uruguay)

es-\E: Spanish (Venezuela)

et-EE: Spanish (Colombia)

eu-ES: Estonian (Estonia)

tme
~ Name

habled

Note: Only one language file can be linked to any given language code. If a
code has already been assigned to another language file, it will not appear in
the Language Code list for this language file.

4. (Conditional) If your organization has purchased one or more language
files, you'll see a Default Translation option as shown below. Select the
translation you want to use as the basis for this new language file.

Edit Language

Language Code:

|—— Choose — V| MNative Name

Default Translation |en-US: English (Unitec v| |

( kd save | cancel |

Preferred Name

[] Enabled
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5. Inthe Native Name and Preferred Name boxes, type the native and
preferred versions of the language name. What you type here will appear in
the Language menu available when users log in, as shown below, and in
other document and preference settings.

Important: You can set the default language for both the entire organization
(see General Properties) and for each site (see Adding a Site).

POLICYTECH"

Policy & Procedure Management

Username
Password
Choose your language

=
Esparniol (Spanish) N

6. Click Save.

7. Find text you need to translate or change. For details on the tools provided
for locating text, see Finding Specific User Interface Text.

~oi 0
L Code: es-MX: Spanish (Mexii v Show Native Name

Preferred Name

Area Filter Current Default Text Translated Text Display Options v
All Areas |)) Search | |)) Search ‘

Documents

This will create a copy of the document and open it in Draft ks

My Tasks status. When the new document is published, the current )
R version of the document will be archived.%1%-<br><br=Are you
eports sure you want fo create a new version?
Notifications
Preferences %1% = Additional message
Components
Document - Templat [FnDEE &
Workflow
Other
v
[Atert I 'y
< > Page 1 of 189 (3780 items) 12 3 .. 18>

kad save | Cancel Enabled

8. Inthe Translated Text column, type the translations of the default text. To
keep a piece of default text, leave the corresponding Translated Text box
empty.

Notes:
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m The pieces of text (strings) listed in the boxes in the Current Default
Text column are the original user interface text strings provided by
PolicyTech™ . These strings cannot be directly edited. The boxes in the
Translated Text column are where you can type the text that will
replace the corresponding default text.

m Some default text contains content formatted with HTML tags, such as
<br> for a line break, and some default text contains variables.
Variables are placeholders that are replaced automatically with specific
information, such as a user name, when the text is displayed in the user
interface. A variable is a number enclosed in percent symbols, such as
%1%. You'll usually want to include these tags in the translated text as
well.

9. (Optional) If you're ready to enable this language and make it selectable by
users and document control administrators, at the bottom of the Edit
Language window, select the Enabled check box.

10. When you're finished adding translations, click Save, and then close the
Edit Language window.

Finding Specific User Interface Text

PolicyTech provides the following tools to help find text strings that appear in
the user interface.

Navigation

Navigate through the list by scrolling and moving from page to page. To display
a different number of text strings per page, click Display Options, and then
click [+ to display the Entries Per Page list. Click a number in the list, and then
click Close.

" OHep O

Preferred Name German

Display Options -

- Display Options

Il | v | Entries Per Page
20 |

50 Cloze

100 F

250
500

Area Filters

All text strings are listed by default. To show only those text strings for a specific
user interface area, in the Area Filter tree, find and click that area.
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Language Code: de-DE

Area Filter Current [

All Areas Search

Documents

My Tasks

Reports
Motifications (I

#®

Preferences

®

Components

&

Document - Templaty
Workflow
Other ———

#®

Important:

= If you have been making changes to text strings in one area, click Save
before switching to another area.

m A text string may be listed in multiple areas. Changes made to a text string
in one area will be reflected it in all areas in which that text string is listed.

"Show" Filters
In the Show list, do one of the following:

= Click Untranslated to filter out all but those text strings whose
corresponding Translated Text boxes are empty.

m Click System Text Modified Since Last Version to see only those
default (original PolicyTech) text strings that were modified or added in the
current PolicyTech version.

m Click All to reset the Show filter (the Area Filter is not affected).

Search

You can search for a specific text string in either the Current Default Text (the
original text provided by PolicyTech) or in Translated Text (new text added in
the box to the right of the default text).

Language Code: en-US Show Al Native Name Preferred Name

Area Filter Current Default Text T Text Display Options >
All Areas A | save Search |
Documents
My Tasks
Reports

‘You have not saved changes, would you like to save now? ‘ :...: ~
Notifications

Pop-up Help
To see in which user interface area (from those listed in the Area Filter tree) a
text string is used, hover your cursor over ..
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Native Name

Translated Text

Search

Preferred Name

Display Options «

Language Code Tables

The three tables below contain the same information, but each is sorted by a
different column.

Sorted by Language Code

Sorted by Language Name

Sorted by Country or Region

(1}/\

This is

used in the following: Preferences > Document

Setup > Default Document Properties, Preferences >
System / IT Settings > Language Files, Document -
Template - Bulk Editor, Components

Sorted by Language Code
Code Language Country or Region

af-ZA Afrikaans South Africa
ar-AE  Arabic U.AE.
ar-BH  Arabic Bahrain
ar-DZ  Arabic Algeria
ar-EG  Arabic Egypt
ar-1Q Arabic Iraq
ar-JO Arabic Jordan
ar-KW  Arabic Kuwait
ar-LB Arabic Lebanon
ar-LY Arabic Libya
ar-MA  Arabic Morocco
ar-OM  Arabic Oman
ar-QA  Arabic Qatar
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ar-SA  Arabic Saudi Arabia
ar-SY  Arabic Syria

ar-TN Arabic Tunisia

ar-YE  Arabic Yemen

be-BY  Belarusian Belarus

bg-BG  Bulgarian Bulgaria

ca-ES  Catalan Spain

cs-CZ  Czech Czech Republic
da-DK  Danish Denmark
de-AT  German Austria

de-CH German Switzerland
de-DE  German Germany

de-LI German Liechtenstein
de-LU  German Luxembourg
dv-MV  Divehi Maldives

el-GR  Greek Greece

en-029 English Caribbean
en-AU  English Australia

en-BZ  English Belize

en-CA  English Canada

en-CB  English Caribbean
en-GB  English United Kingdom
en-1E English Ireland

en-JM  English Jamaica

en-NZ  English New Zealand
en-PH  English Republic of the Philippines
en-TT  English Trinidad and Tobago
en-US  English United States
en-ZA  English South Africa
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en-ZW  English Zimbabwe
es-AR  Spanish Argentina
es-BO  Spanish Bolivia
es-CL  Spanish Chile
es-CO  Spanish Colombia
es-CR  Spanish Costa Rica
es-DO  Spanish Dominican Republic
es-EC  Spanish Ecuador
es-ES  Spanish Spain
es-GT  Spanish Guatemala
es-HN  Spanish Honduras
es-MX  Spanish Mexico
es-NI Spanish Nicaragua
es-PA  Spanish Panama
es-PE  Spanish Peru
es-PR  Spanish Puerto Rico
es-PY  Spanish Paraguay
es-SV  Spanish El Salvador
es-UY  Spanish Uruguay
es-VE  Spanish Venezuela
et-EE Estonian Estonia
eu-ES  Basque Spain

fa-IR Farsi Iran

fi-FI Finnish Finland
fo-FO Faroese Faroe Islands
fr-BE French Belgium
fr-CA French Canada
fr-CH French Switzerland
fr-FR French France
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fr-LU French Luxembourg

fr-MC French Principality of Monaco
gl-ES Galician Spain

gu-IN Gujarati India

hr-HR  Croatian Croatia

hu-HU  Hungarian Hungary

hy-AM  Armenian Armenia

id-ID Indonesian Indonesia

is-IS Icelandic Iceland

it-CH Italian Switzerland

it-IT Italian Italy

ja-JP Japanese Japan

ka-GE  Georgian Georgia

kk-KZ  Kazakh Kazakhstan

kn-IN Kannada India

ko-KR  Korean Korea

ky-KG  Kyrgyz Kyrgyzstan

lt-LT Lithuanian Lithuania

Iv-LV Latvian Latvia

mk-MK  FYRO Macedonian Former Yugoslav Republic of Macedonia
mn-MN  Mongolian Mongolia

mr-IN Marathi India

ms-BN  Malay Brunei Darussalam
ms-MY  Malay Malaysia

nl-BE Dutch Belgium

nl-NL Dutch Netherlands
nn-NO  Norwegian Norway

pa-IN Punjabi India

pl-PL Polish Poland
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pt-BR Portuguese Brazil
pt-PT Portuguese Portugal
ro-RO  Romanian Romania
ru-RU  Russian Russia
sa-IN Sanskrit India
sk-SK  Slovak Slovakia
sl-Sl Slovenian Slovenia
sq-AL  Albanian Albania
sv-FI Swedish Finland
sv-SE  Swedish Sweden
sw-KE  Swahili Kenya
syr-SY  Syriac Syria
ta-IN Tamil India
te-IN Telugu India
th-TH  Thai Thailand
tr-TR Turkish Turkey
tt-RU Tatar Russia
uk-UA  Ukrainian Ukraine
ur-PK  Urdu Islamic Republic of Pakistan
vi-VN Vietnamese Viet Nam
zh-CN  Chinese Simplified
zh-Hans Chinese Simplifited
zh-Hant Chinese Traditional
zh-HK  Chinese Hong Kong
zh-MO  Chinese Macau
zh-SG  Chinese Singapore
zh-TW  Chinese Traditional

RETURN TOTOP

Sorted by Language Name
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Language Code Country or Region
Afrikaans af-ZA South Africa
Albanian sg-AL  Albania
Arabic ar-AE U.AE.
Arabic ar-BH Bahrain
Arabic ar-DZ  Algeria
Arabic ar-EG  Egypt
Arabic ar-1Q Iraq
Arabic ar-JO Jordan
Arabic ar-KW  Kuwait
Arabic ar-LB Lebanon
Arabic ar-LY Libya
Arabic ar-MA  Morocco
Arabic ar-OM  Oman
Arabic ar-QA  Qatar
Arabic ar-TN Tunisia
Arabic ar-SA  SaudiArabia
Arabic ar-SY  Syria
Arabic ar-YE  Yemen
Armenian hy-AM  Armenia
Basque eu-ES  Spain
Belarusian be-BY  Belarus
Bulgarian bg-BG Bulgaria
Catalan ca-ES  Spain
Chinese zh-CN  Simplified
Chinese zh-Hans Simplifited
Chinese zh-Hant Traditional
Chinese zh-HK  Hong Kong
Chinese zh-MO  Macau
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Chinese zh-SG  Singapore
Chinese zh-TW  Traditional
Croatian hr-HR  Croatia

Czech cs-CZ  Czech Republic
Danish da-DK  Denmark
Divehi dv-MV  Maldives

Dutch nl-BE Belgium

Dutch nl-NL Netherlands
English en-029 Caribbean
English en-AU  Australia
English en-BZ  Belize

English en-CA Canada

English en-CB  Caribbean
English en-GB  United Kingdom
English en-IE Ireland

English en-JM  Jamaica
English en-NZ  New Zealand
English en-PH  Republic of the Philippines
English en-TT  Trinidad and Tobago
English en-US  United States
English en-ZA  South Africa
English en-ZW  Zimbabwe
Estonian et-EE Estonia
Faroese fo-FO Faroe Islands
Farsi fa-IR Iran

Finnish fi-FI Finland

French fr-CA Canada

French fr-BE Belgium

French fr-CH Switzerland
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French fr-FR France

French fr-LU Luxembourg
French fr-MC Principality of Monaco
FYRO Macedonian mk-MK  Former Yugoslav Republic of Macedonia
Galician gl-ES Spain

Georgian ka-GE  Georgia

German de-AT  Austria

German de-CH  Switzerland
German de-DE  Germany

German de-LlI Liechtenstein
German de-LU  Luxembourg
Greek el-GR  Greece

Gujarati gu-IN India

Hungarian hu-HU  Hungary

Icelandic is-IS Iceland

Indonesian id-1D Indonesia

Italian it-CH Switzerland

Italian it-1T Italy

Japanese ja-JP Japan

Kannada kn-IN India

Kazakh kk-KZ Kazakhstan
Korean ko-KR  Korea

Kyrgyz ky-KG  Kyrgyzstan

Latvian Iv-LV Latvia

Lithuanian It-LT Lithuania

Malay ms-BN  Brunei Darussalam
Malay ms-MY  Malaysia

Marathi mr-IN India

Mongolian mn-MN  Mongolia
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Norwegian nn-NO  Norway
Polish pl-PL Poland
Portuguese pt-BR  Brazil
Portuguese pt-PT Portugal
Punjabi pa-IN India
Romanian ro-RO  Romania
Russian ru-RU  Russia
Sanskrit sa-IN India
Slovak sk-SK  Slovakia
Slovenian sl-Si Slovenia
Spanish es-AR  Argentina
Spanish es-BO  Bolivia
Spanish es-CL  Chile
Spanish es-CO  Colombia
Spanish es-CR  CostaRica
Spanish es-DO  Dominican Republic
Spanish es-EC  Ecuador
Spanish es-ES  Spain
Spanish es-GT  Guatemala
Spanish es-HN  Honduras
Spanish es-MX  Mexico
Spanish es-NI Nicaragua
Spanish es-PA  Panama
Spanish es-PE  Peru
Spanish es-PR  Puerto Rico
Spanish es-PY  Paraguay
Spanish es-SV  El Salvador
Spanish es-UY  Uruguay
Spanish es-VE  Venezuela
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Swahili sw-KE Kenya
Swedish sv-FI Finland
Swedish sv-SE  Sweden
Syriac syr-SY  Syria
Tamil ta-IN India
Tatar tt-RU Russia
Telugu te-IN India
Thai th-TH  Thailand
Turkish tr-TR Turkey
Ukrainian uk-UA  Ukraine
Urdu ur-PK  Islamic Republic of Pakistan
Vietnamese vi-VN Viet Nam
RETURN TO TOP

Sorted by Country or Region

Country or Region Code Language
Albania ar-AE  Arabic
Algeria ar-DZ  Arabic
Argentina es-AR  Spanish
Armenia hy-AM  Armenian
Australia en-AU  English
Austria de-AT  German
Bahrain af-ZA Afrikaans
Belarus be-BY  Belarusian
Belgium nl-BE Dutch
Belgium fr-BE French
Belize en-BZ  English
Bolivia es-BO  Spanish
Brazil pt-BR Portuguese
Brunei Darussalam ms-BN  Malay
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Bulgaria bg-BG  Bulgarian
Canada en-CA  English
Canada fr-CA French
Caribbean en-029 English
Caribbean en-CB  English
Chile es-CL  Spanish
Colombia es-CO  Spanish
Costa Rica es-CR  Spanish
Croatia hr-HR  Croatian
Czech Republic cs-CZ Czech
Denmark da-DK  Danish
Dominican Republic es-DO  Spanish
Ecuador es-EC  Spanish
Egypt ar-EG  Arabic

El Salvador es-SV  Spanish
Estonia et-EE Estonian
Faroe Islands fo-FO  Faroese
Finland fi-FI Finnish
Finland sv-Fl Swedish
Former Yugoslav Republic of Macedonia mk-MK  FYRO Macedonian
France fr-FR French
Georgia ka-GE  Georgian
Germany de-DE  German
Greece el-GR  Greek
Guatemala es-GT  Spanish
Honduras es-HN  Spanish
Hong Kong zh-HK  Chinese
Hungary hu-HU  Hungarian
Iceland is-IS Icelandic
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India gu-IN Gujarati
India kn-IN Kannada
India mr-IN Marathi
India pa-IN Punjabi
India sa-IN Sanskrit
India ta-IN Tamil
India te-IN Telugu
Indonesia id-1D Indonesian
Iran fa-IR Farsi

Iraq ar-1Q Arabic
Ireland en-IE English
Islamic Republic of Pakistan ur-PK Urdu
Italy it-IT Italian
Jamaica en-JM  English
Japan ja-JP Japanese
Jordan ar-JO Arabic
Kazakhstan kk-KZ  Kazakh
Kenya sw-KE  Swahili
Korea ko-KR  Korean
Kuwait ar-KW  Arabic
Kyrgyzstan ky-KG  Kyrgyz
Latvia Iv-LV Latvian
Lebanon ar-LB Arabic
Libya ar-LY Arabic
Liechtenstein de-LI German
Lithuania It-LT Lithuanian
Luxembourg fr-LU French
Luxembourg de-LU  German
Macau zh-MO  Chinese

PolicyTech 9.0 Administrator's Guide



300 - System and IT Settings

Malaysia ms-MY  Malay
Maldives dv-MV  Divehi
Mexico es-MX  Spanish
Mongolia mn-MN  Mongolian
Morocco ar-MA  Arabic
Netherlands nl-NL Dutch
New Zealand en-NZ  English
Nicaragua es-NI Spanish
Norway nn-NO  Norwegian
Oman ar-OM  Arabic
Panama es-PA  Spanish
Paraguay es-PY  Spanish
Peru es-PE  Spanish
Poland pl-PL Polish
Portugal pt-PT Portuguese
Principality of Monaco fr-MC French
Puerto Rico es-PR  Spanish
Qatar ar-QA  Arabic
Republic of the Philippines en-PH  English
Romania ro-RO  Romanian
Russia ru-RU  Russian
Russia tt-RU Tatar
Saudi Arabia ar-SA  Arabic
Simplified zh-CN  Chinese
Simplifited zh-Hans Chinese
Singapore zh-SG  Chinese
Slovakia sk-SK  Slovak
Slovenia sl-Si Slovenian
South Africa sq-AL  Albanian
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South Africa en-ZA  English
Spain eu-ES  Basque
Spain ca-ES  Catalan
Spain gl-ES Galician
Spain es-ES  Spanish
Sweden sv-SE  Swedish
Switzerland fr-CH French
Switzerland de-CH German
Switzerland it-CH Italian
Syria ar-SY  Arabic
Syria syr-SY  Syriac
Thailand th-TH  Thai
Traditional zh-Hant Chinese
Traditional zh-TW  Chinese
Trinidad and Tobago en-TT  English
Tunisia ar-TN Arabic
Turkey tr-TR Turkish
U.AE. ar-BH  Arabic
Ukraine uk-UA  Ukrainian
United Kingdom en-GB  English
United States en-US  English
Uruguay es-UY  Spanish
Venezuela es-VE  Spanish
Viet Nam vi-VN Vietnamese
Yemen ar-YE  Arabic
Zimbabwe en-ZW  English
RETURN TO TOP

Exporting a Language File
To export afile containing a list of all the current default and translated text,
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1. Click PREFERENCES.
2. Click System / IT Settings, and then click Language Files.
3. ClickImport / Export for the language file you want to export.

Language Files

Add a Language

Enabled ‘ Language | Import / Export
English (English} Import / Export
Deutsch (German) Import { Export
(V] Espafiol (Spanish) Impo xport

Additional languages are available for purchase. Please contact Sales or Support
for more information.
b A

4. Click All, Untranslated, or Changed.

Import / Export Language File QHelp ©

Language: de-DE German (Deutsch)

~ Import Language File

| | Browse. . | Import
~ Export Language File

Text Entries # of Entries

All 3730

Untranslated IrT

System Text Modified Since Last Version 0

| Close |

L 4

5. Follow the prompts to open or save the exported Excel® (.xIs) file.

D
Key (Do not editthis column) Current Text (Do not edit this column) Translated Text (Edit this column only)
LANG.NEW_VERSION_SURE This will create a copy of the decument and epen it in Draft
status. When the new document is published, the current
version of the document will be archived.<br=<br=Are you
2 sure you want to create a new version?
3 LANG.HOME_SITE Home Site
4 LANGALERT Alert
5 LANG.CONFIRM Confirm
6 LANG.NOTIFICATIONS Motifications
7 LANG.WARNING_SIMPLE Warning
8 LANGHELP Help
9 LANGAPPLY Apply
10 |LANG.REAPPLY Reapply
11 |LANG.SAVE Save
12 |LANG.OK oK
13 | LANG.MINIMIZE [Minimize
14 |LANG.COLON :
15 LANG.HYPHEN -
16 LANG.GREATER_THAN_CHAR &gt
17 |LANG.COMMA R
18 | LANG PERCENT %
19 LANG.PERCENTAGE Percentage
20  LANGACCEPT Accept
21 | LANG.CANCEL Cancel
22 LANGRESULTS Results

6. Inthe Import / Export Language File window, click Close.
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Editing a Language File in PolicyTech

You can modify the text in the default English (English) language file or a
language file you've added.

1. Click PREFERNCES, click System / IT Settings, and then click
Language Files.

‘
policytech

Site: Corporate Headquarters «

Language Files

Personal Seftings

Company Setup Add a Language

ULCRAELEET) Enabled Language Import / Export
User Setup Enalish (English) Import / Export
Document Setup Espaiiol (Spanish Import [ Export

System / IT Settings Additional languages are available for purchase. Please contact Sales or Support

Regisiration Info for more information.

Check for Updates
Database Manager
Email Settings
Login Settings
Language Files
Module Manager

Automated User
Synchronization

2. Click the language file you want to edit.

Edit Language (=)
Language Code: de-DE German (Germ v Show [an  [v] Native Name
Default T i en-US: English (Unitec v Preferred Name
Area Filter Current Default Text Translated Text Display Options =
All Areas [# search |[# search ‘
Documents This wil — — - -
is will create a copy of the document and open it in Draft Dadurch wird eine neue Kopie des Dokuments erstellt, die ey ~
My Tasks status. When the new document is published, the current als Entwurf geoffnet wird. Wenn das neue Dokument ~
R version of the document will be archived.% 1%<br=<br=Are you (v licht wird, wird die akiuelle Dokumentenversion
eports sure you want to create a new version? archiviert.%1%-<br /=<br /=Mbchten Sie wirllich eine neue W
i i Version erstellen?
Preferences %1% = Additional message
Components .
Document - Templat Home Site Heimstandort dhy
Workflow
Other
L™
|Alert ‘ |Wamung ki
[4 > Page 1 of 189 (3780 items) 12 3 .. 189

(&l save | Gancet | [ Enabled

3. Make changes to the Language Code, Default Translation, Native
Name, and Preferred Name settings as needed.

Important: If you need to change the language code, we highly recommend
that you do this only when no users are logged in to PolicyTech in order to
avoid possible errors with open documents.

Notes:
= Only one language file can be linked to any given language code. Ifa
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code has already been assigned to another language file, it will not
appear in the Language Code list for this language file.

m The Default Translation option will only be available if additional
languages have been purchased. See Working with a Purchased a

Language File.

4. Find and edit textin the Translated Text column as necessary. For details
on the tools provided for locating a text string, see Finding Specific User
Interface Text.

5. Make changes to the found text string, such as translating it into another
language or modifying it to be specific to your organization.

Important:

= You caninclude any valid HTML formatting tags in a Translated Text
box. However, the <script>, <iframe>, and <form> tags are not
supported.

m [f the default text contains one or more variables, you can include those
variables in the corresponding Translated Text box. Be aware that a
variable is specific to a default text string. In other words, the %1%
variable in one default text box is not the same as the %1% variable in
another. Also, if you include a variable in a Translated Text box that does
not exist in the corresponding Current Default Text box, the variable
name (such as %1%) will be displayed as plain text rather than being
replaced by other information.

6. (Optional) If the language file you're editing is not the English (English)
file, you can modify the text in the Native Name and Preferred Name
boxes.

7. (Optional) If you're ready to make this language file available so users can
select it as their language, select the Enabled check box. Or, click to clear
the check box to disable this language file (remove it from the language
selection list in the Personal Settings, Edit User, and Edit Site windows,
as well as in the Bulk Permissions Editor).

8. Click Save.

Editing a Language File in Excel

You can edit a language file outside of PolicyTech™ by first exportingitas a
Microsoft® Excel® file (see Exporting a Language File for details).

1. In Excel, open the exported language file.
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A B C
|
LANG.NEW_VERSION_SURE This will create a copy ofthe document and open it in Draft

status. When the new document is published, the current
version of the document will be archived.<br=<br=Are you
sure you want to create a new version?

2

3 LANGHOME_SITE Home Site

4 LANGALERT Alert

5 LANG.CONFIRM Confirm

6 LANG.NOTIFICATIONS Motifications

7 LANGWARNING_SIMPLE Warning

8 LANGHELP Help

g |LANGAPPLY Apply

10 LANG.REAPPLY Reapply

11 LANG.SAVE Save

12 LANG.OK oK

13 LANG.MINIMIZE Minimize

14 LANG.COLON :

15 LANG.HYPHEN -

16 LANG.GREATER_THAN_CHAR &gt

17 LANG.COMMA

18 LANGPERCENT %

19 LANGPERCENTAGE Percentage
20 LANGACCEPT Accept

21 LANG.CANCEL Cancel

2. Inthe Translated Text column, add translations of the text in the Current
Text column.

Important: Do not edit text in the Key or Current Text columns, or you
won't be able to import the file. By default, all cells in the worksheet have the
Locked setting selected, but the cells can still be edited unless you protect
the worksheet. You may want to leave the cells in the Key and Current Text
columns locked, unlock the cells in the Translated Text column, and then
protect the worksheet. This will prevent unintentional changes in the Key and
Current Text columns. (Search for "lock cell" and "protect worksheet" in
Excel Help if you need help.)

3. Save thefile.

Note: You can name the file anything you want to. The Import feature only
checks the data structure inside the file.

Importing a Language File

Important: A file you want to import should be created from editing an
exported language file (see Exporting a Language File). In addition, a
language file can only be imported into an existing PolicyTech™ language
file. See Adding Language Translations for details on creating a language
file.

1. Click PREFERENCES.
2. Click System / IT Settings, and then click Language Files.

3. For the language file you want to replace with the imported file, click Import
| Export.
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Language Files

Add a Language

Enabled ‘ Language | Import / Export
English (English} Import / Export
Deutsch (German) Import ort
(V] Espafiol (Spanish) Impo ort

Additional languages are available for purchase. Please contact Sales or Support
for more information.

L v

4. Click Browse, find and select the file, and then click Open.

5. ClickImport, and then, when the import has finished, click OK.

Import / Export Language File @ Help ©

Language: de-DE German (Deutsch)

X| Browse. | | Impp

~ Import Language File

| German_de-DE_zll.xls

~ Export Language File

Text Entries # of Entries
All 3780
Untranslated 37T

System Text Modified Since Last Version 0

. Clos.e\]

e 4

6. Click Close.

Enabling or Disabling a Language

1. Click PREFERNCES, click System / IT Settings, and then click
Language Files.

DOCUMENTS ' MY TASKS (15)

REPORTS

policytech s =

Site: Corporate Headquarters -

Preferences

Language Files

Personal Settings

Company Setup Add a Language

ULERATIEETD Enabled Language Import / Export
User Setup English (English) Import / Export
Document Setup (] Espaiiol (Spanish) Impeort [ Export

System / IT Settings
Registration Info
Check for Updates
Database Manager
Email Settings

Additional languages are available for purchase. Please contact Sales or Support
for more information.

Login Settings

Language Files
Module Manager

Automated User
Synchronization

ated Dept
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2. Click the language you want to enable or disable.

3. Select or click to clear the Enabled check box.

Edit Language "~ ©Help Q
Language Code: de-DE: German (Germ v Show All Native Name
Default Ti ion en-US: English (Unitec v Preferred Name
Area Filter Current Default Text Translated Text Display Options ~
RS [£ search |[# search |
Documents -
This will create a copy of the document and open it in Draft Dadurch wird eine neue Kopie des Dokuments erstellt, die e ~
My Tasks status. When the new document is published, the current als Entwurf gedffnet wird. Wenn das neue Dokument ~
version of the document will be archived %1%-<br=<br=Are you | | verdffentlicht wird, wird die aktuelle Dokumentenversion
Reports sure you want to create a new version? archiviert.%1%<br /><br /Mochten Sie wirklich eine neue W
Notifications Version erstellen?
Preferences %1% = Additional message
Components
Document - Templat Home Site Heimstandort “@
Workflow
Other
v
|Alerl ‘ |Wamung e
< > Page 1 of 189 (3780 items) 12 2 .. 180

kad save | cancel [] Enabled

4. Click Save, and then close the Edit Language windows.

Module Manager

Use Module Manager to activate or deactivate add-ons and to refresh
WordModulePlus features.

mm Manager ~ 7Hep |
- Registered Add-ons
[1PDF Converter @ What is this?

I Public Viewer @ VWhat is this?
Learn more about other available add-ons

-Word Module
2| Refresh supported files @ what is this?
2| Refresh PDF search index @ What is thiz?
H Save | Cancel
~ J

Registered Add-ons

In the Registered Add-ons area of Module Manager, two PolicyTech add-
ons—PDF Converter and Public Viewer—can be activated or deactivated.

PDF Converter

PDF Converter exports a copy of all approved Microsoft® Word documents to a
temporary folder where a third-party application—Neevia Document Converter
Pro—converts them into PDF format. PolicyTech then displays the PDF
version of those documents to readers, which eliminates the need for readers to
have Word licenses.
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m If your PolicyTech site is hosted by NAVEX Global, simply select the PDF
Converter check box, and then click Save, to activate it.

m [f PolicyTech is installed on your organization's premises, you must
complete a setup process before activating PDF Converter in Module
Manager. See Set Up PDF Converter for details.

Public Viewer

Public Viewer is a separately purchased, advanced feature module that adds
an option for opening a document for viewing and reading by anyone you give
the URL. You can restrict access to a specific range of IP addresses. For
additional information about or to purchase this module, contact Client Support
at 888-359-8123 (toll-free in the U.S. and Canada) or 208-359-8123.

After purchasing Public Viewer and submitting the new registration code you
were given, the Public Viewer option appears in Module Manager. Select its
check box, and then click Save to activate it.

Word Module

Refresh supported files: Click this option to request that all Word documents
have their inserted document properties updated. (See "Inserting Document
Properties" in the User’s Guide for a description of the Insert Properties
feature.) If PDF Converter is currently enabled, all Word documents are
requeued for conversion to PDF files (although only those that have changed
since the last conversion are actually reconverted).

Important: This option is not available if your PolicyTech site is hosted by
NAVEX Global.

Refresh PDF search index: Click this option to have PolicyTech flag all
imported, text-based PDF files to be scanned and indexed so users can search
the text within those PDF files. This option is especially useful after upgrading
PolicyTech from a previous version that did not support the indexing of PDF
files.

Note: This option does not apply to PDF files created from Word documents
via PDF Converter, which are indexed each time the source document is
updated and are then reconverted to PDF.

Set Up PDF Converter

How you set up PDF Converter depends on whether your PolicyTech site is
hosted by NAVEX Global or is installed on your organization's premises.

m [f PolicyTech is hosted, all you need to dois activate PDF Converter in
Module Manager. Go to Activate PDF Converter for instructions.

m If PolicyTech is installed on your organization's premises, follow all of the
instructions that follow, starting with "Prerequisites."
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Prerequisites
Complete the following steps before installing PDF Converter.

Obtain or Reuse a Neevia Document Converter Pro Serial Number

PolicyTech uses a third-party application—Neevia Document Converter Pro—
to convert Word documents to PDF. You'll be downloading and installing
Document Converter Pro in a later step, at which time you'll be prompted for a
serial number to activate the application.

If you're newly adding PDF Converter to an existing PolicyTech site, contact
Client Support at 888-359-8123 (toll-free in the U.S. and Canada) or 208-359-
8123 to obtain a Document Converter Pro serial number.

If you're reinstalling Policy Tech, use the serial number from the previous
Document Converter Pro installation. If you don't know that serial number,
contact Client Support at one of the numbers listed above to retrieve it.

Create a Local Administrator Account

On the computer where PDF Converter will be installed (usually the server
where the PolicyTech website is installed), you need to create an administrator
user account that will be used by PDF Converter.

Note: PDF Converter should not be installed on a server that is an Active
Directory domain controller.

1. Loginto the computer as an administrator.
2. Click Start, and then click Control Panel.

3. Inthe search box, type user accounts, and then click Give other users
access to this computer.

4. Clickthe Advanced tab, and then click Advanced.
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- ™
User Accounts M
Advanced

Passwords

You can manage the passwords you have stored on this computer

[ Manage Passwords ]

Advanced user management

% Local Users and Groups can be used to perform advanced user

management tasks.

Secure logon

= Foradded security, you can require users to press Ctri+ Alt+Delete
%’—/ before logging on. This guarantees that the authentic Windows
logon prompt appears, protecting the systern from programs
that mimic a legon to retrieve password information,

Require users to press Ctri+Alt+Delete

[ OK ][ Cancel ] Apply

L "y

5. Inthe left panel, right-click Users, and then click New User.

- ™
%} lusrmgr - [Local Users and Groups (Local)] E@g

File Action View Help

= E =z HE

h&J Local Users and Groups (Local) H Mame Actions
j g Mew User... L:J: Users Local Users and Groups (Local) -
|| Groups More Actions
Refresh
Help

Creates a new Local User account,
L A

6. Type a user name, such as pdfconverter.
7. Type a password, and then, for Confirm Password, type it again.

8. Make note of the user name and password.
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9. Clickto clearthe User must change password at next logon check
box.

10. Selectthe Password never expires check box.

- B
New User m

User name: pdfconverter

Full name:

Description:

Password: SEEBEEEE
Confirm password: sessEEES

User must change password at next logon
[ User cannot change password
res;
7] Account is disabled

Help [ Create ][ Cloze

L &

11. Click Create, and then click Close.

12. Inthe middle panel, right-click the user you just added, and then click
Properties.

r ™
B/ lusrmgr - [Local Users and Groups (Local)\Users] Elﬂlg
File Action View Help
o5 2@ XE = BHE
L&’ Lzcal Users and Groups (Local) || Name Full Name Actions
?I gsers &admir‘l Users -
—| Groups #, Administrator More Actions
fyGuest
| pdfconverter  pdfconverter pdfconverter -~
& Set Password... More Actions »
All Tasks 3
Delete
Rename
Properties [}
] |: Help 3
Opens the properties dialog box for the current selection.

" 4

13. Click the Member Of tab, and then click Add.
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pdfconverter Properties | ? XS

Member Cf | Profile

Member of:

| Pl Users

Select Groups

Select this object type:
Groups Cbject Types...
From this location:

Locations...

Erter the object names to select (zxamples):
I Administrators

(=]

@

2

&

o E
in

m
Changes to a user's group membership

Remove are not effective urtil the next time the

userlogs on.

| ok || Caneel || epk Help

14. The From this location box is auto-filled with the computer name. For
Enter the object names to select, type administrators, and then click
Check Names. What you typed should be verified and display as
[computer name]\Administrators.

15. Click OK twice.

Install and Activate Microsoft® Word

PDF Converter requires access to a working copy of Word 2007 or later on the
computer where PDF Converter is installed.

1. Install Word.

2. Log off from Windows®, and then log on as the new user you created for
PDF Converter.

3. Start Word and follow the prompts to activate and configure Word for use
by the PDF Converter user.

Copy the Neevia "configs" Folder

If you're reinstalling Document Converter Pro, you can avoid having to enter
configuration settings for your new installation by copying the configs folder
from your previous Document Converter Pro directory structure to the desktop
or other easily accessible file system location.

The default folder path is C:\Program Files
(x86)\neevia.com\docConverterPro\configs for a 64-bit (x64) operating

system or C:\Program Files\neevia.com\docConverterPro\configs for a
32-bit (x86) operating system.
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After completing the new installation, you can then copy the previous configs
folder into the new Document Converter Pro file structure to restore
configuration settings.

Uninstall the Previous Document Converter Pro Version

If you are upgrading to a newer Document Converter Pro version, you need to
uninstall the current version using the Windows Uninstall or change a
program utility before installing the newer version.

Install Document Converter Pro

1. While still logged in as the PDF Converter user, click the following link to
download PDF Converter:

Neevia Document Converter Pro 6.7

Important: A Document Converter Pro serial number is tied to a specific
version of the application. If you're reusing a serial number, you may need an
earlier Document Converter Pro version , which you can download from the
Client Resource Center. If you're not sure which version you need, contact
Client Support at 888-359-8123 (toll-free in the U.S. and Canada) or 208-
359-8123.

2. Run the downloaded file as an administrator and follow the prompts.

3. When you see the Product Registration window, type your company
name and the serial number you received from Client Support, and then
follow the prompts to complete the installation.

Configure Document Converter Pro

Important: If you are reinstalling Document Converter Pro and saved a copy
of the configs folder from the previous installation, you can copy the configs
folder into the directory structure of the new installation now, replacing the
existing folder and its contents, and skip the remainder of this section.

1. Onthe desktop or in the Start menu, right-click Document Converter
Pro, click Run as administrator, and then, at the User Account Control
prompt, click Yes.

PolicyTech 9.0 Administrator's Guide


http://files.policytech.com/DCPro6_7
https://navexglobal.force.com/crc/

314 - System and IT Settings

o) Neevia Document Converter Pro
Converter  View Settings Help
» (@] D ® @@

Files in queue:

[8:45:34 AM] DC Pro version: 6.7
[8:45:34 AM] Computer Mame; = &
[8:45:34 AM] Current User: pdfconverter
[8:45:34 AM] 1= Admin: True

[B:45:34 AM] Default System Printer: Yyrxeisvcorpfps01\Downstairs Printer

[8:45:34 AM] Debug Mode enzbled: False

[B:45:34 aM] Input folders:

[8:45:34 AM]  C:\Program Files (x86)\neevia.com'docConverterPro\DEF_FOLDERSYIMY

[8:45:34 AM] Temp Folder: C:Program Files (x86)\neevia.com'\docConverterPro\temp\WVDCY,

Main log 4 Errorlog

l=l=] | ]
Started Time: 9:02:12 AM Total threads: 0 Converted docs: 0

Part of the configuration process is designating a folder in the PolicyTech
directory structure where Document Converter Pro will scan for document
files it needs to convert and designating another folder where the finished
PDF files will be placed. Document Converter Pro also needs to know

where you want error logs stored.

2. Click Settings, click Folders, and then click Add Folder.

Input Folder(s)

Folder to scan

) C:\Program Files (x86)\neevia.com\docConverterPro\DEF_FOLDERS\INY

Output format
PDF

% Edit Settings

s Add Folder
.

3. Click the button next to the Folder to scan box, find and click the following

folder, and then click OK.
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[drive]:\[path to installation folder]\Policy Technologies\Policy
Manager\data\docs\inpdf\

4. Click the button next to the Destination (Output) folder box, find and click
the following folder, and then click OK.

[drive]:\[path to installation folder]\Policy Technologies\Policy
Manager\data\docs\webdocs\

5. The error folder is not automatically created when installing Policy Tech.
Copy the Destination (Output) folder path, paste it into the Error folder
box, and then change webdocs to errors so that it looks like the path
below. (The errors folder will be added when you run the Document
Converter Pro service.)

[drive]:\[path to installation folder]\Policy Technologies\Policy
Manager\data\docs\errors\

Add Input Folder H

General Settings | Scripting | Document Parsers | File Associations | Advanced Settings
Folder to scan:
D:'Puolicy Technologies'Policy Managerdata‘docsinpd
[]Process Subfolders [ Delete empty subfolders [IProcess All Files in the input folder

Destination (Output) folder:
D:VPolicy Technologies'Palicy Manageridata'\docs'webdocs),
[] copy "Folder to scan” structure []keep original file extension in the output file name

Error folder:
D:'Policy Technologies'\Policy Manager'data'docs'errorsy
[[] copy "Folder to scan” structure

Faolder for original files:
[] Copy "Folder to scan” structure

Cutput Format: | PDF W Cutput Settings... Watermark / Stationery

Use Printer: | Meevia Converter W neeviaPDF addins...

Because the PolicyTech document copies are no longer needed after PDF
versions of those documents have been created, leave the Folder for
original files box blank.

6. Click Apply, and then click Yes to confirm that you want PolicyTech
document copies deleted once they've been processed.

7. Close the Input Folder(s) window.

8. Click Settings, and then click Advanced Settings.
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9. Selectthe Launch as Windows service check box, and then click

configure.
Advanced Settings
Enable / Disable Parsers Configuration
MicrosoftWord ~ Folder-specific configuration
[+] Microsoft Excel Show OC Pra Tray lcon
Microsoft PowerPoint D Don't prompt for closing confirmation
[#] Microsoft Internet Explarer DCreate log file
|:|Microsoft Project DDebug Mode

Microsoft Visio
m Launch as Windows service | canfjgure

| Mi ft Publish ]
crosalt Fublisher |_[Enable clustering -
[+] Microsoft snapshat
[[] Corel WordPerfect Fants lookup: | use mapped fonts v
DCoreIDraw Max Conversion Threads: |64 =
[1waordpro

Scan input folder(s) every | 1000 ms
[] autodesk Design Review o

Color Scheme: | [l Gray v
Auto-Detect Installed Parsers...

& 0K ® Cancel

10. For Log On As account, click Browse, click the local user you created for
PDF Converter, and then click Select.

11. For Password and Confirm Password, type the user's password, and
then click OK twice.

Configure Windows Service H

Log On As account: |pdfconverter Browse

Password; |**essses

Confirm Passward: |##ssssss

Startup type: | Automatic v

DAdjust DCOM settings far MS Office Apps
D Restart Service after 1000 conversions

[] Restart Service after 10 consecutive conversion errors

< OK ¥ Cancel

12. Close the Neevia Document Converter Pro window.

Start Document Converter Pro Service
1. Open Services (found in Windows Administrative Tools).

2. Right-click DCStart, and then click Start.
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G Services
File Action View Help
A=z HFE »anmp
G senvces (Loca) | (oI GR Rt a e oAl —

DCStart Name ° Description Status

s h . %COM+ Event System Supports System E..  Runn

i thezzrice %COM+ System Application Manages the confi...
%Computer Browser Maintains an updat... FRunn
;_J;ConfigMngask Sequence .. ConfigMgr client a...
%Configuration Manager Re...  Provides the ability...
., Credential Manager Provides secure sto..  Runn
Cs) Cryptographic Services Provides three man... Runn
%DCOM Server Process Laun... The DCOMLAUNC...  Runn
%De\riceﬁ Starl% es pairing bet... Runn
%De\ricel Stop es a compute..,
.’%De\rices Pause es the detecti...
%DHCP C = ters and upda... FRunn
a o . - . )
.\?Dlagnos Restart iagnostic Poli..  Run:
%Diagnos liagnostic Ser..  Runn
%Diagnos All Tasks ¥ Diagnostic Sys...
B O S )
.\?Dfstrfbu Refrech E.II'15|II'1k5 bet.. Runr
., Distribu dinates transa...
%DNS Cli Properties MS Client ser...  Runn
5 Encrypti - des the core fi...
£ Extensib v xtensible Aut..  Runn
% Family Safety This service is a stu...
G Fax Enables you to sen...

File History Service Protects user filesf... R

Activate PDF Converter

1. InPolicyTech, click PREFERENCES, click System / IT Settings, and
then click Module Manager.

Module Manager ? Help
- Registered Add-ons
CIPDF Converter O What is this?
ClPublic Viewer @ What is this?

Learn more about other available add-ons

~Word Module
# Refresh supported files @ what is this?
2#| Refresh PDF search index @ Vhat is this?

( kal save | cancel |

b A

2. Selectthe PDF Converter check box, and then click Save.

Automated User Synchronization

Use the Automated User Synchronization settings to schedule a daily, full
synchronization of users from an import file. The way you use this feature
depends on whether you have installed PolicyTech™ at your site or whether
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your PolicyTech system is hosted by NAVEX Global™. Click the link below that
applies to your system.

Automated User Sync for an On-Site PolicyTech Installation

Automated User Sync for a Hosted (SaaS) PolicyTech System

Automated User Sync for an On-Site PolicyTech
Installation

1. Click PREFERENCES.
2. Click System /IT Settings, and then click Automated User

Synchronization.

Configuration Setfings || Mapping Settings

[] Activate Synchronization- Last Run:
- File Settings

File Location | | Last Modified: Unknown

File Encoding | Unicode (UTF-8) []

- File Security
® Ancnymous ) Windows

Domain | |

Username | |

Password | |

- Synchronization Trigger
© Monitor File for Changes

® Daily Synchronization Time | 02:00 HH-MM  Based on system-wide time zone @

- Other Settings

Sync Log Contains |A\I Sync Information ‘ v ‘

Notification Email Addresses

comma delimited list

Purge Reports Interval (in days) |:| 0 - Do not purge

H Save | Cancel

APl Key: 62eae(65ddef4c68b322fab413a9794f

3. IntheFile Settings area, you designate the name and location of the tab-
delimited, user import file that you will periodically update. (See Importing
and Syncing Users from Another Database for details on the file and data
formats and on syncing behavior.) Do one of the following:

m Type a file name to use the following default location in the PolicyTech
directory structure:

[drive]:\[path to installation directory]\Policy
Technologies\Policy Manager\data\user import
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Note: The default installation folder is C:\Program Files\ for a 32-bit (x86)
server operating system or \C:\Program Files (x86)\ for a 64-bit (x64)
server operating system.

= Include a network path before the file name to designate a different
location.

4. (Optional) The default file encoding setting is Unicode (UTF-8), which
works in most cases. If you know you need to use a different character
encoding system, in the File Encoding list, click the appropriate option.

5. If your Windows® network security is such that PolicyTech™ will need a
user name and password to access the export file, in the File Security
area click Windows, and then fill in the Domain, Username, and
Password information. Otherwise, leave Anonymous selected.

6. Inthe Synchronization Trigger area, select how PolicyTech will know
when to upload and sync the import file with the user database.

7. Inthe Other Settings area, do any of the following:

m For Sync Log Contains, click All Sync Information, ONLY
Changes, ONLY Errors, or Errors and Changes.

m Type one or more email addresses, separated by commas, if you want
a notification email sent to specific users whenever an error occurs
during the import and sync process.

= Indicate in number of days how often you want sync reports purged, or
deleted.

Note: Designating a purge interval is required. If you don't want the sync
reports deleted, type 0 (the number zero) in the Purge Reports Interval
box.

8. Click Save, and then click the Mapping Settings tab.

Important: All of the following must be true before you can access the
Mapping Settings page.

m There must be a correct file path, including the import file name, entered
in the File Location box.

= Animport file with a matching name must exist in the designated file
location.

m |f network security requires credentials to access the folder containing
the document, you must have provided the appropriate Windows
domain, user name, and password.
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[ .

Configuration Settings | Mapping Setfings

[] Activate Synchronization- Last Run:
-File Settings

File Location | 4 e e s | Last Modified: Unkn
File Encoding | Unicode (UTF-8)

9. The Mapping Settings page displays the contents of the first 12 fields of
the first row of the import file. If the content of a field does not match the
specific field in the Field column, click the field's Column Number box,
and then click the correct column.

Important: If you don't want a field imported and synced, in that field's
Column Number list, click Not in File.

10. (Optional) If you're using Microsoft® Active Directory® and have defined
domains in PolicyTech (see Active Directory Settings), you can specify
which domain a user should be assigned to by default if the user's record in
the import file does not include a domain.

11. (Optional) If the first row of your import file contains column names, select
Remove first line? to prevent creating a user from column names.

12. (Optional) If the import file contains all of the users you want included in
PolicyTech, you can select Delete users not in sync file? to clean out
any unneeded user records.

Important: Even though you can restore the deleted users from the
Recycle Bin, it's always a good idea to back up the PolicyTech database
before selecting this option (see Backing Up a Database).

13. Click Save.

14. When you are ready to activate the automated sync, click the
Configuration Settings tab, select Activate Synchronization, and then
click Save.

Automated User Sync for a Hosted (SaaS) PolicyTech
System

Because you do not have direct access to the server hosting your PolicyTech™
installation, you must use a tool called User Provisioning Service to get your
sync files to the PolicyTech server. See the Installation & Configuration Guide:
User Provisioning Service for details.
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Automated Department Synchronization

Use the Automated User Synchronization settings to activate a daily, full
synchronization of departments from an import file. The way you use this
feature depends on whether you have installed PolicyTech™ at your site or
whether your PolicyTech system is hosted by NAVEX Global™. Click the link
below that applies to your system.

Automated Department Sync for an On-Site PolicyTech Installation

Automated Department Sync for a Hosted (SaaS) PolicyTech System

Automated Department Sync for an On-Site PolicyTech
Installation

1. Click PREFERENCES.

2. Click System / IT Settings, and then click Automated Department
Synchronization.

Automated Department Synchronization

When changes are detected to the department mapping file, the departments
will automatically be updated to match the mapping.

Map File Format
The map file must be tab-delimited in the following format:

Reference ID | Department Name | Site Name
1 Department A Site A
2 Department B Site B

Note: The first row will be ignored.

Map File Location

File Location

kal save | Validate File

b A

3. Inthe File Location box, type the network path—including the file name—
to a location on the network where you will periodically save a tab-delimited
department import file.

Note: The expected data format for the import file is shown in the
Automated Department Synchronization window.

4. Click Save.

5. Whenever you need to update departments in PolicyTech™, copy a
department import file (with the name specified in the File Location box)
into the sync folder (specified by the path in the File Location box).
PolicyTech will detect the new file and sync its contents with the PolicyTech
department records.
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Note: While syncing, if the reference ID of a department in the mapping file
differs from that of the corresponding department already in the system, a
new department will be created with the reference ID from the mapping file
as the department name.

Automated Department Sync for a Hosted (SaaS)
PolicyTech System

Because you do not have direct access to the server hosting your PolicyTech™
installation, you must use a tool called User Provisioning Service to get your
sync files to the PolicyTech server. See the Installation & Configuration Guide:
User Provisioning Service for details.

View Logs

PolicyTech™ keeps logs of all errors and email receipts.
To view alog,

1. Click PREFERENCES.

2. Click System / IT Settings, and then click View Logs.

Choose Log Type: | ALL B

[CICheck Al 1 Delete
Name Date File size -
[ClogDOTNET jim_2013_05_20.txt 52002013 12:19:49 PM 1178 |E|
[ClogDOTNET jim_2013_05_21.txt 5/21/2013 4:29:02 PM 1,263 —
[ClogDOTNET jim_2013_05_22.txt 5222013 9:27:54 AM 6,690
[TlogDOTNET jim_2013_05_29.txt 5/29/2013 11:07:07 AM 597 i

-

Cancel

L S

3. Inthe View Logs window, do any of the following:

= Alllogs are shown by default. To display only one type of log, in the
Choose Log Type list, click a type.
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V'law Logs

Choose Log Type: ALL -
ALL

[ClCheck Al DEBUG

Name ERROR

[CogDOTNET _jing EMAIL ESROR

[Cl1ogDOTNET _jim_2UT3_U5_ZT.1%T
[[1logDOTNET jim_2013_05_22.txt
[llogDOTNET jim_2013_05_29.txt

m Toview alog, click its file name.

m Todelete alog, select its check box, and then click Delete.

Theme Manager
In Theme Manager, you can do any of the following:

m Select one of several different themes to change the look and feel of the
desktop browser version of PolicyTech™

m Change the look and feel of the PolicyTech mobile version

m Customize the desktop version look and feel by uploading custom graphics

Follow the steps below to select a different predefined theme for the desktop
version or change theme settings for the mobile version. For details on
uploading custom images, see Appendix D: Custom User Interface.

1. Click PREFERENCES.

2. Click System / IT Settings, and then click Theme Manager.
3. Do one of the following:

m Click the Desktop Theme tab, and then select a different theme. An

example of the currently selected theme is displayed in the Preview
box.
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Theme Manager 7 THelp

Select a theme and upload custom images if desired. Click "Save”™ to apply your selection.
Please see the help link (above) for instructions on Custom Images.

( Desktop Theme |rMnh|Ie Tmrmwr(:um Imagesw

Theme
Orange Sunrise v

Preview

DOCUMEL MY TASKS(0) ' REPORTS ' PREFERENCES |

policytech

Site: Corporate Headquarters v

¢ i
Documents == Print

All Documents

Collaboration
Review

Arrange by: L

| Departments
in Add Custom

El Please click on the appropriate item on the

| kd save | @ Refresh Image Cache | Cancel |

L J

m Click the Mobile Theme tab, and then make changes to any of the
available settings.

Theme Manager 7 'Help

Select a theme and upload custom images if desired. Click "Save” to apply your selection.
Please see the help link (above) for instructions on Custom Images.

Deskiop Theme || "Mobile Theme |r0u5mm Imagesw

] | | Highlight Background

] [ | Highlight Text

] | | Hyperiink on Dark Background
] [ | Hyperiink on Light Background

Revert to default colors
Empty entries will use the default colors.

[ &l save | cancel |

L J

4. Click Save.

Note: The Refresh Image Cache button in the Desktop Theme tab is
useful in situations, such as after upgrading PolicyTech, when some users
are not seeing updates to the currently selected themes. Click Refresh
Image Cache when you don't need to make a theme change but just need
all users' image caches refreshed. (Refreshing image cache is done
automatically when you change a theme or mobile setting and then click
Save.)
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[ = o)

Changes will take effect the next time each user logs
on to PolicyTech. Please re-log in to see the new
theme applied.

0K

5. Log out of PolicyTech and then log in again to see the different desktop
theme or mobile settings applied.

FIPS Compliance

You will see this option only if you have upgraded from a PolicyTech™ version
earlier than 7.0. The method used to encrypt passwords in those versions (the
widely-used MD5 message digest algorithm) does not meet the Federal
Information Processing Standard (FIPS) requirements published by the United
States government. To ensure FIPS compliance, users' passwords are re-
encrypted using a FIPS-approved algorithm upon first login after PolicyTech
has been upgraded to version 7.0 or later. You can use the FIPS Compliance
option on the System / IT Settings menu to see how many users have logged
in to the current version of PolicyTech and thus have had the encryption of their
passwords converted. This option is removed once all passwords have been
converted.

To check FIPS compliance,
1. Click PREFERENCES.
2. Click System / IT Settings, and then click FIPS Compliance.

Important: If you don't see the FIPS Compliance option, then all users'
passwords are already encrypted using the FIPS-compliant algorithm.
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:
policyt

FIPS Compliance

Personal Settings

Company Setup Conversion Progress:

User Setup 8%

Document Setup 69 left out of 75

System [ IT Settings 4" Enable FIPS compliance

Registration Info
Check for Updates
Database Manager

Email Settings
Login Settings
Language Files
Module Manager

Automated User
Synchronization

Automated Dept.
Synchronization

Product Integration

View Logs

Theme Manager
FIFS Compliance

‘ API Keys H

3. (Optional) If you want to disable all MD5-encrypted passwords
immediately, click Enable FIPS compliance. Thisimmediately makes
PolicyTech FIPS-compliant, but you will then need to manually reset
affected users' passwords before they can log in again (see Resetting a
User's Password).

API Keys

API keys are for use by programmers when integrating third-party applications
with PolicyTech™ documents through the PolicyTech API. Custom
programming is required in order to connect to the PolicyTech API from another
application. For an example of third-party application integration using the
PolicyTech API, refer to Sharepoint Integration via Federated Search.

Note: Using the PolicyTech API only gives access to documents assigned
the All Users or Public security level. Documents assigned Restricted -
High or Restricted - Severe are not accessible.

Follow these steps to generate an APl key you can give to the developer
responsible for doing custom programming:

1. InPolicyTech, click PREFERENCES.
2. Click System / IT Settings, and then click APl Keys.
3. Click New.
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policytech

Preferences

Personal Settings

Company Setup
User Setup
Document Setup
System / IT Settings
Registration Info
Check for Updates
Database Manager
Email Settings

Login Settings
Language Files
Module Manager

Automated User
Synchronization

Automated Dept.
Synchronization

Product Integration
View Logs

Theme Manager
FIPS Compliance
APl Keys

NAVEXcroear-

DOCUMENT 5

New »° Edit

Site: Corporate Headquarters -

MY TASKS (11)

m Delete =~ 7

REPORTS

| Corporate Headquarters

[=]

@ [Corporate Headquarters]

4. Type adisplay name. This is for your own use in managing keys.

Add APl Key

Create a Display Name for your APl Key and assign appropriate Site Access

(]

Display Name | |
Key | (Key will be generated after save) |
IP Range(s) | |
Sites L) Corporate Headquarters

L) Manufacturing

L) Sales & Support Office

[C] Automatically select new sites as they get created.

y

The Key box is not editable. A key will be generated automatically when
you save the form.
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5.

(Optional) To limit the IP addresses (server connections) that can access
PolicyTech, in the IP Range(s) box type one or more IP ranges containing
the addresses of the servers that will talk to PolicyTech through the API.
Type ranges in the following format: Xxx.XXX.XXX. XXX=XXX.XXX.XXX.XXX,

Note: You can enter the IP address in both IPv4 (32 bit) and IPv6 (128 bit)
formats.

6.
7.
8.
9.

In the Sites box, select only those sites you want the API to have access to.
(Optional) Click Automatically select new sites as they get created.

Click Save to generate the key.

Copy the key and send it to the developer who will be doing the custom
programming.

Regenerating or Deleting a Key

If you ever feel that a key has been compromised, disable the key by
regenerating or deleting it.

1.
2.
3.

Click PREFERENCES.

Click System / IT Settings, and then click APl Keys.
Click the key name to open the key in edit mode.

Do either of the following:

m Toregenerate the key, click ‘= to the right of the Key box, and then copy
and send the new key to the programmer.

m Todelete the key, click Delete, and then follow the prompts to back up
the PolicyTech database. When the backup is finished, in the Delete
API Keys window click Yes. Then create a new key if necessary.

‘\ T

The following have been marked for deletion: @

Corp HQ Key

Are you sure you want to delete these?
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Document Manipulation

For general instructions on working with documents, see "Finding and Opening
a Document" in the User's Guide.

As a document control administrator (DCA), you can make changes to any
accessible document's workflow status or to its elements.

Changing a Document's Workflow Status

Changing Document Elements

Changing a Document's Workflow Status

As a document control administrator, you can force a document from one
workflow status to another. See the sections below for details:

Returning a Document to Draft Status

Setting a Document as Approved

Manually Archiving a Document

Restoring a Deleted Document

Forcing Submission for Periodic Review

Returning a Document to Draft Status

As a document control administrator, you can return any document currently in
the review or approval status back to draft.

Notes:

m [f changes need to be made to a document in the pending or published
status, you or the document owner must create a new version of the
document. See "Doing a Periodic Review and Creating a New
Version" in the User's Guide for details.

m A document's owner can also send that document back to draft.

1. Click DOCUMENTS.

2. Find and open the document you need to send back to draft status (see
"Finding and Opening a Document" in the User's Guide for detailed
instructions).

3. Click Options, click Send To Draft, and then click OK. The document
owner receives a task notification that the document needs to be
resubmitted for review. Any reviewers or approvers who have not yet
completed their assigned tasks for that document are notified that they no
longer need to complete those tasks.
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Accounts Payable and Cash Dist... v.1

@0 [Jo0 @0
View Document | Properiies Wizard | Overview | Edit Quiz Status: In Review - § Decline

: : Senddo Draft i

Sondox hppova

Set as Approved

Edit in Current State

Aftachments | Editor Tools

Setting a Document as Approved

There may be times when a document control administrator (DCA) or
document owner will need to set a document as approved without going
through the normal review and approval process. For example, documents may
have already been reviewed and approved outside of PolicyTech™ and
therefore do not need to be reviewed and approved after importing them. A
document owner must also have the approver role assigned to be able to do
this. In addition, there must not be any other required approvers assigned to the
document. The DCA or document owner who completes the Set As
Approved action will be listed in the Approver Status page as having
approved that document, and any other reviewers and approvers who have not
completed their assigned tasks will show the skipped status.

To set a document as approved,

1. Locate and open the document you need to set as approved (see "Finding
and Opening a Document" in the User's Guide for help).

2. Click Options, click Set As Approved, and then click OK.

Invoice Billings v.1 17

@0 [0 Qo

| Edit Document | Properfies Wizard | Overview | Edit Quiz | Status: Draft - Draft Subml_’w Approval & Afiachments = | Editor Tools ~
Set as Approved E

Rapl;\! iDocumenIe

Delete

Save and Close

3. Type your reason for setting the document as approved. and then click
Submit.

Please summarize the reason for creating this document, to be saved in the document history. Your typed
summary will be available to all assignees for this document by geing to Document History in the Overview tab.
This includes those assigned to the Readers step.

Further review is not reguired at this time. -

[] Post to Discussion Board @ Whatis this?

Submit
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4. (Optional) To add what you wrote to this document's discussion board, click
Post to Discussion Board (see "Working with Document Discussions" in
the User's Guide for details on adding recipients and making the discussion
private).

5. Click Submit, and then click OK.

Manually Archiving a Document

You can manually archive any approved document in the pending or published
status.

1. Find and open the document you want to archive (see "Finding and
Opening a Document" in the User's Guide for help).

2. Click Options, and then click the Archive.

Bank Account Reconciliation v.3 17

[&]] View Document | Properties Wizard | Overview Status: Approved - Published

3. (Conditional) If a new version of this document has been started and
currently resides in the draft, collaboration, review, or approval status, you
will see the following alert after clicking Archive.

There is a new version of this document that has not yet been published.

(View New Version)

Click Cancel, and this version will be archived as soon as the new version
becomes published.

Click Next if you are sure you want to archive this document at this time.

Mext | Cancel

Do one of the following:

= If you decide not to manually archive this document but instead let it be
automatically archived as soon as the new version is published, click
Cancel.

m To continue with archiving this document now, click Next.

4. Inthe large box, type a reason for archiving the document.
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N o

Title

e

Please explain why you are archiving the document.

Send Nofifications To

Post to Discussion Board @ what is this?
[] Make Private (Visible only to me, those selected to receive notifications, and DCAs.)
& Private comments will be visible in the Change Summary.

|:| Decument Owner - Hansen, Tom (Accounting Manager);

Save | Cancel

5. (Optional) Do any of the following:

By default, no one is notified that the document has been archived. The
document owner's name is added as a suggested recipient, but will not
receive notification via your organization's email system unless you
select the check box before the name.

To add notification recipients, click Send Notifications To. To add
writers, reviewers, or approvers currently assigned to this document,
click the corresponding tab, and then select user names. To include any
other user as a notification recipient, click the Other Users tab, and
then select users by department or job title, or search for and select
specific user names. When you're finished adding recipients, click OK.

The first 70 characters of your message text are automatically inserted
in the Title box. Change the title text if necessary.

If you don't want this change summary added to the discussion board,
click to clear the Post to Discussion Board check box. (The change
summary will still be accessible from the Document History page of
the document's Overview tab. See "About the Document History Page
of the Document Overview" in the User’s Guide for details.)

If the change summary is posted to the discussion board, anyone with
access to the document by virtue of their document role or system
permission assignments can view the discussion. To restrict access to
only those selected as recipients and document control administrators,
select the Make Private check box. (The change summary will still be
accessible from the Document History page of the document's
Overview tab.)

6. Click Save.
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Restoring a Manually Archived Document
An archived document can be restored as long as a new version of the
document has not been approved.

1. Find and open the document you want to restore (see "Finding a Document
in a Specific Status" in the User's Guide for help).

2. Click Restore.
|

Casgh Drawers v.1 77
Status {th ved - Archived

Wiew Document | Overview

3. Inthe Restore window, type the reason for restoring the document.
0

( N

Are you sure you want to restore this document back to status: Approved?

Please write an explanation to be kept with the document history on why this document is being
restored.

[] Post to Discussion Board @ what is this?

Yes | Cancel

A

i

4. (Optional) To also add your typed text as a new discussion, select the Post
to Discussion Board check box.

Note: The change summary text is always accessible from the Document
Overview, whether or not it is posted to the discussion board. See "About the
Document History Page of the Document Overview" in the User's Guide for

details.

5. Click Yes to move the document back to the published status.

Note: When a document is restored to published status, incomplete reading
tasks are reactivated. If the document was set to be due on a date interval (a
specific number of days after the reading task was assigned) or the Read
Interval option was set, the interval starting date is reset to when the

document was restored.

Restoring a Deleted Document
See The Recycle Bin for instructions on restoring a deleted document.
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Forcing Submission for Periodic Review

You can set an approved document as immediately due (today) for review.
Doing so creates a periodic review task and sends the document owner two
emails. One is the email usually sent at the beginning of the periodic review
warning period (see Take Action on a Document Due for Periodic Review for
details) and includes a due date of the day you force the periodic review
submission. The second email indicates that you have submitted the document
for periodic review and includes the message, if any, that you include when you
force the periodic review.

1. Find and open the approved document you want to submit for review.

2. Click Options, and then click Submit for Periodic Review.

Check Signing Authority v.1 17 vl | | @0 [Jo

View Document = Properfies Wizard | Overview Status: Approved - Published =h %L‘.hmems | Editor Tools

3. (Optional) Type a reason for submitting the document for review today.

F \ / ."\

Please write any comments about this document you wish to send to the author and post to the discussion board.

Thisz document was just imported into the system and needs to be reviewed right -
away.

[ Post to Discussion Board @ Whatis this?

Save | Cancel

4. (Optional) Click Post to Discussion Board (see "Working with
Document Discussions" in the User's Guide for details on selecting
notification recipients and making a discussion private).

5. Click Save.

6. Inthe Results window, click OK, and then close the document.

Changing Document Elements

As a document control administrator (DCA), you have several options for
making changes to others' documents. Depending on a document's status, you
may be able to make changes directly as if you were the document owner, or
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you may need to use the Editin Current State feature, as shown in the table
below.

Editing Method by Status
Document
Element Col- Revie-| Approv-| Pend- Pub- Archive-
Draft . . .
laboration w al ing lished d
Content (Edit Direc Not
Document . Direct Elcst | EICS EICS EICS .
t editable
tab)
Properties Not
(Properties Direct | Direct Direct | Direct Direct [ Direct .
. editable
Wizard tab)
Questionnair
e(Edit | piect | Direct EICS |EICS |EIcS |EICS Not
Questionnair editable
e tab)

*Edit in same way as the document owner would.
TUse the Edit in Current State feature.

See the following sections for detailed editing instructions:

Editing a Document as a Document Owner Would (direct editing)

Editing a Document in Its Current Status

In addition to the above mentioned document elements, a DCA can also edit a
document's change summary while the document is any status except archived.
See Editing a Document's Change Summary for details.

Editing a Document as a Document Owner Would

As a document control administrator (DCA), you can edit any of a document's
elements (content, properties, and questionnaire) wherever a document owner
can edit these elements. You can edit them in the statuses indicated below
without affecting a document's workflow status and without the necessity of
using the Edit in Current State feature:

Element Directly Editable in These Statuses
Content Draft, collaboration
Properties All except archived
Questionnaire | Draft, collaboration

Note: While you can edit an existing document as a DCA, you cannot create
documents unless you've also been assigned the document owner or proxy
author role.
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For detailed instructions on editing document elements, see the following
sections in the User's Guide:

"Writing a Document (Windows)" or "Writing a Document (Mac)
"Assigning Document Properties"
"Creating a Questionnaire"

Editing a Document in Its Current Status

As a document control administrator, you can use the Edit in Current State
feature to make necessary changes to a published document without having to
create a new version of the document and send it through the review and
approval process again. You can also use Edit in Current State for a document
in review or approval without causing the document to be sent back to draft.

Editing document content or its questionnaire in the statuses indicated without
affecting a document's workflow status and without the necessity of using the
Editin Current State feature:

Edit Document Content
To edita document in review, approval, pending, or published status,

1. Find and open the document you want to change (see "Finding and
Opening a Document” in the User's Guide for help).

2. Click Options, click Edit in Current State, and then click OK.

Account Collections Form v.1 17 @0 o

Wiz: iew | View Questionnai Approved - | Mark as Read (Opiional k
[#]] View Document | Properiies Wizard | Overview | View Questionnaire Status: Approved Aftachments | Editor Tools =

3. Withthe Edit Document tab selected, make changes to the document
content.

4. Click Done Editing.

Account Collections Form v.A 7 ) | ®0 o

Edit Document Properfies Wizard | Overview | Edit Questionnaire Status: «|$):' ed - Edit Approved Links & Attachments = | Editor Tools ~

5. Ifthe document is in review or approval status, you can now close the
document. If the document is in pending or published status, continue with
the next step.

6. Inthe Done Editing window, explain the changes you made.
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L

8 . g
Please summarize the changes between this version of this document and the previous version.
@& @ E E@ =
Normal Arial (Font Size) B I U &S| = =
- A

[] Post to Discussion Board @ What is this?

Save | Cancel

7. (Optional) Select Post to Discussion Board if you want to make the
changes summary available for discussion. (For details on selecting users
as notification recipients or making the discussion private, see "Working
with Document Discussions" in the User's Guide).

Notes:

= [fthe document is in the pending or published status, only the
document owner and assigned approvers receive email notification
that the document has been changed. Assigned reviewers and readers
do not receive notification unless you post the change summary to the
discussion board and add reviewers and readers as notification
recipients.

m [fthe document is in review or approval status, no email notifications
are sent. If users should be notified, it may be best to create a new
version of the document (see "Doing a Periodic Review and Creating a
New Version" in the User's Guide) and either set it as approved (see
"Setting a Document as Approved" in the User's Guide) or send it
through the standard review and approval process (see "Submitting a
Document for Review" or "Submitting a Document for Approval" in the
User's Guide).

8. (Optional) The Send Email Notification to Approvers option is selected

by default. Click to clear the check box if you don't want email notifications
sent to approvers.

9. Click Save, and then, in the Results window, click OK.

Note: A new snapshot of the document is taken when the document is
saved. Previous snapshots are accessible, along with change summaries, in
the Document History page of the Overview (see "Working with the
Document Overview" in the User's Guide).
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10. Close the document.

Change Document Properties

As a document control administrator, you can make changes directly (without
having to use Edit in Current State) to most document properties for
documents in any active (not archived) status .

1. Find and open the document you want to change (see "Finding and
Opening a Document" in the User's Guide for help), and then click the
Properties Wizard tab.

Bank Account Reconciliation v.3 77

[#]]| View Document | Properties Wizard | Overview

_ Steps * = Required |} = Basic Settings
1. Settings * Title

2. (Conditional) If the document is in pending or approved status, an alert is
displayed explaining that any properties you change will take immediate
effect on this approved document. Click OK to close the alert.

o Z

Warning: Changing properties here will immediately modify those
properties on the approved document.

OK

3. Make necessary changes.

4. Click Save, and then close the document.

Note: If you click View Document before closing the document, you'll see
an alert asking if you want to refresh the document, and thus refresh the

fields of any inserted properties you may have just changed, before viewing
it.

i \ T

A property change has been detected which might
have affected the content of the document.

Would you like to refresh the document to view the
updated version?

nt Don't Refresh

e -

Edit a Questionnaire

Follow the instructions below for the status of the document whose
questionnaire you need to modify.

PolicyTech 9.0 Administrator's Guide



Document Manipulation - 339

Draft, Collaboration, Review, or Approval

As a document control administrator (DCA), you can make changes to the
questionnaire in any document you have access to that is in draft, collaboration,
review, or approval status just as if you were the document owner or an
assigned proxy author. For instructions on adding or making changes to a
questionnaire, see the "Creating a Questionnaire" section in the User's Guide.

Pending or Published
To add or make changes to a questionnaire in a document that is in the pending
or published status, you must use the Edit in Current State feature.

1. Find and open the document you want to change (see "Finding and
Opening a Document" in the User's Guide for help).

2. Click Options, click Edit in Current State, and then click OK.

Account Collections Form v.1 %3 | @0 [0

Wiz vernview | Viswr O 2 Approved - | Mark as Read (Optional) -
View Document | Propetties Wizard | Overview | View Questionnaire. Status: Approved v ol aachments | Eator Toos ~

3. Click the Edit Questionnaire tab.
4. Do one of the following, depending on what you see.

m [f a questionnaire has not yet been added to this document, you will see
the window shown below. Click Create Questionnaire, and then see
the "Creating a Questionnaire" section in the User's Guide for further
instructions.

L AN ]

A questionnaire has not been created yet.

Would you like to create one now?

Create Questionnaire | Cancel

m [f a questionnaire has previously been added to this document, you will
see the window shown below. Select one of the three options described
below.
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i \ T

You are attempting to edit the questionnaire on an approved document.

What would you like to do?

(U Create a New Version of the Questionnaire
This will create a new version of the questionnaire, which should be done
only when absolutely necessary as it will affect the ability to run questionnaire
reports. If you decide to create a new version, the old version will remain
active during revision.

You will be editing a temporary version of the questionnaire. To deactivate
the old version and activate the new version click Done Editing.

C Disable Current Questionnaire

) Restrict results to DCAs and the Document Owner

Confinue | Close

e A

« If you need to make changes to the questionnaire's questions and
answers or to questionnaire settings (other than the Confidentiality or
Disable/Enable Questionnaire setting), click Create a New Version
of the Questionnaire, and then click Continue. You are takento a
copy of the existing questionnaire where you can make needed
changes (see the "Changing a Questionnaire" section in the User's
Guide for help).

« This option lets you change the Enable/Disable Questionnaire setting
without having to create a new version of the questionnaire. The
option label depends on the current state of the questionnaire. Ifitis
currently enabled (available to any reader of this document), you will
see Disable Current Questionnaire; if it is currently disabled, you
will see Enable Current Questionnaire. Select the option, click
Continue, click OK, and then click Close. You are returned to the
Edit Document tab.

« This option lets you change the Confidentiality setting without having
to create a new version of the questionnaire. As with the previous
option, this option label varies. It will say either Restrict results to
DCAs and the Document Owner or Make results available to
anyone who can see questionnaire reports. Both options apply
to the two management questionnaire reports, Questionnaire
Reports by Document and Questionnaire Reports by User. By
default, anyone with access to this document and with an assigned
role that grants access to the above mentioned questionnaire reports
can generate these reports and see questionnaire results. This
includes the document owner, any document control administrator
(DCA) with access to the document's site, any user assigned the
report manager role, and any user assigned the manager role (which
grants access to Questionnaire Reports by User only). You can
restrict questionnaire report access to only the document owner and
DCAs.
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Important: Changing the Confidentiality setting applies to the questionnaire
in all versions of the current document. For example, if the document you're
currently editing is in the published status and a new version of this document
is currently in review, changing this setting changes it in both of those
document versions.

Note: Restricting questionnaire report access affects only the management
questionnaire reports. It does not affect each user's ability to run personal
questionnaire reports.

To change this setting, click it, and then click OK to clear the warning.
Click Continue to apply the change, click OK, and then click Close.

5. Click Done Editing.

Account Collections Form v.1 17 ! | @0 Qo 0

Edit Document = Properties Wizard | Overview | Edit Questionnaire Status: AppToved - Edit Approved Links & Attachments ¥ | Editor Tools ¥

6. Inthe Done Editing window, explain the changes you made.

i N a0
Please summarize the changes between this version of this document and the previous version.
B & E =& = -
Normal Arial (Font Size) I U &5|s = =
. A -

[] Post to Discussion Board @ What is this?

Save | Cancel

L. 4

7. (Optional) Select Post to Discussion Board if you want to make the
changes summary available for discussion. (For details on selecting users
as notification recipients or making the discussion private, see "Working
with Document Discussions" in the User's Guide).

Note: Only the document owner and assigned approvers receive email
notification that the document has been changed. Assigned reviewers and
readers do not receive notification unless you post the change summary to
the discussion board and add reviewers and readers as notification
recipients.
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8. (Optional) The Send Email Notification to Approvers option is selected
by default. Click to clear the check box if you don't want email notifications
sent to approvers.

9. Click Save, and then, in the Results window, click OK.

10. Close the document.

Editing a Document's Change Summary

A change summary is created whenever a draft document is submitted to
review or submitted directly to approval (skipping the review status). As a
document control administrator (DCA), you can make changes to a document's
change summary while the document is in any status except archived.

Important:

= You can access the editing feature on major versions only (such as 1.0). It
is not available when viewing minor version change summaries (1.1, 1.2,
1.3, etc.).

= You can edit a change summary of a document in draft or collaboration
status only if the document has previously been submitted to review or
approval and then been returned to draft. In other words, a change
summary must already have been created during submission before it can
be edited.

1. Open adocument in any status except archived.
2. Click the Overview tab, and then click Document History.

3. Inthe Changes Summary column, for a major version (witha .0
extension), click View.

Travel Expense Form v.2 77 £ |
0 @0 Qo

View Document | Properiies Wizard | Overview Edil Questionnaire Status: In Review - Review

Properties | Document History | Writer Status | Reviewer Status | Approver Status | Reader Stafus | Links | Security Discussions (D)

Document History (™1 Change Summary Report
- Current Revision History @ What is this?
Date Changes Compare Superseded
Updated Summary Versions Documents Status
Version 2 - You are viewing this version of the document.
[ 2.0 - Draft: 1 061212014 Compare~  -Nome-  Current In Review
@] 20-Draft 0 06/12/2014 -None- Compare ~ -None- Draft Revision: 0

-Approved Document History @ What is this?
Date Changes Compare Superseded Date Read
Updated Summary Versions Documents Archived By Event

Version 1 - View Document & Properties

W11 06/12/2014 View Compare = -None- Published 0 System Snapshot
1.0 0611212014 Compare~  Nome-  06/12/2014 0  Major Version
4. Click Edit.
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Travel Expense Form (2.-1), Reference # 50
New Version

\ Close ‘)|
5. Make changes, click Save, and then close the document.
Travel Expense Form (2.-1), Reference # 50 View
. B &EY9 CIDIx x| EEEFFE-
Normal [+] | Arial [“]|(Fontsize)~]| B 7 U & \ = = - A-
Updated the mileage reimbursement amount.

( H W Close ‘I
Notes:

m Toreturn to the existing change summary without saving changes, click
View or Close.

= You cannot save an empty change summary.
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Generate Administrative Reports

For a description of and instructions on generating administrative reports, see in
the User's Guide.
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Optional Add-Ons and Modules

PolicyTech offers several advanced features as optional add-ons and modules.
Add-ons are features that are included with basic licenses and that only need to
be enabled. Modules are separately purchased features.

Enable an Advanced Feature Add-On
Set Up an Advanced Feature Add-on

Purchase an Advanced Feature Module

Set Up an Advanced Feature Module

Enable an Advanced Feature Add-On

Each of the features described below are included with your purchase of
PolicyTech™ licenses, but they are not enabled by default. To enable an
optional advanced feature, contact Client Support at 888-359-8123 (toll-free in
the U.S. and Canada) or 208-359-8123. When enabling most add-ons you will
be given a new registration code. For PDF Converter, you will be given a
Document Converter Pro serial number.

Note: The PolicyShare access features are add-ons that are enabled by
default. If you want to disable one or both of them, call Client Support at the
number above.

Add-On Description

PDF PDF Converter exports a copy of all approved Microsoft®

Converter Word documents to a temporary folder where a third-party
application—Neevia Document Converter Pro—converts
them into PDF format. PolicyTech then displays the PDF
version of those documents to readers, which eliminates the
need for readers to have Word licenses.

Important: If PolicyTech is installed on your organization's
premises, you'll need to contact Client Supportto get a
Neevia Document Converter Pro serial number. If your
PolicyTech site is hosted by NAVEX Global, you don't need
to call Client Support to enable it. You need only to activate
itin Module Manager (see Set Up PDF Converter).

Case Enables integration of EthicsPoint Case Management or
Management IntegriLink, with PolicyTech, all of which are NAVEX Global
Integration products.

From within EthicsPoint or IntegriLink, case investigators can
view case-related PolicyTech documents.
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From within PolicyTech, a user can do the following:

m Enable the syncing of EthicsPoint issue types or
IntegriLink allegation types with corresponding PolicyTech
categories

m  Assign issue type or allegation type categories to
documents, making them accessible in EthicsPoint or
IntegriLink

m Be assigned the case investigator role, which allows that
user to request updates to case-related documents

m Report an incident or event from within a document

Reader Task Gives managers, document owners, and document control
Modification —administrators the following options:

m Marking a document as read for other users

m Reassigning the reading task to users who have already

marked a document as read.
Single Sign- Enables single sign-on capabilities from the NAVEX Global
on portal.
Printto File  Enables exporting a PolicyTech document to afile.
Serial By default, imported documents are uploaded in batches. This
Document add-on changes the upload process to one document at a
Upload time, which should only be necessary if the internet browser
your organization is using doesn't allow a multiple-file upload.

PolicyTech  Provides a method for returning a list of matching PolicyTech
API for documents in SharePoint search results. The API provides
Integration one function—GetDocuments—that retrieves only documents
with that both match the SharePoint search criteria and meet the
SharePoint  following PolicyTech criteria:
Federated m Must be assigned to a site to which the API key has been
Search

assigned
m Must reside in the published status

m Must have a security level designation of All Users or
Public

Set Up an Advanced Feature Add-on
Go to the instructions for the advanced feature add-on you want to set up.
Set Up PDF Converter
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Set Up Case Management Integration

Set Up Serial Document Upload

Set Up PolicyTech API for Integration with SharePoint Federated Search

Set Up PDF Converter

How you set up PDF Converter depends on whether your PolicyTech site is
hosted by NAVEX Global or is installed on your organization's premises.

m [f PolicyTech is hosted, all you need to do is activate PDF Converter in
Module Manager. Go to Activate PDF Converter for instructions.

m If PolicyTech is installed on your organization's premises, follow all of the
instructions that follow, starting with "Prerequisites."

Prerequisites
Complete the following steps before installing PDF Converter.

Obtain or Reuse a Neevia Document Converter Pro Serial Number

PolicyTech uses a third-party application—Neevia Document Converter Pro—
to convert Word documents to PDF. You'll be downloading and installing
Document Converter Pro in a later step, at which time you'll be prompted for a
serial number to activate the application.

If you're newly adding PDF Converter to an existing PolicyTech site, contact
Client Support at 888-359-8123 (toll-free in the U.S. and Canada) or 208-359-
8123 to obtain a Document Converter Pro serial number.

If you're reinstalling Policy Tech, use the serial number from the previous
Document Converter Pro installation. If you don't know that serial number,
contact Client Support at one of the numbers listed above to retrieve it.

Create a Local Administrator Account

On the computer where PDF Converter will be installed (usually the server
where the PolicyTech website is installed), you need to create an administrator
user account that will be used by PDF Converter.

Note: PDF Converter should not be installed on a server that is an Active
Directory domain controller.

1. Loginto the computer as an administrator.
2. Click Start, and then click Control Panel.

3. Inthe search box, type user accounts, and then click Give other users
access to this computer.

4. Clickthe Advanced tab, and then click Advanced.
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- ™
User Accounts ﬂ
Advanced

Passwords

You can manage the passwords you have stored on this computer

[ Manage Passwords ]

Advanced user management

% Local Users and Groups can be used to perform advanced user

management tasks.

Secure logon

= Foradded security, you can require users to press Ctri+ Alt+Delete
f’j before logging on. This guarantees that the authentic Windows
logon prompt appears, protecting the systern from programs
that mimic a legon to retrieve password information,

Require users to press Ctri+Alt+Delete

[ QK ][ Cancel ] Apply

L "y

5. Inthe left panel, right-click Users, and then click New User.

- ™
@ lusrmgr - [Local Users and Groups (Local)] E@g

File Action View Help

= E =z HE

&; Local Users and Groups (Local) H Mame Actions
j g Mew User... L:J: Users Local Users and Groups (Local) -
|| Groups More Actions
Refresh
Help

Creates a new Local User account,
L A

6. Type a user name, such as pdfconverter.
7. Type a password, and then, for Confirm Password, type it again.

8. Make note of the user name and password.
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9. Clickto clearthe User must change password at next logon check
box.

10. Selectthe Password never expires check box.

- B
New User m

User name: pdfconverter

Full name:

Description:

Password: SEEBEEEE
Confirm password: sessEEES

User must change password at next logon
[ User cannot change password
res;
7] Account is disabled

Help [ Create ][ Cloze

L &

11. Click Create, and then click Close.

12. Inthe middle panel, right-click the user you just added, and then click
Properties.

r ™
B/ lusrmgr - [Local Users and Groups (Local)\Users] Elﬂlg
File Action View Help
o5 2@ XE = BHE
L&’ Lzcal Users and Groups (Local) || Name Full Name Actions
?I gsers &admir‘l Users -
—| Groups #, Administrator More Actions
fyGuest
| pdfconverter  pdfconverter pdfconverter -~
& Set Password... More Actions »
All Tasks 3
Delete
Rename
Properties [}
] |: Help 3
Opens the properties dialog box for the current selection.

" 4

13. Click the Member Of tab, and then click Add.
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pdfconverter Properties | ? XS

Member Cf | Profile

Member of:

| Pl Users

Select Groups

Select this object type:
Groups Cbject Types...
From this location:

Locations...

Erter the object names to select (zxamples):
I Administrators

(=]

@

2

&

o E
in

m
Changes to a user's group membership

Remove are not effective urtil the next time the

userlogs on.

| ok || Caneel || epk Help

14. The From this location box is auto-filled with the computer name. For
Enter the object names to select, type administrators, and then click
Check Names. What you typed should be verified and display as
[computer name]\Administrators.

15. Click OK twice.

Install and Activate Microsoft® Word

PDF Converter requires access to a working copy of Word 2007 or later on the
computer where PDF Converter is installed.

1. Install Word.

2. Log off from Windows®, and then log on as the new user you created for
PDF Converter.

3. Start Word and follow the prompts to activate and configure Word for use
by the PDF Converter user.

Copy the Neevia "configs" Folder

If you're reinstalling Document Converter Pro, you can avoid having to enter
configuration settings for your new installation by copying the configs folder
from your previous Document Converter Pro directory structure to the desktop
or other easily accessible file system location.

The default folder path is C:\Program Files
(x86)\neevia.com\docConverterPro\configs for a 64-bit (x64) operating

system or C:\Program Files\neevia.com\docConverterPro\configs for a
32-bit (x86) operating system.
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After completing the new installation, you can then copy the previous configs
folder into the new Document Converter Pro file structure to restore
configuration settings.

Uninstall the Previous Document Converter Pro Version

If you are upgrading to a newer Document Converter Pro version, you need to
uninstall the current version using the Windows Uninstall or change a
program utility before installing the newer version.

Install Document Converter Pro

1. While still logged in as the PDF Converter user, click the following link to
download PDF Converter:

Neevia Document Converter Pro 6.7

Important: A Document Converter Pro serial number is tied to a specific
version of the application. If you're reusing a serial number, you may need an
earlier Document Converter Pro version , which you can download from the
Client Resource Center. If you're not sure which version you need, contact
Client Support at 888-359-8123 (toll-free in the U.S. and Canada) or 208-
359-8123.

2. Run the downloaded file as an administrator and follow the prompts.

3. When you see the Product Registration window, type your company
name and the serial number you received from Client Support, and then
follow the prompts to complete the installation.

Configure Document Converter Pro

Important: If you are reinstalling Document Converter Pro and saved a copy
of the configs folder from the previous installation, you can copy the configs
folder into the directory structure of the new installation now, replacing the
existing folder and its contents, and skip the remainder of this section.

1. Onthe desktop or in the Start menu, right-click Document Converter
Pro, click Run as administrator, and then, at the User Account Control
prompt, click Yes.
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o) Neevia Document Converter Pro
Converter  View Settings Help
» (@] D ® @@

Files in queue:

[8:45:34 AM] DC Pro version: 6.7
[8:45:34 AM] Computer Mame; = &
[8:45:34 AM] Current User: pdfconverter
[8:45:34 AM] 1= Admin: True

[B:45:34 AM] Default System Printer: Yyrxeisvcorpfps01\Downstairs Printer

[8:45:34 AM] Debug Mode enzbled: False

[B:45:34 aM] Input folders:

[8:45:34 AM]  C:\Program Files (x86)\neevia.com'docConverterPro\DEF_FOLDERSYIMY

[8:45:34 AM] Temp Folder: C:Program Files (x86)\neevia.com'\docConverterPro\temp\WVDCY,

Main log 4 Errorlog

l=l=] | ]
Started Time: 9:02:12 AM Total threads: 0 Converted docs: 0

Part of the configuration process is designating a folder in the PolicyTech
directory structure where Document Converter Pro will scan for document
files it needs to convert and designating another folder where the finished
PDF files will be placed. Document Converter Pro also needs to know

where you want error logs stored.

2. Click Settings, click Folders, and then click Add Folder.

Input Folder(s)

Folder to scan

) C:\Program Files (x86)\neevia.com\docConverterPro\DEF_FOLDERS\INY

Output format
PDF

% Edit Settings

s Add Folder
.

3. Click the button next to the Folder to scan box, find and click the following

folder, and then click OK.
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[drive]:\[path to installation folder]\Policy Technologies\Policy
Manager\data\docs\inpdf\

4. Click the button next to the Destination (Output) folder box, find and click
the following folder, and then click OK.

[drive]:\[path to installation folder]\Policy Technologies\Policy
Manager\data\docs\webdocs\

5. The error folder is not automatically created when installing Policy Tech.
Copy the Destination (Output) folder path, paste it into the Error folder
box, and then change webdocs to errors so that it looks like the path
below. (The errors folder will be added when you run the Document
Converter Pro service.)

[drive]:\[path to installation folder]\Policy Technologies\Policy
Manager\data\docs\errors\

Add Input Folder H

General Settings | Scripting | Document Parsers | File Associations | Advanced Settings
Folder to scan:
D:'Puolicy Technologies'Policy Managerdata‘docsinpd
[]Process Subfolders [ Delete empty subfolders [IProcess All Files in the input folder

Destination (Output) folder:
D:VPolicy Technologies'Palicy Manageridata'\docs'webdocs),
[] copy "Folder to scan” structure []keep original file extension in the output file name

Error folder:
D:'Policy Technologies'\Policy Manager'data'docs'errorsy
[[] copy "Folder to scan” structure

Faolder for original files:
[] Copy "Folder to scan” structure

Cutput Format: | PDF W Cutput Settings... Watermark / Stationery

Use Printer: | Meevia Converter W neeviaPDF addins...

Because the PolicyTech document copies are no longer needed after PDF
versions of those documents have been created, leave the Folder for
original files box blank.

6. Click Apply, and then click Yes to confirm that you want PolicyTech
document copies deleted once they've been processed.

7. Close the Input Folder(s) window.

8. Click Settings, and then click Advanced Settings.
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9. Selectthe Launch as Windows service check box, and then click

configure.
Advanced Settings
Enable / Disable Parsers Configuration
MicrosoftWord ~ Folder-specific configuration
[+] Microsoft Excel Show OC Pra Tray lcon
Microsoft PowerPoint D Don't prompt for closing confirmation
[#] Microsoft Internet Explarer DCreate log file
|:|Microsoft Project DDebug Mode

Microsoft Visio
m Launch as Windows service | canfjgure

| Mi ft Publish ]
crosalt Fublisher |_[Enable clustering -
[+] Microsoft snapshat
[[] Corel WordPerfect Fants lookup: | use mapped fonts v
DCoreIDraw Max Conversion Threads: |64 =
[1waordpro

Scan input folder(s) every | 1000 ms
[] autodesk Design Review o

Color Scheme: | [l Gray v
Auto-Detect Installed Parsers...

& 0K ® Cancel

10. For Log On As account, click Browse, click the local user you created for
PDF Converter, and then click Select.

11. For Password and Confirm Password, type the user's password, and
then click OK twice.

Configure Windows Service H

Log On As account: |pdfconverter Browse

Password; |**essses

Confirm Passward: |##ssssss

Startup type: | Automatic v

DAdjust DCOM settings far MS Office Apps
D Restart Service after 1000 conversions

[] Restart Service after 10 consecutive conversion errors

< OK ¥ Cancel

12. Close the Neevia Document Converter Pro window.

Start Document Converter Pro Service
1. Open Services (found in Windows Administrative Tools).

2. Right-click DCStart, and then click Start.
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G Services
File Action View Help
A=z HFE »anmp
% senvices (Loca) | o Gaicastiogan

DCStart Name ° Description Status

s h . %COM+ Event System Supports System E..  Runn

i thezzrice %COM+ System Application Manages the confi...
%Computer Browser Maintains an updat... FRunn
;_J;ConfigMngask Sequence .. ConfigMgr client a...
%Configuration Manager Re...  Provides the ability...
., Credential Manager Provides secure sto..  Runn
Cs) Cryptographic Services Provides three man... Runn
%DCOM Server Process Laun... The DCOMLAUNC...  Runn
%De\riceﬁ Starl% es pairing bet... Runn
%De\ricel Stop es a compute..,
.’%De\rices Pause es the detecti...
%DHCP Cl = ters and upda... FRunn
a o . - . )
.\?Dlagnos Restart iagnostic Poli..  Run:
%Diagnos liagnostic Ser..  Runn
%Diagnos All Tasks ¥ Diagnostic Sys...
B O S )
.\?Dfstrfbu Refrech E.II'15|II'1k5 bet.. Runr
., Distribu dinates transa...
Cs) DMS Cli Properties MS Client ser...  Runn
5 Encrypti - des the core fi...
£ Extensib v xtensible Aut..  Runn
% Family Safety This service is a stu...
G Fax Enables you to sen...

File History Service Protects user filesf... R

Activate PDF Converter

1. InPolicyTech, click PREFERENCES, click System / IT Settings, and
then click Module Manager.

Module Manager ? Help
- Registered Add-ons
CIPDF Converter O What is this?
ClPublic Viewer @ What is this?

Learn more about other available add-ons

~Word Module
# Refresh supported files @ what is this?
2#| Refresh PDF search index @ Vhat is this?

( kal save | cancel |

b A

2. Selectthe PDF Converter check box, and then click Save.

Set Up Case Management Integration

Important: The Case Management Integration add-on is included with
your purchase of PolicyTech™ licenses, but it is not enabled by default. To
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enable it, contact Client Support at 888-359-8123 (toll-free in the U.S. and
Canada) or 208-359-8123.

PolicyTech supports integration with two case management applications:
EthicsPoint Case Management, and IntegriLink, which, along with PolicyTech,
are all NAVEX Global products

Go to the appropriate link below to set up integration with your case
management application.

Integration Setup: EthicsPoint Case Management

Integration Setup: IntegriLink

You can direct those you assign as case managers and readers to the following
User's Guide section: "Using Case Management Integration Features."

Integration Setup: EthicsPoint Case Management

Integrating PolicyTech™ Policy Management with EthicsPoint Case
Management provides the following benefits:

From within EthicsPoint, case investigators can view case-related PolicyTech
documents.

From within PolicyTech, a user can do the following:

m Enable the syncing of EthicsPoint issue types with corresponding
PolicyTech categories

m Assign issue type categories to documents, making them accessible in
EthicsPoint

m Be assigned the case investigator role, which allows that user to request
updates to case-related documents

m Report anincident or event from within a document

m Create an open-ended question in a questionnaire that, when answered,
creates a case in EthicsPoint

Note: The following instructions are for setting up integration within
PolicyTech. See the EthicsPoint documentation for that application's
integration setup instructions.

Setting up integration with EthicsPoint consists of the following tasks, which are
described in the sections that follow.

m Defining an issue type category
m Setting integration preferences
m Assigning the case manager permission

m Adjusting browser settings
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Defining an Issue Type Category

Part of the integration functionality is syncing EthicsPoint issue types with
PolicyTech categories. You need to define a top-level category, such as one
called Issue Types, that will hold the issue type categories that will be created
with the initial sync and then updated whenever a sync is performed thereafter.

Note: To avoid site mismatches between categories and case managers, we
recommend making the category available to all sites and then assigning the
case manager permission to users at specific sites.

See Adding a Category for general instructions on how to create a category.
Add the top-level category only (no subcategories).

Setting Product Integration Preferences
1. Click PREFERENCES.
2. Click System / IT Settings, and then click Product Integration.
Important: The Product Integration option is available only after case

management integration has been enabled. See Enable an Advanced
Feature Add-On for details.

e —
. DOCUMENTS ' MY TASKS (30) REPORTS = PREFEREN! - Welcome Douglas Johnson | LOG oUT
policytech - -
NAVEX Global
Site: Corporate Headquarters -

Preferences

Personal Settings Product Integration ? Heip

Company Sefup ( EthicsPoint Case Manager.|

User Sefup

T mTET ¢ Incident Rfeportlng (i ]

System / IT Settings Report Incident URL | |
Registration Info TestURL
check nlindates ~Web Service Connection Settings @

Database Manager .
g Web Service URL ‘ |
Email Settings
Login Settings Usemame ‘ |
Language Files Password ‘ |
Module Manager
Automated User Connection Status: Not Connected Save and Test Connection
Synchronization
Automated Dept. -~ Issue Type Synchronization @
Synchronization [ Activate Synchronization Synchronize Now
Product Inf i N
LA TENELEY Daily Synchronization Time | 02:00 HH-MM
View Logs
Theme Manager Sync to Category | — Choose A Category - | > |
FIPS Compliance . )
~ Default Case Creation Settings

[] Activate Case Creation

Tier |

Issue Type |

Intake Method [

Status [

Case Type |

Save and Create Test Case
| kel save | cancel |

NAVEX erosar-
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10.

In the Incident Reporting area for Report Incident URL, type the web
address for reporting an incident in EthicsPoint. This is so PolicyTech users
can report an incident when reading a policy document that has been
assigned an EthicsPoint issue type category.

Inthe Web Service Connection Settings area, provide the following
information:

m Web Service URL: The URL for the EthicsPoint web service.

m Username and Password: A user name and password for logging in
to the server hosting the EthicsPoint web service.

Click Save and Test Connection. After afew moments, Connection
Status should change to Connected. If the connection fails, troubleshoot
the connection settings and try again until the connection is made.

Inthe Issue Type Synchronization area, provide the following
information:

= Daily Synchronization Time: The time each day when you want to
sync EthicsPoint issue types with their corresponding PolicyTech
categories.

m Sync to Category: Select the category you created to store
EthicsPoint issue types.

Select the Activate Synchronization check box.
Click Save.
(Optional) Click Synchronize Now to create the issue type subcategories.

(Optional) Default Case Creation Settings apply only when a document
owner enables the selecting of an answer to a questionnaire question to
create a case. Do the following to enable and set up this feature:

a. Selectthe Activate Case Creation check box .

b. Make selections for Tier, Issues Type, Intake Method, Status, and
Case Type.

Note: The settings you choose here appear as the default settings for the
questionnaire creator, who can change these options.

c. Click Save and Create Test Case.

d. When you're alerted that the test case has been sent, click OK. You can
then sign into EthicsPoint to verify that the test case was created.

e. Click Activate Case Creation.
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Assigning the Case Manager Permission
The case manager permission enables a user to request that a document be
updated. To assign one or more users as case managers, do the following:

1. Create or open the user profile (see Adding a User Manually or Editing a
User for general instructions).

2. Clickthe System Permissions tab.
3. Inthe Sites list, click All Sites (Global Permissions) or an individual site.

4. Inthe Available Permissions box, select the Case Manager check box.

a . P Q ~ J

General Information | Document Roles | System Permissions | Proxy Settings

Select the System Permissions for Tawna from the options below
Sites | All Sites (Global Permissions)

Available Permissions Selected Permissions ]
[F] Category Owner All Sites (Global Permissions)
[C] Document Control Administrator Case Manager

[C] Company / User
[E] System / IT

[ Report Manager
[C] Access Site
Casa Manager

4« Back | kol Save | kol Save and Close | [ Delete | Mext »

5. Click Save and Close.

Adjusting Browser Settings

For each PolicyTech user, add the following websites to the trusted sites for that
user's browser:

*.navexglobal.com

*.ethicspoint.com

Notes:

m The method for adding trusted sites varies depending on the browser
and browser version being used.

m The PolicyTech website (*.policytech.com) should already be a trusted
site to allow the use of WordModulePlus to edit Word and Excel
documents.

Integration Setup: IntegriLink

Integrating PolicyTech with IntegriLink provides the following benefits:

From within IntegriLink, case investigators can view case-related PolicyTech
documents.

From within PolicyTech, a user can do the following:
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m Enable the syncing of IntegriLink allegation types with corresponding
PolicyTech categories

= Assign allegation type categories to documents, making them accessible in
IntegriLink

m Be assigned the case investigator role, which allows that user to request
updates to case-related documents

m Report an incident from within a document

Note: The following instructions are for setting up integration within
PolicyTech. See the IntegriLink documentation for that application's
integration setup instructions.

Setting up integration with IntegriLink consists of the following tasks, which are
described in the sections that follow.

m Defining an allegation type category
m Setting integration preferences

m Assigning the case manager permission

Defining an Allegation Type Category

Part of the integration functionality is syncing IntegriLink allegation types with
PolicyTech categories. You need to define a top-level category, such as one
called Allegation Types, that will hold the allegation type categories that will be
created with the initial sync and then updated whenever a sync is performed
thereafter.

See Adding a Category for general instructions on how to create a category.
Add the top-level category only (no subcategories).

Setting Product Integration Preferences

1. Click PREFERENCES.

2. Click System / IT Settings, and then click Product Integration.

Important: The Product Integration option is available only after case

management integration has been enabled. See Enable an Advanced
Feature Add-On for details.
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DOCUMENTS ' MY TASKS (30) REPORTS

policyt
1
s )
Personal Seftings FEIEITETTTD N ﬂ=
Company Setup IntegriLink
User Setup i
Document Setup - Incident Pz-apor‘tmg i ]
System / IT Seftings Report Incident URL
Registration Info
Check for Updates -Web Service Connection Settings @
Database Manager N
Web Service URL
Email Settings
Login Settings Usemame
Language Files Password
Client ID
Dept Connection Status: Not Connected Save and Test Connection
Synchronization
Synchronizatio - Allegation Type Synchronization @
Product Integration
Theme Manager Daily Synchronization Time | 02:00 HH-MM
FIPS Compliance Sync to Category | -- Choose A Category --
- Default Case Creation Settings
Program
Allegation Type
kal save | Cancel

3. For Report Incident URL, type the web address for reporting an incident
in IntegriLink. This is so PolicyTech users can report an incident when
reading a policy document that has been assigned an IntegriLink allegation
type category.

4. Inthe Web Service Connection Settings area, provide the following
information:

= Web Service URL: The URL for the IntegriLink web service.

m Username and Password: A user name and password for logging in
to the server hosting the IntegriLink web service.

m Client ID: Your organization's identifier for accessing the IntegriLink
web service.

5. Click Save and Test Connection. After a few moments, Connection
Status should change to Connected. If the connection fails, troubleshoot
the connection settings and try again until the connection is made.

6. Inthe Allegation Type Synchronization area, provide the following
information:

= Daily Synchronization Time: The time each day when you want to
sync IntegriLink allegation types with their corresponding PolicyTech
categories.
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m Sync to Category: Select the category you created to store IntegriLink
allegation types.

5. Select the Activate Synchronization check box.
6. Click Save.

7. (Optional) Click Synchronize Now to create the allegation type
subcategories.

8. (Optional) Default Case Creation Settings apply only when a document
owner enables the selecting of an answer to a questionnaire question to
create a case. Do the following to enable and set up this feature:

a. Selectthe Activate Case Creation check box .

b. Selectan IntegriLink program, and then select an allegation type.

c. Click Save and Create Test Case.

d. When you're alerted that the test case has been sent, click OK. You

can then sign into IntegriLink to verify that the test case was created.

Note: The Program and Allegation Type settings you choose here appear
as the default settings for the questionnaire creator, who can change these
options.

Assigning the Case Manager Permission
The case manager permission enables a user to request that a document be
updated. To assign one or more users as case managers, do the following:

1. Create or open the user profile (see Adding a User Manually or Editing a
User for general instructions).

2. Clickthe System Permissions tab.
3. Inthe Sites list, click All Sites (Global Permissions) or an individual site.

4. Inthe Available Permissions box, select the Case Manager check box.
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0o 0
General Information | Document Roles | System Permissions | Proxy Settings
Select the System Permissions for Tawna from the options below
Sites | All Sites (Global Permissions)
Available Permissions Selected Permissions o
[E] Category Owner All Sites (Global Permissions)

[C] Document Control Administrator Case Manager
[F] Company / User
[ System / IT

[C] Report Manager
[C] Access Site
Case Manager

4 Back | kol Save | [ Save and Close | [ Delete | Mexi b

5. Click Save and Close.

Set Up Serial Document Upload

Important: The Serial Document Upload add-on is included with your
purchase of PolicyTech™ licenses, but it is not enabled by default. To enable
it, contact Client Support at 888-359-8123 (toll-free in the U.S. and Canada)
or 208-359-8123.

Note: Uploading files one at a time is only necessary if the internet browser
your organization is using doesn't allow a multiple-file upload.

Once the Serial Document Upload add-on has been enabled, no further
setup is required.

See Importing Documents for detailed instructions on uploading document files
into PolicyTech™ . With Serial Document Upload enabled, the only difference
you'll notice is that, when you select files to upload in step 5, you will only be able
to select a single file, whereas normally you would be able to select multiple
files. To upload additional documents, in step 6 click New Upload, and then
select another file. Repeat this step as many times as necessary to upload all
the files.

Set Up PolicyTech API for Integration with SharePoint
Federated Search
For detailed instructions on setting up this API, refer to the SharePoint

Integration via Federated Search section in "Appendix E: SharePoint
Integration."

Purchase an Advanced Feature Module

You can purchase any of the advanced feature modules described below.
Contact Sales at 888-359-8123 (toll-free in the U.S. and Canada) or 208-359-
8123 if you have questions about or want to purchase a module.
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Module Description

Public Viewer Adds an option for opening a document for viewing and
reading by anyone you give the URL. You can restrict access
to a specific range of IP addresses.

Workflow Lets you modify a document template to limit the number of
Configurations steps in the document approval workflow.

Third-Party Adds the ability to define contacts from outside your

Accounts organization, such as vendors or clients, as PolicyTech™
users. You can then assign them to write, review, or read
documents.

Localization Lets you create localized copies from a master document, so
Workflow you can customize copies with site-specific information and
translations.

Set Up an Advanced Feature Module
Go to the instructions for the advanced feature module you want to set up.
Public Viewer

Third-Party Accounts

Localization Workflow

Setting Up Public Viewer

Important: The Public Viewer module is an optional feature and must be
purchased. If you have questions about or want to purchase the Public
Viewer module, call Sales at 888-359-8123 (toll-free in the U.S. and
Canada) or 208-359-8123.

Normally, only defined users who log in to PolicyTech™ can view approved
documents. With the Public Viewer module, selected approved documents
can be published to a public web address viewable by anyone given that
address.

To set up the Public Viewer,
1. Click PREFERENCES.
2. Click System / IT, and then click Module Manager.

3. Ifyou have the Public Viewer module, you'll see it listed in the Registered
Add-ons area. Select Public Viewer, and then click Save.
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Module Manager N 7] )

- Registered Add-ons

‘ @L}F’ublic Viewer © What is this?
--Word Module
2| Refresh supported files © What is this?
z| Refresh PDF search index © What is this?

kd save | Cancel

A

4. (Optional) You can limit accessibility to the Public Viewer web site to only
those IP addresses (for computers) that fall within a certain range. With the
System / IT Settings menu still displayed, click Login Settings. In the
Public IP Range(s) box, type a range of IP addresses in the following
format, and then click Save.

XXX X=X XXX

To include multiple ranges, separate each range with a comma.

Note: You can also use the IPv6 format to designate ranges.

5. When you activated the Public Viewer, a separate web address was
automatically generated for each site defined in PolicyTech. You will want
to distribute the web address for each site you want people to have access
to. To see the web address, with PREFERENCES still displayed, click
Company Setup, click Sites, and then click a site name. The web address
is displayed in the Public Viewer area.

Note: The Public Viewer takes its default sort settings from the site settings.
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Edit Site - Corporate Headquarters

- Default Display Options
Name Corporate Headquarters
Reference 1D Corporate Headquarters
Default Tab Documents 0
Default View All Documents i ]
Default Arrangement | Departments i )
Site URL o
‘ IP Range(s) i )
- Public Viewer

‘ Site URL | hitp://jim.test policytech.com/e/?public=true&siteid @ ‘

--# Document Logo
‘ {Upload a Logo to be used in Documents) ‘

kd Save | Cancel

6. Inform document owners that the Public Viewer is available and refer
them to the following topic in the User's Guide for instructions on making
documents accessible in the Public Viewer: "Making a Document
Accessible in the Public Viewer".

7. Distribute the Public Viewer web address and refer users to the following
topicin the User's Guide for instructions on how to view documents:
"Reading a Document in the Public Viewer".

Note: When a user opens a document a license is used, and it remains in
use for 15 minutes. At the end of that time, the license is made available to
another user, even if the first user is still viewing a document. You can see
how many concurrent Public Viewer licenses you have in Registration
Info under System / IT Settings (see Registration Info).

Setting Up Third-Party Accounts

Important: The Third-Party Accounts module must be purchased
separately from PolicyTech™ licenses. If you have questions about or want
to purchase the Third-Party Accounts module, call Client Support at 888-
359-8123 (toll-free in the U.S. and Canada) or 208-359-8123.

For details on setting up and using the Third-Party Accounts module, see the
Third-Party Accounts Supplement.
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Setting Up Localization Workflow

After purchasing the Localization Workflow module, setting it up consists of
activating the feature using a special registration code and then enabling the
feature in templates.

Activating Localization Workflow

If you purchase the Localization Workflow Module, you will be given a new
registration code that enables this feature module. Submit the new registration
code using Registration Info in System / IT Settings (see "Registration Info"
in the Administrator's Guide for help).

Enabling Localization Workflow in a Template

Once Localization Workflow has been enabled within PolicyTech, you must
enable this feature in one or more templates before document owners can use
the feature while creating or editing a document.

1. Click PREFERENCES.
2. Click Document Setup, and then click Templates.

3. Create a new template (see "Creating a Template" in the Administrator's
Guide) or click an existing one to openit.

4. With the Properties Wizard tab selected, click 8. Localization
Workflow.

Note: If you don't see step 8. Localization Workflow, then the module is
not currently enabled. If you have purchased the module, make sure that the
new registration code has been submitted in Registration Info in System /
IT Settings. If the step is still not available, then the license that includes
Localization Workflow may have expired. Call Client Support at 888-359-
8123 (toll-free in the U.S. and Canada) or 208-359-8123 for help.

PolicyTech 9.0 Administrator's Guide


http://helpfiles.policytech.com/onlinehelp/pt90pdf/PT_AdminGuide.pdf
http://helpfiles.policytech.com/onlinehelp/pt90pdf/PT_AdminGuide.pdf
http://helpfiles.policytech.com/onlinehelp/pt90pdf/PT_AdminGuide.pdf

368 - Optional Add-Ons and Modules

Job Description v.1

' [if] Edit Document Pruperies'.l'b'izard...l_

[ Steps ‘ ~ 1 Basic Settings —
. Template Setup Title

[y

i

Category Types Document Type

. Writers Sites

3
4. Reviewers

]

. Approvers
6. Readers

. Security

[==TEN]

. Localization

Step Instructions:

Before writing your SIILE fEEg

WA T e o T3

( Optional Settings -

5. Select the Enable Localization Workflow check box, and then click Save
or Save and Close.

Job Description Template v.1 ¥ SaveandClose Opfions ™
[] Edit Document | Properiies Wizard L 3 Hep Template
Steps [[] Enable Localization Workflow

1. Template Setup Localization Workflow provides the following benefits

Category Types + Distribution of copies of corporate documents to various locations

- Ability to modify settings, make task assignments, and write localization instructions per copy
+ Automatic notificatien to copy owners when the master document is approved

+ Separate review and approval processes for the master document and each of its copies

- Optional syncing of reader tasks between a master document and its copies

+ Optional syncing of questionnaires

Writers

Reviewers

Readers

Security Benefit examples

After the Corporate Code of Conduct has been approved, copies created for other sites/facilities/regions can be

2
3
4
5. Approvers
6.
T
8

\L;ci:lzatinn reviewed, approved, and attested to on their own timelines. This allows other sites to edit the document to meet their
orkiow regional regulatory requirements or to show site-specific loges and company names
)
Step Instructions: If your organization's employees speak multiple languages, you can approve a master document and then instruct
Manage Localization document owners to translate their copies into site-specific languages. Then, when employees are assigned to read
Workflow Settings. the master, they will be presented with the translated copy in their preferred language. Attestations and

questionnaire results for translated copies are included in reports containing the master document.

Gy

[ 4 Back | | Save Edit Document |

6. Inform document owners that Localization Workflow has been enabled
for this template and refer them to the "Working with Localization
Workflow" chapter in the User's Guide.
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Appendices

Appendix A: Sample Template

Appendix B: Sample Document

Appendix C: Email Notifications
Appendix D: Custom User Interface
Appendix E: SharePoint Integration

Appendix A - Sample Template

BUSINESSTITLE Version #. NS0
Tide : Document Tifke

Document Crwmer. PO Both T T bl TR Gl
Eppwovens). BP Both TiF Ky ol CRR

Printed copies are for reference only. Pleass refer to the electronic copy for the latest version.

Policy: [Click here to type the policy stebement in one sentence ]
Purpese: [Click here fo type the purpose of this document.]
Seope: [Click here fo type the parties that are resporsible for complying with this document |

Definifions:

o [Chck here to include a glossary of terms or type MOME ]

A [Click here to type the proceduns in outline format, (4.1, a.. 1]
Relied Doruments:
[Click Insest Field and Document Links to link fo other documents, or type NONE ]

References:
A [Click hers to include references or type NONE ]

|
Quality Records
Title LocationKept | Duration Kept | Disposal ethod

Expiration Date: DISSERHIES Page § of |
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Appendix B - Sample Document

DELTA REGIONAL MEDICAL Version &
Tifle Ceonfilerdiakly

E
Deomend Ovaer: Hovard, Susan (Doomend Cordrol AIMIGATEIE) | Dewe Cresed Tl0w0004 |
o) Mol uren (Browwed Cordol Abriririreaen) T

Prirted Coples are for reference orly. Please refer to the eledronio copy for the |atest version

Policy: All open accourds recervable with late or delinguent payment actrvity will be
handled in a tumely and effective marmer to ensue maommom collections and
optinmem accouds recetvable tumeover ratio.

Purpase: Ta provide the schons and methods for processmg late or delinquent paymerds .
Scope: This procedure apphes to the Credit Departmernt povolved with collection of past
due accounts recervable. The Sales andior Shipping Departmernts may'bel
involved in reference fo shipping holds or special cred arrangemertds.
Responsihilities :

The Credit Department reviews all records for a costomer to determine a possible
axplanation for non-payment prior to commencmg the collaction process.

Definition:  Bad Debt consists offanpaid sccounts receivable tmeoices that arve considered to be
uncollectible.

Dbt collectoris any persom who regululy collects debts cwed to others, This
inchides attormeys who collect debts ona regular basis,

Procedure:
L0  COLLECTION PROCESS

1.1 Ho matter how careful cestomers are screened priorto credit approval, slow pay or
delinquant accounts will comr finm time to titne. Omnce an acomurd becormes past due by
even afew days, the collechion process should commence omediately. Studies have
showm that the sconerthe collection piocess stats, # 15 more hkely that the account will
he collected.

Prioy to conmmencing the collection process, the following should be reviewed by the
assigned Credit Department Represertative:

*  Make certainthat the Comparey has rot recenved the customer’s payment or applied # to
the wrong accowd. Venfly that a Retumed Goods Authonzation has not been issued

Thasae seerms obviows, bt it can svoid an unscmfbtable sitbaation mwrongly
acousing the customer of delinguent payments.

*  Sean the Deoice m question for acouracy,

Epimtion Date: HSESHoowains 200 Pagze Dof §

Appendix C - Email Notifications

There are two basic types of email notifications in Policy Tech™—notifications
for task assignments and informational notifications. Click a link below to go to
detailed notification descriptions.

Task Notification Emails (Action Required)

Informational Emails
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Task Notification Emails (Action Required)

Each of the tasks listed below and whose descriptions follow is also added to
the assignees' task lists.

For document owners and proxy author:

Own a Document

Author a Document by Proxy for a Document Owner

Submit a Document for Review after All Writers Have Finished

Submit a Document for Review upon Request

Edit and Resubmit a Revised or Declined Document

Edit and Resubmit a Document Manually Sent back to Draft

Update Document Links

Take Action on a Document Due for Periodic Review
For writers, reviewers, approvers, and readers:

Write (Collaborate on) a Document

Review a Document

Approve a Document

Read a Document
For document control administrators (DCAs):

Reassign Documents to Other Document Owner

Email Notification: Own a Document

Applicable

notification levels: All

Trigger: Document control administrator assigns an
owner to a document.

Recipient: Document owner

Subject: You have been assigned to own new
documents

Body: You have been assigned as the owner/author of
the following document(s). You will now be
responsible for all future revisions and
management. Please read each one to acquaint
yourself with the latest versions of the document
(s).
[document list]

Example:
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From: noreply @policytech.com Sent: Mon 8/26/13 1:11 PM
To: Tom Hansen

Co

Subject: You have been assigned to own new documents

“ou have been assigned as the ownerfauthor of the following document(s). You will now
be responsible for all future revisions and management. Please read each one to acquaint
yourself with the latest versions of the document(s).

Account Relationships {v.1

4

BACK TO TASK EMAIL LIST

Email Notification: Author a Document by Proxy for a Document

Owner
Applicable
notification levels: All
Trigger: Document owner or document control
administrator assigns a proxy authorto a
document.
Recipient: Proxy author
Subject: You have been assigned to proxy new
documents
Body: You have been assigned as the Proxy Author of

the following document(s). You will now be
responsible to work with the Document Owner
for all future revisions and management. Please
read each one to acquaint yourself with the
latest versions of the document(s).

[document list]
Example:
From: noreply @policytech.com Sent: Mon 8/26/13 12:24 PM
To: Jordon Cash
Cc
Subject: You have been assigned to proxy new documents

“ou have been assigned as the Proxy Author of the following document(s). You will now
be responsible to work with the Document Owner for all future revisions and
management. Please read each one to acquaint yourself with the latest versions of the
document(s).

Check Signing Authaority (v 2

4

BACK TO TASK EMAIL LIST
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Email Notification: Submit a Document for Review after All Writers
Have Finished

Applicable

notification levels: Medium, high, maximum

Trigger: Last assigned writer clicks "Finished Writing."

Recipients: Document owner, proxy authors

Subject: Writer(s) completed: "[document title]"

Body: Writer(s) completed "[document title]". If you
agree that this document is ready, submit for
review.

Example:

From: noreply @policytech.com Sent: Fri 8/23/13 11:51 AM

To: Susan Howard

Co

Subject: Writer(s) completed: "Wacation Policy

Writer(s) completed "Vacation Policy”. If you agree that this document is ready, submit =
for review.

BACK TO TASK EMAIL LIST

Email Notification: Submit a Document for Review upon Request

Applicable

notification levels: All

Trigger: Assigned proxy author requests that a
document be submitted for review.

Recipient: Document owner

Subject: Submit for review needed: "[document title]"

Body: [proxy author's name] indicates that "[document

title]" is complete. If you agree, please submit
this document for review.

[proxy author's name] included the following
comments:

[comment text]

Example:
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From: noreply @policytech.com Sent:  Fri8/23/13 3:21 PM
To: Susan Howard

Co

Subject: Submit for review needed: “Vacation Policy®

Anne Jones indicates that "\acation Policy” is complete. If you agree, please submit this
document for review.

Anne Jones included the following comments:

This one's ready to go.

4

BACK TO TASK EMAIL LIST

Email Notification: Edit and Resubmit a Revised or Declined

Document

Applicable

notification levels: Medium, high, maximum

Trigger: All reviewers or approvers complete their
assigned tasks and one or more revised or
declined the document.

Recipients: Document owner, proxy authors

Subject: Sent back to Draft: "[document title]"

Body: One or more [assignees' role (reviewers or
approvers)] in Level [integer] has declined or
revised "[document title]", so it was sent back to
draft.

[assignee’s name] has included the following
comments:
[comment text]

Example:

From: noreply @policytech.com Sent:  Fri8/23/13 9:34 AM

To: Susan Howard

Cc

Subject: Sent back to Draft: "Vacation Policy”

One or more Reviewers in Level 1 has declined or revised "Vacation Policy”, so it was EE]
sent back to draft.
Anne Jones has included the following comments: S
Section 3 needs a complete rewrite. 'll send you an outline of what the section needs to
include.

-

BACK TO TASK EMAIL LIST
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Email Notification:
back to Draft

Applicable
notification levels:

Edit and Resubmit a Document Manually Sent

Medium, high, maximum

Trigger: A document owner or document control
administrator sends a document in review or
approval back to draft using the Send to Draft
feature.

Recipients: Document owner, proxy authors

Subject: Sent back to Draft: "[document title]"

Body: [action taker's name] has sent "[document title]"
back to draft. You may wish to consult with
[action taker's name] to decide what action
needs to be taken next.

Click the document title above to open and edit
the document.

Example:

From: noreply @policytech.com Sent: Fri&/23/13 2:27 PM

To: Tom Hansen

Co

Subject: Sent back to Draft: "Accounts Payable and Cash Distribution”

Susan Howard has sent "Accounts Payable and Cash Distribution™ back to draft. You

may wish to consult with Susan to decide what action needs to be taken next.

Click the document title above to open and edit the document.

4

BACK TO TASK EMAIL LIST

Email Notification: Update Document Links

Applicable
notification levels:

All

Trigger: A document linked to from within a document is
replaced by a new version of that document or
by a different document.

Recipients: Document owner, proxy authors

Subject: Link update needed: "[document title]"

Body: "[outdated document title]" was replaced by "

[replacement document title]" and has thus
been archived.
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The link in "[link-containing document title]" was
automatically updated to link to "[replacement
document title]".

Click your document title above to accept or
change the link.

Example:

From: noreply @policytech.com Sent:  Fri8/23/13 2:27 PM
To: Tom Hansen

Co

Subject: Sent back to Draft: “Accounts Payable and Cash Distribution”

Susan Howard has sent "Accounts Payable and Cash Distribution” back to draft. You
may wish to consult with Susan to decide what action needs to be taken next.

Click the document title above to open and edit the document.

4

BACK TO TASK EMAIL LIST

Email Notification: Take Action on a Document Due for Periodic

Review
Applicable
notification levels: All
Trigger: The current date is within the warning period of
a document assigned a periodic review interval.
Recipients: Document owner, proxy authors
Subject: Your "[document title]" document expires on

[periodic review due date].

Body: The [integer] month periodic review for "
[document title]" is due on [periodic review due
date]. Click the document title and either create
a new version or select "No Revision
Necessary."

(Carefully review all properties. For instance,
ensure that writers, reviewers, approvers,
readers, categories and departments are
correct).

Example:
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From: noreply @policytech.com Sent: Mon 8/26/13 12:41 PM
To: Susan Howard

Co

Subject: Your “Wacation Policy” document expires on 10/26/2013.

e

The 12 month periodic review for "Wacation Policy” is due on 10/26/2013. Click the
document title and either create a new version or select "No Revision Mecessary”

(Carefully review all properties. For instance, ensure that writers, reviewers, approvers,
readers, categories and departments are correct).

4

BACK TO TASK EMAIL LIST

Email Notification: Write (Collaborate on) a Document

Applicable
notification levels: All

Trigger: The current date is within the warning period of
a document assigned a periodic review interval.

Recipients: Assigned writers

Subject: [escalation label]” (Due: [due date])T Writing
collaboration required: [document title]

“Possible escalation labels: WARNING! (if
message sent within optional warning period);
OVERDUE! (if message sent after optional due
date); CRITICAL! (if message sent after
optional critical date).

TIf due date is specified.

Body: [document owner's name] requires your
collaboration in writing [document title] [due
date text] .

Click the document title above to open and edit
the document.

[escalation text|T

Notes:

[note text]t

“The following is appended to the first
paragraph if a due date is specified, "and
requests that you complete it before [due date]."

TIncluded if a due date is specified and will be
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one of the following: "You have only [integer]
DAY (S) REMAINING before it is overdue"; "It is
due today!"; "It is [integer] DAY (S) overdue!"

*If one or more notes exist, each note's subject
(in bold font) and body are listed. Otherwise, the
note textis "-NONE-."

Example:

From: noreply@policytech.com Sent: Wed 9/25/13 9:45 AM
Toe Tawna Gifford (Accounts Receivable Clerk)

Co

Subject: WARNING!  [Due: 09/27/2013) Writing collaboration required: "Personal Time Off [PTO) Policy”

i)

Douglas Johnson requires your collaboration in writing "Personal Time Off (PTO) Policy™ and
requests that you complete it before 09/27/2013.

Click the document title above to open and edit the document.

You only have 1 DAY(S) REMAINING before it is overdue.

Notes:

-Mone-

BACK TO TASK EMAIL LIST

Email Notification: Review a Document

Applicable

notification levels: All

Trigger: A document with assigned reviewers is
submitted to review.

Recipients: Assigned reviewers

Subject: [escalation label] (Due: [due date])T Review

required: "[document title]"

"Possible escalation labels: WARNING! (if
message sent within optional warning period);
OVERDUE! (if message sent after optional due
date); CRITICAL! (if message sent after
optional critical date).

TIf due date is specified.

Body: [document owner's name] submitted "
[document title]" for your review[due date text]*.

Click the document title above to open and edit
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the document.
[escalation text]T

[version change summaryl+

Notes:

[note texf]S

"The following text is Included if a due date is
specified: " and requests that you complete it
before [due date]."

TIncluded if a due date is specified and will be
one of the following: "You have only [integer]
DAY (S) REMAINING before it is overdue”; "It is
due today!"; "Itis [integer] DAY (S) overdue!"

FIncluded only if the task is for a new version of
an existing document. If the document owner
has included a summary of the changes made,
the following text is included:

[document owner's name] has included these
comments regarding changes that were made
from the previous version:

"[comment text]"
Otherwise, the following text is included:
[document owner's name] has not included

any comments regarding changes that were
made from the previous version.

8If one or more notes exist, each note's subject
(in bold font) and body are listed. Otherwise, the
note textis "-NONE-."

Example:

» &1

Tony Potts submitted "Proposal” for your review.
Click the document title above to accept, decline, or make revisions to the document.
Tony has included these comments regarding changes that were made from the previous

wersion:
"Testing Compare and Merge of documents edited offline.”

Notes:

-MNone-
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BACK TO TASK EMAIL LIST

Email Notification: Approve a Document

Applicable
notification levels:

All

Trigger:

All reviewers accept a document or a document
is forced to the approval status from the draft,
collaboration, or review status

Recipients:

Assigned approvers

Subject:

[escalation label]” (Due: [due date])T Approval
required: "[document title]"

"Possible escalation labels: WARNING! (if
message sent within optional warning period);
OVERDUE! (if message sent after optional due
date); CRITICAL! (if message sent after
optional critical date).

TIf due date is specified.

Body:

[document owner's name] submitted "
[document title]" for your approval[due date
text] .

Click the document title above to accept,
decline, or make revisions to the document.

[escalation text]T

[version change summary]*

Notes:

[note texf]S

“The following text is Included if a due date is
specified: " and requests that you complete it
before [due date]."

TIncluded if a due date is specified and will be
one of the following: "You have only [integer]
DAY(S) REMAINING before it is overdue"; "It is
due today!"; "It is [integer] DAY (S) overdue!"
Included only if the task is for a new version of
an existing document. If the document owner
has included a summary of the changes made,
the following text is included:
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[document owner's name] has included these
comments regarding changes that were made
from the previous version:

"[comment text]"
Otherwise, the following text is included:
[document owner's name] has not included

any comments regarding changes that were
made from the previous version.

8If one or more notes exist, each note's subject
(in bold font) and body are listed. Otherwise, the
note textis "-NONE-."

Example:

From: noreply @policytech.com sent: Wed 9/25/13 1:10 PM
To: Douglas Johnson (Chief Executive Officer)

Cc

Subject: Approval required: "Propasal’

Tony Potts submitted "Proposal” for your approval.

L5

Click the document title above to accept, decline, or make revisions to the document.

Tony has included these comments regarding changes that were made from the previous
version:
"Updated paragraphs 2 and 3."

Notes:
Updated Text

Includes the updated text you wanted.

BACK TO TASK EMAIL LIST

Email Notification: Read a Document

Applicable
notification levels: All

Trigger: A document is approved and published, or a
document is approved and moved to pending
status when it has been assigned a future
publication date and the "Require reading
before publication" option has been selected in
the template.

Recipients: Assigned readers

Subject: [escalation label]” (Due: [due date])t Required
to read: "[document title]"
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“Possible escalation labels: WARNING! (if
message sent within optional warning period);
OVERDUE! (if message sent after optional due
date); CRITICAL! (if message sent after
optional critical date).

TIf due date is specified.

Body:

You are required to read "[document title]"[due
date text] .

Click the document title above toread. To
confirm that you have read and understood the
complete document click "Mark as Read".

[escalation text]T

[version change summary]*

Notes:$
[note text]

“The following text is Included if a due date is
specified: " before [due date]."

TIncluded if a due date is specified and will be
one of the following: "You have only [integer]
DAY (S) REMAINING before it is overdue"; "ltis
due today!"; "ltis [integer] DAY (S) overdue!"
Included only if the task is for a new version of
an existing document. If the document owner
has included a summary of the changes made,
the following text is included:

[document owner's name] has included these
comments regarding changes that were made
from the previous version:

"[comment text]"
Otherwise, the following text is included:
[document owner's name] has not included

any comments regarding changes that were
made from the previous version.

8If one or more notes exist, each note's subject
(in bold font) and body are listed. Otherwise, the
note textis "-NONE-."

Example:
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From: noreply @policytech. com| sent: Wed 9/25/13 1:32 PM
To: Ludlle Holmes (Accountant)

Cc

Subject: Required to read: "Personal Time Off (PTO] Policy”

You are required to read "Personal Time Off (PTO) Policy™.

Click the document title above to read. To confirm that you have read and understood the
complete document click "Mark as Read".

Douglas Johnson has included these comments regarding changes that were made from the
previous version:
"New Version”

Notes:

-Mone-

BACK TO TASK EMAIL LIST

Email Notification: Reassign Documents to Other Document
Owner

Applicable

notification levels: All

Trigger: A document's owner is deleted or has the
document owner role removed.

Recipients: DCAs

Subject: The document owner [document owner's name]

has been deactivated or changed positions.

Body: [document owner's name] has recently been
deactivated or changed positions in the
organization. You may need to reassign their
documents to another author. To reassign these
documents to another author or authors go to
My Tasks > Tasks > Reassign.

Example:

From: noreply @policytech.com Sent: Mon 8/26/13 9:22 AM
To: Douglas Johnson

Co

Subject: The document owner Fred Wright has been deactivated or changed positions.

i)

Fred Wright has recently been deactivated or changed positions in the organization. You
may need to reassign their documents to another author. To reassign these documents to
another author or authors go to My Tasks > Tasks = Reassign.
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BACK TO TASK EMAIL LIST

Informational Emails
The following notification emails are for the information of the recipients:

For document owners and proxy authors:

Writing Task Completed

A Document's Review Level Was Completed

Review Task Completed

Document Sent to Approval

A Document's Approval Level Was Completed

Approval Task Completed

Document Approved

A Document Is Set as Approved
A Document Was Edited in Its Current Status

A Document Is Designated to Be Replaced

A Writer's, Reviewer's, or Approver's Task Is Overdue

A Reader's Task Is Overdue

For writers, reviewers, approvers, and readers:

A Writer's, Reviewer's, or Approver's Task Has Been Canceled

A Reader's Task Has Been Canceled

For any user:
A Periodic Review Is Not Needed

Task Summaries

New Discussion Started

Discussion Reply Posted

Email Notification: Writing Task Completed

Applicable

notification

levels: Maximum

Trigger: A writer clicks Finished Writing.

Recipients: Document owner, proxy authors

Subject: [writer's name] finished writing: "[document title]"
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Body: The writer [writer's name] finished writing: "[document
title]"

[writer's name] has included the following comments:*
[comment text]
Pending Writers are:”

[pending writer list]

“Included only when applicable.

Example:

From: noreply @policytech.com Sent:  Fri 8/23/13 3:43 PM
To: Susan Howard

Co

Subject: Tawna Gifford finished writing: "Vacation Policy”

&

The writer Tawna Gifford finished writing "Vacation Policy”.

Tawna Gifford has included the following comments:
"Mew Version”

Pending Writers are:
Anne Jones (Chief Finance Officer)

4

BACK TO INFORMATIONAL EMAIL LIST

Email Notification: A Document's Review Level Was Completed

Applicable

notification
levels: High, maximum

Trigger: All required reviewers on a specific level take action on a
document (see Working with Levels for more information about
levels).

Recipients: Document owner, proxy authors

Subject: Level [integer] review complete: "[document title]"

Body: All required reviewers in Level [integer] accepted "[document
title]". The following reviewers received task notifications:

Level [integer]:
[reviewer list]

Example:
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From: noreply @policytech.com Sent:  Fri8/23/13 11:24 AM
To: Susan Howard
Cc
Subject: Level 1 review completed: “Vacation Policy”
All required reviewers in level 1 accepted "Vacation Policy”. The following reviewers ,

received task notifications:

Level 2:
Jones, Anne (Chief Finance Officer)
Thomas. Brad (Director of Operations)

BACK TO INFORMATIONAL EMAIL LIST
Email Notification: Review Task Complete
Applicable
notification
levels: Maximum
Trigger: A reviewer accepts, revises, or declines a document.
Recipients: Document owner, proxy authors
Subject: [reviewer's name] reviewed: "[document title]"
Body: The reviewer [reviewer's name] reviewed: "[document
title]"
[reviewer's name] has included the following comments:*
[comment text]
Pending Writers are:”
[pending reviewer list]
“Included only when applicable.
Example:
From: noreply @policytech.com Sent:  Fri 8/23/13 9:23 AM
To: Susan Howard
Co
Subject: Darren Breen reviewed: Wacation Policy”

The reviewer Darren Breen reviewed: "Vacation Policy™.

Darren Breen has included the following comments:
"Section 3 needs to be completely rewntten. | can provide a draft of what it needs to lock
like."

Pending Reviewers are:
Alice Lavin (Manager)

|2
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BACK TO INFORMATIONAL EMAIL LIST

Email Notification: Document Sent to Approval

Applicable

notification levels: Medium, high, maximum

Trigger: All required reviewers take action on a
document and accept it.

Recipients: Document owner, proxy authors

Subject: Sent to approval: "[document title]"

Body: All required reviewers accepted "[document
title]", so it was sent to approval. The following
approvers received task notifications:
[approver list]

Example:

From: noreply @policytech.com Sent:  Fri 8/23/13 10:04 AM

To: Susan Howard

Cc

Subject: Approved: “Wacation Policy”

A5

All required approvers accepted "Vacation Policy” and it was approved.

4

BACK TO INFORMATIONAL EMAIL LIST

Email Notification: A Document's Approval Level Was Completed

Applicable

notification levels: High, maximum

Trigger: All required approvers on a specific level take
action on a document (see Working with Levels
for more information about levels).

Recipients: Document owner, proxy authors

Subject: Level [integer] approval complete: "[document
title]"

Body: All required approvers in Level [integer]

accepted "[document title]". The following
approvers received task notifications:
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Level [integer]:

[approver list]
Example:
From: noreply @policytech.com Sent: Fri 8/23/13 11:33 &AM
To: Susan Howard
Cc
Subject: Level 1 approval complete: "Vacation Policy®

All required approvers in Level 1 accepted "Vacation Policy”. The following approvers

received task notifications:

Level 2

Johnson, Douglas (Chief Executive Officer)
Jones, Anne (Chief Finance Officer)

BACK TO INFORMATIONAL EMAIL LIST

Email Notification: Approval Task Completed

Applicable
notification levels:

Maximum

4

Trigger:

An approver accepts, revises, or declines a
document.

Recipients:

Document owner, proxy authors

Subject:

[approver's name] reviewed: "[document title]

Body:

The approver [approver's name] reviewed: "
[document title]"

[approver's name] has included the following
comments:*

[comment text]
Pending Writers are:”

lpending approver list]

“Included only when applicable.

Example:
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From: noreply @policytech.com Sent:  Frig/23/13 2:23 AM
To: Susan Howard

Co

Subject: Darren Breen reviewed: “Wacation Poligy”

The reviewer Darren Breen reviewed: "Vacation Policy”.

»

Darren Breen has included the following comments:

"Section 3 needs to be completely rewntten. | can provide a draft of what it needs to look
like."

Pending Reviewers are:
Alice Lavin (Manager)

BACK TO INFORMATIONAL EMAIL LIST

Email Notification: Document Approved

Applicable

notification levels: Medium, high, maximum

Trigger: All required approvers take action on the
document and accept it.

Recipients: Document owner, proxy authors

Subject: Approved: "[document title]"

Body: All required approvers accepted "[document
title]" and it was approved.

Example:

Fram: nareply @palicytech.com Sent: Fri 8/23/13 10:04 AM

To: Susan Howard

Co

Subject: Approved: “Vacation Policy

All required approvers accepted "Wacation Policy” and it was approved.

[ L5

4

BACK TO INFORMATIONAL EMAIL LIST

Email Notification: A Document Is Set as Approved

Applicable
notification levels: Medium, high, maximum
Trigger: A document control administrator sets a

document in the draft, collaboration, review, or
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approval status as approved.

Recipients: Document owner, proxy authors
Subject: Set as Approved: "[document title]"
Body: [document control administrator's name] set"

[document title]" document as approved. Al
reviewers or approvers may not have
completed their review.

Example

From: noreply @policytech.com Sent:  Fri8/23/13 2:37 PM
To: Tom Hansen

Cc

Subject: Set as Approved: “Unsigned or Partial Pay".

Susan Howard set "Unsigned or Partial Pay" document as approved. All reviewers ar
approvers may not have completed their review.

BACK TO INFORMATIONAL EMAIL LIST

Email Notification: A Document Was Edited in Its Current State

Applicable
notification levels: All

Trigger: A document control administrator used the Edit
in Current State feature to make changesto a
an approved document (in the pending or
published status).

Recipients: Document owner, proxy authors
Subject: Approved version modified: "[document title]"
Body: [document control administrator's name]

modified the approved document, "[document
title]". Please review the changes.

Here are their comments on the changes:
"[comment text]"

Example:
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From: noreply @policytech.com Sent:  Fri8/23/13 10:55 &AM
To: Anne Jones
Co
Subject: Approved version modified: "Vacation Policy™
Susan Howard modified the approved document, "Vacation Policy”. Please review the -

changes.

Here are their comments on the changes:
"Fixed a typo on page 2, line 5."

4

BACK TO INFORMATIONAL EMAIL LIST

Email Notification: A Document Is Designated to Be Replaced

Applicable

notification levels: All

Trigger: When a document is created, it is set to replace
one or more other documents, and thenitis
moved out of draft or collaboration status to the
review, approval, pending, or published status.

Recipients: Document owner, proxy authors

Subject: Document replacement intent: "[document title]"

Body: [document owner's namel is replacing the
document "[replaced document title]" with the
document "[replacement document title]". Since
you are the document owner of "[replaced
document title]", you have automatically been
included as a reviewer on the new document
and will receive a task notification email.

Example:

From: noreply @policytech.com Sent:  Fri8/23/13 1:53 PM

To: Tom Hansen

Cc

Subject: Document replacement intent: “Cash Procedures”

Susan Howard is replacing is replacing the document "Cash Drawers” with the document
"Cash Procedures”. Since you are the document owner of "Cash Drawers”, you have
automatically been included as a reviewer on the new document and will receive a task
notification email.

BACK TO INFORMATIONAL EMAIL LIST

Email Notification: A Writer's, Reviewer's, or Approver's Task is
Overdue

Applicable Not applicable

PolicyTech 9.0 Administrator's Guide



392 - Appendices

notification levels:

Trigger: The due date has passed for a writer's,
reviewer's, or approver's unfinished task.

Recipients: Document owner, proxy authors, managers

Subject: Document Owner Escalations

Body: You are listed as the [document role]” for the
following documents with overdue tasks:
[overdue task list]
“Possible document role text: "document
owner," "proxy author."

Example:

From: noreply @policytech.com Sent: Mon 8/26/13 3:08 PM

To: Darren Breen
Ca

Subject: Documents with Overdue Tasks

Document Owner Escalations
You are listed as the Document Owner for the following documents with overdue tasks:

Status Document Title User

Task Date Assigned Days Elapsed Date Due Days Overdue

OVERDUE! Training and Johnson, Douglas Approver 11/21/2011 643 12/31/2011 605

Tuition
Reimbursement

)

For detailed information, visit the Reports area and choose the "Tasks by Document” reports.

4

BACK TO INFORMATIONAL EMAIL LIST

Email Notification: A Reader's Task Is Overdue

Applicable
notification levels:

Not applicable

»

Trigger: The due date has passed for a reader's
unfinished task.

Recipients: Document owner, proxy authors, managers

Subject: Document Owner Escalations

Body: You are listed as the [documentrole]* for the

following approved documents with overdue
reader tasks:

[document list

"Possible document role text: "document
owner," "proxy author."
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Sent  Fri 8/27/13 1:43 PM

Example:

From: noreply@policytech. com|

To: Tom Hansen

Co

Subject: Documents with Overdue Tasks

Department Manager Escalations

» |EF1

You are listed as the Department Manager for the following users with overdue reader tasks:

Status
OVERDUE! Cash, Jordon
OVERDUE! Gifford, Tawna
OVERDUE! Hansen, Tom
OVERDUE! Hill, Maria
OVERDUE! Holmes, Lucille
OVERDUE! Packer, Mary
OVERDUE! Schram, Johanna
OVERDUE! Woo, Josh

User

Document Title Task Date Assigned Date Due Days Overdue

Capitilization (v.2) Reader 9/27/2013 9/23/2013 5
Capitilization (v.2) Reader 9/27/2013 9/23/2013 5
Capitilization (v.2) Reader 9/27/2013 9/23/2013 5
Capitilization (v.2) Reader 9/27/2013 9/23/2013 5 =
Capitilization (v.2) Reader 9/27/2013 9/23/2013 5
Capitilization (v.2) Reader 9/27/2013 9/23/2013 5
Capitilization (v.2) Reader 9/27/2013 9/23/2013 ]
Capitilization (v.2) Reader 9/27/2013 9/23/2013 ]

BACK TO INFORMATIONAL EMAIL LIST

Email Notification: A Writer's, Reviewer's, or Approver's Task Has

Been Canceled

Applicable
notification levels:

Maximum

Trigger:

A document owner, proxy author, or document
control administrator takes an action that
removes the document from the collaboration.
review, or approval status before all writers,
reviewers, or approvers, respectively, have
completed their tasks. Such actions include
sending a document back to draft, deleting it,
forcing it to review or approval, and setting it as
approved.

Recipients:

Writers, reviewers, or approvers

Subject:

No [task action]  required: "[document title]"

“The task action text will be "collaboration,"
"review," or "approval."

Body:

You are no longer required to [task action] "
[document title]". The document is no longer in
the [task action]t phase.

“Text will be "collaborate in writing," "review," or

"approve."
TText will be "writing,

review," or "approval.”
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Examples:

From: noreply @policytech.com Sent:  Fri8/23/13 12:02 PM
To: Tawna Gifford {Accounts Receivable Clerk)

Co

Subject: Mo collaboration required: “Vacation Policy

“ou are no longer required to collaborate in writing "Wacation Policy”. The document is no
longer in the writer phase.

From: noreply @policytech.com Sent:  Fri8/23/13 12:27 PM
To: Tom Hansen (Accounting Manager)
Co
Subject: Mo review required: "Vacation Policy”
i

You are no longer required to review "Wacation Policy” document. The document is no
longer in the review phase.

From: noreply @policytech.com sent:  Fri8/23/13 12:36 PM
To: Will Gatos (Chief Information Officer)

Co

Subject: Mo approval required: “Vacation Policy”

You are no longer required to approve "Vacation Policy”. The document in no longer in
the approval phase.

BACK TO INFORMATIONAL EMAIL LIST

Email Notification: A Reader's Task Has Been Canceled

Applicable

notification levels: Maximum

Trigger: A document owner, proxy author, or document
control administrator takes an action that
archives the document before all required
readers have completed their tasks. Such
actions include creating a new version of the
document, and replacing it with a different
document.

Recipients: Readers

Subject: No longer required to read: "[document title]"
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Body: You are no longer required to read "[document
title]"

Example:

From: noreply @policytech.com Sent: Mon 8/26/13 11:15 AM

To: Ludille Holmes (Accountant)

Co

Subject: Mo longer required to read: “Account Collections Form®

You are no longer required to read "Account Collections Form”.

L5,

4

BACK TO INFORMATIONAL EMAIL LIST

Email Notification: A Periodic Review Is Not Needed

Applicable
notification levels:

All

Trigger:

A document owner, proxy author, or document
control administrator clicks No Revision
Required in a published document.

Recipients:

Selected recipients

Subject:

No revision necessary: "[document title]"

Body:

[action taker's name] completed the [integer]
month review of "[document title]" and
determined that 'No changes were necessary'.

The next periodic review of this document s in
[integer] months.

If you have any concerns about this decision,
contact [contact's name]t.

“Ifa proxy author or document control
administrator (DCA) triggered this notification,
the action taker text will be "[proxy author's or
DCA's name] on behalf of [document owner's
name]."

TIf a proxy author or DCA triggered this
notification, the contact name text will be "[proxy
author's name or DCA's name] or [document
owner's name]." Otherwise, only the document
owner's name is included.

Examples:
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From: noreply @policytech.com Sent:  Fri8/23/13 12:45 PM
To: Douglas Johnsan

Co

Subject: Mo revision necessary: “Job Description - Document Control Administrator”

Susan Howard completed the 12 month review of "Job Description - Document Contral
Administrator” and determined that 'No changes were necessary’. The next periodic review
of this document is in 12 months.

If you have any concerns about this decision, contact Susan Howard.

-
From: noreply @policytech.com Sent:  Fri8/23/13 1:06 PM
To: Tom Hansen
Cc
Subject: Mo revision necessary: “Cash Drawers’
Jordon Cash on behalf of Tom Hansen completed the 12 month review of "Cash Drawers”
and determined that ‘No changes were necessary’. The next periodic review of this
document is in 12 months.
If you have any concemns about this decision, contact Jordon Cash or Tom Hansen. 1
-
BACK TO INFORMATIONAL EMAIL LIST
Email Notification: Task Summaries
Applicable
notification levels: Not applicable
Trigger: The scheduled date and time set for sending out
task summary notifications has arrived.
Recipients: Allusers with currently assigned tasks
Subject: Tasks Summary
Body: You have tasks you are required to complete.
[task lists organized by task]
Example:

PolicyTech 9.0 Administrator's Guide



Appendices - 397

From: noreply @policytech. com| Sent: Fri 9/27/131:47 PM
To: Carli Goff
Ceo
Subject: PolicyTech Tasks Summary
Lix)
You have tasks you are required to complete. N

Collaborate in writing the following documents as soon as possible

Status Title Document Owner Date Due Days Overdue
Device Master Record Stoker. Brent NIA NIA
Drawings and Schematics Stoker, Brent NIA NIA
Engineering Change & Document Change Control Stoker. Brent NIA NIA
Job Description - Director of Engineering Stoker, Brent MNiA MNiA

Read the following documents as soon as possible and mark that you have read them:

Status Title Document Owner Date Due Days Overdue
Eamily and Medical Leave Act Breen, Darren NIA NIA
Healthcare Benefits Breen, Darren NIA NIA
Paid and Unpaid Time Off Breen, Darren NIA NIA
Pay and Payroll Matters Breen, Darren NIA NIA
Workplace Safety Breen, Darren NIA NIA
Cash Drawers Hansen, Tom NIA NIA
Workplace Rules & Guidelines Breen, Darren NIA NIA
Operation & Service Manuals Stoker, Brent NIA NIA =
4 [ 3

BACK TO INFORMATIONAL EMAIL LIST

Email Notification: New Discussion Started

Applicable
notification levels: All
Trigger: A user starts a new discussion in a document.
Recipients: Selected recipients
Subject: [discussion title]: "[document title]"
Body: [user name] posted the following message to
the discussion board in "[document title]":
"[discussion texf]"
To respond to this post, click on the document
title above and then click "Discussions".
Example:
From: noreply @palicytech.com Sent: Mon 8/26/13 3:08 FM
To: Jordon Cash
Cc
Subject: Is this document up to date with the 2013 information?: "Check Signing Authority”
Tom Hansen posted the following message to the discussion board in "Check Signing Ef
Authority™
"Is this document up to date with the 2013 information?" L
To respond to this post, click on the document title above and then click "Discussions™.
-

BACK TO INFORMATIONAL EMAIL LIST

Email Notification: Discussion Reply Posted

Applicable All
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notification levels:

Trigger: A user replies to an existing discussion in a
document.

Recipients: Selected recipients

Subject: [discussion title]: "[document title]"

Body: [user name] posted the following in reply to the
discussion "[discussion titles]" in "[document
title]".

"[reply text]"

Example:

From: noreply @policytech.com Sent: Mon 8/26/13 3:08 PM

To: Jordon Cash

Co

Subject: Is this document up to date with the 2013 information?: "Check Signing Authority”

L5,

Tom Hansen posted the following message to the discussion board in "Check Signing
Authority™:

"ls this document up to date with the 2013 information?"

To respond to this post, click on the document title above and then click "Discussions™.

BACK TO INFORMATIONAL EMAIL LIST

Appendix D: Custom User Interface

There are several ways to change the appearance of the PolicyTech™ user
interface. The graphics that make up the general look and feel of an application
are sometimes referred to collectively as the skin, and changing these graphics
is called skinning or re-skinning. You can re-skin PolicyTech in any of the
following ways:

m Choose from one of four predefined themes using Theme Manager (see
Theme Manager).

m Replace the default images in the PolicyTech header with images of your
own (see Working With Custom Themes below).

Working With Custom Themes

A PolicyTech™ theme consists of four graphic files that constitute the header.
When you switch to a different built-in theme using Theme Manager,
PolicyTech simply swaps out the current four graphic files and the Cascading
Style Sheets (CSS) file for a different set of four graphic files and CSS file with
the same filenames. You must do essentially the same thing to create a
customized theme.
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Important: NAVEX Global will assist with problems encountered while
uploading theme graphic files using Theme Manager. However, the
customer is solely responsible for troubleshooting image design and edited
HTML and CSS files.

See the following sections for help with custom themes.
Creating or Modifying Theme Graphic Files

Uploading Theme Graphic Files

Changing or Deleting a Custom Theme

Creating or Modifying Theme Graphic Files

The following table contains details about the four graphicfiles used in a
PolicyTech™ theme. The thumbnails shown are for the default Orange Sunrise
theme.

Thumbnail Actual Location in Header
Size
(px)
logo.gif  °'Y 81x41 Upper left corner (used as an
image sprite)
btn_ Gl 300 Top, with left edge matching left
button.gif 54 edge of main viewing pane
titlebar.jpg 770x  Bottom left, extending 770
101 pixels to the right
titebar [0 142x  Bottom right, at left edge of
bg.jpg 101 titlebar.jpg (used to extend the
title bar to the right as the
browser window becomes
wider; repeats if widened space
exceeds 142 pixels)

You can either modify a set of existing theme graphics or create your own. If you
create your own, they must be the same size and file format and have the same
file names as those listed in the table above.

Click here to go to an online Help topic containing all of the graphics for each of
the themes and instructions for downloading them.

After modifying or creating theme graphics, continue with the instructions in the
next section.

Uploading Theme Graphic Files

After you have modified or created the graphic files, you need to upload them to
the PolicyTech™ server.
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Important: Uploaded graphic files always override the current built-in theme
setting. The only way to use the built-in themes again is to delete all the
uploaded graphic files (see Changing or Deleting a Custom Theme below).

1.
2.
3.

In PolicyTech, click PREFERENCES.
Click System / IT Settings, and then click Theme Manager.
Click the Custom Images tab, and then do one of the following:

= In Windows Explorer, find and select the graphic files you want to
upload, drag them over the file list area of the Custom Images tab in

PolicyTech, and then, when you see the area highlighted in green, drop

the files.

Theme Hanagel_"“-\ "? ]

Select a theme and upload custom images if desired. Click "Save” to apply your selection.
Please see the help link (above) for instructions on Custom Images.

Deskiop Theme || Mobile Theme | Custom Images

S
Filename Date Modified File Size
&'| | btn_button png 6/19/2013 2:01:26 PM 1.96 KB
B logo.png 61972013 2:01:26 PM 1.82 KB
B fitlebar.png 6/19/2013 2:01:27 PM 3.67 KB
B 61972013 2:01:27 PM 960 B

fitlebar_bg.png
]

Drop files here

11Drop files here Browse... | Upload

# Refresh Image Cache | Cancel

J

N o o &

m Click Browse, find and select the graphic files, and then click Open.
Click Upload.

Log out from PolicyTech, and then close all browser windows.

Restart the browser, making sure not to open straight to PolicyTech.

Using your browser's Internet options or settings, delete your browser's
temporary files.

8. Loginto PolicyTech to see the theme changes.
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Important: You may need to instruct all PolicyTech users to delete their
browsers' temporary files as well in order to see the theme changes.

Changing or Deleting a Custom Theme

You can use Theme Manager to swap out old graphic files for new ones or to
delete the custom theme graphics altogether and revert to the default theme.

1. InPolicyTech™, click PREFERENCES.
2. Click System / IT Settings, and then click Theme Manager.
3. Clickthe Custom Images tab.

4. Select a file you want to replace or delete, click 2, and then click OK.

Note: If you simply want to delete the custom theme graphic and go back to
using the corresponding built-in theme graphic, skip to step 7.

5. Toreplace afile you deleted, do one of the following:

= In Windows Explorer, find and select the graphic file you want to upload,
drag it over the file list area of the Manual Backups tab in PolicyTech,
and then, when you see the area highlighted in green, drop the file.

Manual Backups '.ll‘ighify Backups..'
Select a backup file below or right-click on a backup for more options.
Server Space: 103 GB free of 150 GB
& X o ¥
Name Date modified Size
&' Clean_DB.pmb 2/5/2008 3:32:00 PM 5.80 KB “
D CS Backup 6.7_3 pmb 1/6/2012 11:59:02 AM 335MB
D DemoData_FixedDateCreated pmb 9/8/2010 3:54:12 PM 435 MB
B download-20130911101355.zip 9/11/2013 10:15:17 AM 17.51 MB
PPM1.pmb 9112013 10:55:49 AM 5.6 MB
& - DroE I%ﬁas%ere
D PPMzip1.zip 1172013 11:43:29 AM 24 41 MB
D PPMzip2.zip B 9/11/2013 11:16:16 AM 105.37 MB
| =l PPMDo1 032 -
D PPM_02_13_ 2009 9/11/2013 10:33.56 AM 56MB VY
| e -
| Drop files here | Browse... | Upload

. A

= Click Browse, find and select the graphic file, and then click Open.
6. Click Upload.
7. Log out from PolicyTech, and then close all browser windows.

8. Restart the browser, making sure not to open straight to PolicyTech.
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9. Using your browser's Internet options or settings, delete your browser's
temporary files.

10. Loginto PolicyTech to see the theme changes.

Important: You may need to instruct all PolicyTech users to delete their
browsers' temporary files as well in order to see the theme changes.

Appendix E: SharePoint Integration

You can configure Microsoft® SharePoint® Portal Server to access PolicyTech
documents using either Federated Search or Page Viewer Web Part. Both
methods provide a method for searching and accessing PolicyTech documents,
but each has unique functionality, as shown in the table below.

Federated Page Viewer

Feature Search Web Part
Search PolicyTech documents from within v v
SharePoint
Access documents with All Users and Public v v
security levels
Single search for both SharePoint and
PolicyTech with results on the same web v
page
Access documents with restricted security v

levels (specifically allowed users only)

Go to the section for your preferred integration method:

Integrate via Federated Search

Integrate via Page Viewer Web Part

SharePoint Integration via Federated Search
You can integrate PolicyTech with SharePoint® so that certain PolicyTech
documents appear in SharePoint search results.

Important: Using this integration method returns only those documents
meeting the following criteria:
m Must be assigned to a site to which the API key has been assigned
m Must reside in the published status
m Must have a security level designation of All Users or Public

Choosing an Interface Method

You can use either the default search interface built in to PolicyTech or, if you
need more advanced handling of search requests and results, create your own
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by coding an interface web page (see Search Interface Web Page Details). The
instructions that follow apply to both methods.

Activating the PolicyTech APl and Creating an API Key

1.

To activate the API for your PolicyTech installation, call Client Support at

888-359-8123 (toll-free in the U.S. and Canada) or 208-359-8123. A Client
Support technician will give you a new registration code.

Log in to PolicyTech.
Click PREFERENCES, click System / IT Settings, and then click

Registration Info.

In the Enter Registration Code box, copy and paste the new registration

code that Client Support emailed to you, and then click Submit
Registration Code.

At the top of the PolicyTech window, click PREFERENCES again to reload

them with new registration code.

policyt

Click System / IT Settings, and then click APl Keys.

DOCUMENTS ' MY TASKS (25) ' REPORTS

Personal Settings
Company Setup
Third-Party Setup
User Setup
Document Setup
System / IT Settings
Registration Info
Check for Updates
Database Manager
Email Setfings
Login Settings
Language Files
Module Manager

Automated User
Synchronization

Automated Dept.
Synchronization

Product Integration
View Logs

Theme Manager
FIPS Compliance

APl Keys

|Corpnrate Headquarters v|

@ [Corporate Headguarters)
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7.

Click New.

Md APIKey |

Create a Display Name for your APl Key and assign appropriate Site Access
Display Name | |
Key

IP Range(s) w

Sites

@ [] Archive
@ [] Corporate Headguarters
@ [ ] Sales & Support Office

[] Automatically select new sites as they get created.

H Save | Cancel

10.

11.

Type a name for the new key.

(Optional) If you want to limit access to PolicyTech via the API, in the IP
Range(s) box type one or more IP ranges containing the addresses of one
or more servers. Type ranges in the following format: Xxx.XXX.XXX. XXX~

XXX XXX XXX XXX, XXX XXX XXX . XXX=XXX. XXX, XXX, XXX

In the Sites box, select only those sites you want SharePoint users to have
access to. If you want SharePoint users to also have access to any sites
that may be added to PolicyTech in the future, select the Automatically
select new sites as they get created check box.

Click Save to generate the key and display it in the Key box.

Leave the Edit APl Key window open, as you will need to access the key
in a later step.

Create and Test a Search Result Source in SharePoint

Important: The instructions that follow are one example of how to configure
SharePoint using Office 365™. If you're using a different administration tool,
your steps and screens may be different than those below. You may also
choose different options to set up your Search Result Source.

1.
2.

Log in to Office 365 as an administrator.

Click Admin, and then click SharePoint.

] Office365 Admin  ~

Office 365 admin center « Office 365

Search users, admin tasks ar p |

Share@jﬂmt

™
o]
0]

D
T

DASHEOARD
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3. Click Search, and then click Manage Result Sources.

SharePoint admin center

site collections L. .
search administration

infopath

Manage Search Schema
user profiles Create and modify search properties so that us
bcs Manage Search Dictionaries

Create and modify lists of terms which will be u
term store

Manage Authoritative Pages

Identify high-quality pages that search will use

records management i
consider less relevant

search ! :
Query Suggestion Settings
sho stions as users type in the s

Show search sugges

secure store

Manage Result Sources
apps Create and dify sources you can query for re
from remote sources suc

settings
Manage Query Rules

4. Click New Result Source.

SharePoint admin center

site collections Use result sources to scope searc
defining 2 result source, configur:
infopath Result Sources replace Search Scc

queries, but not edit them.

user profiles

becs =i New ResEIt Source

term store NAME

records management Defined for this tenant (2)

5. Type or select the following settings.

Name PolicyTech Search

Description (optional)
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Protocol OpenSearch 1.0/1.1

Type SharePoint Search Results

Query Transform {searchTerms}

Credentials Anonymous: This source does not require
Information authentication

6. The Source URL you must provide depends on whether you're using the
default PolicyTech interface or a custom interface web page.

= Default PolicyTech interface: Type the URL in the following format.

https://[your PolicyTech

URL
J/api/opensearch/2014/06/?MethodName=GetDocuments&APIKey=
[PolicyTech API keyl&SearchField=ALL&itemsPerPage=
{itemsPerPage}&startindex={startindex}&SearchTerms=
{searchTerms}

Make sure the protocol is https:// (secure). Replace [your PolicyTech
URL] with the URL used to access your PolicyTech site. Replace
[PolicyTech API key] with the key you created earlier in PolicyTech
Preferences. Your completed URL should look similar to the following:

https:/lsamplecompany.peolicytech.com/apilopensearch/2014/06
?MethodName=GetDocuments
EZAPIKey=e3b24f256c7cddacbbealf2205d9cbee

& SearchField=ALL&itemsPerPage={itemsPerPage}
&startindex={startindex}&SearchTerms={searchTerms}

Note: The URL must be one long string containing no spaces. Line breaks
were added to the sample above to accommodate viewing within this
documentation format.

m Custom interface web page: see Search Interface Web Page Details
below.

7. Below the settings, click Save.

8. Point your cursor to the white space after the newly added result source
name to display a down arrow, click the arrow, and then click Test Source.
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[J Office 365 Admin ~ [l

SharePoint admin center

site collections
infopath

user profiles

bes

term store

records management
search

secure store

apps

settings

Use result sources to scope search results and federate queries to extern
search engines. After defining a result source, configure search web part

it. Learn more about result sources.

Result Sources replace Search Scopes, which are now deprecated. You cz

use them in queries, but not edit them.

=i New Result Source

NAME

Defined for this tenant (2)
PolicyTech Search

Provided by the search service (4)
InternetSearchResults
InternetSearchSuggestions
LocalPeopleSearchindex
LocalSearchIndex

Provided by SharePoint (16)

Conversations

Edit

s Copy

X Delete
Deactivate

Set as
Default

Test@s}jurce

CRE

9. When the test finishes, you should see a Succeeded message. Click OK.

Important: If the test fails, try executing it again. If it continues to fail, there is
a configuration issue. Check the Result Source settings, especially the
source URL. Also check the PolicyTech logs (see View Logs).

Adding and Configuring a Web Part

1.

In the SharePoint admin center, click site collections.
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SharePoint admin center
site collections Use

conf
infopath Resu
user profiles

=i
bcs
term store

Defir
records management

sdli L

2. Click the search site.

SharePoint admin center

site collections cite Collections

5

MNew  Delete

infopath

9

user profiles Properties Owners Sharing Storage _ Buy  Server Re

- Quota Storage GQuot
bes Contribute Manage
Search by URL... el
term store
] URL STOR/
records management https:// sharepoint.com 0.00

search L) httpsy// sharepoint.com/search 0.03

https:// -my.sharégbint.com 0.00
secure store . .
http:// -public.sharepoint.com 0.13

apps

3. Inthe site collection properties window, click the Web Site Address
link.
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site collection properties

Title

Web Site Address https:// .sharegpint.com/search
Primary Administrator Company Administrator

Administrators Company Administrator

Number Of Subsites 1

Storage Usage 0.03 GB

Storage Quota 0.98 GB

Storage Warning Level Mot set

Resource Usage 0 resources

Server Resource Quota 0 resources

Resource Usage Warning Level Not set

Close

4. Type any keyword, and then click £ .

E> # EDIT LINKS
Search

|po\'\cyﬂ

O

5. Inthe results page, click £}, and then click Edit Page.
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aOfﬁce365 Admin ~ - SO O ?
. ~  Office 365 settings l
> policy
~ Show Ribben I
Everything People Conversations )
Shared with...
Nothing here matches your search
Edit page
Suggestions
Add a page
= Make sure all words are spelled correctly
* Try different search terms
= Try more general search terms Add an app
+ Try fewer search terms
= Try these tips for searching Site contents
Design Manager
Preferences o
Site settings
Feedback
6. Click Add a Web Part.
E]0fﬁce365 Admin " o ?
BROWSE  PAGE  PUBLISH () SHARE g save O
2 = EF Page History . —Q ] °®
0 [n BB g O 2 Egm & (g
Save New CheckIn Edit Paﬁa E-maila Alert Popularity Preview Page Library Library  View All Tags &
- - Properties . URLs X Delete Page Link  Me, Trends Loyout + [B)  Settings Permissions Pages MNotes
Edit  Manage Share & Track Page Actions Page Library Tags and Notes
Navigation Zone TR
Add a Web Part Search Boy
Refinement policy L
Shared Results:
This Web Part

aviaation

7. InCategories, click Search; in Parts, click Search Results; for Add part

to, click Main Zone; and then click Add.

Note: If the Add button is not visible, try accessing the page in Internet

Explorer® with Compatibility View enabled.

Parts

Categories

E3 content Rollup

[3 Document Sets

[ Filters

C3 Forms

3 Media and Content
[ Search

3 Search-Driven Content
(3 social Collaboration
Upload a Web Part ~

About the part

[Hlrefinement

[Hllsearch Box

[Slsearch Navigation
|Disearch Results

[Btraxonomy Refinement Panel

Search Results

associated with them.

Add part to! Main Zone

Add

Displays the search results and the properties

Cancel
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8. The newly added web part is displayed at the top of the Main Zone. Click
and drag the new web part below the Search Navigation part (or below
another Search Result part) so that Search Box and Search Navigation
are the first and second parts at the top.

9. Inthe new web part, click the down arrow near the upper right corner, and
then click Edit Web Part.

Main Zone
Add a Web Part

Search Navigation

Everything People Conversations Videas

Search Box

policy 0
Search Results -0
Minimize
Preference for results in English~
Close
Look in the right place % Delete

Define result sources that change where results come from.

. - [} Edit Web Part
ailor the look of important result types

Craft a display template in HTML and a result type rule that controls when to st

Get even more relevant results

Export...
Create query rules to promote important results, show blocks of alternate item:,

10. Inthe settings pane displayed on the right, click Change Query.
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1 Search Results X
Properties for Search Results 2
=] search Criteria Help

Query results provided by
This Web Part (Search Res.;l‘.sﬂ

Change query

Use the "Change Query" dialog
to configure what's being
searched and which result source

to use.
Display Templates Help
Settings Help

Appearance
Layout
Advanced

ol Cance Apply

11. For Select a query, click the name of the result source you created earlier,
and then click OK.

Build Your Query
BASICS REFINERS SORTING  SETTINGS  TEST
Switch to Quick
Select a query PaolicyTech Search (Tenant) ﬂ

Choose what content you want to search by
selecting a result source.

12. Backin the settings pane, expand Settings, and then, under Results
control settings, click to clear the Show advanced link and Show
language dropdown check boxes, as these features are not compatible
with the PolicyTech API.
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[l Settings Help
Results settings
Murnber of results per page
10

Show ranked results
Show promoted results
Show "Did you mean?"
Show personal favorites
O show View Duplicates link
[]show Search Navigation
menu

Specify the search center in
Search Settings

Results control settings
| [J5how advanced link
Advanced search page URL

Show result count
| [show language dropdown
[Ishow sort dropdown

13. Expand Appearance, and then update the web part title.

=l Appearance

Title

PolicyTech Search Results

Height

14. Atthe bottom of the settings pane, click OK.
15. Inthe alert near the top of the page, click Check it in.

& Checked out to you Only you can see your recent changes. Check it in.

16. Inthe next alert, click Publish this draft.

17. Type a keyword that you know is contained in one or more PolicyTech
documents, and then click £ .

You should see a list of PolicyTech documents containing the keyword.
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[ Office 365 Admin ~ & 2
> Everything People Conversations Videos 2
policy L

Account Collection Process (222)
Jdocviewy7docid=34

Account Collections Form (463)
/docview/7docid=35

ActionTest Policy
Jdocview/?docid=128

Air, Water & Soil Resource Management (218)
Jdocview,?docid=36

Anti-Bribery_Gifts and Gratuity Policy
Jdocview?docid=113

About 123 results

Preferences

Search Interface Web Page Details

If you decide to program your own interface web page, here's one example of
how you could implement it:

m Accept search parameters from the SharePoint server in an OpenSearch
formatted URL.

= Send requests to and accepts results from the PolicyTech APl using WCF
services.

m Formatreturned results as an XML documentin RSS or Atom format.

m Return the results to the SharePoint server.

SharePoint Federated Search Example

Search Parameters r B Search Parameters

Search Interface
SharePoint PolicyTech APl
aretoln Results Web Page T ec

A v

Note: The web page can reside on the same web server as SharePoint but
doesn't have to.
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Coding Resources

OpenSearch.org

Code Sample: Federated Search SQL Server Connector

Windows Communication Foundation Services and WCF Data Services in
Visual Studio

Add the Code for the Federated Search HTML to RSS Converter

SharePoint Integration via Page Viewer Web Part

PolicyTech™ supports configuring Microsoft® SharePoint® Portal Server to
display interface controls and document access directly from PolicyTech via the
Page Viewer Web Part . To configure PolicyTech to work with SharePoint,
please review the sections below.

Available Web Parts
Below is a list of the PolicyTech Web Parts that can be integrated into
SharePoint.
Main PPM Screen. The complete PolicyTech website can be included as a
web part for users who need full functionality.

HH Iy —Wﬂ ; = -

Aaanga by m

Crioa iy

URL.: http:/your-ppm-server}/
Widget Manager. Users can drag around the four widgets below and position
or re-size them to fit the user's desired preference. The main PolicyTech

interface can also be accessed via link in the upper right corner of the Widget
Manager page.
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URL: http://your-ppm-server}/sharepoint/widgets/

Document List. A lighter version of the main page allows users to look up
documents by category arrangements and use the search functionality.
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URL: http://{your-ppm-server}/sharepoint/documentlist/

Task List. A task list can be displayed in conjunction with the document list or
alone.
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Favorite Documents. The documents that users have added to their
Favorites can be displayed alone or on the same page as other web parts.
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Report List. Managers can access reports directly through the widget without
having to first load the main PolicyTech home screen.
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URL: http://your-ppm-server}/sharepoint/reports/
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Installing the Web Parts into SharePoint 2007

1.

10.
11.
12.
13.

© © N o g &~ w0 DN

Log in to SharePoint. (Your SharePoint user account must have
permission to create new pages.)

Click Site Actions > Create.

Click Web Part Page.

Set the desired properties of the new page and click Create.
Click Add a Web Part.

Check the box next to Page Viewer Web Part and click Add.
Click Edit at the top right of the newly added web part.

Click Modify Shared Web Part.

On the right, provide the Link (The links can be found in the table of web
parts above.)

Set the other properties such as width and height as desired.
Click OK.
Click Exit Edit Mode at the top right.

Make sure that the SharePoint integration prerequisites (explained in the
next section) have been met before using the web parts.

Prerequisites for SharePoint Integration via Web Part

Enabling Third-Party Cookies / Creating a P3P for your Website

Note: This may not be required if PolicyTech is configured to use Active
Directory authentication.

m SharePoint Page Viewer web parts make use of Iframes for displaying

content. When the PolicyTech pages are displayed inside an Iframe, third-
party cookies must be permitted for proper functionality. If third-party
cookies are not permitted, the user will not be able to log on to the
PolicyTech system.To do this, ensure that your P3P policy is in place on
your web server.

Make sure P3P in place in your Custom HTTP Headers as seen below.
(Note: We highly suggest applying P3P to the root web server and not the
website itself because PolicyTech updates may override P3P settings. If
this occurs, P3P will have to be reinstalled each time PolicyTech updates
are applied.)

For more information on P3P’s please see the following:
http://www.w3.org/P3P/details.html

IIS 6 - P3P Configuration
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Adding PPM as a Trusted Site

If your users experience login issues when viewing Policy Tech within the web
part, add the URL to PolicyTech as a trusted site in Internet Explorer.

0? HTTP Response Headers

Use this feature to configure HTTP headers that are added to respo
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